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Yousry “Yost” Zakhary, Director, 
Woodway, Texas,  

Public Safety Department 

P R E S I D E N T ’ S  M E S S A G E

When I reflect back upon 2013, I think of how 
this year has been particularly devastating 

when it comes to active shooter incidents and 
violent attacks. These incidents are on the rise, 
and even more alarming, they seem to be getting 
more deadly. Active shooters seek out places of 
mass gatherings—our schools, shopping malls, 
airports, and movie theaters—with the goal of 
having a large and fatal impact. That is why it is 
imperative that your law enforcement agen-
cies and communities are prepared with the 
knowledge they need to respond to and deter 
these events. 

For those of you who attended the IACP 2013 
Conference in Philadelphia, Pennsylvania, you 
are aware that a central focus of the conference 
was on strategies to help prevent, deter, respond, 
and recover from these critical and tragic inci-
dents. Working closely with key partners from 
the Department of Justice (DOJ), Department 
of Homeland Security (DHS), Federal Bureau 
of Investigation (FBI), and chiefs of police who 
had firsthand experience dealing with these 
events, we conducted several workshops and 
panels on active shooter situations. Chief Michael 
Kehoe, Newton Police Department, Connecticut; 
Chief Daniel Oates, Aurora Police Department, 
Colorado; and Chief Todd Evans, Fountain Police 
Department, Colorado, all shared their insights 
and recommendations on what agencies should 
do before and during an active shooter event. 

U.S. Attorney General Eric Holder also 
spoke on this topic at the First General Assembly 
during IACP 2013. He highlighted the partner-
ship between the FBI and the IACP to provide 
guidance to the first officers who arrive on the 
scenes of these crimes. Attorney General Holder 
elaborated on how the DOJ is placing increased 
emphasis on evaluating threats and certain 
individuals, in order to disrupt planned shootings 
and other violent attacks.  

Tragically, even as the attorney general was 
delivering his remarks, the United States was 
being shocked by yet another active shooter 
incident at the Sparks Middle School in Nevada. 
Attorney General Holder noted that “between 
2000 and 2008, the United States experienced 
an average of approximately five active shooter 

incidents every year.” He went on to state that 
“since 2009, this annual average has tripled, and 
we have already seen at least 12 active shooter 
situations so far in 2013.” Sadly, those statistics 
have quickly become outdated. In addition to 
the Nevada shooting, the nation has already 
experienced two more active shooter incidents: 
the Garden State Plaza mall shooting and the 
devastating incident at LAX airport, bringing our 
current total to at least 15 incidents in 2013.  

Although each one of these incidents is 
unique and the response and methods may vary, 
it is imperative that we work together to share les-
sons learned and develop an aggressive national 
response and prevention model that will allow 
law enforcement agencies to prevent or mitigate 
the horror of active shooter situations.   

To that end, the IACP National Law Enforce-
ment Policy Center, in cooperation with the 
Bureau of Justice Assistance (BJA), is in the 
process of developing a Model Policy on Active 
Shooters. The Model Policy will build upon the 
lessons learned from previous active shooting 

incidents, such as those at Columbine High 
School, Sandy Hook Elementary School, and the 
Aurora, Colorado, theater, and provide protocols 
for assessing the threat and performing rapid 
intervention tactics to limit serious injury or loss 
of life during situations where there is an active, 
ongoing deadly threat.

 The Model Policy will address the fact that 
active shooters inflict casualties in rapid order, 
generally before officers or other emergency 
responders can even be summoned. In spite of 
this disadvantage, it has been recognized that 
even one or two armed officers can make a differ-
ence in the outcome of active shootings by taking 
swift but calculated individual or coordinated 
action. For example, during the Fort Hood, Texas, 
shooting, two officers in close proximity to the 
incident took immediate action that successfully 
stopped the threat. Given these and similar inci-
dents, current thinking reemphasizes that, given 
proper justification as defined by law and depart-
mental policy, taking immediate action during 
active shooter incidents, rather than waiting for 
specially equipped and trained officers, can save 
lives and prevent serious injuries. This policy 
emphasizes the fact that time lost by delayed 
action is likely to result in additional casualties. 
The IACP recommends that all officers receive 
active shooter training and consider training with 
the surrounding area first responders. We antici-
pate the release of the Model Policy on Active 
Shooter in the coming months, and I recommend 
you visit the IACP’s National Law Enforcement 
Policy Center webpage for more information at 
www.theiacp.org/policycenter. 

The IACP stands ready to help. As we and our 
federal partners continue our work in this area, 
we want to make sure that you and your agencies 
are aware of the tools, training, and guidance that 
are already in place to help you respond to active 
shooter incidents and other critical threats. These 
include the following: 

IACP’s Guide for Preventing and Responding 
to School Violence: This guide was prepared in 
cooperation with the BJA, and provides a number 
of strategies and approaches for creating safer 
schools. In particular the report focuses on steps 
that law enforcement, teachers, administrators, 

Being Prepared for Active Shooter Incidents



http://www.policechiefmagazine.org 	 THE POLICE CHIEF/DECEMBER 2013 	 7

ProQA® Paramount structured  
calltaking means all the right information 

is gathered.

Faster calltaking time  
means shorter time to dispatch.

That means faster, safer responders  
and safer communities.

get the right  
information.

to the right people– 
every call.

at the right time.

www.911calltaking.com 
800.811.0047

4.75x9.75 PoliceChief_IACP.indd   1 2/28/13   10:25 AM

parents, students, and the community can take 
to prevent school violence. In addition, the report 
details critical recommendations related to threat 
assessment, crisis planning, and response during 
and after an incident. A copy of the report can be 
found at http://www.theiacp.org/LinkClick.asp
x?fileticket=MwvD03yXrnE%3d&tabid=392.

Joint Countering Violent Extremism (CVE) 
Portal: DHS, in partnership with the FBI and the 
IACP, launched a Countering Violent Extrem-
ism (CVE) Training Resource web portal on 
the Homeland Security Information Network 
(HSIN). The purpose is to provide federal, state, 
local, tribal, territorial, and correctional law 
enforcement with the most current CVE training 
materials, case studies, analytic products, and 
other resources. The portal is restricted to law 
enforcement training only; to request access, 
email CVEPortal@HQ.DHS.gov. 

DHS Active Shooter Program: This program 
provides guidance for active shooter incidents. 
Available to both public and private sector 
employees, the DHS Active Shooter Program 
focuses on how to prevent and respond to active 
shooter situations. The program consists of a  
combination of in-person seminars, online train-
ing, an archived webinar viewable online at any 
time, and various pocket resources. More infor-
mation can be found at http://www.dhs 
.gov/active-shooter-preparedness. 

DHS/FBI Joint Intelligence Bulletin: Recent 
Active Shooter Incidents Highlight Need for 
Continued Vigilance: The bulletin outlines some 
of the most common characteristics of active 
shooters identified between 2002 and 2012. This 
document is intended to help assist private sector 
security officials and federal, state, local, tribal, 
and territorial law enforcement in identifying pro-
tective and supportive measures relating to active 
shooters. A copy of the Joint Intelligence Bulletin 
can be accessed at http://info.publicintelligence.
net/DHS-FBI-ActiveShooters.pdf. 

FBI’s Behavioral Threat Assessment Center 
(BTAC): The BTAC works daily with local law 
enforcement and others to assess individuals who 
may potentially be a threat and on the path to 
commit an act of violence. 

The IACP will continue to work to create 
innovative best practices and model strategies for 
responding to gun violence of all kinds, particu-
larly mass casualty shootings. These cowardly 
criminals often seek out the most defenseless 
targets: our children, the elderly, malls, and 
schools. The IACP wants to make sure that first 
responders are armed with the tools they need in 
order to safeguard the citizens and communities 
we are sworn to protect. v

Check out the current and past issues 
of Police Chief online at  
http://www.policechiefmagazine.org.
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By Sarah Guy, Manager, Legislative 
and Media Affairs, IACP

U.S. House of Representative’s (House) 
Speaker John Boehner (R-OH) has ruled 

out any action in the House on immigration 
reform in 2013. This means the House will not 
consider the Senate-passed immigration reform 
bill (S. 744) or the House Democrat’s immigration 
reform bill (H.R. 15). 

Speaker Boehner’s announcement came as 
no surprise, as he had repeatedly stated that he 
would not vote on any immigration overhaul bill 
or a conference report unless it had the support of 
the majority of the Republican Conference.

House Judiciary Committee Chairman Bob 
Goodlatte (R-VA) is writing a list of principles 
intended to guide the Republican Party on how 
to enact immigration reform. These principles 
will likely provide a framework for further 
discussions in the House in 2014.

At the 120th Annual IACP Conference and 
Expo in Philadelphia, Pennsylvania, the IACP 
passed a resolution urging elected officials to 
recognize and address the needs and concerns of 
the law enforcement community as they deliber-
ate on changes to U.S. immigration policies. As 
the immigration reform debate resumes in 2014, 
the IACP will continue to work to make sure 
that the law enforcement community’s needs are 
adequately reflected in any legislation. 

Justice for Victims of Trafficking Act
On November 19, 2013, Senators John 

Cornyn (R-TX), Ron Wyden (D-OR), Marco 
Rubio (R-FL), Mark Kirk (R-IL), and Amy 
Klobuchar (D-MN) along with Representa-
tives Ted Poe (R-TX) Carolyn Maloney (D-NY), 
Rick Nolan (D-MN), Kay Granger (R-TX), and 
Candice Miller (R-MI), introduced bicameral and 
bipartisan domestic anti-trafficking legislation—
the Justice for Victims of Trafficking Act, S. 1738 
and H.R. 3530. 

The Justice for Victims of Trafficking Act 
strengthens the Trafficking Victims Protection Act 
(TVPA) by adding the words “obtaining, patron-
izing, or soliciting” to the sex trafficking statute, 
making it absolutely clear that criminals who 
solicit, obtain, or purchase sexual acts from traffick-
ing victims can and should be arrested, prosecuted, 
and convicted as sex trafficking offenders.

In addition to strengthening TVPA, the new 
bill would also increase the maximum penal-
ties for human trafficking–related offenses and 
reduce affirmative defenses for persons who 
exploit children through interstate prostitution 
by requiring them to show clear and convinc-
ing evidence, rather than a preponderance of 
evidence, that they believed the child to be an 
adult. Increasing penalties and providing law 
enforcement with the tools they need to punish 
those who solicit or patronize sexual acts from 
trafficking victims send a strong message that 
these crimes will not be ignored and that all par-
ties will be held responsible.

This proposed legislation also guarantees 
that funding is made available for victims’ 
support programs for victims of human traf-
ficking and child pornography. Resources for 
victim support would be available through the 
establishment of a “Domestic Trafficking Vic-
tims’ Fund” within the U.S. Department of the 
Treasury financed by fines on persons convicted 
of child pornography, human trafficking, child 
prostitution, sexual exploitation, and human 
smuggling offenses. 

The Domestic Trafficking Victim’s Fund 
would also fund the creation of a block grant 
program to help states and local governments 
develop and implement comprehensive victim-
centered programs to train law enforcement to 
rescue victims, prosecute human traffickers, and 
restore the quality of life of victims.

The IACP has submitted a letter of support 
for this legislation to the bill sponsors. 

Saving Kids From Dangerous Drugs Act 
of 2013 

On November 12, 2013, Senators Dianne 
Feinstein (D-CA) and Chuck Grassley (R-IA) 
introduced the Saving Kids From Dangerous 
Drugs Act of 2013, S. 1686. This legislation 
would provide stronger penalties for drug 
dealers who intentionally manufacture, create, 
or market a controlled substance by combining 
them with beverages or candy products, pack-
age them to resemble legitimate products, or 
flavor and/or color them with the intent to sell 
them to minors.

The IACP has submitted a letter of endorse-
ment to the bill’s sponsors. S. 1686 is currently 
pending before the Senate Committee on the 
Judiciary. 

Protecting Our Youth from Dangerous 
Synthetic Drugs Act of 2013

The IACP has endorsed the Protecting Our 
Youth from Dangerous Synthetic Drugs Act of 
2013, S. 1323.  This bill would grant the Drug 
Enforcement Administration (DEA) the ability to 
establish a Controlled Substance Analogue Com-
mittee, composed of chemists and pharmacolo-
gists, to create and maintain an administrative 
list of controlled substance analogues with legal 
effect, increasing law enforcement’s ability to 
prosecute individuals who produce or distribute 
synthetic drugs. S. 1323 would also enhance 
the government’s ability to quickly identify 
synthetic substances prior to them becoming a 
threat to public health.

S. 1323 would preclude any substance 
designated as a controlled substance analogue 
by the committee from being imported into the 
United States unless done pursuant to a process 
outlined by the attorney general. 

Also included in the legislation is a directive 
that the U.S. Sentencing Commission review 
and, if necessary, amend the federal sentenc-
ing guidelines to provide adequate penalties 
for those who commit any violation involving 
synthetic drugs.

The Protecting Our Youth from Dangerous 
Synthetic Drugs Act of 2013 is currently pending 
before the Senate Committee on the Judiciary. 

Synthetic Abuse and Labeling of Toxic 
Substances (SALTS) Act of 2013 

The IACP recently endorsed the Synthetic 
Abuse and Labeling of Toxic Substances (SALTS) 
Act of 2013, S. 1322. The bill, introduced by 
Senators Klobuchar (D-MN), Feinstein (D-CA), 
and Lindsey Graham (R-SC), would amend the 
Controlled Substances Act to require consideration 
of a number of factors when determining whether 
a controlled substance analogue was intended for 
human consumption. Those factors include the 
marketing, advertising, and labeling of a substance 
and its known use. The bill takes into account the 
difference between the price at which the substance 
is sold and the price at which the substance it is 
purported to be or advertised as is normally sold. 

This legislation also states that evidence that 
a substance was not marketed, advertised, or 
labeled for human consumption, by itself, is not 
sufficient to establish that the substance was not 
intended for human consumption.

L E G I S L A T I V E  A L E R T

Boehner Rules out Action on Immigration Reform in 2013 and 
IACP Endorses Several Important Legislative Proposals



http://www.policechiefmagazine.org 	 THE POLICE CHIEF/DECEMBER 2013 	 9

The SALTS Act will make it easier for the law 
enforcement community to prove that synthetic 
drugs are intended for human consumption and 
thus easier to prosecute those who distribute 
them. The bill is currently pending before the 
Senate Committee on the Judiciary. 

Youth Prison Reduction through 
Opportunities, Mentoring, Intervention, 
Support, and Education Act

The IACP has submitted a letter of support 
to Senators Mary Landrieu (D-LA) and James 
Inhofe (R-OK) for the Youth Prison Reduction 
through Opportunities, Mentoring, Intervention, 
Support, and Education (PROMISE) Act, S. 1307.  

The Youth PROMISE Act focuses on the imple-
mentation of evidence-based, locally controlled 
youth and gang violence prevention and interven-
tion practices and programs to help reduce and 
target youth violence and delinquency. This legisla-
tion would direct resources towards communities 
facing an increased risk of crime and gang activity 
so they could implement the best approach and 
strategy possible to prevent youth crime and 
violence from occurring. Law enforcement would 
have a direct role in addressing the community 
needs through the creation of the PROMISE Coor-
dinating Councils, which would also encourage 
stakeholder collaboration by bringing together law 
enforcement, educators, health and mental health 
providers, parents, kids, and non-profit groups. 

The Youth PROMISE Act is currently pending 
before the Senate Committee on the Judiciary. 

 IACP Submits Joint Amicus Brief on  
U.S. v. Castleman

The IACP joined the Brady Center to Prevent 
Gun Violence, Major Cities Chiefs Association, 
and the Association of Prosecuting Attorneys  
in submitting an amicus brief on the U.S. v. 
Castleman case.  

The U.S. Supreme Court will be deciding in 
U.S. v. Castleman whether the crime prohibited 
by a Tennessee statute criminalizing domestic 
violence falls within the federal definition of a 
“misdemeanor crime of violence,” and if a person 
convicted under the Tennessee law is therefore 
banned from possessing firearms under the 
federal prohibition on domestic abusers in posses-
sion. Specifically, the case will examine whether 
an element of “violence” in a domestic violence 
conviction is necessary to trigger application of 
the domestic violence gun ban. 

Should the defendant succeed in the case, 
the status of the federal domestic violence gun 
ban will be highly uncertain, and gun rights 
could be restored to certain types of domestic 
abusers. The joint brief supports the United 
States in arguing that domestic violence offenses 
that require any degree of force disqualify the 
perpetrator from owning firearms under the 
federal law. v

IACP’s Email Newsletter
The IACP Newsletter arrives every 
other week on Tuesday afternoon 
via email. Be sure to add us to your 
safe sender list!
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•	 covers significant national and 
	 international news
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subordinates bring them up
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By Mark Wynn, Nashville, 
Tennessee, Police Department, 
Lieutenant (Retired) and National 
and International Law Enforcement 
Trainer and Consultant on Violence 
Against Women and Faculty for 
IACP’s National Law Enforcement 
Leadership Initiative on Violence 
Against Women

Patrolman Robert T. Frazier was shot and 
killed on April 30, 1875, while attempting to 

arrest Joe Reed for assaulting his wife. He was 
the first officer killed in the line of duty from 
the Nashville Police Department; unfortunately, 
he would not be the last. While investigating 
this domestic violence call, Officer Frazier told 
Reed he was being sent to the workhouse. Reed 
refused to go and pulled a small pistol from his 
pocket. He shot Patrolman Frazier, killing him. 
Reed fled the scene, but was arrested several 
minutes later.1] Since that time, over 138 years 
later, have law enforcement leaders done enough 
to educate young officers in understanding 
the connection between domestic violence and 
officers’ personal safety? 

Personal experience and studies show that 
most domestic violence homicides occur while 
victims are attempting to leave or after they have 
left an abusive relationship. Additionally, of those 
victims, 76 percent of femicide cases involved at 
least one episode of stalking within 12 months 
prior to the murder and 85 percent of attempted 
femicide cases involved one episode of stalking 
within that same period.2

All law enforcement officers have felt 
extraordinary frustration responding to domestic 
violence calls when an individual does not leave 
an abusive relationship. Officers give their best 
advice, but don’t always understand that leaving 
is often the most dangerous time for the victim 
and the officer. Leaving is not an event; it is a 
complex process. 

Sadly, losing friends who are killed respond-
ing to domestic violence calls can help officers 
focus on what is essential to survival and can 
aid in recognizing the safety gaps for victims 
and officers. With increasing frequency, it’s not 
just a single officer, but multiple officers who 
are killed. In Birmingham, Alabama, three were 

killed; Pittsburg, Pennsylvania, three more; in 
Pleasanton and Odessa, Texas, six total fellow 
officers were gunned down. All of these officers 
were responding to domestic violence calls. Most 
often the weapon of choice is the high-power, 
high-capacity rifle which can defeat normal 
patrol armor.  

Clearly, not all domestic violence calls result 
in harm to the responding officer, so the question 
that must be asked is what happens just before 
that critical break point, before a victim is harmed 
and an officer is killed responding to a domestic 
violence call? An understanding of a typical 
sequence of events when responding to such 
a call can help answer this question. An officer 
picks up the call from dispatch, who relays that 
this is the sixth call from the same address that 
month. The frustrated officer confirms that she or 
he is very familiar with this family, and if no cars 
are available, the officer will “take care of it” him  
or herself. As the officer moves headlong into a 
potentially deadly situation, has she or he exam-
ined why there have been so many calls at this 
home and, more importantly, has the victim or 
the officer considered that the frequency of calls 
may indicate an escalation in the violence? As an 
Arizona officer related, “I should have called for 
backup and not approached the offender alone; 
I thought I knew him. I’d been there many times 
before, so I lowered my guard and that’s when 
he stabbed me.”

Case analysis reveals that domestic violence 
offenders use more force when they believe they 
are losing control. If the responding officer is not 
taking this fact into consideration, the officer is at 
an increased level of danger. 

Predictions based on tested and reliable dan-
ger assessment protocols can be critical for the 
first responder. What is known about domestic 
violence offenders is that they will actively pose a 
threat to responding officers and fight to defend 
what they often believe they are entitled to do 
and how they are entitled to behave. In many 
cases, perpetrators have been raised in a culture 
of male privilege that has shaped their values 
and beliefs, creating a mind-set of ownership of a 
loved one and a lack of personal accountability. 

Evidence of this active resistance was in full 
view on February 24, 2005, when David Hernan-
dez Arroyo, Sr., opened fire on his ex-wife and 
son in front of the Smith County Courthouse in 
Tyler, Texas. Arroyo then engaged police and court 
officers in a shootout over a custody issue. Are 
officers trained to understand this type of deadly 

behavior? If not, then there is more to be done in 
keeping them and the communities they protect 
safe. There are several steps that can be taken to 
strengthen support of victims and officers. 

Strong collaborations and regular com-
munication with domestic and sexual violence 
advocates can help assess the danger posed by 
perpetrators. Smart policing requires that the 
adversarial relationship that often exists between 
the advocacy and police communities must 
end. Experience demonstrates that many of the 
difficulties seen across the United States with 
the advocate-police relationship develop from 
a lack of understanding of the difficulties in the 
work each other does. Mending and maintaining 
this connection is the immediate responsibility 
of agency and organization leadership. Many 
advocates have walked in the shoes of the victim. 
They have kept victims alive for decades with 
and without police assistance. They deserve 
respect and have much to teach law enforcement 
agencies and officers.

A great example of what the advocacy 
community can teach law enforcement can 
be found in the “Power and Control Wheel.”3 
The Power and Control Wheel was created in 
1984 by staff at the Domestic Abuse Interven-
tion Project (DAIP) in Duluth, Minnesota, and 
it has since been validated worldwide. It was 
designed to illustrate the tactics perpetrators 
use against victims. It has been discovered that 
the Power and Control Wheel also teaches us 
tactics that an offender uses to manipulate and 
control responding officers. The perpetrator 
will often use threats with the victim to control 
a situation. Law enforcement officers often 
encounter the same tactics, including coercion 
and intimidation. Perpetrators will minimize, 
deny, or blame the victim for the violence that 
occurred when police arrive on scene as they 
would with the victim to shift accountability. 
Isolation is used to keep the victim from the 
officers, the same way the victim is kept from 
family, friends, or other support. Police officers 
have also witnessed children being forced to 
make false statements or hold back information 
about what has occurred. And, unfortunately, 
officers often face resistance, are assaulted, 
and are killed when responding to domestic 
violence calls. The experience of an officer can 
have striking similarities to the experience 
of the victim. Officers need to be trained on 
these behaviors and realities in order to best 
approach and respond to each situation. 

Officer Safety in Domestic Violence Responses 

O F F I C E R  S A F E T Y  C O R N E R
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There are many examples of efforts to increase officer and victim safety 
throughout the United States. Three agencies, in particular, have imple-
mented effective tactics: South Portland, Portland, and Westbrook Police 
Departments in Maine.4 These agencies have collaborated with Family Cri-
sis Services to create the Enhanced Police Intervention Collaboration (EPIC). 
Officers and advocates work together by visiting with the victim days after 
the arrest to assist the victim through the court system and conduct risk 
assessments to ensure continued support and protection. This is a force 
multiplier every agency in the United States should consider. An additional 
promising practice can be found in the Salem Police Department (Oregon) 
where the leaders have instituted a first responder’s domestic violence 
checklist.5 This checklist includes risk assessment, questions regarding the 
occurrence of strangulation, and “Before You Leave the Scene” reminders 
that include investigative tips and interviewing information.  

Visionary leaders understand officers will rise to the level of their 
training. In order for first responders to meet the task, they must receive 
continued meaningful, comprehensive, and effective training throughout 
their careers. A great training curriculum has been used for many years at 
the Tennessee Law Enforcement Academy in Donelson, Tennessee.6 Each 
year it offers a POST-certified 40-hour training course on Domestic and 
Sexual Assault Intervention.

The national standard of responding to a domestic violence call has 
changed since the 1970s.7 In those years, officers were taught to respond, 
mediate, send the offender away, and leave as soon as possible—without 
making a report. Today’s progressive agencies are assessing lethality, 
danger, and risk of the victims of domestic violence by employing methods 
such as the Lethality Assessment Program (LAP) and the Ontario Domestic 
Abuse Risk Assessment (ODARA).8 LAP is currently being used throughout 
the state of Maryland, and officers in Maine in the next year will be trained 
in and use ODARA statewide. These tested methods have saved the lives of 
victims and likely officers as well. This is intelligence-led policing, and it is 
the future for first responders.9

The profession’s response to domestic violence transformed in the 1980s 
as the IACP helped police chiefs write, implement, and evaluate the first 
real departmental domestic violence policies. That transformation continues 
today with the IACP’s National Law Enforcement Leadership Institute on 
Violence Against Women and the National Law Enforcement First-Line 
Supervisor Training on Violence Against Women. These two programs 
employ experienced leaders and thinkers in the field of violence against 
women prevention and address critical and complex issues such as sexual 
assault, domestic violence, stalking, and officer-involved domestic violence. 

Law enforcement leaders must ask themselves “Is my concern for the 
safety of domestic violence victims and for my officers fully reflected in my 
agency’s policies and practices?”  and “Does the work of my officers reflect 
these standards?” Changing the culture to ensure officer and victim safety is 
a great way to honor Robert T. Frazier and many others who have made the 
ultimate sacrifice.  

Police leaders who are looking to strengthen their agency’s response 
to violence against women crimes and improve officer safety can 
contact the IACP to receive more information about these programs 
or visit: www.theiacp.org/VAWLeadership.

Notes:
1ODMP, “Officer Down Memorial Page,” Patrolman Robert T. Frazier, http://www 

.odmp.org/officer/17925-patrolman-robert-t-frazier (accessed November 14, 2013). 
2Patricia Tjaden and Nancy Thoenne, Full Report of the Prevalence, Incidence, and 

Consequences of Violence Against Women: Findings From the National Violence Against 
Women Survey (U.S. Department of Justice, Office of Justice Programs, National Insti-
tute of Justice November 2000), https://www.ncjrs.gov/pdffiles1/nij/183781 
.pdf (accessed November 14, 2013); Allie Gasgreen, “The Seriousness of Stalk-
ing,” Inside Higher Ed. October 8, 2012. http://www.insidehighered.com/
news/2012/10/08/stalking-campuses-major-issue-expert-says-clery-event (accessed 
November 14, 2013).

3Domestic Abuse Intervention Program, “Power and Control Wheel,” http://
www.theduluthmodel.org/pdf/PowerandControl.pdf (accessed November 14, 
2013). 

4South Portland Police Department, South Portland, Maine, “Family Crisis Ser-
vices,” www.familycrisis.org (accessed November 14, 2013).  For more information, 
contact jen_s@familycrsis.org or call (207) 712-8476 

5Salem, Oregon, Police Department “Domestic Violence Checklist,” http:// 
www.markwynn.com/resources/report-forms. Once you get the reports form  
page it is listed with others.

6“Domestic Violence and Sexual Assault Interdiction,” used at the Tennessee 
Law Enforcement Academy, http://www.markwynn.com/resources/lesson-plans 
(accessed November 14, 2013).

7“Police Officer Safety at Domestic Disturbances–1970s – Tips and 
Tricks to Remain Safe,” YouTube video, 20:37, http://www.youtube.com/
watch?v=EZUgpGUfTF8 (accessed November 14, 2013). This video describes how 
officers should approach a house and remain safe during domestic violence episodes 
in the 1970s. The mishandling of domestic disturbance calls accounted for 20 percent 
of all police fatalities at that time. The important steps of the who, what, where, when, 
and how of any complaint show why it's important to get the facts, so the officer 
answering the call can exercise caution, yet deal with the victim with compassionate 
authority. 

8“Lethality Assessment for First Responders,” Maryland Network Against 
Domestic Violence, http://mnadv.org/lethality (accessed November 14, 2013); The 
Ontario Domestic Assault Risk Assessment (ODARA), a procedure to predict future 
wife assaults, was developed by the Ontario Provincial Police and the Ontario Min-
istry of Health and can be accessed via this link http://www.vawnet.org (accessed 
November 14, 2013).

9IACP Training Key #653, “Domestic Violence Risk Assessment,” purchas-
ing information is available at http://www.theiacp.org/tabid/452/Default.aspx 
(accessed November 14, 2013). 
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The IACP Research Advisory Committee is proud to offer the monthly “Research in Brief” column. This column features evidence-based research  
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R E S E A R C H  I N  B R I E F

By John R. Firman, Director of 
Research, IACP

As the first ones on the scene of a crime, 
police officers are also often the first 

responders to the victims of crimes. This places 
a tremendous responsibility on the shoulders of 
officers, who already have a critical job to do, to 
act as the initial service providers to victims who 
are in a situation they never anticipated. These 
initial encounters can shape a victim’s experi-
ence with the entire criminal justice system, and 
law enforcement’s response to victims can have 
a far-reaching impact on the effectiveness of 
victim services. 

In May 2013, the Office for Victims of Crime 
(OVC), part of the Office of Justice Programs in 
the U.S. Department of Justice, released Vision 21: 
Transforming Victim Services Final Report. The goal 
of the Vision 21 initiative was to permanently 
transform the way victims of crime are treated 
in the United States. The Vision 21 initiative 
engaged a broad spectrum of stakeholder partici-
pants, including law enforcement, victim service 
providers, advocates, criminal justice profes-
sionals, allied practitioners, and policymakers. 
Working together, these stakeholders had an 
opportunity to address crime victim issues 
through a lens broader than their own daily 
work. The Vision 21 discussions and research 
centered on four topics: (1) defining the role of 
the crime victims field in the overall response to 
crime and delinquency in the United States; (2) 
building the field’s capacity to better serve vic-
tims; (3) addressing enduring issues in the field; 
and (4) identifying emerging issues in the field. 
The initiative identified: 
•	 the major challenges to integrating research 

into the victim services field;
•	 the tremendous need for access to legal 

assistance for crime victims to address the 
wide range of legal issues that often arise 
following victimization;

•	 the impact of technological advances, 
increasing globalization, and changing 
demographics on the victim assistance field; 
and

•	 the capacity for serving victims in the 21st 
century and some of the infrastructure issues 
that must be overcome to reach that capacity.
Vision 21 participants expressed an urgent 

need to expand the knowledge base about 
crime victimization and effective response. They 
viewed research, development of evidence-based 
practices, and program evaluation as the founda-
tion of successful victim service policies and 
practices. As the victim services field competes 
for scarce resources, it must have the knowledge 
and tools to document the value and cost effec-
tiveness of its services. The highest priority of 
Vision 21 is promoting evidence-based strategies 
and programs that will expand the profession’s 
fundamental understanding of who is affected by 
crime, how they are affected, what works to help 
victims recover from trauma, and what other 
issues affect the delivery of services to victims 
and the protection of their legal rights. These key 
concerns lay the foundation and set a clear tone 
for all other Vision 21 recommendations. 

One of the major findings contained in the 
Victim 21 report is that crime victim services 
must be designed with a clear understanding of 
who is victimized and by whom. In support of 
this finding, the report recommends expanding 
the use of the Federal Bureau of Investigation’s 
(FBI’s) National Incident Based Reporting System 
(NIBRS) to complete a system of police admin-
istrative records describing crimes, victims, and 
police responses to victimization. This informa-
tion will facilitate a greater understanding of the 
specific types of victimization and subgroups of 
victims who are not being identified by victim 
surveys. The data will also allow comparison 
between victims known to law enforcement with 
those being served by victim service agencies to 
more readily identify underserved groups. 

A growing number of law enforcement 
agencies report crime to NIBRS, which is good 
news for the victim services community. Local 
data about crime victims and those who com-
mit crimes against them can be instrumental in 
providing sound reasoning to justify and deploy 
scarce resources, to fine-tune training programs, 
and to support targeted research. While the FBI’s 
Uniform Crime Report (UCR) summary data 

include incidents and arrests for the eight Part I 
index crimes and arrests for others, NIBRS cap-
tures information on each victim and offender in 
22 categories of crime. The categories are further 
divided into subclassifications, yielding victim 
information for 46 offenses. When law enforce-
ment agencies report NIBRS data, community 
service providers and researchers can examine 
complex relationships in crime, victimization, 
and arrest practices by relying on an expanded 
range of variables. Further, NIBRS is a non-
hierarchical system that captures and reports on 
each crime in an incident instead of deferring to 
the most serious crime committed.

NIBRS reports the place where an incident 
occurs (such as in a home, field, woods, bar or 
nightclub, hotel, etc.), the age of the victim(s), 
time of day of the offense, clearance rates of forc-
ible sex offenses, and information regarding the 
use of weapons in violent crimes. This reporting 
provides critical data for communities committed 
to understanding and addressing issues of crime 
and victimization. 

The Vision 21 initiative highlights the impor-
tance of having more law enforcement agencies 
report crime to NIBRS to capitalize on the wealth 
of information it collects. In the nearly 30 years 
since the initial recommendation to imple-
ment NIBRS, only 32 percent of UCR reporting 
agencies are NIBRS reporters, covering only 28 
percent of the U.S. population. While a number 
of states have complete NIBRS coverage, the 
lack of nationally representative data substan-
tially impedes federal efforts to assist states and 
localities in crime control and undermines state 
and local interests in considering their crime 
experience in a broader national context. How 
does this translate on the street? More data leads 
to more research, which leads to more effective 
tools to help law enforcement better serve victims 
of crime.

OVC enthusiastically supports the Bureau of 
Justice Statistics’ (BJS) National Crime Statis-
tics Exchange (NSC-X) Project, which aims to 
increase the level of local, state, and tribal crimi-
nal justice agency participation in NIBRS report-
ing. NCS-X will emphasize the importance of 
making reliable national estimates in a very short 

Vision 21: Transforming Victim Services
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period of time and place a premium on returning meaningful information 
and analytical support to the law enforcement community. Simultaneously, 
the NCS-X Project will support the delivery of high-quality training and 
technical assistance to state, local, and tribal criminal justice agencies; estab-
lish collaborative partnerships across agencies, disciplines, and jurisdictions; 
and implement policies and practices that allow replication of technological 
solutions to criminal justice system problems across the United States. 

OVC’s commitment to enhancing the landscape of what is known about 
crime victims, victimization, and services available to assist victims recover 
from their experiences is exemplified in its support of the expansion of the 
National Crime Victim Survey. OVC provided funding to BJS to expand 
this data collection beyond simply counting the number of crime victims 
to collecting more descriptive information about victims, the services they 
receive, and their reasons for accessing those services. The research will 
help identify the service gaps that are shared anecdotally, but have never 
been well documented empirically. 

Additionally, OVC is supporting BJS’ efforts to conduct the National 
Survey of Victim Service Organizations to understand more about the 
operational and organizational capacity of agencies that provide victim 
services to effectively respond to and support victims. 

Vision 21 stakeholders clearly identified research and information 
gathering as indispensable to the future of the victim services field in order 
to continue to grow the capacity of providers to help crime victims rebuild 
their lives. Using scientifically sound and evidence-based programs and ser-
vices can become the norm for the 21st century victim service provider, who 
will play a pivotal role in data collection and program evaluation to bring 
about a meaningful, lasting transformation of the victim services field. v 

Read the full Vision 21: Transforming Victim Services Final Report 
online at http://ovc.ncjrs.gov/vision21/pdfs/Vision21_Report.pdf
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NEW ALL-WHEEL-DRIVE CHARGER PURSUIT 
POSTS FASTEST LAP: 1:33:85

The new Charger Pursuit’s advanced AWD outperformed Ford and Chevy with the fastest lap at the Michigan State Police 
Vehicle Evaluation.1 It demonstrated superior driving dynamics, resulting in more control for your officers. With seamless 
transitioning between RWD and AWD, the 2014 Charger Pursuit is engineered for optimum performance, handling and 
fuel efficiency in all weather and road conditions. Integrating the 370 hp 5.7L HEMI® V8 engine, Charger Pursuit proudly 
achieves its mandate to protect those who protect us. Dodge Law Enforcement: Proceed with Authority. fleet.chrysler.com/lawenforcement  //   800-999-FLEET (3533)
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Dodge is a registered trademark of Chrysler Group LLC. ©2013 Chrysler Group LLC. All rights reserved.
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C H I E F ’ S  C O U N S E L

Obesity as a Disability 

By Attorney John M. (Jack) Collins, General Counsel, 
Massachusetts Chiefs of Police Association, Inc.

Employees that are obese—possibly as little as 30 pounds over the recom-
mended body weight for their height, age, and sex—are now more 

likely to be recognized as disabled, with rights under the 2008 amendments 
to the Americans with Disabilities Act (ADA). In June 2013, the American 
Medical Association (AMA) voted to reclassify obesity as a disease “requir-
ing a range of medical interventions to advance obesity treatment and 
prevention,” which could influence how obesity is treated under the ADA.1

Traditionally, courts were unwilling to find that obesity by itself is a 
disability and instead relied on underlying medical conditions caused or 
exacerbated by obesity to find an ADA-protected disability. Most viewed 
obesity as merely a voluntary condition caused by a lack of self-control. 
Some courts around the United States are now starting to find that obesity 
may be an ADA-protected disability that must be accommodated. This 
is not surprising, considering the other conditions arguably caused by 
personal choices (e.g., alcoholism) that are considered disabilities under the 
ADA. For example, consider the cases below:
•	 BNSF Railway Co. v. Feit (July 6, 2012) The plaintiff had a conditional 

job offer rescinded because of the “significant health and safety risks 
associated with extreme obesity.”2 

•	 Lowe v. American Eurocopter, LLC., No. 1: 10CV24-AD (N.D. Miss. 
Dec. 16, 2010) An employee (who filed multiple other discrimination 
claims) stated a sufficient ADA claim when she alleged that her obesity 
substantially limited the major life activity of walking, as well as 
claiming that she was ridiculed and ultimately terminated because of 
her obesity.3 

•	 EEOC v. Resources for Human Development, Inc., 827 F. Supp. 2d 688 
(E.D. La. 2011) An employee that was severely obese at all relevant 
times and had multiple resultant disorders, including diabetes, 
congestive heart failure, and hypertension, prevailed when, relying 
on Equal Employment Opportunity Commission (EEOC) guidelines, 
the federal court in Louisiana held that severe obesity qualified 
as a disability, and there was no requirement that an underlying 
physiological basis be proven.4

•	 EEOC v. BAE Systems Inc., CV No.:11-cv-3497 (S.D. Tex. 2012) A 
Virginia-based military vehicle manufacturer did not admit any 
wrongdoing, but agreed to pay a $55,000 settlement to a morbidly obese 
materials handler fired from his $21/hour job at a Sealy, Texas, plant for 
being too fat.5
Not every recent court case has gone in favor of the obese employee, 

however. In May 2013, in Andrew O. v. Racing Corporation of West Virginia, a 
state court in West Virginia ruled in the employer’s favor when a morbidly 
obese blackjack dealer sought accommodations from his employer with 
respect to his workplace uniform (the standard issue was too small; he 
needed a 7X tuxedo shirt) and break locations (he was unable to walk to 
and from the employee break area during his 25-minute break without 
shortness of breath and fatigue). 

However, given the recent amendments to the ADA, through which 
the EEOC and many federal courts have significantly lowered the bar for 
proving a disability, it is not recommended to put too much stock in this 

decision. Rather, employers should err on the side of caution and continue 
to provide reasonable accommodations to morbidly obese employees, as 
well as those with other conditions that may arguably fall within the scope 
of the ADA. It is hoped that this applies more to civilian employees than to 
police officers, as officers must be capable of physical exertion.

EEOC Position and ADA Amendments
It is entirely likely that the EEOC, which has recognized morbid obesity 

as a disability, may now further expand its definition.
Two areas of the ADA Amendments Act (ADAAA) that likely will 

affect how obesity is treated are the expansions to the definitions of “major 
life activities” and “substantially limits.” “Major life activities” under the 
ADA Amendments Act include caring for oneself, performing manual 
tasks, seeing, hearing, eating, sleeping, walking, standing, lifting, bending, 
speaking, breathing, learning, reading, concentrating, thinking, communi-
cating, and working. The term also now includes the “operation of a major 
bodily function,” such as functions of the immune system, normal cell 
growth, digestive, bowel, bladder, neurological, brain, respiratory, circula-
tory, endocrine, and reproductive functions. 

The final regulations also add sitting, reaching, and interacting with 
others to the list of major life activities and further define “operation of 
major bodily function” to include hemic, lymphatic, musculoskeletal, 
special sense organs and skin, genitourinary, and cardiovascular functions. 
The regulations emphasize that the list of major life activities is intended to 
be illustrative, not exhaustive, so other activities may be covered. Further, 
to be considered a major life activity, the activity does not have to be of 
“central importance to daily life.” 

Social Security Obesity Disability Definition
If an officer or other department worker is disabled because of obesity 

so severe that it prevents such person from working, he or she may well be 
entitled to Social Security Disability benefits (assuming they are covered or 
at one time worked under Social Security, of course). 

“Regarded asˮ Claims
Following the enactment of the ADAAA, proving a “regarded as” 

claim will be much easier for employees who allege discrimination based 
on their obesity. Although an employee has to show a substantial impair-
ment of a major life activity to show an actual disability, that is not required 
for post-ADAAA regarded as claims. An individual can be covered under 
the regarded as prong by establishing that he or she has been subjected to 
a prohibited action because of an actual or perceived physical or mental 
impairment, whether or not the impairment limits or is perceived to limit a 
major life activity. 

Although the AMA’s action was intended to affect medical treatment 
for the obese, there’s a high probability it will make it easier for an obese 
employee to argue that he or she is disabled.

What Are Reasonable Accommodations?
If an obese individual is considered disabled under the ADA, not only 

is it prohibited to discriminate against the individual based on the fact of 
obesity, but employers also must accommodate the individual so that he or 
she can perform the essential functions of the job. Obese individuals may 
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have mobility problems such as difficulty walk-
ing or standing for extended periods or may 
have related health issues such as diabetes, heart 
conditions, and higher incidences of certain can-
cers, all of which may need accommodation. 

The Job Accommodation Network (JAN), a 
free consulting service of the Office of Disability 
Employment Policy of the U.S. Department of 
Labor that provides information and advice 
to employers on custom job accommodations, 
gives several examples of possible accommoda-
tions for obese employees.6 Accommodations 
include large-rated ergonomic chairs, seat-belt 
extenders for vehicles and industrial equipment, 
and large-rated ladders. For obese individuals 
who cannot walk long distances, they made 
need closer parking spaces to the station or 
desks or offices in more accessible areas of the 
workspace. 

Of course, an employer’s duty to accom-
modate an obese employee is not unlimited. For 
example, if the employee cannot perform an 
essential job function and there is no accom-
modation that allows the individual to perform 
the job, the essential function does not have to be 
removed from the employee’s job duties. How-
ever, employers should be able to show that they 
have considered all potential accommodations to 
allow the obese employee to perform this essen-
tial function and that the function is essential.

Police departments with accurate job 
descriptions listing essential job functions for 

police officers on “light duty” positions will fare 
better than those without such documents when 
it comes to refuting claims for discrimination 
for failure to accommodate. It may be a tougher 
challenge when it comes to dispatchers or other 
civilian employees, however.

Recommendations 
Certainly chiefs are aware that they can no 

longer refuse to hire overweight dispatcher 
applicants because they don’t fit the depart-
ment’s para-military image. However, even 
more subtle matters may expose a city or town 
to discrimination claims. For example, gone 
are the days of ignoring an obese employee’s 
request for a larger desk chair or other accom-
modations. In light of changes in the ADA and 
recent court decisions, police chiefs should 
confer with their municipality’s labor counsel 
and human resources or personnel director (if 
they have one) to anticipate issues and discuss 
training supervisors to appropriately handle 
everything from hiring to requests for accom-
modations. 

Furthermore, employers or chiefs do not 
have to accommodate the employee if they can 
show that the accommodation causes the organi-
zation undue hardship. Note, however, that this 
standard is fairly difficult to meet since it means 
significant difficulty or expense in, or resulting 
from, the provision of the accommodation. The 
undue hardship standard requires employers to 
show that the accommodation involves signifi-
cant difficulty or expense; is unduly extensive, 
substantial, or disruptive; or would fundamen-
tally alter the nature or operation of the business. 
Thus, buying a heavy-duty chair for a dispatcher 
is not likely to qualify.

Until more courts or state anti-discrimination 
agencies issue decisions, chiefs will not be 
able to predict with certainty the best way to 
handle requests for accommodations by obese 
employees. Although some district courts 
still appear reluctant to find obesity to be a 
disability, chiefs should add obesity to the list 
of characteristics that may not be the basis for 
any type of discrimination or harassment and 
should incorporate it into their department’s 
anti-discrimination policies and training. Chiefs 
should also caution superior officers to avoid 
jokes or remarks that an employee is “too fat” to 
do something. Such a statement could be used to 
show, for example, that an employer regarded an 
employee as disabled. 

Chiefs should take all requests for accom-
modation from obese individuals seriously, 
and they should not ignore legitimate requests 
because of negative stereotypes about the causes 
of obesity. Further, chiefs should be proactive if 
an obese employee is having trouble performing 
his or her job and determine if the problem is 
related to the employee’s obesity. 

Chiefs should require medical certification 
if it is not obvious that the obese individual is 
impaired. As with all requests for accommoda-
tions these days, chiefs and supervisors should 
engage in an “interactive process” (discussion 

with the employee) to determine the appropriate 
accommodation. While not required to agree to 
their requests, chiefs should ask the employ-
ees what types of accommodations they have 
in mind. The ADA does not require a chief or 
employer to provide the best accommodation 
available or the one specifically requested by the 
disabled individual—an employer only has to 
provide an effective accommodation that meets 
the job-related needs of the individual. To this 
end, chiefs should be prepared to document their 
decision-making process. In particular, chiefs 
should be sure they can show that they looked at 
appropriate accommodations and can explain the 
rationale for denying any accommodation.

Chiefs should consult with the municipal-
ity’s human resources, personnel director, or 
labor attorney before denying accommodation 
requests or taking disciplinary action against 
obese employees.

Recall that a department need not waive 
an essential job function as an accommodation. 
Some departments are still woefully inadequate 
when it comes to being able to document 
whether an obese individual can perform the 
essential functions of the job with or without an 
accommodation. Up-to-date and accurate job 
descriptions will prove very helpful. 

Retaliation claims are very often made these 
days in all kinds of discrimination cases. Not 
only is the employee protected, but his or her 
friends and family members are protected from 
any form of retaliation. As with other forms of 
harassment, obese persons may make a claim 
if they are a target of harassment or retaliation. 
Chiefs should ensure that their municipality 
offers training for managers that teaches them to 
be sensitive when dealing with obese employees 
and makes sure they are not promoting ugly 
stereotypes about why an employee may be 
obese or taking action against them because of 
their appearance. v

Notes:
1American Medical Association, “AMA Adopts 

New Policies on Second Day of Voting at Annual  
Meeting,” press release, June 18, 2013, http:// 
www.ama-assn.org/ama/pub/news/news/2013/ 
2013-06-18-new-ama-policies-annual-meeting.page 
(accessed November 13, 2013).

2BNSF Railway Co. v. Feit, 281 P.3d 225 (2012).
3Lowe v. American Eurocopter, LLC., No. 1:  

10CV24-AD (N.D. Miss. 2010).
4EEOC v. Resources for Human Development, Inc., 827 

F. Supp. 2d 688 (E.D. La. 2011).
5EEOC v. BAE Systems Inc., CV No.:11-cv-3497 (S.D. 

Tex. 2012).
6Job Accommodation Network, “SOAR,”  

http://askjan.org/soar/index.htm (accessed  
November 13, 2013).
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The Internet has revolutionized the ability 
worldwide to not only communicate, but 

also share all types of information. Unfortu-
nately, these capabilities are also available to the 
modern-day criminal. These changes, generally 
considered good, have created a new, darker 
methodology for crimes to be committed by any-
one with a computer, a cellphone or smartphone, 
a connection to the Internet, and a bit of technical 
expertise. The landscape is constantly evolving, 
and the responsibility to enforce the law and 
protect citizens has created a tremendous need 
for additional training and tools for law enforce-
ment. Officials need to not only identify these 
types of crimes, but also have the tools, capabili-
ties, and specialized skills to collect evidence, 
investigate, and assist with the prosecution of 
cybercrimes. Adding to the complexity of many 
of these crimes is the reality that a suspect may 
not be in that the official’s jurisdiction, let alone 
the same state, or even the same country.

In October 2012, Richard McFeely, Execu-
tive Assistant Director of the Federal Bureau 
of Investigation’s (FBI’s) Criminal, Cyber, 
Response, and Services Branch, confirmed 
the concerns about the use of the Internet and 
computers when he stated, “It’s important 
that everybody understand that if you have a 
computer that is outward-facing—that is con-
nected to the web—that your computer is at 
some point going to be under attack….You need 
to be aware of the threat and you need to take 
it seriously.”1 Director of National Intelligence 
(DNI) James Clapper echoed the same concerns 
when he testified before the Senate Select Com-
mittee on Intelligence in March 2013. As part of 
his testimony, he stated that those meaning to do 
the United States harm are increasingly gaining 
“cyber expertise,” which they use “to achieve 
strategic objectives by gathering sensitive infor-
mation from public- and private-sector entities, 
controlling the content and flow of informa-
tion, and challenging perceived adversaries in 
cyberspace.”2 

As a former federal prosecutor, I understand 
and appreciate the crucial role the FBI, Depart-
ment of Homeland Security (DHS), DNI, and the 
entire intelligence community play in protecting 
the United States from cyber threats. However, 

while federal agencies are uniquely situated to 
respond to international cyberthreats that are 
often behind and linked to many cybercrimes at 
the local level, this battle is not just at the federal 
level. As with many other types of crime, it is the 
men and women who make up the state, local, 
tribal, and territorial public safety communities 
who are on the front line facing the challenge 
presented by cybercrime every day. The contri-
butions they make cannot be overstated.

The term cybercrime is frequently used to 
cover a wide range of criminal activity and 
sometimes creates confusion. The term cyber 
can encompass identity theft and fraudulent 
schemes; cyber bulling or stalking; computer 
hacking; system intrusions; denial of services; 
and even espionage and terrorism. Because the 
term is so broad, experts have suggested using 
the term cybercrime with appropriate modifiers 
to differentiate the type of crime or intrusion and 
the required law enforcement response or action, 
such as cyber investigation and forensics, cyber 

infrastructure protection, cyber intrusion, and so 
forth. The use and consistent application of such 
terms would help everyone better understand 
the various dimensions of the cybercrime chal-
lenge and help us speak a common language 
in coordinating our activities. As we enhance 
our national capability to respond to the cyber 
challenge, speaking a common language is only 
one challenge; building expertise and capacity 
through training and technical assistance and 
coordinating our nations’s resources and law 
enforcement response is another. We are collabo-
rating with FBI, DHS, International Association 
of Chiefs of Police (IACP), and other federal, 
state, local, and tribal partners on these types  
of issues. 

To specifically address these needs, the 
Bureau of Justice Assistance (BJA) is proud to be 
partnering with the IACP on the Law Enforce-
ment Cybercrime Resource Center to help 
identify training, resources, tools, and technical 
assistance to assist law enforcement in develop-
ing the expertise necessary to meet the cyber-
crime challenge. The project will be a web-based 
portal designed for law enforcement officials to 
ask simple questions and get specific answers 
with a list of resources, no matter what level of 
technical experience the requestor may have.

With continued strains on law enforcement 
budgets, it is also important for us to work 
together to enhance the ability of law enforcement 
officers to prevent and respond to cybercrimes, 
intrusions, and attacks. BJA has been a leader in 
this area for a number of years. Since 1995, BJA 
has provided training, resources, and technical 
assistance to law enforcement to develop the tech-
nical and forensic capacity to deal with electronic 
crime. Over the past five years, BJA providers like 
the National White Collar Crime Center (NW3C) 
and SEARCH have offered free technical training 
to over 35,000 officers.3 These classes include 
basic and advanced training for cyber investiga-
tions, forensics, data recovery, digital evidence 
collection, intrusion investigations, financial 
crimes, and classes for intelligence analysts. Many 
of these trainings have been offered regionally, 
reducing an agency’s need to travel, thereby 
lowering costs and reducing time officers are 
away from the job. Feedback from participants 

Denise E. O’Donnell, Director, 
Bureau of Justice Assistance,  
Office of Justice Programs,  
U.S. Department of Justice

Cyber Training and Technical Assistance

F R O M  T H E  D I R E C T O R



http://www.policechiefmagazine.org 	 THE POLICE CHIEF/DECEMBER 2013 	 21

continues to stress the need for training and 
resources and has highlighted the need to provide 
basic training online.

In 2010, we addressed the use of handheld 
devices with Drakontas and Drexel University. 
The focus was to provide law enforcement 
officers with basic knowledge of handheld elec-
tronic devices they may encounter and how they 
could find vital information for their investiga-
tions. This self-paced online class allows officers 
with varied technical experience to gain valuable 
knowledge. The response to that class has been 
so well received that some states are considering 
requiring this class for their officers.

Another project created in partnership with 
the Fox Valley Technical College, National 
Criminal Justice Training Center (NCJTC), 
provides online training for small and rural 
law enforcement and prosecutors in the area 
of cyber investigations. This project supported 
the development of a series of webinar events, 
distance learning modules, and roll-call videos 
for officers and prosecutors. 

Jurisdictional challenges are another unique 
element of cybercrimes. Determining which 
agency should gather evidence and investigate, 
as well as identifying the proper jurisdiction 
for the investigation and prosecution, presents 
new challenges. As with other criminal cases, 
when elements of the crime cross state lines 
or international borders, the need to involve 
federal agencies is often essential. In recognition 
of this problem, BJA has leveraged resources by 
partnering with the Global Justice Information 
Sharing Initiative (Global), a federal advisory 
committee to the U.S. Attorney General on 
justice information, and by convening a Cyber 
Task Team under Global’s Criminal Intelligence 
Coordinating Council (CICC). CICC brings  
leaders from diverse agencies together to exam-
ine facts and make recommendations on how 
to best address electronic-based crime. It also 
plays a role in helping to identify agencies’ roles 
and responsibilities, the appropriate interaction 
needed between agencies, and the resources  
that can be provided to state, local, and tribal 
law enforcement.

BJA’s National Training and Technical 
Assistance Center (NTTAC) offers additional 
resources for criminal justice and law enforce-
ment officials and works to facilitate the delivery 
of high-quality, strategically focused training 
and technical assistance (TTA) to achieve safe 
communities nationwide. BJA NTTAC–pro-
vided assistance covers a broad set of topic 
areas including training, information dissemi-
nation, technical assistance, and facilitation of 
multi-agency and cross-jurisdictional teams 
and working groups. This extends to the area 
of cybercrime training (for investigations and 
forensics), awareness, and possibly technical 
assistance. Public safety agencies and their mem-
bers can get additional information at https://
www.bjatraining.org.

BJA looks forward to continuing to support 
our partner agencies and organizations in this 
crucial arena. We applaud the leadership of 

IACP Executive Director Bart Johnson and IACP 
board members, who have demonstrated a 
willingness to help elevate this issue and ensure 
it receives the consideration it demands through 
the creation of the Law Enforcement Cybercrime 
Resource Center. By working together, with 
everyone’s support, we can lead efforts to help 
address these critical challenges. v

Notes:
1“Cyber Security: Focusing on Hackers and  

Intrusions,” FBI press release, October 26, 2012,  
http://www.fbi.gov/news/stories/2012/october/
cyber-division-focusing-on-hackers-and-intrusions 
(accessed November 12, 2013).

2James R. Clapper, “Worldwide Threat Assess-
ment,” Ambassadors Review (Spring 2013), http:// 
www.americanambassadors.org/publications/ 
ambassadors-review/spring-2013/worldwide-threat 
-assessment (accessed November 12, 2013).

3National White Collar Crime Center (NW3C) can 
be accessed at http://www.nw3c.org; SEARCH can be 
accessed at http://www.search.org. 
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Where do the good ideas come from?
In this column, we offer our readers the opportunity to learn about—

and benefit from—some of the cutting-edge technologies being implemented
by law enforcement colleagues around the world.

A D V A N C E S  &  A P P L I C A T I O N S

MapScenes Forensic CAD 2013 Offers New Productivity Tools, 
Combines Animation, Point Cloud Modules

A new version of the MapScenes System for crash scene mapping and 
reconstruction, which includes Evidence Recorder (EVR) and Forensic 
CAD 2013, offers new productivity tools along with two add-on modules. 
The new modules include an animation module that builds compelling 
animated reenactments and a point cloud module for drawing features 
captured via stationary, mobile, or airborne laser scanners. 

For Corporal Mary Willis of the Amarillo, Texas, Police Department, 
the new software has proven to be an easy-to-learn, powerful, and cost-
effective mapping tool. She values the software’s ease of working with 
a crash scene’s mapped points; she simply imports the points and then 
closes the program, knowing she can return later to quickly complete the 
diagram. Aiding this effort is the library of codes that can be included 
with plotted annotations. “This ability is a big factor because it means 
most of the drawing is completed when we import it,” Corporal Willis 
said. A library of 7,000 symbols specific to crash and crime scene diagram-
ming, some in 3D, is offered. 

The new software communicates with most total stations and data collec-
tors, including the new Leica Nova MS50 MultiStation that combines total sta-
tion measurements, laser scans, imaging, and the Global Navigation Satellite 
System (GNSS). 

The ability to rotate a scene in MapScenes EVR is especially powerful, 
Corporal Willis said, “because it allows you to see the whole scene and all 
angles so we can make sure we haven’t missed anything [while mapping 
the scene].” 

Corporal Willis also noted that the software’s animation and point 
cloud modules will be particularly valuable once her department begins 
using them because they can show views of a scene from various posi-
tions of on-scene witnesses. “We know the courts will be demanding this 
[capability] from us,” Corporal Willis said. “Forensic CAD is an amazing 

program for this,” added Willis, who also uses the tool for crime scenes 
such as officer-involved shootings and homicides. 

Another advantage of Forensic CAD 2013 is the calculation of coor-
dinates from raw measurement data. “Not only will we have confidence 
in our abilities and equipment with this feature, but so will the courts,” 
Corporal Willis said. “That’s going to be a big thing.”

For more information, visit http://www.mapscenes.com/software 
_cad.php.

Kansas Highway Patrol Rolls out digiTICKET eCitation Solution 
on Time and within Budget

Saltus Technologies announces that digiTICKET is now installed on 
approximately 500 Kansas Highway Patrol (KHP) laptops, giving state 
troopers electronic ticketing capability across all 105 district courts in the 
state. The system is designed to reduce the amount of time needed for the 
officer to issue one or multiple citations, eliminate data errors, and reduce 
administrative costs.

KHP selected digiTICKET to maximize both officer and court system effi-
ciency while recovering lost revenue due to clerical or handwriting errors. The 
solution also increases safety for both the community and law enforcement 
officers by reducing dangerous roadside time for everyone involved. Addi-
tionally, digiTICKET interfaces to the Kansas Law Enforcement Reporting 
(KLER) system that provides over 60 percent of Kansas transportation crash 
data to the Kansas Department of Transportation (KDOT).

“Saltus worked closely with the KHP and Judicial Branch personnel 
to implement a system that meets our State’s diverse needs. The deploy-
ment time for the rollout was completed in four months,” stated Mark L. 
Thurman, CIO, Kansas Highway Patrol. “Ultimately, digiTICKET was 
implemented for the State of Kansas on time and within budget, deployed 
and in-use by about 500 troopers and 100 plus Kansas District Courts with 
no major issues to date. Saltus has quickly and satisfactorily addressed all 
issues as they arose during implementation.”

The KHP has also made digiTICKET available to all local law enforce-
ment agencies in the state through a state contract. Through KHP’s invest-
ment in the highly configurable solution, agencies all over the state can 
realize the same benefits as the KHP.

For more information, visit http://www.saltustechnologies.com.

New World Systems’ CAD provides critical communications for 
Madison County, Illinois, during Severe Storm

On Friday, May 31, 2013, a large storm brought high winds and 
tornado-like conditions to Madison County, Illinois. As the storm caused 
significant damage to power lines, trees, and homes, New World Systems’ 
Aegis Computer-Aided Dispatch (CAD) solution provided telecommuni-
cators and first responders with essential communications and response 
coordination capabilities. 
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Telecommunicators at the City of Edwardsville Police Department 
Communication Center, one of the county’s 16 Public Safety Answer 
Points (PSAPs), took their system down for a short period of time to 
seek shelter as the storm intensified. Even though Edwardsville does not 
currently use New World’s software, the Madison County Sheriff’s Office 
and Glen Carbon Police Department, through a combination of New 
World’s CAD and the county’s fiber-optics network kept communications 
and operations up and running for emergency and non-emergency calls. 

“Our self-contained system, up-to-date maps and the ability of the 
CAD software to handle an increase in activity enables the agencies 
using New World’s CAD to keep operations running flawlessly for 
9-1-1 throughout the County and take over for another center in these 
situations,” said Terry McFarland, 9-1-1 director for Madison County.  
“Thankfully, the situation lasted a short time, but the level of confidence in 
the two systems working in conjunction with each other provides peace of 
mind and service with minor interruption.”

New World’s software handled the extremely high volume of calls and 
offered a CAD messaging system that proved vital in keeping track of offi-
cers and addressing emergency situations quickly and effectively. Because 
Madison County maps are up to date and embedded in New World’s 
CAD, telecommunicators in Glen Carbon and the sheriff’s office were able 
to access maps and critical location information for Edwardsville as well. 

According to Glen Carbon Telecommunicator Coleen Schaller, New 
World’s software played an instrumental role in their success with the ver-
satility to handle the large-scale incident. “The transition from handling one 
department to interlinking three was seamless, and the company should be 
commended on their development of such high-performance software.”

While it was a busy and chaotic time for the county communications 
centers, fast thinking and the right technology kept emergency operations 
running smoothly. No lives were lost during the storm. v

For more information, visit http://www.newworldsystems.com.
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Colorado
Colorado Association of Chiefs of Police
Faculty Development Workshop (FDW)
Week 1:  February 3 – 7, 2014
Week 2:  February 10 – 14, 2014

Georgia
Athens-Clark County Police Department
Leadership in Police OrganizationsSM (LPO)
Week 1:  February 17 – 21, 2014
Week 2:  March 23 – 29, 2014
Week 3:  April 28 – May 2, 2014

Maryland
Maryland Police and Correctional 
Training Commissions
Faculty Development Workshop
Week 1:  January 27 – 31, 2014
Week 2:  February 3 – 7, 2014

Maine
Maine State Police
Leadership in Police OrganizationsSM (LPO)
Week 1:  April 21 – 25, 2014
Week 2:  May 19 – 23, 2014
Week 2:  June 23 – 27, 2014

New York
Cheektowaga Police Department
Leadership in Police OrganizationsSM (LPO)
Week 1: March 3 – 7, 2014
Week 2: May 5 – 9, 2014
Week 3: June 9 – 13, 2014

New Mexico
Las Cruces Police Department
Leadership in Police OrganizationsSM (LPO)
Week 1:  February 3 – 7, 2014
Week 2:  March 3 – 7, 2014
Week 3:  April 7 – 11, 2014

North Dakota
North Dakota Highway Patrol
Leadership in Police OrganizationsSM (LPO)
Week 1:  January 27 – 31, 2014
Week 2:  February 24 – 28, 2014
Week 3:  March 31 – April 1, 2014

Oklahoma
Muskogee Police Department
Leadership in Police OrganizationsSM (LPO)
Week 1:  March 17 – 21, 2014
Week 2:  March 31 – April 4, 2014
Week 3:  April 14 – 18, 2014

South Dakota
South Dakota Highway Patrol
Leadership in Police OrganizationsSM (LPO)
Week 1:  March 3 – 7, 2014
Week 2:  March 31 – April 4, 2014
Week 3:  April 28 – May 2, 2014

For more information or to register online for these classes, visit www.theiacp.org/training. 
If you have any questions, please contact Robby Jacobsen at jacobsen@theiacp.org or (800) THE-IACP, ext. 316.

2014 ENROLLMENT IS OPEN NOW!

IACP and Motorola Solutions Foundation present:

Women’s Leadership Institute
 Sarasota, FL Lenexa, KS (Kansas City)
 January 12 – 17, 2014 March 9 – 14, 2014

 Scottsdale, AZ Vaughan, Ontario, Canada
 May 18 – 23, 2014 July 20 – 25, 2014

The IACP Center for Police Leadership and Training, with funding from Motorola, proudly introduces a new leadership 
certifi cation program, the Women’s Leadership Institute (WLI). The WLI program is a fi ve-day course, focused on the 
unique challenges facing women leaders in law enforcement. To develop current and future leaders, the curriculum focuses 
on enhancing the business, leadership, and personal effectiveness skills of female leaders. This interactive program uses 
senior women instructors and mentors from United States and Canadian law enforcement agencies and operates in an 
intensive experiential learning environment. It is open to female and male, sworn and non-sworn personnel serving in 

supervisory positions, and senior patrol offi cers aspiring to 
become supervisors. 

Classes begin on Sunday evening and conclude early 
afternoon Friday. General tuition is $875. Additional costs 
will include select meals incorporated into the Institute.

Training site and lodging for each location are negotiated 
by IACP. Lodging is negotiated based on per diem rates for 
each city. 

Registration for this Institute cannot be accomplished 
online. To register and for more information, please 
contact Laura Renenger at 703-836-6767, x274/
renenger@theiacp.org.

For information on the course, visit www.theiacp.org/training.

Topics Covered in Day Classes:
� Leading People, Groups & Change

� Effective Communication & Confl ict Management

� Career Mapping

� Fair, Impartial & Ethical Policing

� Transformational Leadership

� Stress Management

� Designing a Strategic Plan for Careers

� Financial Management
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Week 3:  April 7 – 11, 2014

North Dakota
North Dakota Highway Patrol
Leadership in Police OrganizationsSM (LPO)
Week 1:  January 27 – 31, 2014
Week 2:  February 24 – 28, 2014
Week 3:  March 31 – April 1, 2014

Oklahoma
Muskogee Police Department
Leadership in Police OrganizationsSM (LPO)
Week 1:  March 17 – 21, 2014
Week 2:  March 31 – April 4, 2014
Week 3:  April 14 – 18, 2014

South Dakota
South Dakota Highway Patrol
Leadership in Police OrganizationsSM (LPO)
Week 1:  March 3 – 7, 2014
Week 2:  March 31 – April 4, 2014
Week 3:  April 28 – May 2, 2014

For more information or to register online for these classes, visit www.theiacp.org/training. 
If you have any questions, please contact Robby Jacobsen at jacobsen@theiacp.org or (800) THE-IACP, ext. 316.

2014 ENROLLMENT IS OPEN NOW!

IACP and Motorola Solutions Foundation present:

Women’s Leadership Institute
 Sarasota, FL Lenexa, KS (Kansas City)
 January 12 – 17, 2014 March 9 – 14, 2014

 Scottsdale, AZ Vaughan, Ontario, Canada
 May 18 – 23, 2014 July 20 – 25, 2014

The IACP Center for Police Leadership and Training, with funding from Motorola, proudly introduces a new leadership 
certifi cation program, the Women’s Leadership Institute (WLI). The WLI program is a fi ve-day course, focused on the 
unique challenges facing women leaders in law enforcement. To develop current and future leaders, the curriculum focuses 
on enhancing the business, leadership, and personal effectiveness skills of female leaders. This interactive program uses 
senior women instructors and mentors from United States and Canadian law enforcement agencies and operates in an 
intensive experiential learning environment. It is open to female and male, sworn and non-sworn personnel serving in 

supervisory positions, and senior patrol offi cers aspiring to 
become supervisors. 

Classes begin on Sunday evening and conclude early 
afternoon Friday. General tuition is $875. Additional costs 
will include select meals incorporated into the Institute.

Training site and lodging for each location are negotiated 
by IACP. Lodging is negotiated based on per diem rates for 
each city. 

Registration for this Institute cannot be accomplished 
online. To register and for more information, please 
contact Laura Renenger at 703-836-6767, x274/
renenger@theiacp.org.

For information on the course, visit www.theiacp.org/training.

Topics Covered in Day Classes:
� Leading People, Groups & Change

� Effective Communication & Confl ict Management

� Career Mapping

� Fair, Impartial & Ethical Policing

� Transformational Leadership

� Stress Management

� Designing a Strategic Plan for Careers

� Financial Management
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The 2013 IACP Annual Conference & Expo would not be possible without the support of industry leaders. 
The commitment and contributions of our sponsors help the IACP provide law enforcement professionals 
with the highest standards of education, advocacy, networking and leadership development that are vital 
to their success. They also serve as a key resource for the latest innovation and technology driving the 
future of our industry.

ACHIEVING SUCCESS THROUGH pARTNERSHIp 

silver sponsors:

bronze sponsors:

Cloud Video Hosting

Gold sponsor:platinum sponsor:

supportinG sponsors:

Location-Aware Alerting for School Safety

For more information about the 

IACp ANNUAl CONfERENCE & ExpO  
SpONSORSHIp pROGRAm
 Contact Karissa Jacobs

 530.520.6933 

 www.theIACPconference.org

AJU129_IACP13_AD_SPONS_OCT_novRev.indd   1 11/13/13   11:02 AM
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Photographs by Convention Photo by Joe Orlando

Report of the  
120th Annual IACP Conference

PHILADELPHIA
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BOARD OF OFFICERS

The IACP Board of Officers 
presided over the 120th annual 
IACP conference in Philadelphia, 
Pennsylvania, with 13,668 
attendees. Throughout the 
conference, the members of the 
Board attended committee, section, 
and division meetings to discuss 
issues with members and law 
enforcement leaders from around 
the world. Representatives from 59 
countries attended IACP 2013. Yousry “Yost” ZakharyCraig Steckler

2014 IACP Board of Officers

The IACP Past Presidents’ participation 
is a vital part of the conference. Their 
years of leadership, experience guide 
our current leadership and planners in 
making the best conference possible for 
our attendees.  
From left: Bruce Glasscock (2000–2001); 
Carl Wolf, former Vice President/
Treasurer; Charles Gruber (1989–1990); 
Mark Marshall (2010–2011); Michael 
Carroll (2009–2010); Charles Reynolds 
(1988–1989); Harlin McEwen, Honorary 
President; Sylvester Daughtry, Jr. (1993–
1994); Joe Casey (1987–1988); David 
Walchack (1995–1996); Ronald Neubauer 
(1998–1999); William Berger (2001–2002); 
Joseph Estey (2006–2007); Ed Mosca, 
Past Parliamentarian; Don Pierce, 
Honorary President; John Whetsel 
(1994–1995); Russell Laine (2008–2009).
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Ronal Serpas

Jim Craze

Dwight Henninger

Terry Cunningham

Michael D. Edmonson

Richard Beary

Nelson GarciaKent Barker

Peter Carnes

Ellen Hanson Bart Johnson 
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GENERAL ASSEMBLIES

President Craig Steckler presided 
over the general assemblies with 
keynote speeches delivered by 
Eric Holder, U.S. attorney general; 
James Comey, director of the 
Federal Bureau of Investigation; 

Edward Davis, commissioner of the Boston Police 
Department; Rand Beers, acting secretary of the 
U.S. Department of Homeland Security; and Michael 
Nutter, mayor of Philadelphia, Pennsylvania.

Craig Steckler

Ellen Hanson

Ralph Boelter
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Eric Holder

Sean Joyce Rand Beers

James Comey



32	  THE POLICE CHIEF/DECEMBER 2013 http://www.policechiefmagazine.org

The official business of the IACP was conducted 
during the annual conference. Members engaged in 
discussions, debates, and voting that resulted in the 
approval of 26 new resolutions. A condensed version  
of the resolutions are provided in this issue; they can 
also be found online at http://www.theiacp.org/portals/ 

0/pdfs/2013Resolutions.pdf.

Director  Yousry “Yost” Zakhary of the Woodway, Texas, Public Safety 
Department was sworn in as the new IACP President. The membership 
elected Chief Don De Lucca of Golden Beach, Florida, Police as fourth 
vice president.  Additionally, Barbara Fleury, Chief Superindent, Director 
of International Policing, Ottawa, Canada, was appointed as International 
Vice President and James McLaughlin, General Counsel/Executive 
Director, Elgin, Texas, was appointed as Parlimentarian.

IACP BUSINESS

Ron Teachman

Yousry "Yost" Zakhary

Don De Lucca

Barbara Fleury and Nelson Garcia
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Dwight Henninger

Craig Steckler, IACP President 2012–2013



One of the top reasons to attend 
the annual conference is the array 
of educational sessions—the 2013 
conference included 12 program 
tracks and 213 workshops, along 
with 4 plenary sessions. The 
workshops provide attendees with 
practical information that they can 
apply to their work and agencies.
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EDUCATION
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The annual IACP conference hosts the largest exposition of the world’s leading providers 
of law enforcement equipment, services, and technology. IACP 2013 had exhibits by 725 
companies, which allowed attendees to explore the latest services and products available 
to the law enforcement community. By the end of the conference, 67 percent of the exhibit 
space for the 2014 conference in Orlando, Florida, was sold.
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EXHIBIT HALL
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The week of education, networking, and viewing exhibits officially began with 
the cutting of the ribbon by IACP President Craig Steckler and Commissioner 
Charles Ramsey, of the Philadelphia, Pennsylvania, Police Department, along 
with representatives of Motorola and the Harris Corporation.

Special events such as the Host Chief’s Night, receptions, special dinners and 
luncheons, hospitality rooms, and the annual banquet added a good dose of 
fun to the conference.

SPECIAL EVENTS
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The IACP wishes to thank the city of Philadelphia, the Philadelphia 
Police Department, the 2013 Philadelphia conference planning team, 
the Philadelphia Convention and Visitor’s Bureau, the Philadelphia 
business community, and the conference sponsors who all 
contributed to a successful 120th Annual IACP Conference.

Philadelphia Police Chief Charles Ramsey Philadelphia Mayor Michael Nutter
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THANK YOU, PHILADELPHIA
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RESOLUTIONS

The following resolutions were adopted 
by the IACP at the 120th annual con-
ference in Philadelphia, Pennsylvania. 

The list is organized by the division, section, 
or committee that submitted each resolution.

Aviation Committee
In Support of Small Unmanned Aircraft 
Systems in Law Enforcement 
This resolution supports the use and opera-
tion of small Unmanned Aircraft Systems 
by law enforcement, and encourages law 
enforcement agencies to adhere to the 
International Association of Chiefs of Police 
Aviation Committee’s “Recommended 
Guidelines for the Use of Unmanned 
Aircraft.”

Capitol Police Section
Implementation of Administrative 
Screening at All State and  
National Capitols
This resolution recommends that all state 
and national capitols implement reason-
able administrative screening protocols to 
detect, deter, and mitigate individuals who 
wish to cause harm/damage to its legisla-
tive processes, elected officials, employees, 
visitors, and facilities.

Communications and  
Technology Committee
Support for Development of a Next 
Generation 9-1-1 (NG9-1-1) System
This resolution supports the development 
of a Next Generation 9-1-1 (NG9-1-1) Sys-
tem and appreciates and commits to the 
opportunity for continued representation, 
input, and collaboration in ongoing efforts 
to prioritize the need to communicate the 
benefits of NG9-1-1 to police chiefs and 
public safety nationwide. 

Support to Maintain the Public Safety 
T-Band Spectrum
This resolution supports the NPSTC T-Band 
Report issued March 15, 2013, and strongly 
supports actions that seek to resolve the 
T-Band issue favorably for public safety 
by maintaining the T-Band spectrum for 
immediate, continued, and full use by law 
enforcement and other public safety entities.

IACP Support for Alarm Industry Use of 
the FirstNet Nationwide Public Safety 
Broadband Network
This resolution strongly supports actions 
that seek to allow use by the Alarm Indus-
try of the FirstNet Nationwide Public 
Safety Broadband Network.

Communications AND Technology 
Committee and Railroad  
Police Section
IACP Support for Improved Railroad 
Police Communications
This resolution strongly supports actions 
that seek to improve Railroad Police access 
to FCC Frequencies reserved for public 
safety interoperability as well as access 
to the FirstNet Nationwide Public Safety 
Broadband Network; and, the IACP hereby 
authorizes the IACP Communications 
and Technology Committee and the IACP 
Railroad Police Section to collaborate to 
represent the interests of the IACP in the 
furtherance of these improvements.

Criminal Justice Information 
Systems Committee
The Importance of CJIS Systems 
Officers to the National Data Exchange
This resolution strongly supports N-DEx 
and identifies it as a vital tool that will 
enhance the capabilities of the state, local, 
campus, tribal, and federal law enforce-
ment officials as well as corrections, pro-
bation, and parole colleagues and declares 
it to be the nationally scaled system of 
information sharing and recommends to 
the members of the association increased 
engagement in the furtherance of N-DEx 
across the nation in an effort to strengthen 
the investigation of all criminal activities, 
increase homeland security, enhance offi-
cer safety, and promote information shar-
ing across geographical and jurisdictional 
lines. Further, the International Association 
of Chiefs of Police calls upon all CJIS sys-
tems officers of any state or territory and 
strongly recommends to their respective 
CSA heads, to increase the availability of 
N-DEx to the criminal justice community 
in the purview of their areas of responsibil-
ity, underscoring the critical nature of this 
expanding database.

Support for NCS-X Feasibility Study
This resolution supports the BJS in con-
ducting a feasibility study to implement 
the NCS-X.

Divisions of State Associations  
of Chiefs of Police
Support for Creation of a Law 
Enforcement Uniform Injury Report
This resolution embraces and supports 
the creation of a Uniform Injury Report to 
allow for the collection, storage, and analy-
sis of data by the IACP Center for Officer 
Safety and Wellness whenever an officer’s 
wellness or safety is threatened by his or 
her involvement in a near-miss or suffers 
a duty-related illness or injury; prepara-
tion and submission of a Uniform Injury 
Report to the IACP shall be voluntary; data 
collected shall contain no personal identi-
fying information; and all data shall be the 
exclusive property of the IACP for their use 
to advance officer safety and wellness pro-
grams and shall not be shared with any reg-
ulatory body, organization, or individual 
except as authorized by the IACP executive 
committee or otherwise required by law. 
Further, action to create, distribute, and 
collect completed Uniform Injury Reports 
shall commence within one year following 
the date this resolution was adopted by the 
IACP membership.

Recognition of Law  
Enforcement Concerns in  
Immigration Reform Discussion
This resolution urges our elected officials to 
recognize and address the needs and con-
cerns of the law enforcement community as 
they deliberate on changes to immigration 
policies of the United States.

Firearms Committee
Support of the Use of  
Microstamping Technology
This resolution finds that funding be made 
available for further research and field 
testing on this promising alternative bal-
listic approach to include: the durability of 
microstamped marks under various firing 
conditions; their susceptibility to tamper-
ing; field tests by police agencies; as well as 
a cost-benefit analysis to determine if it is a 
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RESOLUTIONS

sound investment/decision (justification/
feasibility) as compared to other technolo-
gies available  to providing links between 
crime-scene evidence and the original 
crime weapon; furthermore, the IACP 
calls on the U. S. Department of Justice to 
provide the necessary funding, within this 
fiscal year, which will allow for the further 
in-depth research required of microstamp-
ing technology.

Opposition of Legislation Explicitly 
Allowing Force against Law 
Enforcement Officers under  
Expansions to the Castle Doctrine  
or Self-Defense Laws
This resolution opposes any expansions to 
the Castle Doctrine or self-defense laws that 
explicitly allow force against law enforce-
ment officers. 

Forensic Science Committee
Funding for Forensic Sciences: Support 
of the Paul Coverdell Forensic Science 
Improvement Act
This resolution fully supports and strongly 
encourages funding non-DNA forensic ser-
vices by funding the Paul Coverdell Foren-
sic Science Improvement Act at the full  
$35 million. 

Highway Safety Committee
National “Move Over, Slow Down” Law 
Awareness Month
This resolution calls upon the National 
Highway Traffic Safety Administration 
(NHTSA) and the National Committee 
on Uniform Traffic Laws and Ordinances 
(NCUTLO) to identify these state laws 
and their provisions and to develop and 
promote—in conjunction with the IACP 
Highway Safety Committee—those 
requirements deemed essential to model 
legislation that will ensure the safety of 
law enforcement officers and other high-
way workers whose duties require them 
to utilize the roadside and that ultimately 
will improve the effectiveness of these stat-
utes, as well as in the ability of motorists 
to be aware of—and comply with—them. 
Further, this resolution strongly supports 
and encourages IACP’s membership to 
recognize the month of April each year as 
“National ‘Move Over, Slow Down’ Law 
Awareness Month,” and supports interna-

tional efforts to ensure the roadside safety 
of law enforcement officers in countries 
around the world.

Retention of the “National School  
Bus Yellow” Color Scheme
This resolution urges state and local legisla-
tors and all other public officials charged 
with school bus safety oversight in North 
America to enlist the assistance and accep-
tance of the 75-year-old National Congress 
on School Transportation, including all asso-
ciated school transportation officials, indus-
try advocates, law enforcement officials, and 
other professionals charged with school pupil 
transportation safety, prior to authorizing any 
change to the black-on-yellow color scheme of 
school buses within their jurisdictions.

Validating the Public Safety  
Needs for Retro-Reflective  
Validation Tabs on License Plates
This resolution recognizes that the efficient 
and reliable identification of vehicles is a 
critical element of public safety and strongly 
opposes deleting the requirement for fully 
retro-reflective validation tabs, and strongly 
supports the adoption and incorporation of 
fully retro-reflective validation tabs indicat-
ing the month and year and additionally 
designed for use on the license plates of all 
motor vehicles registered and operated on 
highways and roadways.

Indian Country Section 
Tribal Law Enforcement  
Information Sharing Working  
Group Recommendations
This resolution endorses the recommen-
dations of the Tribal Information Sharing 
Working Group in their efforts to promote 
justice in protection of all peoples in the 
United States. Specifically, that the follow-
ing recommendations be enacted:

a.	Federal and state information sharing 
entities are encouraged to fully engage 
with law enforcement entities in Indian 
Country in their areas of responsibility.

b.	National-level information sharing 
policies should include specific 
procedures, tools, and information 
standards that tribal authorities can 
use to ensure responsible information 

sharing between Indian Country and the 
federal government.

c.	Police Officer Standards and Training 
(POST)-certified or equivalently 
trained tribal law enforcement officers 
should be recognized by federal and 
state law as peace officers within their 
respective states with the same right of 
access to systems, processes, training, 
communications infrastructure, and 
organizations as other peace officers and 
law enforcement agencies.

Narcotics AND Dangerous  
Drugs Committee and the  
Division of State Associations  
of Chiefs of Police 
Opposition to the Legalization  
of Marijuana by States for 
“Recreational” Purposes
This resolution opposes the legalization of 
marijuana and urges the White House and 
Department of Justice to bring legal action 
to preempt the state marijuana legaliza-
tion laws that conflict with federal law and 
encourages federal prosecutors to enforce 
federal law concerning marijuana as Con-
gress intended when it enacted the Con-
trolled Substances Act.   

Narcotics AND Dangerous  
Drugs Committee
Bringing Awareness to Effective Tools 
Being Used to Combat Opiate Pain 
Reliever Overdose Deaths in the U.S.
This resolution states that IACP is con-
cerned about the alarming rate of overdose 
deaths within the United States due to the 
abuse of opioid pain relievers, encourages 
greater awareness regarding trending pain-
killer abuse patterns as well as available 
tools, such as naloxone, that are effective 
in minimizing overdose deaths associated 
with opioid painkiller abuse.

Patrol and Tactical  
Operations Committee
Support of Mandatory Active Shooter 
Training for All Law Enforcement 
Officers on a Regular Basis
This resolution calls upon all law enforce-
ment agencies to mandate “active shooter” 
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training for all law enforcement officers 
under their authority. 

Police Investigative  
Operations Committee
Resolution to seek Legislative 
Guidance for Access to Electronic 
Communications, Geolocation, and 
License Plate Reader Evidence 
This resolution states that any change in 
laws governing access to electronic and 
geolocation evidence should be accompa-
nied by provisions that ensure account-
ability and prompt response by service 
providers to legitimate law enforcement 
requests for evidence; that state and fed-
eral policy makers should ensure law 
enforcement's ability to obtain non-GPS 
geolocation evidence with a showing of 
less than probable cause; that the Inter-
national Association of Chiefs of Police 
(IACP) supports the adoption of policies 
that encourage responsible use of LPR 
technology and data by law enforce-
ment agencies; and that state and fed-
eral policy makers should take steps to 
strengthen privacy protections while 
ensuring the ability of law enforcement to 
collect LPR data and access historical and 
privately collected LPR data to support 
investigations.

Police Physicians Section
Co-Sponsors: Patrol and Tactical Operations 
Committee and SACOP SafeShield Committee

Tactical Emergency Medical Training for 
Law Enforcement Personnel
This resolution recommends that every 
law enforcement officer should receive  
tactical emergency medical training 
including critical core skills of early, 
life-threatening hemorrhage control 
and rapid evacuation of mass casualty 
victims to a casualty collection point. 
Tactical emergency medical skills are 
critical life-saving interventions in the 
officer-down situation, whether as officer 
applied self-aid or aid given to a fellow 
officer, or to victims of a mass casualty 
situation such as an active shooter or 
bombing event. Specific elements of 
training are the purview of each agency 
depending on availability of resources 
and training programs. 

Private Sector Liaison Committee
Support for Mental Health Courts
This resolution supports the national efforts 
of establishing Mental Health Courts to 
reduce recidivism, to provide treatment 
for mentally ill offenders, and to reduce jail 
costs, while ensuring public safety.

Support for Alarm Licensing
This resolution encourages the adoption of 
strong consumer protection laws that deter 
dangerous and deceptive sales practices 
regarding alarm systems; supports licens-
ing requirements and other regulations 
governing those in the electronic security 
industry that are commensurate with the 
responsibilities the individual performs; 
and recommends that individuals with 
the ability to install, move, repair, replace, 
service, disarm, or reconfigure an alarm 
system or any individual component con-
nected to an alarm system, at an end-user's 
premises, should be properly licensed. 
Furthermore, those selling systems or ser-
vices, and those responsible for monitoring 
security systems should be appropriately 
screened and background-checked; and 
IACP endorses the alarm industry and its 
efforts to pass such legislation, recognizing 
state licensing and regulation will help pro-
tect the security and general well-being of 
the public.

SafeShield Committee of the 
Division of State Associations of 
Chiefs of Police 
Support for Event Deconfliction Systems 
in support of Officer Safety and Wellness
This resolution embraces and supports 
event deconfliction in order to further the 
officer safety efforts of law enforcement 
leaders; furthermore, event deconfliction is 
most effective if all law enforcement agen-
cies within a region routinely participate in 
event deconfliction, and agency leadership 
should partner with other law enforcement 
leadership in their jurisdiction, region, or 
state to discuss what system is most appro-
priate.  The state or urban area fusion cen-
ter should be included in this identification 
process, since many centers serve as event 
deconfliction watch centers; upon identi-
fication of the appropriate deconfliction 
system, agency personnel should contact 
either the regional RISS or HIDTA Center 

to obtain access. Agency leadership should 
support training for agency personnel 
on how to use the deconfliction tool and 
incorporate the use of the event decon-
fliction system into agency policies and 
procedures.

Victim Services Committee and 
Forensics Committee
DNA Arrestee Sample Collection
This resolution recommends that state 
legislatures and other bodies adopt laws 
to allow and fund the collection of DNA 
samples from all persons at the time of an 
arrest for a serious offense and, further, that 
the DNA profiles from these samples be 
uploaded and searched against DNA pro-
files from crime scene evidence contained 
in a DNA database such as the Combined 
DNA Index System (CODIS) in the United 
States to facilitate solving prior crimes and 
preventing future crimes. 

A copy of the resolutions 
adopted by the IACP at the 
120th annual conference 
in 2013 can be found on 
the IACP website at http://
www.theiacp.org/portals/ 
0/pdfs/2013Resolutions.pdf. 
For more information, con-
tact Sarah Guy at 703-836-
6767 or guy@theiacp.org.
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Ronnie G. Adams
Portageville, Missouri 

Randy G. Adams
Simi Valley, California 

James D. Allen
Deakin, Australia  

Robert D. Allinson
Cedar City, Utah 

Kevin M. Arnold
Smyrna, Tennessee 

David L. Ashburn
Angleton, Texas 

Salvatore T. Baragiola
Santa Fe, New Mexico 

Stanley P. Bates
Assunet, Massachusetts 

David J. Best
Tolland, Connecticut 

Gregory M. Blake
Bastrop, Texas 

Mike Blakely
Athens, Alabama 

William J. Bolduc
Columbia, Maryland 

Mike Boyd
Lawrenceville, Georgia 

Patrick L. Bradley
Adelphi, Maryland 

Harry B. Brandon
Washington, D.C. 

Daniel J. Branson
Harbor Springs, Michigan 

Michael A. Brave
Scottsdale, Arizona 

Mitchell J. Brown
Columbus, Ohio 

Scott W. Brown
Tarrytown, New York 

Michael Bruck
Carlisle, Ohio 

John L. Buchanan
Washington, D.C. 

George T. Buenik
Houston, Texas 

Deborah J. Campbell
Albany, New York 

Charles Cannarella
Atlanta, Georgia 

Lucy Ann M. Carlton
Pebble Beach, California 

John L. Carroll
Largo, Florida 

James M. Cavanaugh
Brentwood, Tennessee 

James D. Chadwick
Tunnel Hill, Georgia 

Thomas R. Charrette
St. Joseph, Missouri 

Joseph Charron
Cumberland Center, Maine 

Anthony P. Chiarlitti
White Plains, New York 

Bill Chilson
Clinton, Utah 

Michael J. Clifford
Parker, Colorado 

James Coan
Circle Pines, Minnesota 

William J. Collins
Nanuet, New York 

Thomas E. Creighton
Centerville, Massachusetts 

Teresa Crocker
Atlanta, Georgia 

Ron C. Davis
Addison, Texas 

Edward F. Davis
Boston, Massachusetts 

Wendell Davis
Orangeburg, South Carolina 

Stephan L. Dembinsky
Daytona Beach Shores, Florida 

Richard S. Deter
Denton, Texas 

Robert L. DeWald
Dumont, New Jersey 

Greg P. Donewar
Clarksburg, West Virginia 

James M. Dorriety
Greenville, South Carolina 

Garrick B. Dougherty
Byrnes Mill, Missouri 

John M. Dumond
Westtown, Pennsylvania 

James R. Ellerby
Huntington, New York 

Gale R. Evans
Tucson, Arizona 

Steven L. Fields
Groton, Connecticut 

Marvin J. Fischer
Farmingdale, New York 

Everett B. Flannery
Augusta, Maine 

David D. Flory
Hot Springs, Arkansas 

Armando B. Fontoura
Newark, New Jersey 

Michael T. Frazier
Surprise, Arizona 

Ernest J. Gagnon
Venice, Florida 

John P. Gervato
Garfield, New Jersey 

Ronald C. Glidden
South Wellfleet, Massachusetts 

Richard J. Granger
Wellington, Kansas 

Daniel J. Grant
Wyandotte, Michigan 

Samuel L. Gregory
West End, North Carolina

John M. Grela
Williamsville, New York 

Mark R. Grey
Overland Park, Kansas 

William H. Gumm
Columbus, Nebraska 

Jeffrey C. Harbin
Imperial, Pennsylvania 

Larry E. Harmel
Columbia, Maryland 

William J. Harness
Conroe, Texas 

James L. Harney
Brewster, New York 

Gary A. Hetrick
Kalamazoo, Michigan 

David D. Hicks
Moraine, Ohio 

W. Bryce Hill
Bismarck, North Dakota 

Edward L. Holman
University Park, Texas 

Bence C. Hoyle
Cornelius, North Carolina  

William T. Hudson
Kansas City, Missouri 

John Huetteman
St. Clair Shores, Michigan 

Esther M. Y. Hung
Hong Kong, China

Rob L. Hunter
Matthews, North Carolina 

Rufino G. Ibay
Quezon City, Philippines

Anthony H. Jackson
Cleveland, Ohio 

Larry K. James
Conway, Arkansas 

Randolph D. James
Aurora, Colorado 

David N. James
Kerens, Texas 

Robert M. Johnson
Chamblee, Georgia 

Robert T. Johnson
Palos Heights, Illinois 

Kevin S. Kealy
New Rochelle, New York 

Daniel C. Kingston
Elkton, Florida 

Joseph B. Klima
Phoenix, Arizona 

Edwin E. Klumpp
Tecumseh, Kansas 

Scott M. Knight
Chaska, Minnesota 

Andrei L .Kovachev
Moscow, Russian Federation

Mark A. Kroeker
Arlington, Virginia

Charles O. Lacy
Richmond Hill, Georgia 

O.R. Lane
Arlington, Texas 

Bruce E. Lang
Beatrice, Nebraska 

William M. Lansdowne
San Diego, California 

Richard R. Lansing
Dover, New Jersey 

Robert J. LaRatta
Marlton, New Jersey 

Denis N. Legare
Petersham, Massachusetts 

Paul A. Lehr
Gibraltar, Michigan 

M.  Lewis
Washington, D.C. 

David W. Linn
Bluffton, South Carolina

Mikel A .Longman
Tempe, Arizona 

George N. Longworth
Hawthorne, New York 

Gregory A. Lowe
Elizabethtown, Kentucky

Congratulations to IACP Life Members – Class of 2013.  
The following are to be commended for 20 years of active membership.

LIFE MEMBERS
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How will your 
candidates  
respond?
Will they execute  
good judgment?

UPDATED TEST! 
Our new Police Selection Video Test 
adds additional and improved questions 
(100 total) 

Assess entry-level candidates on more 
in-depth qualities. Video vignettes 
depict situational scenarios. Candidates 
respond to 100 multiple choice 
questions based on 4 key areas:

•  Roll call briefings
•  Training sessions
•  Situational judgment scenarios 
•  Standard multiple choice questions

We make it easy to Administer— 
our Police Selection Video Test includes timers 
and instructions directly onto the video to lessen 
the load on your staff administering the exams.

Police Selection Video teSt: cAtAlog# Po-el 302 Vid

CALL: 1-800-381-TEST (8378)
EMAIL: assessment@ipma-hr.org 
VISIT: ipma-hr.org/assessment

Request an 
inspection 

copy 
today!

EL-PO 302 VID Ad FP_Police Chief.indd   1 8/26/13   8:29 PM
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William K. Lustig
Northfield, Illinois 

Scott A. Lyons
Cloquet, Minnesota 

Rick S. Maag
West Chester, Ohio 

Thomas J. Mackel
Carrollton, Georgia 

Lanny G. Maddox
Nogal, New Mexico 

Rashid Ali Malik
Karachi, Pakistan

Edward Mamet
New York, New York 

Steven W. Mason
Baltimore, Maryland 

Leonard A. Matarese
Buffalo, New York 

James G. McCaffrey
North Beach Haven, New Jersey 

Michael McCann
New York, New York 

Michael R. McCarthy
St. Albans, Vermont 

Timothy J. McCarthy
Orland Park, Illinois 

Kathleen L. McChesney
Glendale, California 

Robert L. McConnell
Lake Worth, Florida 

Patrick C. McCutcheon
West Palm Beach, Florida 

Steven J. Mecham
Logan, Utah 

Charles J. Melville
Richmond, Kentucky

Gary J. Mikulec
Ankeny, Iowa

David Miles
Teaneck, New Jersey 

Jerry L. Minger
Bloomington, Indiana 

Daniel Moeser
Johnson City, Tennessee 

Robert T. Murray
Fairfax Station, Virginia 

Albert Najera
Wilton, California 

Lewis W. Nelson
Redlands, California 

Gary M. Nix
Coppell, Texas 

Newell D. Normand
Harvey, Louisiana

Keith R. Nygren
Woodstock, Illinois 

Thomas P. O'Connor
Crestwood, Missouri 

Steven O. O'Connor
Cape May Courthouse, New Jersey 

William P. Oldham
Memphis, Tennessee 

Rick A. Oloteo
St. Peters, Missouri 

Arthur M. O'Neill
Mansfield, Massachusetts 

Ogbonna O. Onovo
Abuja, Nigeria

Thomas C. O'Reilly
Newark, New Jersey 

Alan J. Palagy
Indianapolis, Indiana 

Dominick F. Passanesi
Cheyenne, Wyoming 

David J. Pecchia
Woodbury, Minnesota 

Gary M. Peterson
New Auburn, Wisconsin 

Paul R. Philip
Plantation, Florida 

James K. Pigott
Keansburg, New Jersey 

Michael B. Pilla
Richboro, Pennsylvania 

James R. Pledger
Fernandina Beach, Florida 

Ronald Potthoff
Sterling, Illinois 

William J. Principe
Rochester, New York 

Michael S. Reiter
Palm Beach, Florida 

Todd V. Renshaw
Frisco, Texas 

Donald E. Rice
Sparta, Tennessee 

Michael L. Riley
Jackson, Georgia 

Raymond C. Robertson
East Hazel Crest, Illinois 

Noel A. Rojas
Miami, Florida 

Robert J. Roswell
Dover, Delaware

Harvey K. Rutherford
Woodward, Oklahoma

Terry A. Sanders
Deland, Florida 

Raymond E. Saxon
Lauderdale by the Sea, Florida 

Charles E. Schaffner
Philadelphia, Pennsylvania 

Harley M. Schinker
Lyons, Illinois 

Joseph L. Schroeder
Lake Worth, Florida 

Andrew J. Scott
Boca Raton, Florida 

Samuel C. Scott
Prescott, Arizona 

Kevin C. Searles
Windsor, Connecticut 

Russell P. Sienkiewicz
Northampton, Massachusetts 

Mauro M. Silva
Sao Paulo, Brazil

Montie L. Sims
Dardanelle, Arkansas 

George J. Slaats
Roseville, California 

William W. Smith
Lake Clarke Shores, Florida 

Kenny L. Smith
Griffin, Georgia 

Francis C. Springob
Greenfield, Wisconsin 

George A. Stagmeier
Hinesville, Georgia 

Jerry A. Stanphill
Washington, D.C. 

John C. Stollsteimer
Shamong, New Jersey 

Charles H. Stone
Norfolk, Massachusetts 

Joseph R. Surgent
Henderson, Nevada 

Lewis J. Swindler
Newberry, South Carolina

Armen Tamakian
Cedar Hill, Texas 

Richard S. Tamburini
Johnston, Rhode Island

Rex W. Taylor
Roeland Park, Kansas 

John S. Taylor
Ellicott City, Maryland 

Richard D. Thomas
LaGrange, Ohio 

Beau Thurnauer
East Hartford, Connecticut 

Macario Tristan
Coppell, Texas 

Dennis K. Tyndall
West Columbia, South Carolina

John A. Urby
Houston, Texas 

Arturo Venegas
Sacramento, California 

David M. Walker
Dekalb, Illinois 

Wade A. Weatherlow
Fredonia, New York 

Michael J. Whalen
South Dennis, Massachusetts 

James L. Whigham
University Park, Illinois 

Mark H. Willenbrink
St. Louis, Missouri 

Wallace R. Williams
Chantilly, Virginia 

Michael A. Wilson
Atchison, Kansas 

Noe A. Wong
Phnom Penh, Cambodia

Larry Zacharias
Richardson, Texas 

Long-Term Associate 
Members

The following Associate Members are to be applauded  
for their long-term commitment to the IACP.

40 Years
M.R. Forrester
St Louis, Missouri 

50 Years
Richard A. Rosenberg
Woodmere, New York 

LIFE MEMBERS
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•	Supervision	of	Police	Personnel
February 10–May 6, 2014 ONLINE 
March 3–14, 2014

•	Traffic	Crash	Reconstruction	3
February 24–28, 2014

•	Crash	Investigation	1
March 10–21, 2014

•	Crash	Investigation	2
March 24–April 4, 2014

•	CDR	Technician	Level	1
April 3, 2014

•	CDR	Technician	Level	2
April 4, 2014

•	CDR	Data	Analyst 
April 7–11, 2014

•	Math	and	Physics	Workshop	for		
Crash	Reconstruction
April 7-11, 2014

•	Vehicle	Dynamics
April 14–18, 2014

•	Crime	Scene	Technology	1 
April 14-18, 2014

•	Crime	Scene	Technology	2 
April 21-25, 2014

•	Traffic	Crash	Reconstruction	1
April 21–May 2, 2014

•	Crime	Scene	Technology	3
April 28-May 2, 2014

•	Traffic	Crash	Reconstruction	2
May 5–9, 2014

•	Bloodstain	Evidence	1
May 5-9, 2014

•	Bloodstain	Evidence	2
May 12-16, 2014

•	Heavy	Vehicle	Crash	Reconstruction
May 12-16, 2014

•	Pedestrian	Vehicle	Crash	Reconstruction
May 19–21, 2014

•	Advanced	Crash	Reconstruction	—		
Utilizing	Human	Factors	Research
May 19–23, 2014

•	Traf	fic	Crash	Reconstruction	Refresher
May 28–30, 2014

•	Forensic	Art	Techniques
June 2–6, 2014

•	Shooting	Reconstruction	1								
June 11-13, 2014

•	Shooting	Reconstruction	2								
June 16-18, 2014

•	Death	Investigation
June 23-27, 2014

•	Executive	Management	Program
August 4-22, 2014

nucps.northwestern.edu/policechief   •  nucps@northwestern.edu  •  800-323-4011

Spring–Summer	2014	On-campus	Course	ScheduleSchool	of	Police	Staff		
	and	Command
ONLINE	STARTS	IN	JANUARY

The School of Police Staff and  
Command (SPSC) — an intensive program 
that prepares public safety managers for 
senior positions by combining academic 
principles with practical applications —  
is now available online.

Register for one of our many on-ground 
offerings through the U.S. or benefit 
from the flexibility of online learning and 
complete SPSC Online without taking time 
away from your agency.

To learn more, visit  
nucps.northwestern.edu/spsc1

•	 Plainfield,	Illinois
January 6–May 16, 2014

•	 New	Braunfels,	Texas
January 13–March 21, 2014

•	 West	Allis,	Wisconsin
January 13–March 28, 2014

•	 Online
January 27–June 29, 2014

•	 Albuquerque,	New	Mexico
March 3–May 16, 2014

•	 Andover,	Minnesota
March 3–May 9, 2014

•	 Evanston,	Illinois
March 17–May 23, 2014

•	 Columbia,	South	Carolina
May 5–July 18, 2014

•	 Meridian,	Idaho
June 2–August 15, 2014

•	 Hobart,	Indiana	
July 21–November 21, 2014

For more than 75 years, the Northwestern University Center for Public Safety has provided professional development to 
law enforcement professionals throughout the United States and abroad. NUCPS offers the world-renowned School of 

Police Staff and Command, as well as courses and programs in police management, police operations, police  
motorcycle operator and instructor training, crime scene investigation and forensics, crash investigation, transportation 

engineering and more.

CONNECT WITH NUCPS

ON-CAMPUS	COURSES  EVANSTON, ILLINOIS
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Assisting Communities in Resolving 
Conflicts and Restoring Peace

The U.S. Department of Justice Community Relations Service:  

By Grande Lum, Director of the Community Relations Service; Francis 
Amoroso, CRS Regional Director of the Northeastern Region, Chief of 
Police (Retired) of Portland, Maine; and Rosa Melendez, CRS Regional 
Director of the Northwestern Region, U.S. Marshal (Retired) of the 
Western District of Washington

On Sunday, August 5, 2012, an individual 
with alleged white supremacist ties entered 

a Sikh gurdwara, or temple, in the community 
of Oak Creek, Wisconsin, and opened fire on 
the congregation. Six worshippers were killed 
and four others were wounded, including a 
responding law enforcement officer.1 Within 
hours of the shooting, Community Relations 
Services (CRS) was in contact with national 
and local Sikh organizational leaders, the 
U.S. attorney for the district, and numerous 
federal and local law enforcement officials. In 
addition, CRS helped facilitate communica-
tion between law enforcement and commu-
nity members, providing contact information 
for key law enforcement officials. Later that 
same week, CRS and the U.S. attorney for the 
Eastern District of Wisconsin facilitated a key 
leadership meeting to discuss hate crimes, 
analyze community concerns over the shoot-
ing, and assess community needs for funerals. 
CRS and its federal and local partners then 
assisted in the planning and moderation of 
a larger community meeting at Oak Creek 
High School that was attended by more than 
250 people from the greater Milwaukee area. 

A Hate Crime in a Quiet Community Elicits 
a Unique Mandate

The Oak Creek, Wisconsin, gurdwara 
attack serves as an example of the services 
CRS can provide to communities in the 
wake of a hate crime. Founded under the 
Civil Rights Act of 1964, the CRS supports 
state and municipal government officials, 
law enforcement executives, and commu-
nity leaders with resolving disputes based 
on racial and ethnic tensions, to improve 
police-community relations. CRS also helps 
local leaders prevent and respond to alleged 
violent hate crimes committed on the basis 
of actual or perceived race, color, national 

origin, gender, gender identity, sexual ori-
entation, religion, or disability. CRS is not an 
investigatory or prosecutorial agency, and 
it has no law enforcement authority. The 
agency does not impose solutions or assign 
blame or fault. All CRS services are provided 
free of charge to the communities and are 
confidential. CRS works in all 50 states and 
the U.S. territories in communities large and 
small, rural, urban, and suburban. Most of 
CRS’ work originates from requests by police 
chiefs, mayors, school administrators, local 
government authorities, community-based 
organizations, tribal communities, and civil 
and human rights groups. 

In addition, CRS works with schools, 
colleges, and universities. Of the 728 cases 
the agency conciliated in 2012, 118 involved 
educational institutions. For example, in 
April 2012, the Broward County School Dis-
trict in Ft. Lauderdale, Florida, requested 
CRS’ assistance in response to allegations 
of racial and ethnic tension between black 
Haitian and African American students and 
faculty in schools. CRS convened adminis-
trators, teachers, students, and concerned 
parents and facilitated a dialogue to address 
their concerns, as well as providing cultural 
professionalism training. 

In May 2012, CRS was in Detroit, Michi-
gan, in response to community concerns over 
the suicide of a young boy who had allegedly 
been bullied based on his gender.2 CRS con-
vened a series of meetings with the federal 
and local partners, who later participated in 
a CRS-facilitated hate crimes, bullying, and 
harassment dialogue. CRS also helped the 
parties develop a Community Resolution Call 
to Action—a commitment to provide com-
munity-wide anti-bullying education and 
awareness to parents and students. 

In 2012, community tensions in Seattle, 

Washington, over Native Americans’ high 
dropout rates, and perceptions of disciplinary 
bias against them led CRS to convene lead-
ers of the city’s urban Indian community and 
education administrators. CRS conducted a 
series of workshops to identify opportuni-
ties to address the students’ achievement gap 
and to create awareness of issues and percep-
tions among teachers throughout the school 
system. The workshops led to the develop-
ment of a plan to mitigate the issues, which 
has become a nationally recognized model 
for addressing similar urban Indian student 
issues in school systems throughout the 
United States.3

CRS services are provided by highly 
skilled conflict resolution specialists who 
are trained to provide assistance in the four 
areas of mediation, facilitation, consulta-
tion, and training. They apply these prin-
ciples as they work with leaders to resolve 
conflicts stemming from issues of race and 
other factors that contribute to hate crimes. 
In fact, the majority of CRS’ cases involve 
working directly with law enforcement 
executives and community leaders follow-
ing divisive occurrences, such as allegations 
of biased policing or community concerns 
about excessive use of force. When there is 
a need for communities and police depart-
ments to work through sensitive incidents 
or strengthen their partnership capacity, 
their leaders frequently turn to CRS.

CRS provides mediation services to help 
the parties achieve sustainable agreements 
to resolve conflicts. CRS conciliators do 
so by helping parties uncover underlying 
interests and develop options that resolve 
differences. Mediation is not used to deter-
mine who is right or who is wrong. The goal 
of mediation is to provide a framework that 
helps communities clarify misunderstand-
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ings, establish mutual trust, and indepen-
dently prevent and resolve future conflicts. 

Facilitation is another service provided 
by CRS conflict resolution specialists. They 
facilitate discussions to help communities 
open lines of communication by listening 
to the issues of each community group and 
learning from each group about the problem 
and potential solutions to the conflict. These 
dialogues often include various local agen-
cies, institutions, and community residents. 
Topics of these discussions may include 
race, police-community relations, perceived 
hate crimes, tribal conflicts, protests, dem-
onstrations, and other issues that may be 
important to a community. By reframing 
and clarifying the issues, CRS can move 
communities forward toward resolving 
their problems in mutually acceptable ways. 
These conciliatory communications may be 
in-person, by telephone, or via email and 
may occur over a substantial period of time. 
Communication is a fundamental building 
block for developing community trust; it 
reduces tension and establishes important 
relationships that build community stability 
and promote harmony.

CRS conciliators also provide consulting 
services. Through consulting, CRS furnishes 
technical assistance, information on best 
practices, referrals, coaching, advice, and 
insight. For example, CRS might provide 
technical insight on the structure and func-
tion needed in order to establish a Human 
Relations Commission. Consulting services 
can help communities address police, com-
munity, or school conflicts.

In addition, CRS conflict resolution spe-
cialists provide training programs. Training 
is a tool for understanding and alleviating 
current disputes and for preventing future 
disagreements. These programs bring 
together representatives from local gov-
ernment agencies, community faith-based 
organizations, law enforcement, advocacy 
groups, and businesses in order to develop 
collaborative approaches for reducing con-
flicts and addressing the factors that have 
contributed to the disagreement.

CRS and Law Enforcement: A Long History 
of Collaboration

In its almost 50-year history, the CRS has 
worked with law enforcement communities 
across the country.  During the Elian Gonza-
lez custody and immigration controversy of 
2000, CRS provided technical assistance in 
contingency planning to command staff and 
intelligence units of the Miami police depart-
ment, facilitated meetings between Cuban 
leaders and Immigration and Naturalization 
Services officials, and was on-site at several 
demonstrations, fostering communication 
between police and protesters, and prevent-
ing incidents of violence. As reports of vio-
lence against Arabs, Muslims, and Sikhs in 
the United States intensified following the 
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Concerns of Police Survivors 
PO Box 3199 - 846 Old South 5 
Camdenton, Missouri 65020 
Phone: (573) 346-4911 
Fax: (573) 346-1414 

 
C.O.P.S. can assist your agency  

to prepare for the 
  

“Traumas of Law Enforcement” 
 

Through a grant from the Bureau of Justice            
Assistance, C.O.P.S. offers seven trainings during the 
coming months in various locations across the United 
States. There is no charge for these trainings. 

 

2014 Schedule 
 

January 6-8……………..Orlando, FL 
 
January 27-29…………..Dublin, CA 
 
February 10-12…………Westminster, CO 
 
February 24-26…………Minneapolis, MN 
 
March 3-5……………….Tulsa, OK 
 
March 10-12…………….Durham, NC 
 
March 31-April 2……….Albany, NY 
 

Instructors will present information that is vitally  
important to America’s law enforcement agencies 
regarding line-of-duty death, disability, critical  
incidents, and police suicide. 
 

Register online at: 
www.nationalcops.org 

Deadlines for registrations are  
30 days prior to the training. 

9/11 terrorist attacks, CRS deployed its forces to promote under-
standing. CRS prepared an Arab, Muslim, and Sikh Awareness and 
Protocol seminar, and created a law enforcement roll-call video titled 
The First Three to Five Seconds. The video helps police officers to reduce 
tension by differentiating between threats and cultural norms in non-
crisis situations involving Arabs, Muslims, and Sikhs.

Following Hurricane Katrina in 2005, CRS worked to open lines 
of communication between disaster relief entities and minority com-
munities. CRS collaborated with local law enforcement and federal 
government officials to implement rumor control measures sur-
rounding the alleged presence of hate groups in cities and towns 
affected by Hurricane Katrina, and the agency outlined the demo-
graphics of major racial and ethnic communities in the Gulf Coast 
states and then trained program participants on the history of these 
communities’ relations, specifically their encounters with authority; 
perceptions of discrimination; and allegations of unaddressed griev-
ances by local, state, and national government. 

In 2007 and 2008, CRS assisted local law enforcement after the 
shooting death of Sean Bell in Queens, New York. The agency pro-
vided contingency planning assistance, self-marshal training, and 
on-site conciliation during community protests following Bell’s 
death. Following the acquittal of the three police officers indicted 
over the shooting, CRS sent a National Deployment team to New 
York to help local law enforcement and government officials ensure 
peaceful demonstrations. CRS responded to more than 25 commu-
nity events in New York City and monitored and provided assis-
tance during six highly publicized “Civil Disobedience for Sean” 
demonstrations that consisted of blocking public access to the Tri-
borough, Manhattan, and Brooklyn Bridges.

Today, CRS continues to provide services for, and alongside, law 
enforcement communities. The agency is often asked to furnish 
technical assistance and aid law enforcement in logistical planning 
when there are demonstrations, marches, and rallies. CRS also pro-
vides its mediation, facilitation, training, and consulting services 
to law enforcement when there is community tension regarding a 
high-profile police investigation or controversial prosecution in the 
aftermath of actual or perceived hate crimes. In addition, CRS fre-
quently works with law enforcement to improve police-community 
relations and communication, particularly when community mem-
bers have made accusations of racial profiling, bias-based policing, 
and excessive use of force against community members of a differ-
ent race, color, national origin, gender, gender identity, sexual ori-
entation, or religion or against a community member with a mental 
or physical disability. 

CRS Training and Education Programs for Law Enforcement 
CRS provides a wide array of services, including training pro-

grams specifically designed to assist law enforcement and improve 
police-community relations. 

Law Enforcement Mediation Program: CRS’ Law Enforce-
ment Mediation Program is a two-day course that strengthens the 
problem-solving and mediation skills of law enforcement officers 
and commanders who serve diverse communities. CRS works with 
officers to identify opportunities to enhance the level of mutual trust 
and respect between their department and the community and to 
eliminate barriers to providing more effective police services. Many 
of the issues addressed can lead to the residual benefit of a reduced 
number of calls for service and an increase in patrol efficiency.

Responding to Allegations of Racial Profiling: Responding to 
Allegations of Racial Profiling is an eight-hour course that brings 
together law enforcement and community members to address per-
ceived racial profiling and biased policing practices. This course can 
be tailored to the specific needs of a given community. It is helpful 
in reducing tensions and creating a shared understanding of factors 
that contribute to mistrust. It is an effective way to begin a police-
community relations initiative or problem-solving process, and it 
encourages collaborative police-community relations.
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Arab, Muslim, and Sikh (AMS) Cul-
tural Awareness Program: The AMS Cul-
tural Awareness Program is a four-hour 
course intended to familiarize law enforce-
ment and government officials with some 
of the predominant customs and cultural 
aspects of Arab, Muslim, and Sikh commu-
nities. The program is effective as a tool for 
helping law enforcement avoid behavior 
and actions that might be deemed offen-
sive—or as part of a broader initiative to 
strengthen the relationship between local 
officials and the Arab, Muslim, or Sikh com-
munities that they serve. 

Hate Crimes Program: The Hate Crimes 
Program is a two-day training program that 
provides state and local law enforcement  
officers with the skills and knowledge that 
are critical when addressing hate crimes. 
The program has been designed to famil-
iarize officers with best practices for iden-
tifying, reporting, and investigating hate 
crimes. The program also covers strategies 
for effectively educating the public about 
hate crimes and their significance to com-
munity relations.

Self-Marshalling Assistance and Train-
ing: CRS assists local law enforcement, city 
officials, and demonstration organizers 
with planning and managing safe marches 
and demonstrations. CRS facilitates meet-
ings between all parties involved and serves 
as a neutral entity to ensure that logistics are 
coordinated, information is shared appro-
priately, and that marches and demonstra-
tions are conducted safely.

Rumor Control: CRS’ Rumor Control 
Program assists in establishing measures 
that control inflammatory and inaccurate 
rumors. By employing a proactive and coor-
dinated approach to publicity (and a formal-
ized community-notification process), CRS 
ensures the dispersal of accurate and cred-
ible information.

Student Problem Identification and 
Resolution of Issues Together (SPIRIT): 
The SPIRIT program is a two half-day inter-
active student-based problem-solving pro-
gram that engages students in developing 
solutions to problems associated with alle-
gations of discrimination, harassment, and 
hate activity in schools. SPIRIT also engages 
school administrators, teachers, school 
resource officers, local officials, community 
leaders, and parents in the process of iden-
tifying and responding to these conflicts in 
school, and both students and administra-
tors work toward creating the safest possible 
environment for learning.

City Site Problem Identification and 
Resolutions of Issues Together (City 
SPIRIT): City SPIRIT is a two-day problem-
solving and resolution program that brings 
together representatives from local govern-
ment agencies, community and faith-based 
organizations, law enforcement, and busi-
nesses to develop collaborative approaches 

for reducing racial conflicts and addressing 
the factors that contribute to these conflicts. 
The parties may also develop approaches 
for preventing and responding to alleged 
violent hate crimes on the basis of actual 
or perceived race, color, national origin, 
gender, gender identity, sexual orientation, 
religion, and disability. This program helps 
communities establish a lasting capacity to 
prevent and respond to conflicts.

Healing Communities
Several months ago, Oak Creek, Wiscon-

sin, commemorated the one year anniversary 
of the attack on the Sikh gurdwara. In the 
year since the shooting, CRS has continued 
to assist the community in establishing stron-
ger and lasting bridges of communication 
between federal and local law enforcement 
officials, national and local Sikh officials, and 
the larger Oak Creek community. CRS concil-
iators have moderated dialogues, organized 
a forum on safety concerns for houses of wor-
ship, and provided conciliation services at 
vigils for the victims. In addition, the agency 
has responded to requests from mosques 
and gurdwaras across the United States who 
have expressed anxiety that a similar inci-
dent could occur in their communities. CRS 
has aided these congregations in voicing 
their concerns with local law enforcement 
and assisted them in educating their broader 

communities about their religious traditions 
and beliefs through facilitated dialogues and 
cultural professionalism trainings. By learn-
ing how to peacefully communicate, com-
munities are fostering an environment of 
positive communication and reducing the 
risk of conflicts now and in the future. 

For information regarding CRS services, 
trainings, and support, please contact the 
CRS Headquarters Office at (202) 305-2935. 
Additionally, information regarding CRS’ 
various regional and field offices is located 
on the agency’s website (http://www 
.justice.gov/crs/map.htm). v

Notes:
1John Edwards and Libby McInerny, “Oak 

Creek: Leading a Community in the Aftermath 
of a Tragedy,” The Police Chief 80 (October 2013): 
98–106. 

2Gina Damron, Cecil Angel, and Matt Helms, 
“7-Year-Old Boy’s  
Suicide Shocks Detroit Community,” Detroit 
Free Press, USA Today, May 25, 2012, http://
usatoday30.usatoday.com/news/nation/
story/2012-05-25/detroit-child-suicide/ 
55200606/1 (accessed October 18, 2013).

3Community Relations Service,  Community 
Relations Service: FY  
2012 Annual Report (Washington, D.C.: U. S. 
Department of Justice, Community Relations 
Service, 2013), 23, http://www.justice.gov/crs/
pubs/crs-fy2012-annual-report.pdf (accessed 
October 18, 2013).

B.A. in Jurisprudence: 
Legal Studies Concentration 

M.S. in Legal Studies: 
Law & Public Policy, 
Homeland Security or 
Criminal Justice Tracks

1 0 0 %  O N L I N E  D E G R E E
The 100% online curriculum 
provides students with a strong 
foundation in criminal, family, 
real estate, administrative and 
business law. It also includes a set 
of competencies in legal research 
and writing, litigation, estates and 
trusts, bankruptcy, ethics and 
constitutional law.

Cal U’s web-based format allows 
students the opportunity to pursue 
their interests in a variety of legal 
topics, preparing them for a host of 
different career options.

To learn more about the 100% 
online B.A. in Jurisprudence with 
a Concentration in Legal Studies, 
M.S. in Legal Studies and other 
unique online opportunities, visit 
Cal U’s website at www.calu.edu/go 
or call 724-938-4710.

 CALIFORNIA UNIVERSITY OF PENNSYLVANIA
BUILDING CHARACTER. BUILDING CAREERS.

                                       www.calu.edu/go
                                        A proud member of the Pennsylvania State System of Higher Education.

CAL U
GLOBAL ONLINE
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POLICE ETHICS SERIES  |  PART TWO OF FOUR

Those in the Information Sharing Environment (I.S.E.) are tasked 
with the laborious duty of gathering, analyzing, interpreting, 
vetting, and disseminating information about alleged acts of 

criminality and criminal associations while simultaneously protect-
ing the privacy rights of those they investigate. If there are truly 
any policies in the field of law enforcement that are philosophically 
based, with higher standards and modes of self-accountability, they 
are the policies, codes, and rules of the Intelligence Led Policing 
(ILP) paradigm. There is a critical, philosophical, and ethical reason 
for this, and all facets of the profession can take a page from this 
evolving paradigm in regards to constitutional accountability.

The ILP model demands such high legal and ethical standards 
because it encompasses the pre-crime realm of the conspiracy stages of 
criminality. Information gathering for the intelligence process involves 
balancing the privacy expectations of individuals (although they are in 
the planning stages of a criminal act or threat), with law enforcement’s 
need to thwart such criminal acts before they come to fruition.  As 
seen from the recent past, many pre-crime behaviors are legal actions 
but have future, illegal intentions (as was the case with the Oklahoma 
bombing). Appreciating the balance between enforcing the law, consti-
tutionally, and protecting the integrity of the process, ethically, is the key 
for success in the ILP function. So too, constitutional vigilance by all 
law enforcement personnel, at the pre-crime stage of investigations and 
during traffic stops and interviews, involves knowing the philosophi-
cal parameters of police authority and adhering to such parameters in 
the performance of their everyday duties. The unique sensitivities asso-
ciated with the ILP model provides insight into such duties.

The gathering of tips, leads, and suspicious activities, regarding 
potential gang activity, terrorist acts, and organized crime or Racke-
teer Influenced or Corrupt Organization (RICO) cases, delves into the 
handling of the Personal Identifying Information (PII) of target indi-
viduals during the pre-crime stage. When mishandled, mislabeled, 
or disseminated in violation of codes, regulations, and strict policies, 
the potential for serious liability exists and breaches the strict tenets of 
the ILP model. These guidelines, regulations, and policies are drafted 
to specifically protect the integrity and core values espoused within 
the I.S.E. and are policed by all who participate in the intelligence 
function. Knowing the law, respecting the rules of 28 CFR Part 23, and 
vigilantly honoring the core values associated with handling the PII 
of all citizens (target or innocent) is the key to avoiding allegations of 

Ethical Defensibility:  
Using the Intelligence Led 
Policing Template to Avoid  
the Appearance of 
Unconstitutional Policing

The concept of Ethical Defensibility 
provides all sworn personnel 
with the philosophical tools and 
analytical skills necessary to weigh 
value-based alternatives, resulting 
in the repetitive acts needed to 
protect, preserve, and defend the 
integrity of the police profession.

Thomas Martinelli, Adjunct Professor, Wayne State 
University, Detroit Michigan, Independent Training 
Consultant, Institute for Intergovernmental Research, 
Tallahassee, Florida, and Michigan State University’s 
Intelligence Toolbox Program, East Lansing, Michigan, 
and Member, IACP Professional Standards, Ethics, and 
Image Committee; and David L. Carter, PhD, Professor 
of Criminal Justice, Michigan State University, East 
Lansing, Michigan, Director of the MSU Intelligence 
Toolbox Program, and Member, Justice Intelligence 
Training Coordination Working Group 
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“unconstitutional policing” and is a defense 
in a court of law. 

Respecting the Spirit of the Law
On a law enforcement continuum of 

proofs, the pre-crime realm of ILP and con-
spiratorial acts is found to the far left of mere 
suspicion, reasonable suspicion, and prob-
able cause. The further left on the proofs 
continuum, or the lesser amount of valid-
ity and reliability one has regarding a tip or 
lead, the higher the systemic accountability 
associated with privacy expectations. The 
handling of the PII of target individuals is a 
very sensitive process. It involves an acute 
understanding of both the legal and ethical 
ramifications of prejudicial decision-making 
processes and the costly liability associated 
with policy non-compliance, privacy rights 
violations, or worse, allegations of racism, 
classism, corruption, or negligence.

Many times, civil libertarians and critics 
of the ILP function cannot argue that specific 
intelligence methods are illegal from a crimi-
nal statutory definition. Rather, they will 
argue that the secrecy of the information gath-
ering methods or expanded scope of legal 
authority in such investigations are “creepy” 
and have an air of impropriety about them. 
They do not champion the illegality of the 
acts; rather, they argue that the philosophical 
“spirit of the law” has been breached. Their 

contention is that law enforcement methods 
of infiltration and warrantless searches used 
to sidestep the Fourth Amendment are an 
occupational breach justified by some in the 
ILP realm to protect and serve.  

When law enforcement officials misuse 
their authority, circumvent the rules of their 
profession, and rely more on their personal 
prejudices and less on their training, edu-
cation, and street experiences, they subject 
themselves and their agencies to accusations 
of racial profiling, constitutional rights viola-
tions, and negligence. For example, once in 
a great while, an officer might suggest that 
all Muslims are extremists or jihadists; thus, 
all Muslims (or Middle Easterners) must be 
scrutinized (or unconstitutionally searched 
or surveilled) because as jihadists, they all 
hate Americans, are terrorists, or have ter-
rorist ties or sympathies. 

It is this naïve, broad-brush mind-set that 
leads officers to commit acts of unconstitu-
tional policing, engage in privacy rights vio-
lations, and subject their agencies to potential 
federal civil rights investigations and civil 
liability.  It must zealously be avoided at all 
costs. Knowing the law, understanding the 
spirit behind the laws, respecting constitu-
tional limitations, and policing each other, 
in the ILP realm and in policing in general, 
is a formula for professionalism, successes, 
and public appreciation. Minimizing all 

litigation, through education and training, is 
managing risk.

Not unlike the ILP training paradigm, 
defining key concepts regarding your agen-
cy’s core values, high ethical expectations, and 
the need for strict adherence to “character pol-
icies” is a recipe for defensive success when-
ever an agency’s enforcement decisions are 
challenged in a court of law. These proactive 
steps demonstrate an agency’s due diligence 
to avoid negligence. Too many times, agen-
cies spend an inordinate amount of training 
focused on the law (and its exceptions) and 
less on the spirit behind the laws themselves. 

Today, judges and juries are looking at 
law enforcement’s intentions, motivations, 
and biases in civil rights violation cases, espe-
cially when there is a lack of articulable or 
definable criteria to support probable cause 
or even reasonable suspicion to take police 
action. Whether a traffic officer searches a 
vehicle with a drug sniffing dog or a special 
unit decides to infiltrate a suspicious group 
or gang or simply retains PII on its members, 
respecting both the law and the spirit behind 
the Fourth Amendment limitations is the 
key to success. U.S. Supreme Court case law 
and the core values of the profession reflect 
the higher standards of character and nobil-
ity law enforcement officers are held to and 
has become a key component in courtrooms 
around the United States.
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Simply put, the philosophy behind 
the Fourth Amendment’s restrictions on 
searches and seizures is limited in scope 
to protect the sanctity of privacy all citi-
zens enjoy, whether innocent, suspicious, 
or criminal. If the police arbitrarily expand 
their searches in such a fashion without 
articulable, definable, and defensible cause, 
such actions belie the spirit of the law. This 
was not the intent of the drafters of the 
Constitution, nor is it acceptable in today’s 
courts of law. Ethical defensibility training 
incorporates conditioning officers to always 
contemplate the big picture; to balance their 
duty to protect and serve with their duty 
to obey the law, literally and figuratively; 
and to ethically serve. This training module 
emphasizes the need to protect the integrity 
of the profession, to engage in thought-out, 
knowledgeable decisions based on specific 
execution of the law, core values, and policy 
adherence and implementation. This lays 
the foundation for a credible defense in both 
criminal and civil courts.

Defining Your Agency’s Core Values for 
Uniform Implementation

Words are tools for success in all facets 
of policing, as well as in criminal and civil 
courts and labor law hearings. Words, labels, 
and categorizations, when used proficiently, 
can obtain successful convictions and search 
warrants and can be effectively used to 
defend against allegations of unconstitu-
tional policing, wrongful discharge, sexual 
harassment, and disciplinary sentences. Yet, 
when used negligently or prejudicially, they 
can be very costly to law enforcement orga-
nizations in all courts of law, from slander 
and libel actions to intentional infliction of 
emotional distress and defamation within 
the business community. Agency trainers, 
first-line supervisors, and chiefs cannot 
afford to assume all sworn personnel under-
stand and accept the philosophical tenets 
of the profession. Omitting such training 
blocks has proven to be costly, and it can be 
considered organizational negligence.  

For example, 28 CFR Part 23 training for 
the I.S.E. encapsulates the intended spirit 
of the law while reinforcing the critical core 
values needed to engage in the gathering, 
analyzing, and disseminating of criminal 
information and intelligence. It is simply a 
rule, a code, an oath, but with words and 
policy implications that need to be strictly 
adhered to in order to preserve, protect, and 
uphold the integrity of the I.S.E. It is a code 
that directly applies to the highest standards 
regarding individuals’ character in policing. 
The negligent, or worse, prejudicial use of 
words or labels in a police report, warrant 
request, or intelligence bulletin, more times 
than not, will result in constitutional rights 
violations litigation. Such negligence, gross 
or prejudicial, can lead to causes of action in 
libelous or slanderous lawsuits, intentional 

infliction of emotional distress, and loss of 
business or reputation in the community, as 
mentioned above, as well as constitutional 
rights litigation for violations such as racial 
profiling, breaches of privacy, and due pro-
cess-equal protection of the law. 

The federal statute that addresses negli-
gent acts of law enforcement personnel that 
subject citizens “to the deprivation of any 
rights, privileges or immunities” guaran-
teed to them through the U.S. Constitution 
is 42 U.S.C. 1983. (18 U.S.C. Sections 241 and 
242 address the more serious intentional 
and conspiratorial deprivations of rights.) 
Most state laws strictly adopt the verbiage 
found in Section 1983. The ILP training 
model, and more specifically, 28 CFR Part 
23, provides meticulous guidance and de 
facto standards used in the field of intel-
ligence emphasizing a uniform template 
(for all intelligence functions) demanding 
a focused discretion, precision, and imple-
mentation of the core values associated 
with the “pre-crime realm” as a basis (and 
defense) for all intelligence-related deci-
sion-making processes. 

The ILP codes, standards, and guide-
lines, when zealously followed, provide a 
uniform defense against plaintiff attorneys’ 
allegations of privacy violations, racial pro-
filing, and civil liberty deprivations. Such 
police discretion is obtained through rig-
orous training, field experience, and com-
mon sense. The decision-making processes 
emphasize the cognizant slant toward 
defensible, legal, and ethical contemplation, 
weighing all competing alternatives and 
arriving at an educated, defensible strategy. 
To establish liability, plaintiff attorneys try to 
create a nexus between their clients’ alleged 
damages (or harm) and an agency’s broken 
system or policy non-compliance. 

They will attack an agency’s poor training 
and poor adoption or teaching of core values 
and claim any resulting illegal or unethical 
acts were due to training deficiencies. They 
try to demonstrate to a civil jury that the 
agency’s overall system of accountability is 
flawed, in comparison to agencies around 
the United States, and thus, organizational 
liability is clear. The argument is that if an 
officer repeatedly engages in unethical pol-
icy violations, this demonstrates a disrespect 
for laws, policies, rules, authority, and the 
profession itself; therefore, it is reasonable to 
believe he or she could engage in unconsti-
tutional policing.

One of the criticisms civil libertarians raise 
regarding the relatively new ILP paradigm 
is that, because it is not precise in its imple-
mentation, it results in innocent Americans’ 
privacy rights being trampled through data 
mining and a broad-brush approach to infor-
mation gathering. They allege that the Consti-
tution was drafted specifically as a guideline 
for precision so as to avoid such arbitrary and 
invasive violations. Unfortunately, such a nar-

row interpretation of the application of consti-
tutional law would fail to benefit a democratic 
society of diversity, whose needs and wants 
continually evolve as time goes on. In fact,  
the drafters of the Constitution intentionally 
used words of generality, philosophy, and 
equity in order not to handcuff those whose 
job it was and still is to protect and serve, 
legally and ethically. 

The philosophical nature of the Constitu-
tion as a document that both grants citizens’ 
rights and allows for the needs of law enforce-
ment to access certain information demands 
an ongoing balancing assessment, as dem-
onstrated by the U.S. Supreme Court’s state-
ment that “while the Constitution protects 
against invasions of individual rights, it is 
not a suicide pact.”1 The court, here, empha-
sized that each case will be adjudicated on 
its facts and merits, and a reasonable conclu-
sion will be drawn in relation to constitutional 
law applications and the spirit behind the law. 
The application of law cannot be bent over 
backwards to protect individual rights to the 
detriment of society’s expectations to be free 
from crime and disorder. This is why U.S. 
Supreme Court case law employs words and 
concepts such as “reasonableness,” “good 
faith,” “due process,” and “equity,” allowing 
reasonable minds to  use common sense and 
apply the law in a fair and equitable manner. 
This fair and equitable application of consti-
tutional law balances law enforcement per-
sonnel’s need to protect and serve with their 
duty to perform such tasks with integrity 
and professionalism.

It is critical that words and labels such as 
jihadist, terrorist, extremist, unindicted co-
conspirator, Sovereign Citizen, the Bloods, 
or the Crips are specifically defined, with 
defensible criteria, within your agency’s dif-
fering units and by those who work in the 
I.S.E. In the pre-crime realm, it is not only 
imperative that such definitions are defined 
as precisely as possible, but it is also incum-
bent that those who gather, collect, and store 
criminal information on target citizens zeal-
ously pursue the validity and reliability of 
the data they obtain. Just as the proper use 
of words are tools for success, they can also 
be used against law enforcement personnel 
in a court of criminal or civil law. 

Intelligence analysts (not necessarily sworn 
personnel) are trained to be even more precise. 
Their mantra is, by necessity, “as precise as 
possible.” Their training encompasses the use 
of inductive and deductive reasoning to ana-
lytically weigh each tip, lead, and suspicious 
activity report for validity, reliability, common 
sense, and its place in any potential threat pic-
ture. They are specifically trained in weighing 
competing hypotheses in regard to the suspi-
cious activity reports they receive in relation 
to  target citizens’ behavioral signatures and 
are tasked to put together a threat puzzle 
without having all of the pieces. Preventing 
serious crimes in their jurisdictions is critical, 
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but intelligence analysts recognize they are 
obligated to protect the privacy expectations 
of innocent citizens whose names erroneously 
ended up in a tip or lead file. The words they 
use, the core values they bring to their job, and 
the constitutional respect and sensitivity they 
employ daily, exemplifies the highest ethical 
standards found in law enforcement. Theirs is 
a template of success that all law enforcement 
personnel should emulate.  

Core Values Training to Minimize Risk  
in Court 

Ethical Defensibility training needs to 
be as precise, as uniform, and as zealously 
implemented as possible during all law 
enforcement investigations. The curriculum 
should address the core values critical to the 
leader of the organization. One must consider 
how to define such core values in addressing 
ethical dilemmas in policing, both on and off 
duty, and examine how the agency’s policies 
reflect the expectations placed on officers.  For 
example, all officers have a mandatory duty 
to report misconduct—their own or their 
colleagues. Are there examples of best prac-
tices (or lessons learned) within the agency 
that best define and illustrate administrative 
expectations? Are the disciplinary processes 
designed to implement an agency’s expec-
tations in order to appropriately discipline 
employees for policy non-compliance and 
reduce the appeals process?   

The citizens an agency serves (as well as 
the rank and file) need to know that the dis-
cretionary use of their public servants’ police 
powers, day in and day out, are based on solid 
legal and ethical thought processes. These pro-
cesses are a learned skill set acquired through 
years of training and experience passed down 
from generation to generation of officers. With 
so many conflicting values in the police pro-
fession, it is incumbent that the training curri-
cula address core values expectations in order 
to provide a basis for these decision-making 
processes. It provides a template of continuity 
and a defense in legal proceedings. Long gone 
are the days of giving a recruit a badge, a gun, 
and the general orders and say, “now go do 
the right thing.”  

One of the major challenges with this 
training is that philosophical discussions of 
police core values are, more times than not, 
difficult and abstract, resulting in a lack of 
uniformity, consensus, and clarity. Officers 
who understand the expectations of their 
agency’s leadership, when paired with an 
appreciation that the profession itself pos-
sesses competing, conflicting, and over-
lapping core values, provide a sound legal 
defense against charges of unconstitutional 
policing, noble cause corruption, and the 
wrongful discharge of duties. 

In fact, most of the Department of Justice 
(DOJ) Consent Decree litigation against agen-
cies across the United States address broken 
systems of both legal and ethical account-

ability. Offenses such as racial profiling, 
excessive force, privacy violations investiga-
tions, abuses of authority, poor investigative 
procedures, poor disciplinary processes, and 
a lack of meaningful subordinate evalua-
tions involve more of a lack of core values 
implementation, rather than an overt failure 
to follow the law. Failing to follow the law is 
negligence; intentionally violating the spirit 
of the law is a more serious character flaw 
directly related to a breach of trust.   

For this discussion, one must be cognizant 
of the modus operandi of plaintiff attorneys. 
In order to convince a judge or jury that an 
agency’s organizational negligence resulted 
in his or her client’s deprivation of consti-
tutional rights, they will attack the policies, 
procedures, training curricula, supervision, 
and the overall implementation process or 
lack thereof. It is their goal to place in evi-
dence a systemic failure of accountability on 
the part of the agency, which opened the door 
for unethical behavior by its officers. They 
argue that unethical cops are bad cops. They 
contend that an agency’s leaders’ deliberate 
choice not to engage in core values training, 
implementation, and zealous oversight of 
such character issues was an egregious omis-
sion and a direct cause for their client’s dam-
ages. In essence, they argue that the agency 
was negligent in the protection of their client’s 
guaranteed constitutional rights.

Their argument is “perception must be 
reality”; therefore, when there is proof or 
an appearance of a lack of professionalism, 
integrity, and respect for citizens, it lays 
the foundation they need to prevail in civil 
courts. With regular media reports of allega-
tions of racial profiling, warrantless stops 
and searches, “testilying” (perjured officer 
testimony), and an overall daily disdain for 
minorities in the neighborhoods, plaintiff 
attorneys simply must prove there is a 51 
percent more likelihood that a lack of com-
prehensive training, poor standard policy 
implementation, and inadequate supervi-
sion, coupled with cursory disciplinary 
slaps on wrists for serious policy non-com-
pliance involving character issues, create a 
work environment rife with unethical offi-
cers, unaccountability, and misconduct. 

Plaintiff attorneys also argue that chiefs 
and top administrators knew or should have 
known they had a “bad apple” in their ranks. 
Whether there are officer character issues 
regarding a “willingness to deceive”  (which 
involves lying or omissions) or allegations 
of domestic violence, sexual harassment, or 
“keeping one’s private life unsullied as an 
example to all,”once an officer’s disciplin-
ary record is admitted into the court record, 
the agency has lost any benefit of the doubt.2 
Whether in interrogatory answers, in deposi-
tion testimony, or in court, once it has been 
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established that the officer has a history of 
poor character judgment resulting in past 
serious policy violations, this becomes a dif-
ficult hurdle to cross. The character of officers 
is such an elemental part of these types of pro-
ceedings, that there have been databases used 
to collect evidence of officer character flaws 
from their divorce proceedings, child support 
litigation, and other private civil litigation for 
the defense attorneys to access should they 
seek to impeach a police witness.3

Granted, not all personnel files are sub-
ject to the procedural discovery rules in civil 
law cases. Much of the time it is up to the 
judge to decide the relevancy of their admis-
sion regarding character flaws, unethical 
acts, and a lack of core values implementa-
tion. However, with the DOJ’s litigations so 
prominent in addressing unconstitutional 
policing and civil rights issues, it is not a 
stretch for judges to reasonably allow char-
acter issues into the court record, if relevant. 

Even if the judge rejects the admission 
of personnel files, plaintiff attorneys have 
cleverly found a way to circumvent such 
obstacles. In the past, they have elicited 
sworn testimony from middle managers (in 
depositions or open testimony) regarding 
the subject officer’s character and disciplin-
ary record. If the middle managers know of 
the officer’s disciplinary history, they must 
testify to that, and, if they were not aware of 
the officer’s disciplinary history, the plain-
tiff attorney can then motion for leeway to 
delve into such a sensitive area. 

The plaintiff attorney’s goal is to demon-
strate to the fact finder (the mediator, judge, 
or jury members) that (a) this officer has a lack 
of respect for the job, its expectations, and its 
high standards; (b) he or she repeatedly dem-
onstrates this lack of respect through unethi-
cal acts and policy non-compliance, (perhaps 
evidenced by citizen complaints); and (c) 
the agency knew (or should have known) 
this was a poor employee and should not be 
trusted in public service, but they took no 
or minimal corrective action in re-training, 
reevaluating, or removing this individual. 

Additionally, plaintiff attorneys depose 
the agency chief, asking about the drafting of 
policies, the chief’s interpretation and imple-
mentation of relevant policies, possibly their 
definition of core values, and prior disciplin-
ary measures taken against other employees 
who have violated policies pertinent to the 
misconduct allegation being adjudicated 
in the case before them. Then they depose 
assistant chiefs, captains, lieutenants, and ser-
geants in the chain of command and ask them 
the same questions in an effort to elicit different 
answers. Then, finally, they depose the officer 
or officers involved in the case and again try 
to elicit different answers to the same ques-
tions and same policies. By the time mediation 
of the case arrives, or the trial date, they have 
amassed evidence of subjective, arbitrary, 
possibly confusing, and individual inter-

pretations of the same policies for the same 
agency. They fortify their agency negligence 
argument (deliberate indifference) by dem-
onstrating that a lack of training, poor policy 
education of subordinates, and individual 
supervisory subjectivity are the direct cause 
for their client’s constitutional rights depriva-
tion or other cause of legal action. There is no 
defense to such an argument if Ethical Defen-
sibility training never occurred. 

Ethical Defensibility training provides 
value added to an agency’s successful efforts 
toward maintaining their professionalism. 
Whether the training is in defense strategies 
in courts or labor law hearings or intended 
to deter officers from ever engaging in mis-
conduct or to give whistleblowers the cour-
age to step forward and report colleague 
misconduct, it is a tool for uniformity and 
accountability that provides philosophical 
perspective for the entire workforce.  

Conclusion
Everyone makes mistakes, and at times, 

any person may act professionally unethical 
when backed in a corner. It is what is learned 
from those mistakes that make officers the 
professionals that they are. No one has all of 
the answers regarding the delivery of police 
services. Deliberate indifference, as a cause of 
action, entails a pattern or practice of an agen-
cy’s broken disciplinary system, commenc-
ing with poor training curricula through to 
poor disciplinary accountability. The key is 
for vigilant supervision, a department-wide 
commitment to core values training and 
implementation, and an effort to maintain 
that professional pride that brought officers 
to public service in the first place.

The ILP philosophy of policing oneself, 
each other, and even other agencies is a strong 
template to follow. Precision in the words and 
labels the I.S.E. uses, a healthy respect for the 
privacy guarantees citizens and the media 
have come to expect, and a cognizant effort 
to minimize or eliminate police malpractice in 
the profession are a recipe for success. The old 
insurance industry saying, “pay us now or 
pay us later” is applicable here. Invest now in 
training subordinates using the Ethical Defen-
sibility concepts to adopt the core values criti-
cal to you and your organization (both in the 
academy and in annual in-service training) 
and avoid the astronomical costs (of taxpayer 
monies and to the agency’s public image) 
associated with unnecessary and avoidable 
civil litigation down the road. v
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Police Ethics Series:  
Part Three of Four
“Ethical Defensibility: 
Minimize Liability by 
Clarifying Conflicting  
Police Values”

The concept of Ethical 
Defensibility provides all 
sworn personnel with the 
philosophical tools and 
analytical skills necessary 
to weigh value based 
alternatives, resulting in  
the repetitive acts needed  
to protect, preserve and 
defend the integrity of the 
police profession.
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Planning Ahead 
for Managing 
Victims and Their 
Families in Active 
Shooter Incidents

Active shooter incidents provide law enforcement with a number of 
crime-specific challenges. Among these significant challenges faced 

by law enforcement agencies responding to active shooter incidents 
and other mass casualty crimes is managing victims and their fami-
lies in the immediate aftermath. Although this aspect of the response is 
seldom addressed in critical incident planning and exercises, the man-
ner in which victims and families are treated has been shown to play 
a major role in judging the overall response to these crimes. A victim 
management plan is especially important to criminal justice officials 
whose operational and investigative tasks will benefit from the trust, 
cooperation, and goodwill of victims, families, and eyewitnesses.  

Victims and families confront painful challenges and decisions in 
the immediate aftermath of a violent crime. Some of these issues are 
predictable, while others are unique to the individual and the situation, 
but they can all be addressed by a team of agency representatives that 
anticipates and responds to collective and individual needs of victims.

 For example, it was important to the parents of a nine-year-old 
girl that she be buried wearing the favorite earrings she had on when 
gunned down in a mass shooting. Because the victim assistance 
response team had been working on a plan for associating, cleaning, 
and returning personal effects, they were able to assist the family in 
retrieving their daughter’s earrings in time for the funeral.

 For families of victims murdered in the 2012 Sikh temple shooting in 
Wisconsin, honoring cultural and religious traditions related to mourn-
ing was critical to their healing and stability. Victim assistance profes-
sionals worked diligently to accommodate their needs, coordinating 
with the U.S. Department of State and relevant embassies to facilitate 
the travel of family members who play a vital role in their traditions. 

The father of a six-year-old victim of the shooting at the Sandy Hook 
Elementary School in Connecticut had never owned a suit, but he could 
not imagine attending his child’s funeral wearing anything else. It was 
important to the father to honor his son with the dignity he felt his only 
child deserved. A member of the FBI victim assistance team took the 
father to a local store and purchased a suit for him using federal emer-
gency victim assistance funds. It was a small gesture, but it helped the 
grieving father get through one of the most painful days of his life. 

While each incident will present different circumstances, there are 
several requirements all victims and families have in common, such 
as the need for accurate and timely information and the availability of 
a support system. The challenges of victim and family management 
are generally predictable and have practical solutions. Preparation 
and planning can make the difference in meeting these challenges. 

The Federal Bureau of Investigations (FBI) has responded to crimes 
and disasters that impacted anywhere from a handful to hundreds of 
victims. Lessons learned have been incorporated into agency response 
plans, policies, and memoranda of understanding. A few months after 
the 9/11 attacks, the FBI established the Office for Victim Assistance (FBI 
OVA) and has since positioned 122 full-time victim specialists in field 
offices across the United States. The FBI OVA also established an opera-
tional victim assistance unit staffed by clinical and medical social work-
ers, a forensic disaster specialist, and an operational psychologist with 
experience in hostage recovery and reintegration. The work of this unit is 
supplemented with Victim Assistance Rapid Deployment Teams consist-
ing of FBI victim specialists who have been selected and trained for mass 
casualty crisis response. These teams have responded to federal crimes, 
aviation disasters, and supported state, local, and military responses  
to the shootings at Virginia Tech in Virginia, the American Civic Asso-
ciation in Binghamton, New York; Fort Hood in Texas; the Sikh temple 
in Milwaukee, Wisconsin; and the Sandy Hook Elementary School in 
Newtown, Connecticut. 

Robert Jensen, in Mass Fatality and Casualty Incidents: A Field Guide, 
defines a successful response as “preserving the dignity of the deceased 
while meeting the rights and needs of the living, and the requirements 
of governmental investigations.”1 Operational tasks of law enforce-
ment intersect with victims and their families around collecting and 
providing information, as well as victim identification, death notifica-
tion, and management of personal effects. Synchronizing operational 
tasks and victim liaison and support is essential to both efforts.

The Challenge of Convergence
Families and friends of victims will not wait to receive informa-

tion but will attempt to get close to the scene of the incident, even 
if that means traveling long distances. The National Transportation 
Safety Board (NTSB) plans for an average of six to eight family mem-
bers per victim. Family members will need a secure and private place 
to assemble and receive information and will have basic needs that 
must be met. Victim liaisons and service providers will be critical in 
supporting families, whether they are gathering near the scene, at a 
hospital, or residing in another city or state. 

The objectives of this article are to prepare police 
executives to meet victim and family needs, promote 
a victim assistance response that is coordinated and 
synchronized, and provide resources to assist in the 
planning and execution of victim/family management in the 
aftermath of an active shooter incident.

By Kathryn Turman, Assistant Director, FBI 
Office of Victim Assistance
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Directing and gathering victims and fam-
ilies to a central location facilitates the provi-
sion of information and support to victims 
and simplifies management of these issues 
for law enforcement. Victim and family assis-
tance centers (FACs) have been established 
in response to other types of mass casualty 
incidents, and the concept is easily adaptable 
to active shooter crimes. 

FACs are secure, private, and supportive 
places for families to wait for news, collect 
information needed by investigators and 
medical examiners, and receive updates from 
the responding agencies. It is helpful to iden-
tify potential locations for FACs in advance, 
considering security, accessibility for families, 
space for a briefing room, private areas for 
notification, and a separate area for children. 
FACs are generally intended to support fami-
lies of the missing or deceased in the imme-
diate aftermath until all victims have been 
recovered, accounted for, and identified, and 
families have been informed. These centers 
may need to remain open through the period 
of funerals and burials. 

It is important to also consider victims 
and families who are unable to travel to the 
center. Phone conference bridges or secure 
websites are proven mechanisms to ensure 
all victims and their families are receiving 
the same information and services. A victim 
services provider should be assigned to hos-
pitalized victims and their families. FBI vic-

tim specialists are located around the United 
States and have been called upon by local 
police departments to help with notifications 
and other assistance to distantly located fam-
ily members. 

An active shooter incident, especially 
when it evolves with intense media coverage, 
will result in a massive number of inbound 
calls from families, friends, and other citizens. 
Law enforcement agencies should determine 
in advance which call number will be used or 
issued to receive calls, how it will be staffed, 
and what format will be used for collecting 
missing persons’ information. 

Identifying and Notifying Victims
Law enforcement must rapidly and 

accurately identify victims, including the 
missing, injured survivors, deceased vic-
tims, and the “walking wounded.” This 
task is complicated by large numbers of 
affected individuals and the type of victim 
population (closed vs. open victim popu-
lation).2 The victim identification process 
is more likely to be protracted with open 
populations and when victims’ bodies 
are disfigured, severely damaged, or frag-
mented. Additional challenges may include 
accounting for victims who left the scene 
and the length of time required to remove 
the deceased from the scene and process 
remains for identification and autopsy. All 
of these issues present challenges for man-

aging the expectations of families, while 
ensuring accurate forensic identification. 

The family expectations can be managed 
by carefully (and repeatedly, if necessary) 
describing to family members the impor-
tance of processing the scene for forensic 
and investigative purposes and to ensure 
accurate identification of victims. Sensi-
tive conversations with waiting families 
may need to take place to inform them if 
the victims are significantly disfigured or 
damaged. Eventually, the number of bodies 
recovered will begin to align with the num-
ber of families who have not located their 
loved ones. “Provisional” notifications can 
be made by telling these families what is 
known to be true at that point in time about 
the number of deceased victims. Addition-
ally, the families should be informed about 
what needs to be done by officials to iden-
tify the victims and how long the process is 
estimated to take. It is best to avoid making 
promises that cannot be kept with regard to 
the timing of identification and release of 
victims’ remains. Working collaboratively 
with the medical examiner to determine 
the most accurate and efficient identifica-
tion process will help to avoid confusion 
and delays. Conducting antemortem data 
collection interviews with families in the 
presence of a professionally trained victim 
support provider may help the family feel 
they are making a significant contribution, 
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as well as provide vital information for the 
forensic identification process. 

The manner in which families are informed 
of a death will leave an indelible impression. 
Death notifications should be made using the 
tested model of teams comprising a police 
officer and victim services provider. 

Communication and Support
Families want and need information from 

an official source as soon as it becomes avail-
able and before it is shared with the media 
and public. Incorporating victim liaison and 
support into the command post will help 
ensure the flow of information to and from 
families. The command post should coordi-
nate and communicate with the lead victim 
assistance agency. Regular briefings from a 
senior official are a critical tool for keeping 
families updated and managing expectations. 

Victim populations may be diverse, so 
it is helpful to identify in advance potential 
populations in the community that may be 
targeted, along with providing resources 
for assisting them in the event of an active 
shooter incident. For example, at least two 
of the more recent active shooter incidents 
involved immigrant populations with little 
or no English language proficiency and lim-
ited access to official translators.

Interagency communication is necessary 
to provide adequate and timely information 
and support to victims. Victim information 

should be shared for law enforcement and 
assistance purposes, as appropriate, while 
protecting victims and families and adhering 
to privacy laws. Instead of releasing victim 
information to a wide range of service agen-
cies, it may be more effective to provide vic-
tims with information on available services 
and related contact information. When in 
doubt, ask victims and families for their per-
mission to share their information, and docu-
ment and retain their decisions.

The immediate response is only the 
beginning of a journey for victims and fami-
lies who will continue to need support and 
information, especially if the incident results 
in an ongoing investigation and potential 
prosecution. It is important to establish and 
communicate a formal structure for ongoing 
communication with victims and families to 
relay investigative findings and other infor-
mation, as appropriate. 

Coordination of Resources
Managing and supporting victims and 

families is a resource-intensive effort, but 
more is not always helpful. Resources should 
be carefully selected and utilized for effec-
tiveness and the protection of victims and 
families. Many helpers and donations will 
arrive at scenes and places where victims and 
families gather. Many are well-intentioned; 
however, most will not be needed or helpful, 
especially when families are in an acute crisis 

and have difficulty absorbing information 
and making decisions. 

In the immediate aftermath of a crime, the 
needs of victims and families are basic: infor-
mation, practical support, privacy, comfort, 
and a listening ear. Acute distress is a common 
and normal reaction to sudden, violent trauma 
and loss, but it does not necessitate mental 
health counseling, especially in the immedi-
ate aftermath. Life is never quite the same, but 
most people are resilient and will cope over 
time. Mental health providers can play an 
invaluable role in helping some victims in the 
future as they adapt to a “new normal.” 

Personal Effects Management
Surviving victims and families of 

the deceased may want personal effects 
returned to them. These items usually have 
significant meaning for family members as 
they may be the last items their loved ones 
touched. Some personal effects are eas-
ily matched to a particular victim, while 
other items may require additional steps 
to definitively link them to individual vic-
tims. Processes developed in the aftermath 
of aviation disasters and terrorist attacks 
have proven to be highly effective in asso-
ciating, tracking, cleaning, and returning 
effects to surviving victims and families of 
the deceased. The FBI utilizes commercial 
vendors that specialize in processing per-
sonal effects in the aftermath of high-impact 
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incidents to ensure the greatest number of 
valued personal effects can be returned to 
families in the most sensitive manner.

Practical Solutions
The elements of a successful victim man-

agement response include the right people, 
the right plan, and the right focus. 

The Right People: to manage, coordinate, and 
deliver information and assistance.

The key to an effective response is desig-
nating the right people. A timely and mean-
ingful response will require the combined 
effort of a team of people representing sev-
eral disciplines and agencies with knowl-
edge of victims’ issues and the ability to 
provide relevant and appropriate liaison and 
services to victims. It will also require indi-
viduals who are trained to be flexible and are 
able to deal with ambiguity. 

Not all law enforcement agencies have 
internal victim assistance personnel and 
resources. This can be addressed by desig-
nating a point of contact/manager to oversee 
the agency’s response and to plan and coor-
dinate with other partners. Victim services 
providers in many communities have devel-
oped crisis response plans and capabilities, 
which law enforcement agencies, as the lead 
responding agency to active shooter crimes, 
can refer to or incorporate. 

Essential agency representatives should 
form a victim services management team to 
develop, monitor, and train on the response 
plan. During and after an incident, this team 
can manage and coordinate the response to 
victims, address evolving needs and issues, 
and inform and advise senior officials of 
issues as they arise. The management team 
should have the ability to commit, coordi-
nate, or obtain needed resources. Relation-
ships among providers should be formed 
and maintained in advance of a critical 
incident. The time to meet each other and 
decide what to do and how to do it is not on 
the scene of a mass casualty incident. 

The victim services management team 
is also the mechanism for coordinating a 
broader range of organizations and agen-
cies, including resources that may be 
available through the state crime victims’ 
compensation agency and federal agencies. 
Some agencies and organizations will play 
a critical role in the immediate aftermath, 
while others may be needed once the ini-
tial crisis is over. The team should develop 
a process for handling spontaneous volun-
teers and donations.

The Right Plan: integrated into incident plans  
and response, informed by experience and  
best practices.

An effective response begins with incorpo-
rating victim/family management and sup-
port into incident response plans for active 
shooter and other mass casualty crimes. In 

planning and exercises for mass casualty inci-
dents, the needs of victims and their families 
have sometimes been viewed as an after-
thought or as something “the Red Cross will 
handle.” As a result, responding agencies 
have been under-prepared to manage vic-
tims, or there has been a lack of synchroniza-
tion between the incident response and victim 
service providers. 

A mass casualty victim response plan 
should ensure that the relevant agencies are 
integrated and that their legal authorities and 
requirements are defined, along with specific 
roles and responsibilities. The lead agency 
should be identified. Other issues to address 
in planning include logistics, communica-
tion, cooperation, mutual aid arrangements, 
available resources, and transition to longer-
term assistance.  

The victim liaison and assistance should 
be incorporated into the overall response 
plan and linked to the incident command 
so that operational and investigative tasks 
of law enforcement and medical examiners 
or coroners are addressed and synchronized 
with victim and family interactions. 

The plan should be adaptable, scalable, 
and flexible (a checklist format may provide 
the greatest flexibility). It should also be exer-
cised on a regular basis. Detailed plans may 
look great in a binder, but they must be appli-
cable in an actual crisis. 

The Right Focus: addressing victim needs in a 
timely, compassionate, and professional manner.

The response to victims and families 
matters. It matters to victims and families, 
responding agencies, media, other govern-
ment officials, and the larger community. A 
successful response to victims and families 
benefits law enforcement operations and 
investigations and enhances the perception 
of the agency. It demonstrates agency com-
mitment to victims and families, establishes 
trust, and enhances cooperation from vic-
tims and the public. This, in turn, will assist 
with identifying, locating, and commu-
nicating with additional victims and wit-
nesses. Information and support to victims 
help families and other directly affected 
individuals cope with the worst experience 
of their lives and begins the process of heal-
ing throughout the community. 

Federal Resources
The Investigative Assistance for Vio-

lent Crimes Act, signed and enacted by the 
president of the United States on January 
14, 2013, authorizes the FBI, at the request 
of an appropriate state or local enforce-
ment official, to assist in the investigation 
of violent acts and shootings occurring in 
a public place, as well as mass killings and 
attempted mass killings. This authorization 
has been delegated by the attorney general 
to the director of the FBI and subsequently 
to FBI special agents in charge.

 FBI Office for Victim Assistance
The FBI Office for Victim Assistance (FBI 

OVA) has provided support to a number 
of communities in the aftermath of active 
shooter crimes. Support may include consul-
tation with planning consultants, on-scene 
assistance by a Victim Assistance Rapid 
Deployment Team, financial assistance for 
families with emergency needs (travel/
lodging, transportation of remains), and 
assistance to local officials with crime scene 
cleaning and processing and cleaning of per-
sonal effects. The FBI OVA can provide infor-
mation on using the Virtual Command Post 
feature of Law Enforcement Online (LEO) to 
manage and provide information on the vic-
tim response. The FBI OVA also developed 
a number of publications on mass casualty 
victim assistance that may be helpful:
•	 “Mass Casualty Pre-Incident/Incident 

Checklist”
•	 “Crisis Communication with Victims 

and Families for Senior Executives”
•	 “Death Notification Pocket Guide”
•	 “Family Assistance Center: 

Recommended Strategies for Immediate 
Support” 

Department of Justice Office for Victims of Crime
The Office for Victims of Crime (OVC) in 

the U.S. Department of Justice administers 
the federal Victims of Crime Act funding, to 
include “Anti-terrorism and Mass Violence 
Emergency Assistance” funding grants. States 
receive annual grants for victim services and 
crime victim compensation programs but 
may also apply for additional funding in the 
aftermath of violence crimes to support assis-
tance to victims and families. Access to a 24/7 
call center specializing in victim/family sup-
port may be available to local, state, and fed-
eral agencies. Funding may also be available 
to provide assistance for responders. v

FBI Office for Victim Assistance
To obtain the publications listed in the article 
or for more information about the FBI OVA, 
please contact OVA Assistant Director 
Kathryn Turman at 202-324-1339 or  
kathryn.turman@ic.fbi.gov. 

Department of Justice Office for  
Victims of Crime
Details and information on additional 
resources are available on the OVC  
website at http://www.ovc.gov.

Notes:
 1Robert A. Jensen, Mass Fatality and Casualty 

Incidents: A Field Guide (Boca Raton, FL: CRC 
Press, 2000), v.  

2A “closed population” involves a situation 
in which victims were known or expected to 
have been at the scene. An “open population” 
involves a situation in which there are an 
unknown number of potential victims. 



62	  THE POLICE CHIEF/DECEMBER 2013 http://www.policechiefmagazine.org

aries set by the victim, law enforcement, or 
the courts. One study of stalking offenders 
found that recidivism, defined as target con-
tact after intervention, occurred in 60 per-
cent of cases.5 

Another reason why victims do not 
report stalking to law enforcement is that the 
victim is unclear that a crime has occurred. 
This inability to identify the behavior com-
mitted by the stalker as a crime can be partic-
ularly challenging for victims. The stalking 
behaviors most commonly experienced by 
victims include the following:
•	 unwanted phone calls and messages
•	 spreading rumors
•	 following or spying
•	 unwanted letters and email
•	 showing up at places where the victim is 

present
•	 waiting for the victim
•	 leaving unwanted presents6

It is easy to see how victims may fail to 
recognize these behaviors as crimes, given 
that many of the behaviors, in and of them-
selves, are not criminal acts. Showing up in 
public places, spreading rumors, and send-
ing text messages or emails (absent a specific 
threat or in violation of a court order) are not 
crimes on their own. This under-identifica-
tion of stalking also affects law enforcement 
and prosecutors. In two studies examining 
domestic violence cases, researchers found 
that in only 5 to 16 percent of identified 
stalking cases among reported domestic 
violence cases are the defendants actually 
charged with stalking.7

The very nature of stalking can make it 
challenging for law enforcement to identify. 
One challenge is that stalking is a “course 
of conduct” crime. All stalking laws in the 
United States have an element requiring 
repeated conduct or contact. Statutory lan-
guage varies across states with common lan-
guage such as “on more than one occasion,” 
“two or more acts or occasions,” or simply “a 
series of acts” or “repeated acts.” Only one 
state, Delaware, requires three or more sepa-
rate incidents.8 However, the law enforcement 
response to crime is largely incident based, 
which is incompatible with effective investi-
gation of and intervention in stalking cases. 

Typically, law enforcement responds to a 
call for service, addresses that call, and then 
moves on to another call. The focus is on the 
specific incident that precipitated the call and 
not necessarily any behaviors or incidents that 
may have occurred previously. If an officer 
responds to a stalking victim’s call regarding 
a single non-threatening email and does not 
ask about any other behaviors or incidents 
experienced by the victim, there is no ability 
to meet the course of conduct requirement, 
and therefore, no ability to identify or charge 
stalking. For law enforcement to identify and 
successfully investigate stalking crimes, a 
paradigm shift is needed in how law enforce-
ment responds to these types of reports. Law 
enforcement must connect the dots between 
all of the stalker’s actions.  

Another challenge is that stalking laws 
require that the course of conduct cause the 
victim, or would cause a reasonable person, 
to experience emotional distress or fear. 
The challenge with the notion of emotional 
distress and fear is that they are subjective. 
What one person might view as harmless or 
benign might cause another person distress 
or fear. For example, responders or others 
might regard an ex-boyfriend sending cards, 
letters, or flowers to his former significant 
other as an annoying or harmless attempt to 
regain the attention of his former love inter-
est. However, if the recipient of those com-
munications and gifts has taken repeated 

By Paul Schnell, Chief of Police, 
Maplewood Police Department, 
Maplewood, Minnesota; and 
Michelle M. Garcia, Director, 
Stalking Resource Center, National 
Center for Victims of Crime, 
Washington, D.C.

To estimate the 
prevalence of stalking  
in your jurisdiction
 1. �Take the population of your 

jurisdiction
 2. Divide it by 1,000
 3. Multiply that number by 26.5 
This number provides a con-
servative estimate of the stalk-
ing victimizations occurring in 
one year in your jurisdiction. 

Stalking is a pervasive, dangerous, and—
far too often—lethal crime. It is a crime 

that occurs at dramatically high rates; in 
a one-year period, 6.6 million individu-
als were stalked in the United States, and 1 
in 6 women and 1 in 19 men are stalked in 
their lifetimes.1 Stalking often co-occurs with 
other crimes such as threats, property dam-
age, physical assault, domestic violence, and 
sexual assault. The risk of harm is very real 
for stalking victims—approximately 25 to 35 
percent of stalking cases involve some type 
of violence, and 3 out 4 women murdered by 
an intimate partner were stalked in the year 
prior to their murder.2

Similar to domestic violence and sexual 
assault, stalking is underreported. Only 37 
percent of male and 41 percent of female 
stalking victimizations were reported to 
law enforcement by the victim or by some-
one else.3 There are numerous reasons why 
victims choose not to report stalking to law 
enforcement. Common reasons cited by vic-
tims include considering it a private or per-
sonal matter, reporting to another official, 
thinking of the incident as minor, lacking 
evidence, and believing that police would 
not think it was important or would be inef-
fective. Unfortunately, the last of these is not 
an unfounded belief—nearly 20 percent of 
stalking victims stated that police took no 
action when contacted. Only 28 percent of 
stalking victims perceived that the situation 
got better after reporting to law enforce-
ment, while 49 percent of victims reported 
that the situation stayed the same and 
23 percent of victims reported that it got 
worse.4 In most cases, reporting stalking to 
law enforcement does not stop the behavior. 
Stalkers do not recognize or respect bound-

Connecting the Dots: 
The Challenges of Identifying  
and Responding to Stalking
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steps to cut off and avoid contact, then the 
behaviors are understandably distressing. 
To fully recognize the way the crime is per-
petrated and experienced, officers need to 
understand the experience of the victim. 
Context is critical in stalking cases. Stalking 
behaviors are easily minimized when not 
viewed within the contexts they occur (i.e., 
from the victim’s perspective).

The minimization of stalking and related 
crimes occurs in a social context. Many stalk-
ing behaviors have been normalized and 
accepted as part of the process of growing 
up and learning about relationships. Stalk-
ing themes can be found in music, film, tele-
vision, advertising, and other media, which 
usually portray the behavior as comedic or 
romantic. Law enforcement officials should 
be aware of this social context and demon-
strate leadership by publicly discussing the 
crime’s serious realities. Police leadership 
plays an essential role in the effective preven-
tion of and response to the crime of stalking. 

What else can law enforcement do to 
respond more effectively to stalking? First, it 
is critical that agencies have comprehensive 
policies and protocols in place. Published 
policy provides guidance and direction to 
officers, investigators, and supervisors, in 
addition to making a clear statement about 
what is valued and deemed important. In 
2002, the U.S. Department of Justice, Office 
of Community Oriented Policing Services 
published Creating an Effective Stalking Pro-
tocol, a monograph created by the Stalking 
Resource Center of the National Center for 
Victims of Crime. This publication provides 
a Model Stalking Protocol that summa-
rizes the definitions of stalking and other 
legal considerations, the basic elements of 
response protocol, the roles of police com-
munications personnel, graduated response 
strategies, and key elements in investigations 
of stalking cases. The protocol also acknowl-
edges the complexity of the crime of stalking, 
establishes an early and effective response to 
stalking as a top priority, and recognizes that 
all jurisdictions have unique characteristics, 
processes, and allied partners that shape the 
response realities in a given community.9

Second, law enforcement agencies must 
provide officers with current and practical 
stalking response training. Training must 
establish the prevalence and dynamics of 
stalking, with a focus on the importance 
of understanding the context in which 
the crime occurs, and also provide a basic 
awareness of the technology that is increas-
ingly used to perpetrate it. Training should 
emphasize the need for complete and com-
prehensive investigations framed within a 
course of conduct response rather than an 
incident-based response. The investigations 
of these cases require strong partnerships 
between victims and police. The training 
should also provide reminders of ways 
police officers can maintain critical connec-

tions with stalking victims, with an empha-
sis on the importance of working with 
system- and community-based advocates. 

Law enforcement effectiveness is enhanced 
by developing and fostering partnerships 
with other resources, as well. Given that stalk-
ing is so complex and dynamic, no single 
profession or agency can simultaneously 
address all the elements of this crime and the 
needs of victims. Partnerships between law 
enforcement, prosecutors, community correc-
tions, mental and health care providers, and 
system- and community-based advocates, 
among others, are extremely beneficial. Par-
ticularly, strong advocacy and police partner-

ships can help victims with activities such as 
understanding their rights, securing protec-
tion orders, and safety planning.

A clear stalking response policy and 
sound training are practical ways to demon-
strate the value of being victim-centered and 
offender-focused. Demonstrating this value 
makes law enforcement less likely to believe 
a case simply involves “a few inappropriate 
text messages.” Instead, victim perspectives 
are recognized as valid, and offender con-
duct is seen as spanning a broad continuum. 
However, this continuum can be understood 
only through thoughtful investigations that 
include detailed documentation.
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Finally, law enforcement officials can 
take advantage of the numerous resources 
available to assist in enhancing responses 
to stalking. IACP (http://www.theiacp.
org) provides materials and executive law 
enforcement training on a variety of crimes, 
including stalking. The Stalking Resource 
Center at the National Center for Victims  
of Crime (http://www.victimsofcrime.org/
src) is a valuable source for policy develop-
ment, training and technical assistance, and 
resource materials. v
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Unconventional Crisis:  
Hyper Targeted Violence (HTV) 
in Hypercomplex Environments 
with Focus on Urban Terrain
By Dr. Rupali Jeswal, Intelligence and Terrorism Analyst, 
Clinical & Operational Psychologist, CEO: Xiphos-ISS, 
Bangkok, Thailand (trainer for professionals in mission-
critical domains), Director of Counter Extremism 
Research and Trainings: International Association of 
Counter Terrorism & Security Professions, South-East 
Asia, Chief of Training Operations: DX-India

A period is launching in which, due to globalization, accultura-
tion has occurred, and accessibility, due to the Internet, has led 
to transference of animosities and the spillover of geopolitics 

and emotions. Law enforcement will increasingly find themselves 
in situations of surprise, responding to events that have many layers 
of complexity, and working with paradoxes where regular planning 
and training mechanisms might lead to a “stove-piped” response. 

The global environment is volatile, uncertain, complex, and ambig-
uous (VUCA). In this strategic environment, Instinct, Intuition, and 

Major incidents are events that have an 
extreme impact on an organization. They 

play an important role in determining how effec-
tive law enforcement agencies operate, and 
preparation for such events has a significant role 
in reducing the risk to society and restoring the 
public’s confidence in law enforcement. 

Law enforcement will increasingly find them-
selves in situations of surprise, responding to 
events that have many layers of complexity, and 
working with paradoxes where regular plan-
ning and training mechanism might lead to a 
“stove-piped” response. Police organizations are 
operating in a highly dynamic environment that 
is precipitously changing and branded by uncer-
tainty. Decision making in this uncertain envi-
ronment requires creative tactics and creative 
thinking.

With this in mind, Police Chief presents two dif-
ferent approaches to major incidents by authors 
who have studied and/or implemented solutions 
to major incidents. The following articles discuss 
hyper targeted violence in the growing urban 
environment and how to prepare for these types 
of incidents and the use of Red  Teaming as a 
strategy when planning for major incidents. 

Major Incidents  »  »  »  »  » 
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Intelligence are building blocks for effective 
operations to detect, deter, and neutralize an 
unconventional crisis. Battle lines of asym-
metric warfare have encroached the urban 
terrains; the core of all happenings is based 
on human values and behavior, which are 
constantly shifting interchangeably among 
assess, alert, adapt, and attack modes.1

The terrain has great influence on how 
tactical operations will play out. Many stud-
ies bring to light the significance of certain 
abilities that leaders of today must possess, 
including the ability to deal with cognitive 
complexities, tolerance of ambiguity, intel-
lectual flexibility, self-awareness, and an 
enhanced understanding of the relationship 
among organizational sub-systems that col-
lectively construct the prevailing organiza-
tional climate.2 

Unconventional crises are hypercom-
plex events, which are varied and dynamic, 
with multiple causes and effects, such as 
9/11, the Mumbai attacks, and the recent 
shopping mall attack in Nairobi. Uncon-
ventional crises tend to challenge the col-
lective rapid response system and resiliency 
of the communities involved. These events 
are insidious in nature because adversar-
ies are often simultaneously deployed in 
multiple locations in multiple attack teams 
(i.e., Mumbai—five attack teams). They 
destabilize the society, morale, and notion of 
security for long periods and spread a trans-
national psychological trauma, expedited by 
media. They can traumatize responders and 
communities.  It is necessary when handling 
these crises to increase the urgency level in 
thought, preparation, and action because 
these forms of crises do not adhere to one 
“ground zero” but have multiple ground 
zeros. By virtue of their scale, multiple play-
ers, rippling effects, and spillovers, these cri-
ses have unconventional characteristics. The 
speed and complexities increase in relation 
to each other. With this in mind, a fusion-
thinking mode adopting several battlefield 
tactics should be placed in the law enforce-
ment toolkit.

Hyper Targeted Violence
The components of the Mumbai attack 

included multiple and highly mobile active 
shooters; multiple targets with combined 
weapons (Type 56 automatic assault rifles, 
Heckler & Koch MP5 machine guns, 9-mm 
pistols, hand grenades, IEDs that contained 
RDX and ball bearings to create shrapnel, 
bombs in taxis) and a deliberate use of fire 
to confuse responders, attract media, and 
cause maximum causalities. Exemplified by 
this attack, Hyper Targeted Violence (HTV) 
often employs a multitude of combinations 
of lethal conventional weapons against tar-
geted populations, critical infrastructure, 
high-profile targets, and soft targets, along 
with an intentional use of force and well-
planned tactics. 

Understanding Urban Terrain 
Urban terrain challenges are instigated 

by the perpetrators to capitalize on the 
symbolic, strategic, psychological, and 
operational significance of the targeted 
urban terrain. The 2011 edition of the U.N. 
World Urbanization Prospects reported that  
“[b]etween 2011 and 2050, the world popula-
tion is expected to increase by 2.3 billion, tak-
ing the current population from 7.0 billion to 
9.3 billion. At the same time, the population 
living in urban areas is projected to gain 2.6 
billion, increasing from 3.6 billion in 2011 to 
6.2 billion in 2050.”3 Thus, the urban areas 
of the world are expected to absorb the 
equivalent of the total population growth 
expected over the next four decades, while 
at the same time drawing in additional resi-
dents from the current rural population. As a 
result of this shift from rural to urban living, 
the worldwide rural population is projected 
to start decreasing in about a decade, with 
a projected 0.3 billion fewer rural inhabit-
ants in 2050 than today. Furthermore, most 
of the population growth expected in urban 
areas will be concentrated in the cities and 
towns of the less developed regions. Asia, in 
particular, is projected to see its urban popu-
lation increase by 1.4 billion, Africa by 0.9 bil-
lion, and Latin America and the Caribbean 
by 0.2 billion. Population growth is therefore 
becoming largely an urban phenomenon 
concentrated in the developing world.4 
Urbanization, as a part of the modern trend 
toward aggregation and complexity, has 
increased the number and accessibility of 
targets and methods.5 

Although technological innovations 
have assisted in the tracking and halting 
of some terrorist groups and plans, these 
same innovations have helped other groups 
accomplish their goals more swiftly. Tech-
nology is a boon and a curse; in urban set-
tings, instantaneous availability of unfolding 
events can aid the containment plan or ham-
per it, since every bit of information can be 
accessed by the adversaries of the approach-
ing tactical force—for instance, during the 
Mumbai attacks, the controllers in Pakistan 
were watching the developing scenario on 
their television and giving instructions to 
the attackers. Plus, telecommunications can 
contribute significantly to the acceleration of 
unfolding crises, confusion, and even desta-
bilization of systems (e.g., wireless com-
munication can be compromised or mobile 
networks can become jammed, which can 
disrupt emergency operations, as it did dur-
ing the July 2013 London bombings).

Managing the Unconventional Crisis in an 
Urban Terrain 

Situations with the potential to develop 
into crises need some sort of intervention, 
beginning with a decisive point to set the 
wheels in motion for an important change 
that will thwart the crisis and lead to recovery 

and build resiliency for the community and 
the vanguards of society. But there are five 
phases of preparation and training that pre-
cede successful interventions:
1.	Anticipation and Forecasting 

(performing table-top exercises, creating 
threat scenarios, evaluating events of 
the past, examining lessons learned 
and ways to adopt new and different 
approaches, InfoOps embedded as a 
core competency for law enforcement,  
understanding human behavior during 
mass panic which could jeopardize the 
success of tactical operations)

2.	Strategic Guidance Planning (evaluating 
existing policies and constructing  new 
ones, estimation of resources and gaps, 
units, and fusion of various units)

3.	Planning Guidance  (profiling crises, 
considering what interventions might 
be applied, important managing and 
controlling media)

4.	Preparation (zone categorization 
according to assets, avenues  
of coordination)

5.	Enacting (simulations/red teaming, 
thinking like the opposing force) 

Anticipating and Forecasting: Opposing 
Force Perspectives 

There is an ample supply of examples 
of the crime-terror nexus with the pipeline 
snaking through all regions of the world. 
Perpetrators of HTV include categorical 
adversaries such as terrorists, crime syn-
dicates, and street gangs, while other 
attacks may be the result of a collabora-
tive approach. With the myriad tactics and 
arsenal of the opposing force (OPFOR), law 
enforcement professionals have to be bet-
ter prepared than ever before. Additionally, 
perpetrators may have combat attire and 
military-style weapons, as in the case of the 
Mumbai attacks and in the 2011 attacks in 
Norway. Adversaries with those types of 
resources could also be using training tac-
tics similar to those of the U.S. Marines and 
Army Rangers (i.e., four-man unit deploy-
ments and formations such as wedges, col-
umns, echelons, and lines). 

OPFORs may possess certain skills or 
mind-sets that allow them to consider and 
execute HTV. Potential skills held by HTV 
perpetrators include the following:
•	 Ability to endure psychological pressure
•	 Ability to take control of adversary
•	 Capable physical fighting skills
•	 Good physical fitness
•	 Good awareness
•	 Ability to use different types of weapons 

HTV perpetrators tend to have cer-
tain mind-sets, as well, which include the 
following:
•	 Willing to fight without stopping until 

death 
•	 Planning and preparation—might be 

better armed and trained and will often 
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place materials in location prior to 
attack.

•	 Think that the more horrific the killings, 
the better. This leads to mass terror and 
transnational psychological trauma, 
which also destabilizes the society and 
the sense of security.

•	 Ideologically, politically, and religiously 
driven; also “brand driven” as 
evidenced when a particular group/
organization claims responsibility for  
an attack.

•	 Willing to die—may even rig themselves 
with explosives—and show a lack of 
mercy for others—ruthlessness.

•	 Potentially use drugs for courage.
•	 Have a belief that they will be rewarded 

for the violence they commit; extreme 
violence also propels their “brand 
name” and helps acquire status and 
support from potential benefactors for 
future assistance. Terrorism is business.

•	 Desire to kill as many people as possible.
•	 Desire for press coverage.
•	 Look for the stronger hostages first and 

kill them.
•	 Lack respect for children or their lives.
•	 Willing to torture hostages.

HTV perpetrators don’t have to be affili-
ated with al Qaeda or its offshoots to have 
this mind-set; the online training manuals 
can convert and coax any with a criminal 
motive. They don’t play by any rules; they 
exploit of all known attack trajectories; they 
adapt and create. In the tactical “code book” 
of HTV perpetrators, focus should be given 
to the groups/organizations’ operational 

rhythm, as this is where affiliations (crime-
terror nexus) are pursued. 

The OPFOR may be well stocked and 
have access to numerous weapons. For 
instance, a Zeta Training Camp located 
outside of Higueras, Nuevo Leon, Mexico, 
had an artillery consisting of the following 
weapons: 
•	 124 long arms (AR-15, AK-47, shotguns)
•	 15 pistols
•	 2 Barrett .50 caliber rifles
•	 77 40 mm grenades 
•	 32 fragmentation grenades
•	 4 40 mm grenade launchers
•	 3 RPG launchers
•	 2 RPG rockets
•	 3 M-72 LAW rockets 
•	 1,375 rifle magazines (various types)
•	 5,643 rounds of ammunition (various 

types) 
•	 15 SUVs (6 armored) 
•	 10 homemade spike strips made of 

heavy chain with welded heavy-duty 
nails

•	 72 bulletproof vests6

Intelligence gathered on al Qaeda suggests 
that the group has encouraged operatives to 
consider smaller, simpler, one-man operations 
for a number of reasons. The strategy moves 
the war to the enemy’s territory and uses the 
fact that it is difficult and expensive for a gov-
ernment to provide security for a wide range 
of low-profile targets. It also contributes to 
the spreading of insecurity in communities. 
These “low-profile” targets become attractive 
for HTV attacks and have the same effect on 
the targeted society and the government as 
more complex attacks. This is understood by 
the perpetrators of HTV—the 2004 Madrid 
bombings were identified by the bombers as 
a “deterrence attack.”

Small team or one-man operations 
require less planning, allow for increased 
speed, and provide a quick getaway.  As 
there are typically multiple targets, these 
consume and waste the time of the security 
forces and create confusion and chaos. This 
“deterrence and resistance strategy” by the 
perpetrators is leading to the bleeding of 
society and the economy, as well as lower-
ing public morale. 

Another message relayed through these 
low-cost operations is that their simple opera-
tions and weapons are enough to terrorize 
and cripple the economy. It is also important 
to note that lone operators are encouraged 
to employ the art of ninjutsu for low-profile 
assassinations as it requires no use of weapons. 

This approach means that public places 
like shopping malls; parking lots; and trans-
portation centers are a concern, as they are tar-
gets that can be attacked by smaller, one-man 
operations while still producing a big effect. 
This is urban warfare, and due to the nature 
of the urban terrain, HTV events will increase 
in number. By necessity, rapid response will 
mean exactly as the term suggests—rapid!

Strategic Guidance and Planning 
The speed at which every law enforce-

ment unit can engage in self-assembly 
(spontaneous self-ordering of their substruc-
tures into superstructures to respond to the 
unconventional crisis) depends largely on 
planning for such events that involves the 
collective resources and interoperability of 
various response forces, policy makers, and 
the community. The planning phase should 
employ theoretical and empirical perspec-
tives and approaches with diverse views 
and open debates.

To contain HTV situations, the coordi-
nated teamwork and interoperability of vari-
ous units and specialists should be a fluid 
performance, and this is achieved when 
strategic and planning guidance make road-
maps for unconventional crises. More than 
individual performance, small unit tactics 
must be practiced. In every crisis there is a 
“golden window” that can be monopolized 
to contain the event and reduce the magni-
tude of disaster. This golden window can be 
utilized only by the ones first on the scene, 
that is, the local police unit.

For instance, the first 15 to 45 minutes are 
the most hazardous and critical in a hostage 
situation, and, like all forms of critical crises, 
there is loss of control and chaos. In a hyper-
complex environment, an unconventional cri-
sis will involve multiple scenarios: buildings 
on fire, hostage situations, bomb explosions, 
shoot-outs, and more. During attacks, the 
police, firefighters, and emergency medical 
crews can face any or all of an array of auto-
matic firearms, grenades, IEDs, stabbings, 
ambushes, incendiary weapons, and arson.

The critical engine for growth, prosper-
ity, and viability of any learning organization 

Tactical Playbook

Target Menu

Operational Rhythm

Skill Levels

World-View

Idealogical Mind-set (Does not have to 
be religiously inclined.)

HTV perpetrators have certain elements in common, 
although the details may differ. The operational rhythm 
can provide valuable understanding for law enforcement.

Remember
»	 Remember to prepare your heart for 

any operation.
»	 Remember to refuge yourself  

from satan.
»	 Remember jihad is wajib and not 

sunnah.
»	 Remember to remind yourself of the 

great rewards of jihad.
»	 Remember the tears of the children  

of Palestine.
»	 Remember the scream of your  

Afghani sister.
»	 Remember the bombarded houses  

in Mali.
»	 Remember your sisters in the 

crusaders' prisons.
»	 Remember you are a servant  

of Allah.

The above, taken from the English-language al Qaeda 
publication Inspire, instructs its adherants to “pre-
pare your heart for any operation.”
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(LO) in the current turbulent and unconven-
tional environment is to be innovative and 
to develop, react, and modify ideas collec-
tively. The response system must be flexible 
enough to change and adapt to the paradoxi-
cal nature of the situation; have confidence in 
the “know-how” for their unit’s self-assem-
bly; and the capabilities to initiate the right 
response. Responders must know when 
there is a need for interdependence on each 
other and when an independent maneuver 
must be initiated. These options are known 
as progressive systemization and progres-
sive segregation, respectively. Each response 
force must be able to make decisions, plan, 
and act in a joint theatre with other response 
teams. The rapid interoperability of various 
response forces (police, firefighters, special 
units, emergency medical units, etc.) and 
shared strategies are required to contain 
and neutralize HTV assault incidents. His-
tory has shown that the attack initiation-to-
termination timeline for most deadly attacks 
is short and deaths occur rapidly.

However, as multiple ground zeros 
emerge, units must also be able to engage 
in decentralization, which takes place when 
they have the resources and authority to 
break away and make their subsystem (a 
particular unit) more important than the col-
lective system. During the strategic guidance 
and planning phases, these sorts of events 
must be hypothesized by context diagrams of 
the urban terrain according to its assets (sym-
bolic, financial, psychological, etc.); the vari-
ous case scenarios; and the types of processes 
for response that might be needed. Planning 
must consider any external entities in the 
form of structures or community that can act 
as a support system or create an obstacle to 
rapid response; what sort of data are stored of 
that particular urban terrain; and if there are 
mechanics set up for a smooth data flow to 
gather information as the situation develops. 

MOSAIC Theatre of Operations 
Planning exercises with hypercomplex 

maps for law enforcement must include 
spontaneous scenarios, courses of action, 
and fusion groups that have each been 
prepared beforehand for their roles, move-
ments, coordination, and coalition—a sort of 
pre-rehearsed “spontaneous” combination, 
including the emerging roles as critical drivers 
for response efforts as the unconventional cri-
sis develops. There should be an understand-
ing that comfortable hierarchical distinctions 
will be blurred; the disruption might have 
no front lines and no linear transitions—but 
instead will be a multi-theatre hazard to be 
contained. Planning, response, and recovery 
might be blended into one package of analysis 
and decision making. Every officer must be 
trained to cultivate critical thinking processes, 
fear and perception management skills, and 
situational analysis and have the strategic 
leadership qualities necessary to take action. 

The limitations on planning efforts must 
involve stakeholders and policymakers to 
be a part of the capacity building for a Multi- 
faceted Organized System for Asymmetrical 
Imminent Crisis (MOSAIC) theatre of opera-
tions so as to understand the “make-up” (all 
potential hazards) of unconventional crises 
on an urban terrain and to utilize, under-
stand, and differentiate between strategic, 
operational, and tactical policing.

Rapid-Decisive 
Use of Deadly Force 

(Golden Window)

Rapid-Decisive 
Reaction

Selection 
of Multiple, 

Diverse Courses  
of Action

Rapid Mental 
Estimation of 

Unconventional 
Crisis

Rings of Relevance

Preparation 
To contain the initial critical stage of HTV 

dimensions, officers must not be placed at a 
disadvantage due to inadequate planning 
and training. In other words, they must be 
prepared, as these dimensions are succes-
sive, rapid, and unpredictable. 

In Mumbai, gunmen armed with Type 
56 assault rifles (Chinese version of Kalash-
nikov AK-47) and backpacks loaded with 
ammunition and grenades arrived by din-
ghy and spread out within the city, where 
they then barricaded themselves. Local spe-
cial forces took several hours to arrive, so 
the first response and initial fight-back was 
left to the police officers who were armed 
with bolt-action rifles. Most of the hostages 
killed in the Mumbai attacks died within  
30 minutes of capture. The hostage rescue 
plan suffered from serious defects, includ-
ing (a) a failure to set up an operational 
command center and (b) storm teams that 
went in blind, having no understanding of 
the basic structural layout of the two major 
buildings (the Taj Mahal Palace Hotel and 
the Trident-Oberoi Hotels). Simply put, 
they were not prepared.

The concept of operations regarding 
preparations for community protection and 
preparedness during critical crisis is con-
structed on an understanding of decisive 
zonal terrains and commanding terrains. 
An area and its structures can be used as 
assets—force multipliers if an attack occurs 
in that particular zone—or, as demonstrated 
in the Mumbai example, can be hazards if 
the response team is unprepared.

A mathematical approach to this view of 
terrains follows:

If a field is a line (one dimensional), a 
village is a square (two dimensional), and 
a village with a population of fewer than 
3,000 surrounded by valleys, forest, and so 
forth, is a cube (three dimensional), then 
towns and cities with a population of more 
than 3,000 and into the millions (i.e., urban 
terrain) are hypercubes (four dimensional). 
The structure of a hypercube can be drawn, 
but it is difficult to imagine. Likewise, urban 
terrain challenges the resourcefulness and 
ingenuity of law enforcement. To think the 
unthinkable in planning and preparation 
is a key process and requires four-dimen-
sional thinking. Whoever controls certain 
critical objectives will have an important 
strategic and/or tactical advantage. Due to 
the inherent complexity of urban terrain, 
multiple avenues of approach (AOA) exist 
for this battlefield, along with fields of fire 
for the attacker and defenders.

To handle urban warfare, new “thinking 
steps” must be undertaken to explore new 
means of planning, developing alliances, and 
educating/training the vanguards of soci-
ety (law enforcement) and the community. 
Unconventional crises are evolving in nature, 
which calls for a trans-disciplinary approach 
that is a fusion of many disciplines along with 
the existing interdisciplinary and multidisci-
plinary approaches. Specialized disciplinary 
methods develop a tool set of analysis and 
operations, which while important, is inad-
equate as a tool for unconventional crises. 
Security is like oxygen—once you realize it is 
decreasing, then it is already too late!

Planners need to think about anteced-
ents, force multipliers, and force transforma-
tion during hasty attacks, which have rings 
of relevance. A hasty attack requires a rapid 
mental estimate; a rapid selection of a course 
of action; and rapid, decisive, violent action 
to maximize the opportunity. 

In addition to combatting unconven-
tional crises, responders need to distinguish 
community outreach programs that can  
be empowered and those that should be 
merely engaged. There is a vast difference 
between empowering and engaging; both 
serve as force multipliers, but have different 
modus operandi.

Enacting 
Unconventional crises most frequently 

hit urban environments, and they do not 
follow a rulebook. These kinds of crises are 
fluid, morphing, overlapping, and creating 
new, unanticipated situations. It is recom-
mended that law enforcement create predic-
tive models of potential risk assessment and 
crisis management and map game-ending 
scenarios, which could potentially aggravate 
crises instead of containing them. 

A simulations-developed focus should 
also include local resource management in 
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the planning, incorporating local human 
resources, local logistics, local organiza-
tions’ management, technological manage-
ment, intelligence and information, and 
media management.

Trainings in tactical diagramming for 
security forces of critical infrastructures, 
symbolic buildings and sites, and various 
zones of a city should be incorporated into 
dry drills to prepare law enforcement and 
other emergency responders for a hyper-
complex event. A crisis platform should 
bring together directorates and departments 
(geographical and horizontal departments) 
to create a concept of operation for an HTV 
unconventional crisis where effectiveness is 
the ability to enact real-time, ad hoc decisions 
and actions. A unified vision of operations 
and an understanding of clear directives and 
procedures among various response forces 
are key for effective and rapid response. 
Combating this lethal multi-hazard dynamic 
environment requires a nontraditional 
approach. The main or standard tactic can 
change in a blink of an eye, so an effective 
response requires a mind-set that can quickly 
assess, decide, communicate, coordinate, 
and act. This first rapid response can drasti-
cally alter the mission plan and tactics.

Training in Critical Leadership Intelli-
gence can be bottom-up or top-down, indi-
vidual or group, and, critical leadership has 
three domains: strategic, operational, and 
interpersonal.

Conclusion 
Police organizations are operating in 

highly dynamic environments that are pre-
cipitously changing and branded by uncer-
tainty. Decision making in an uncertain 
environment requires not just tactics, but 
also using one’s mind. Officers must begin to 
think like their adversaries, to understand the 
avenues of approach in and on an urban ter-
rain. They must also employ coup d’oeil, which 
is perceptive insight of any given situation. 
Hypercomplex events and unconventional 
crises destabilize the entire system; thus, there 
has to be a blueprint for the “fallback” posi-
tion of all responding forces. Of these forces, 
police and other law enforcement are a point 
of focus because the new line of decisions and 
defense is going to come from the front lines. 
Every officer is a leader and must be trained 
for high performance during these “unthink-
able crises.” v
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Red Teaming  
for Fusion Centers
By Matthew Miller, Caleb Campbell, 
and Leslie Gardner, San Diego Law 
Enforcement Coordination Center, 
San Diego, California

The San Diego Law Enforcement Coor-
dination Center (SD-LECC) is a Depart-
ment of Homeland Security–recognized 

fusion center and a member of the Califor-
nia State Threat Assessment System (STAS). 
It comprises numerous agencies that col-
laborate to provide resources, expertise, 
and information to local, state, and federal 
partners. The SD-LECC offers a variety of 
services, including analysis and generation 
of intelligence products and intelligence 
briefings, investigative case support, and 
de-confliction for law enforcement opera-
tions. This article discusses the process of 

developing Red Team tabletop exercises for 
the center and how the process and results 
benefited both the fusion center and partici-
pants, while also improving awareness of 
potential threats among public safety and 
security personnel throughout the region.

Evaluating the Benefits of Red Teaming
The SD-LECC continuously evaluates 

new and innovative ways to address home-
land security issues. Within this process, the 
center determined there would be value in 
using Red Team techniques. “[R]ed [T]eam-
ing involves thinking or acting like a ter-
rorist in an effort, for example, to identify 
security weaknesses and potential targets. 
Red Teaming can be used in either analyti-
cal exercises or field-level exercises.”1 The 
old adage of “training for the last war” can 
easily be applied to the realm of homeland 
security. Underestimating one group’s capa-
bilities and overemphasizing a different 
group’s threat due to historical precedents 
leads to a reactive rather than proactive  
posture. As a result, historical failures to 
identify threats within the proper context 
have led to successful and unexpected 
attacks. Red Teaming challenges precon-
ceived ideas resulting from solely evaluat-
ing historical precedents and allows for the 

development of new, proactive ways to con-
sider issues or threats.

The Red Team concept has allowed 
the SD-LECC to use an old technique and 
apply it in a new way in a regional home-
land security environment through a series 
of tabletop exercises. When the SD-LECC 
planning team began looking at Red Team 
techniques, the team was unsure as to 
which of the numerous definitions of Red 
Team would meet its needs.  The center’s 
goal was to develop a means to challenge 
assumptions and to discover potential 
regional indicators, warnings, and targets 
in a non-traditional manner. The center was 
not looking to infiltrate the regional critical 
infrastructure sites, nor did it want a force-
on-force tabletop war-game.  Rather, the 
center wanted to gather street-level insights 
and experience related to threats and com-
pare them with the list of indicators and 
warnings drafted in think tank–style intelli-
gence centers far from the local jurisdiction.

If a terrorist incident occurs or is inter-
dicted, officials spend months trying to 
identify methods to stop that type of attack 
in the future, which is a reactive response. 
The SD-LECC wanted to look for proactive 
analyses of indicators and warnings.  It was 
in this search for alternative analyses that the 
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idea of a Red Team tabletop exercise emerged. Red Team exercises 
provide numerous benefits for fusion centers and partner agencies 
by providing participants with opportunities to take on the ideology 
of threat actors to evaluate reasoning and logistics behind plots and 
attacks. This type of threat emulation promotes a type of asymmetric 
thinking not required in routine daily work.  

More important, a series of Red Team tabletop exercises pro-
vides benefits to the fusion center, thereby assisting the fusion 
center’s entire area of responsibility.  The participants playing the 
roles of threat actors can provide a large collection of tactics, tech-
niques, and procedures that are recorded during the exercise. The 
opportunity to interview a terrorist prior to an attack at a regional, 
fusion center level is not possible. However, in the case of a home-
grown violent extremist (HVE) for example, local Terrorism Liaison 
Officers (TLOs) and Infrastructure Liaison Officers (ILOs) possess 
a similar knowledge base. HVEs, by definition, are not foreign-
trained professional terrorists. HVEs, such as the Boston Bombers, 
had local knowledge and access to Internet resources such as the 
jihadist periodical Inspire. Although they are on the opposite end 
of the spectrum, TLOs and ILOs look at these same resources in 
their roles as law enforcement and security management person-
nel. The same assumption applies to other domestic actors, such 
as a “lone wolf” or cyber threat groups. Red Team exercises can  
provide the SD-LECC Strategic Intelligence and Critical Infra-
structure planning team with data to compare against any current 
regional assumptions.  

For example, a threat assessment sent to the fusion center from 
a federal partner may describe the threat posed by the Animal 
Liberation Front (ALF) to biotech companies with a standard list 
of indicators and warnings applicable to anywhere in the United 
States. Through the course of a Red Team exercise involving an ALF 
domestic terrorist attack, patrol officers would use their knowledge 

to provide information specific to the fusion center’s area of respon-
sibility. The fusion center would then be able to identify poten-
tial local targets, tactics, and attack methods that were previously 
unknown to the fusion center staff. Conversely, it is possible that the 
Red Team exercise would show that there are no likely ALF targets 
in the region. 

Arguably, the most valuable benefit of a fusion center’s Red Team 
exercise is the post-analysis back brief. This provides the lessons 
learned and analysis to local public safety officials and their respec-
tive executive leadership. The lessons learned, provided in the form 
of an intelligence briefing, enable those who did not participate in the 
exercise to access the knowledge gained from the post-exercise analy-
sis. Additionally, an executive-level briefing explaining the concept of 
the Red Team and the corresponding region-specific lessons learned 
enables law enforcement leadership to possess a greater understand-
ing of potential threats in the region so that they can better task scarce 
resources to more viable threats in their area of responsibility.

Development of the SD-LECC’s First Red Team Exercise
With the vast benefits of using Red Team techniques in a fusion 

center setting apparent, the SD-LECC planning team’s next step was 
to develop the plans for a Red Team exercise. The exercise needed 
to begin with a presentation introducing Red Team techniques and 
a general overview of the threat actor or actors’ attack processes and 
culminate in a Red Team tabletop exercise. The SD-LECC’s existing 
programs enabled the exercise to succeed through the collaborative 
effort between the TLO program, the ILO program, and the Strategic 
Intelligence Team.  

The SD-LECC TLO program provides basic terrorism-related 
awareness training to law enforcement officers, firefighters, state inves-
tigators, federal agents, military investigative or security services, or 
anyone working closely with the public safety and homeland security 
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community. The SD-LECC ILO program pro-
vides similar training to critical infrastructure 
operators in the region. The TLOs and ILOs, 
although not experts in terrorism, attend 
meetings and receive terrorism awareness 
training. TLOs and ILOs also educate others 
within their agencies or corporations, thereby 
enhancing situational awareness, early warn-
ing, and operational preparedness. The plan-
ning team decided that the TLOs and ILOs 
would act as the threat actors for the Red 
Team exercise.

The SD-LECC Strategic Intelligence 
Team regularly generates intelligence prod-
ucts, provides briefings on current threats 
and trends, and serves as a contact to coordi-
nate the flow of information within the San 
Diego region and throughout the nation. 
This team would develop and conduct the 
exercise, including serving as facilitators. 
They would then evaluate and present the 
results after the exercise.

Designing the Red Team Exercise
For the development of the exercise, the 

planning team needed to contemplate what 
threats to emulate for this new type of exer-
cise. For the first SD-LECC Red Team exer-
cise in 2012, the planning team decided to 
address the lone wolf threat.  

A number of factors went into identify-
ing the “lone wolf” as the threat for the first 
Red Team exercise. The lone wolf has been a 
difficult type of attack to identify or interdict. 
A true lone wolf will not produce as many 
indicators or warnings as an organized team 
of terrorists attempting to coordinate logistics 
and conduct an attack. Many reports regard-
ing lone wolf activities or events contain long 
lists of potential indicators, many of which 
include common activities or activities that 
would be difficult to view. The SD-LECC’s 
goal was to identify potential indicators and 
targets specific to the San Diego region.

After deciding to choose the lone wolf 
as the threat type for the exercise, the plan-
ning team had to determine the scope for 
this type of alternative analysis method. 
A look at historical attacks and continuing 
discussions within the SD-LECC Strategic 
Intelligence Team led to advocates for mul-
tiple ideological perspectives from which a 
“lone wolf” can emerge. With the term lone 
wolf potentially encompassing any extremist 
ideology, it needed to be divided into differ-
ent categories. As a result, the planning team 
determined that the exercise would include 
three different lone wolf ideologies:

Single-Issue Extremist:  The single-issue 
extremist has a very strong belief about one 
issue that pushes him or her to act violently 
against any individuals or groups with 
opposing viewpoints. Extremists in this cat-
egory could include animal rights extremists, 
environmental rights extremists, and abor-
tion rights extremists. A San Diego example 
of this type of extremism is the 206-unit 

condominium complex that burned in 2003. 
The Environmental Liberation Front (ELF) 
claimed responsibility for the $50 million fire 
with a 12-foot banner at the site that read “If 
you build it—we will burn it.”2

Anti-Government Extremist: There are 
a range of anti-government extremists, from 
those who believe in the absolute illegitimacy 
or lack of necessity of the government to those 
who are vehemently opposed to a particular 
politician or political party. A significant recent 
example of this type of extremist was the car 
bomb and shooting spree of Anders Behring 
Breivik in Norway. In 2011, this lone wolf was 
responsible for twin attacks that resulted in 
the deaths of 77 individuals.3  

Islamic Extremist:  This individual, pos-
sibly a convert, is self-radicalized through 
Internet postings and online publications 
from groups like al Qaeda and al Qaeda 
associates. The most dramatic example of 
a self-radicalized Islamic extremist is Major 
Nidal Hasan, a gunman who killed 13 U.S. 
soldiers and wounded 30 others at Fort 
Hood, Texas, in 2009.4 

The planning team also needed to deter-
mine the size and setup of the exercise. 
Considering the size of the facility and the fea-
sibility of managing a large group of people, 
the planning team determined that the best 
layout would include six teams, each contain-
ing seven to eight TLOs or ILOs and an analyst 
planning team member acting as a facilitator. 
Two groups acted as single-issue extremists, 
two groups as anti-government extremists, 
and the final two groups as Islamic extremists. 
This enabled different groups to determine 
target selection, logistics, and attacks with dif-
ferent ideological perspectives.

The exercise was broken into sections 
according to the attack cycle and logistics of 
preparation. These sections included deter-
mining whether to include any other people 
in the plot, how they would finance their 
operations, from where necessary materi-
als would be obtained, transportation to 
and from the attack site, ways to evade law 
enforcement, and what local targets the par-
ticipants would choose to attack. Through-
out the exercise, a PowerPoint presentation 
featured questions to guide the conversation 
at each table, and the facilitators encouraged 
TLOs and ILOs to continue thinking within 
their ideology, using their knowledge from 
jobs as public safety officials and security 
managers to find ways to fulfill logistical 
needs and commit an attack. Each section 
had a set time limit to ensure that the conver-
sations stayed on track and the exercise was 
completed in a timely manner. As with all 
exercises, the event ended with a brief after-
action discussion between the participants 
and facilitators.  

The success and positive feedback from 
the Lone Wolf Red Team Exercise led to the 
development of a second Red Team exer-
cise focused on threats to mass transit. Both 

of these Red Team exercises increased situ-
ational awareness among participants. The 
back briefs that followed provided public 
safety personnel, security managers, and 
agency executives with a better understand-
ing of potential threats to the region. The 
entire process enlightened the fusion center 
to many different perspectives that may have 
not been otherwise obtained.  

The Future of Red Teaming at the SD-LECC
Red Team exercises greatly benefit the 

individuals and organizations involved. 
The participants benefit from spending a 
day thinking about a problem from threat 
actors’ perspectives, which provides them 
with some insights that can help in their 
day-to-day work. For the fusion center, 
the collected discussion points provided 
an entirely new data set for analysis and 
comparison with the homeland security 
community’s previously held assump-
tions about trends, tactics, and targets. All 
of this is done with a local perspective and 
provides a broader overview of potential 
attack ideas that can serve as localized indi-
cators and warnings. Both the lone wolf 
and mass transit Red Team exercises have 
been successful for the participants, the 
analytic staff, and the recipients of the after-
action intelligence briefings. As a result, 
the series of Red Team exercises at the SD-
LECC continues with a cyber Red Team in 
late 2013. v
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Associate members enjoy the same 
 privileges as active members except  
those of holding office and voting. 

(Please Print)

PC XX/XXPC 12/13



74	  THE POLICE CHIEF/DECEMBER 2013 http://www.policechiefmagazine.org

N E W  M E M B E R S

This posting of new member applications is published 
pursuant to the provisions of the IACP Constitution & Rules, 
Article II, Section 2(c). If any active member in good standing 
objects to any application, written notice of the objection must 
be submitted to the executive director within 60 days of publi-
cation. The application in question shall then be submitted to 
the Executive Committee and shall require the affirmative vote 
of two-thirds of the members of that committee for admission 
of the applicant.

The full membership listing can be found in the members-
only area of the IACP website (www.theiacp.org).

*Associate Members
All other listings are active members.

ARGENTINA
Cordoba Capital—Vignetta, Claudio S, Comisario General, Policia 

De Cordoba, Avda Colon 1.250, 5000, 54 3514287604, Email: claudio.
vignetta@gmail.com 

ARMENIA 
Yerevan—Badiryan, Grigor, Colonel, Police of the Republic of 

Armenia, 130 Nalbandyan St, Email: grigorbadiryan@yahoo.com 
—Baghdasaryan, Karo, Senior Lieutenant, Police of the Republic 

of Armenia, 130 Nalbandyan St, Email: karorenj@mail.ru
—Ghajoyan, Armine, Lieutenant, Police of the Republic of 

Armenia, 130 Nalbandyan St, Email: catjoian@yahoo.com 
—Harutyunyan, Anna,Lieutenant, Police of the Republic of 

Armenia, 130 Nalbandyan St, Email: harutyunyan.1984anna@mail.ru 
—Hovhannisyan, Maritsa, Program Assistant INL, U.S. Dept of 

State, 130 Nalbandyan St, Email: hovannisyan@state.gov 
—Melqonyan, Arsen, Senior Lieutenant, Police of the Republic 

of Armenia, 130 Nalbandyan St, Email: melqonyan1984@inbox.ru 
—O’Brien, Edward, Director INL, U.S. Dept of State, 130 Nalban-

dyan St, Email: obrienev@state.gov 
—Sarqsyan, Melina, Lieutenant, Police of the Republic of 

Armenia, 130 Nalbandyan St, Email: melinas@mail.ru 
—Toqmagyan, Manvel, Senior Lieutenant, Police of the Republic 

of Armenia, 130 Nalbandyan St, Email: mtoqmagyan@mail.ru 
—Zakaryan, Aram, Head of General Dept of Criminal Intel-

ligence, Police of the Republic of Armenia, 130 Nalbandyan St, 374 
10527746, Fax: 374 10545945, Email: gendep2013@gmail.com 

BAHAMAS 
Freeport—Seymour, Emrick K, Assistant Commissioner of Police, 

Royal Bahamas Police Force, 14 Schooner Ln South Bahamia, PO Box 
F-40082, 99999, 242 3525048, Fax: 242 3522587, Email: emrick.seymour@
rbpf.bs

BAHRAIN 
Manama—*Hammouda, Zaher Z, Chairman, IMPACT, PO Box 

5752, 973 35536, Email: zaher.hammouda@impact-corp.com  

BRAZIL 
Belo Horizonte—*Barud Torres, Rodrigo A C, President, Inst Natl 

De Desenvolvimento e Defesa Social, Rua Alberto Bressaner 292 Apto 
101, 30.240-470, Email: alejandro@rodrigoalejandro.com 

Brasilia/DF—Hott, Jose Lopes, Chefe de Gabinete, Dept de 
Policia Rodoviaria Federal, SEPN 506 Bloco C Projecao 8 Asa Norte, 
CEP 70.740-500, 55 6120256642, Email: chefe.gabinete@prf.gov.br 

—Torres Avelar, Sandro, Secretary of Public Safety, Secretariat 
of Public Safety Federal District, SAM Conjunto A Bloco A, Edifício 
Sede 4o Andar, 70.620-000, 55 6134418751, Email: sandro.sta69@
gmail.com

Florianopolis/SC—De Bona Dutra, Rafael, Secretario, Secretaria 
Municipal De Seguranca, Rua Deodoro 209 2o Andar, 88.010-020, 55 
4832514420, Email: debonadutra@hotmail.com

—Vasques, Silvinei, Superintendente, Regional de Policia 
Rodoviaria Federal, Rua Alvaro Mullen da Silveira 104 Centro, CEP 
88.020-180, 55 4832513201, Email: silvinei.vasques@prf.gov.br 

CANADA

Alberta
Calgary—Munday, Jeff, Constable Diversity Resource Team, 

Calgary Police Service, 5111-47 St NE, T3J 3R2, (403) 826-9349, Email: 
jmunday@calgarypolice.ca  

New Brunswick
Fredericton—Brown, Roger L, Commanding Officer, RCMP, 

1445 Regent St, E3B 4Z8, (506) 452-3419, Fax: (506) 452-3613, Email: 
roger.l.brown@rcmp-grc.gc.ca 

Ontario
Cambridge—Chalk, Kevin A, Deputy Chief of Police, Waterloo 

Regional Police Service, 200 Maple Grove Rd, N3H 5M1, (519) 650-
8505, Fax: (519) 650-8551, Email: kevin.chalk@wrps.on.ca, Web:  
www.wrps.on.ca 

 COLOMBIA 
Bogota—Guatibonza Carreno, Humberto, Antikidnapping Direc-

tor, Colombia National Police, Tv 23 No 96-13, 11001000, 57 638880014, 
Email: humberto.guatibonza@correo.policia.gov.co  

 ENGLAND 
London—*Masters, Peter, Managing Director, Farsight 

Consulting, 61 Woodcrest Rd, Purley, CR8 4JD, Email: pete.masters@
farsightconsulting.co.uk, Web: www.farsightconsulting.co.uk 

 HONDURAS 
Tegucigalpa—*Velasquez, Guillermo A, Jefe de Servicio de 

Proteccion, Servicio De Proteccion AITP, Aldea Agua Dulce, 504 
99709363, Email: velasqg@hotmail.com   

 IRELAND 
Cork—*Hayes, Thomas J, Chief Superintendent, Garda 

Siochana, Garda Station, Bandon Co Cork, 04, Email: thomas.hayes@
garda.ie  

 KYRGYZSTAN 
Bishkek—Asanov, Kursan, Deputy Minister of Interior,  

Ministry of Interior, 171 Prospect Mira, 720016, 996 312551241, Email: 
shadievanm@state.gov

—Kamalov, Saipidin, Chief of Main Dept for Intl Cooperation, 
Ministry of Interior, 171 Prospect Mira, 720016, 996 312551241, Fax: 996 
312551264, Email: kamalov-65@mail.ru  

 LIBERIA 
Monrovia—Moore, Henry D, Deputy Commissioner IT/Special 

Projects, Liberia National Police, Capitol Bypass, 1000, 231 886912678, 
Email: hmoore.lnp@gmail.com  

 MEXICO 
Cuauhtemoc DF—Knierim, Paul, U.S. Embassy Mexico, Avenida 

Paseo de la Reforma Piso 21 Col, 06500, Email: paul.e.knierim@usdoj.gov 
—Madrigal, Miguel, U.S. Embassy Mexico, Avenida Paseo de la 

Reforma Piso 21 Col, 06500, Email: miguel.a.madrigal@usdoj.gov
—Navarrete, Leo, Regional Law Enforcement Program Manager, 

U.S. Dept of State INL, U.S. Embassy Mexico, Avenida Paseo de la 
Reforma Piso 21 Col, 06500, Email: navarretelj@state.gov 

—Redmer, Christian, Training Programs Officer, U.S. Dept of 
State INL, U.S. Embassy Mexico, Avenida Paseo de la Reforma Piso 
21, 06500, Email: redmercw@state.gov 

Juarez—Hall, Steven, Resident Agent in Charge, ATF/Justice 
Juarez Field Office, U.S. Embassy Mexico, Avenida Paseo de la 
Reforma Piso 21, 06500, Email: halls@state.gov

Mexico City—Galindo Ceballos, Enrique, Commissioner, Com-
mission of National Security, Insurgente Sur 104 14th Fl, Col Juarez, 
06600, Email: enrique.galindo@ssp.gob.mx 

—Garza Morales, Jorge Fernando, Chief of Police, State Secre-
tariat of Public Safety, Insurgente Sur 104 14th Fl, Col Juarez, 06600, 
Email: ereyes@msimex.com 

—Gatica Mendez, Francisco, Deputy Executive Secretary, 
Secretariat of National System for Public Security, Insurgente Sur 104 
14th Fl, Col Juarez, 06600, Fax: Email: rafael.ruiz@cns.gob.mx

—Gonzalez Martinez, Juan Mauro, Executive Chief, Policia 
Federal, Insurgente Sur 104 14th Fl, Col Juarez, 06600, Email: ereyes@
msimex.com 

—*Gutierrez Larranaga, Jose Martin, Coordinator of Antikidnap-
ping Dept, Attorney General of Sinaloa, Insurgente Sur 104 14th Fl, Col 
Juarez, 06600, Email: cmdtejulio@gmail.com 

Hernandez Saldana, Roberto, Executive Chief, District Prosecu-
tor’s Office, Insurgente Sur 104 14th Fl, Col Juarez, 06600, Email: 
rhernandez911@hotmail.com 

—Islas, Luis, Deputy Executive Secretary, Secretariat of National 
System for Public Security, Insurgente Sur 104 14th Fl, Col Juarez, 
06600, Email: lislas@secretariadoejecutivo.gob.mx

—Levy Popp, Nadia Beatriz, Department Director, Policia 
Federal, Insurgente Sur 104 14th Fl, Col Juarez, 06600, Email: ereyes@
msimex.com 

—Orozco Morgan, Antonino, Deputy Coordination, Policia 
Federal, Insurgente Sur 104 14th Fl, Col Juarez, 06600, Email: ereyes@
msimex.com 
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—Ruiz Mena, Rafael, Director, Police Training Program, 
Insurgente Sur 104 14th Fl, Col Juarez, 06600, Email: rosalgado@
secretariadoejecutivo.gob.mx 

—Sanchez Quiroz, Guadalupe Eduardo, Chief of Civil Defence 
Forces, State Secretariat of Public Safety, Insurgente Sur 104 14th Fl, 
Col Juarez, 06600, Email: ereyes@msimex.com 

—*Silva Lujan, Juan Carlos, Investigation Coordinator, Policia 
Federal, Insurgente Sur 104 14th Fl, Col Juarez, 06600, Email: ereyes@
msimex.com 

Obregon DF—Valle, Ana L, Director General Adjunta, Policia 
Federal Division De Inteligencia, Av Constituyentes 947 Col Belen de 
las Flores, 52 11036000 ext. 22135, Email: ana.valle@cns.gob.mx  

MOROCCO 
Rabat—el Bazi, Tariq, Commissaire Principal de Police, Direction 

Generale de la Surete Nationale, 2 Rue Damyat, 212 537378348, Fax: 
212 537378698, Email: tariqelbazi@hotmail.fr

—el Yousfi Alaoui, Abderrahmane, Commissaire de Police 
Principal, Direction Generale de la Surete Nationale, 2 Rue Damyat, 
212 537724011, Email: alaouiya@yahoo.fr  

NIGERIA 
Abakaliki—*Randawa, Kabir A, Police Officer, Nigeria Police 

Force, No 32 Squadron Police Mobile Force, Email: rafrankabir@
gmail.com 

Awka—Idris, Mohammed S, Deputy Superintendent of Police, 
Nigeria Police Force, Government House Awka, Anambra State Police 
Command, 234 8033205763, Email: saniidris@yahoo.com

Ekiti—Fatola, Sikiru O, Deputy Superintendent of Police, Nigeria 
Police Force, Force Headquarters, AFAO Ikere, Email: sikiru@yahoo.com 

—Kehinde, Babatunde F, Deputy Superintendent of Police, Nige-
ria Police Force, Force Headquarters, AFAO Ikere, 234 8035241288, 
Fax: 234 8024604969, Email: gbadun1@gmail.com 

—*Ogbunaya, Emmanuel A, Divisional Police Officer,  
Nigeria Police Force, New Iyin Division Ado, 234 8033592833, Email: 
ochinanwa70@yahoo.com

Ikoyi—Ibrahim, Shaibu, Chief Superintendent of Police, Nigeria 
Police Force, Special Fraud Unit FCID Annex, 13 Milverton Rd, 234 
803314811, Email: ibmshaibu@gmail.com 

—*Ojo, Funke Stella, Police Detective, Nigeria Police Force, 
Special Fraud Unit Force CID, 13 Milverton Rd, Email: funkestella96@
yahoo.com

Lagos—*Ahmed, Ojo O, Inspector of Police, Nigeria Police 
Force, Ports Criminal Investigation Dept, Apapa Quay, Email: 
ahmoj2007@yahoo.com 

—*Emmanuel, Olukayode, Investigator, Nigeria Police Force, IGP 
Monitoring Unit 3rd Fl Rm 6313, Kam Selem House Moloney St, 234 
8126373301, Email: emmakaykay2007@yahoo.co.uk 

—*Joe, Olatunji, Inspector, Nigeria Police Force, Special 
Anti-Robbery Squad, Lagos State Command, Email: kbashland1@
yahoo.com 

—*Omosebi, Toyin, Inspector, Nigeria Police Force, Special Anti-
Robbery Squad, Lagos State Command, Email: lekup4me@yahoo.com 

Port Harcourt—Agabe-Deemor, Angela, Deputy Superintendent 
of Police, Nigeria Police Force, Police Public Relations Dept, State 
Headquarters, 234 8033277007, Email: agabeangela@yahoo.com 

 —*Chukwu, Azubuike B, Manager, Quadsquad Security Ltd, 256 
Aba Rd, 500001, Email: bature2005@yahoo.com  

PORTUGAL 
Lisbon—Gomes, Paulo, Director Nacional, Policia De Seguranca 

Publica, Direcao Nacional da PSP, Largo da Penha de Franca No 1, 
1170-298, 351 218111051, Fax: 351 218111002, Email: pvgomes@psp.pt, 
Web: www.psp.pt 

UNITED STATES 

Alabama
Maxwell AFB—Dutkiewicz, Erik, Security Forces Officer- 

Strategic Policy Fellow, U.S. Air Force, AFRI/AFF, 155 N Twinning St, 
36112, Email: duke78971@yahoo.com  

Alaska
Juneau—Johnson, Bryce, Chief of Police, Juneau Police Dept, 

6255 Alaway Ave, 99801, (907) 500-0676, Fax: (907) 586-4030, Email: 
bjohnson@juneaupolice.com, Web: www.juneaupolice.com 

Arizona
Gilbert—*Stuart, Michele, Investigator, JAG Investigations, 

8490 S Power Rd 105-146, 85297, (480) 703-9740, Email: michele@
jaginvestigations.com 

Nogales—Gradillas, Octavio, Lieutenant, Nogales Police Dept, 
777 N Grand Ave, 85621, (520) 285-5807, Fax: (520) 287-3906, Email: 
ogradillas@nogalesaz.gov 

—Zuniga, Heriberto, Commander, Nogales Police Dept, 777 N 
Grand Ave, 85621, (520) 285-5827, Fax: (520) 287-3906, Email: ezuniga@
nogalesaz.gov  

Arkansas
Bryant—Payte, J, Lieutenant, Bryant Police Dept, 312 Roya Ln, 

72022, (501) 943-0401, Fax: (501) 943-0977, Email: jpayte@cityofbryant 
.com, Web: www.cityofbryant.com

North Little Rock—Kovach, William J, Captain, North Little  
Rock Police Dept, 200 W Pershing Blvd, 72114, (501) 771-7107, Email: 
jay.kovach@nlrpolice.org  

California
Aliso Viejo—*Stevens, Leslie, Vice President Legal, Lexipol, 6N 

Liberty Ste 200, 92656, (949) 732-5748, Email: lstevens@lexipol.com, 
Web: www.lexipol.com

Bakersfield—Williams, Kenneth, Lieutenant, CA State Univ 
Bakersfield Police Dept, 9001 Stockdale Hwy, 93311, (661) 654-3413, 
Email: kwilliams40@csub.edu 

Castro Valley—*Vierra, Cyril, Captain Ret, Oakland CA, 16880 
Columbia Dr, 94552, Email: cyvierra@bu.edu 

Commerce—Bunde, Eric J, Special Agent in Charge, CA Dept of 
Justice, 5700 S Eastern Ave, 90040, (323) 869-2552, Fax: (866) 558-4519, 
Email: eric.bunde@doj.ca.gov, Web: www.laclear.org

Escondido—Carter, Craig, Chief of Police, Escondido Police 
Dept, 1163 N Centre City Pkwy, 92026, (760) 839-4706, Fax: (760) 432-
0805, Email: ccarter@escondido.org, Web: www.police.escondido.org

Foster City—*Liao, Joyce, Associate Director Corporate Devel-
opment, Life Technologies Corp, 1149 Chess Dr, 94404, Email: joyce 
.liao@lifetech.com, Web: www.lifetech.com

—*Turner, Rodney W, VP Corporate Development, Life Technolo-
gies Corp, 1149 Chess Dr, 94404, (650) 638-5251, Fax: (650) 554-2507, 
Email: rodney.turner@lifetech.com, Web: www.lifetech.com

Fremont—*Burkhammer, Randy, Police Officer, Fremont Police 
Dept, 2000 Stevenson Blvd, 94539, Email: rburkhammer@coplogic.com 

Fresno—*Stevens, Brad, Detective, Fresno Police Dept, 2323 
Mariposa St, 93721, (559) 621-2350, Email: brads@fresno.gov 

Los Angeles—Bowdich, David L, Special Agent in Charge, FBI, 
11000 Wilshire Blvd, 90024, (310) 996-3518, Email: david.bowdich@
ic.fbi.gov 

Millbrae—Barberini, Ed, Bureau Chief, Millbrae Police Bureau 
SMSO, 581 Magnolia Ave, 94030, Email: ebarberini@smcgov.org 

Richmond—Nunez, Rafael E, Inspector in Charge (A) , U.S. 
Postal Inspection Service, 2501 Rydin Rd Fl 2S, 94850, (510) 558-4225, 
Fax: (510) 558-4271, Email: renunez@uspis.gov 

San Diego—*Ruiz, Lance, Senior Director of Security, Planned 
Parenthood of the Pacific Southwest, 1075 Camino del Rio S, 92108, 
(619) 881-4516, Email: lruiz@planned.org 

South San Francisco—*Hoang, Mike, Product Manager, Life 
Technologies Corp, 180 Oyster Point Blvd Ste 259, 94080, (650) 474-942, 
Email: mike.hoang@lifetech.com, Web: www.lifetech.com

Winterhaven—Brodnan, Bob, Chief of Police, Quechan Tribal 
Police Dept, 350 Quechan Dr, 92283, (760) 572-2933, Fax: (760) 572-0265, 
Email: qpdchief@quechantribe.com  

Colorado
Colorado Springs—*Price, Ronald, Emergency Physician, Tac 

Med MD, PO Box 64077, 80962, Email: price_rk@q.com
Commerce City—*Rentfrow, Robert, Police Officer, Commerce 

City Police Dept, 7887 E 60th Ave, 80022, Email: rrentfrow@c3gov.com 
Edgewater—Hough, John W, Chief of Police, Edgewater Police 

Dept, 5901 W 25th Ave, 80214, (720) 763-3000, Fax: (303) 232-3826, 
Email: jhough@edgewaterpd.com 

Fort Collins—*Hicks, Phil P, Director of Strategic Partnerships, 
Small Beginnings, 419 Canyon Ave Ste 222, 80524, (970) 581-2252, 
Email: phil@smallbeginnings.com 

Westminster—*Marx, John S, Executive Director, Law Enforce-
ment Survival Institute, PO Box 297, 80036, (303) 940-0411, Email: 
director@lawenforcementsurvivalinstitute.org, Web: www 
.lawenforcementsurvivalinstitute.org 

Connecticut
Milford—Mooney, Tracy, Deputy Chief of Police, Milford Police 

Dept, 430 Boston Post Rd, 06460, (203) 783-4801, Fax: (203) 783-4769, 
Email: tmooney@ci.milford.ct.us 

South Windsor—Edwards, Timothy M, Deputy Chief of Police, 
South Windsor Police Dept, 151 Sand Hill Rd, 06074, (860) 648-6254, 
Email: timothy.edwards@southwindsor.org  

District of Columbia
Washington—Harpster, Michael T, Section Chief, FBI, 935 Penn-

sylvania Ave NW, 20535, (202) 324-7186, Fax: (202) 324-6492, Email: 
michael.harpster@ic.fbi.gov 

—Hart, Gary, Deputy Chief of Police, Metropolitan Washington 
Airports Authority Police, 1 Aviation Cir, Reagan National Airport 
MA-310, 20001, (703) 417-8501, Fax: (703) 417-8509, Email: gary.hart@
mwaa.com

—Mendelson, James T, Lieutenant, Central Intelligence Agency 
Police, 1F0706 OHB, 20505, (703) 489-4237, Email: james.mendelson@
yahoo.com

—Myers, Deborah A, Captain Explosive Detection K9 Unit, 
Amtrak Police Dept, REA Bldg Ste 110, 900 Second St NE, 20002, (202) 
236-5318, Fax: (202) 906-3682, Email: myersde@amtrak.com

—*O’Brien, Patrick M, Principal, Booz Allen Hamilton, 901 15th St 
NW, 20005, (703) 377-8819, Email: obrien_patrick@bah.com

—*Parent, Steve, Senior Associate, Booz Allen Hamilton, 901 
15th St NW, 20005, (703) 336-7198, Email: parent_steven@bah.com

—Wallace, Megan E, Special Agent in Charge, U.S. Dept of 
Homeland Security OIG, 245 Murray Ln SW, 20528-0305, (202) 254-
0939, Email: megan.wallace@oig.dhs.gov 

—*White, Jeff, Senior Associate, Booz Allen Hamilton, 901 
15th St NW Ste 3013, 20005, (202) 346-9179, Fax: (202) 898-3310, Email: 
white_jeffrey@bah.com  

Florida
Clermont—Wayne, Dennis, Chief Special Deputy, Bradford 

Co Sheriff’s Office, 12441 Warren Rd, 34711, (315) 247-6129, Email: 
chiefdennis@mac.com, Web: www.usmarketingchief.com

Maitland—*DeYoung, Erin L, Legal Advisor, Maitland Police 
Dept, 1837 Fennell St, 32751, (407) 875-2840, Fax: (407) 539-2712, Email: 
edeyoung@maitlandpd.org

Riviera Beach—*Thomas, Cedrick A, Council Chair, Riviera 
Beach Police Dept, 600 W Blue Heron Blvd, 33404, Email: hjeanty@
rivierabch.com

Tallahassee—*Hartsfield, Gina, Senior Vice President,  
Institute for Intergovernmental Research, PO Box 12729, 32317, Email: 
ghartsfield@iir.com, Web: www.iir.com 

Georgia
Atlanta—*Brooks, Michael J, Detective Ret, Metropolitan Police 

Washington DC, 2049 Oakview Rd SE, 30317, (404) 735-0711, Email: 
tvdetective@yahoo.com 

—Comer, John, Associate Special Agent in Charge, DEA/Justice, 
75 Spring St SW Rm 800, 30303, (404) 893-7100, Email: john.s.comer@
usdoj.gov 

—Murphy, John, Assistant Special Agent in Charge, DEA/
Justice, 75 Spring St SW Ste 800, 30303, (404) 798-3883, Email:  
jmurphy679@aol.com 

—Spillane, Joseph P, Deputy Chief of Police, Atlanta Police Dept, 
226 Peachtree St SW, 30303, (404) 502-4492, Fax: (404) 494-1854, Email: 
zone2major@hotmail.com, Web: www.atlantapd.org

Byron—Cannon, Wesley, Chief of Police, Byron Police Dept, 401 
Main St, 31008, (478) 956-2880, Fax: (478) 956-2133, Email: wcannon@
byronga.com, Web: www.byronpd.org

Jonesboro—Cox, Clarence E, Chief of Police/Director of Safety 
& Security, Clayton Co Public School System, 1058 Fifth Ave, 30236, 
(770) 473-2723, Fax: (770) 473-2728, Email: clarence.cox@clayton.k12 
.ga.us, Web: www.clayton.k12.ga.us

Porterdale—Jacobs, Geoffery, Chief of Police, Porterdale 
Police Dept, PO Box 667, 30070, (770) 786-2226, Email: policechief@
cityofporterdale.com 

Suwanee—*Murphy, Randall L, Director of Research AIT, Meg-
gitt Training Systems, 296 Brogdon Rd, 30024, (678) 288-1279, Email: 
randall.murphy@meggitt.com, Web: www.meggitt.com

Toomsboro—Allen, Chance, Chief of Police, Toomsboro Police 
Dept, 162 N Main St, 31090, (478) 933-5757, Fax: (478) 933-5237, Email: 
chance_allen901@yahoo.com  

Illinois
Bloomington—Heffner, Brendan O, Chief of Police, Bloomington 

Police Dept, 305 S East St, 61701, (309) 434-2350, Fax: (309) 434-2557, 
Email: bheffner@cityblm.org, Web: www.cityblm.org/police

Carbondale—Newman, Benjamin, Director of Public Safety/
Chief of Police, Southern IL Univ-Carbondale Police, 705 S Wash-
ington, 62901, (618) 453-3771, Fax: (618) 453-4567, Email: bnewman@
siu.edu

Carpentersville—*Rehayem, John, Director of Business Devel-
opment, OTTO Engineering, 10 W Main St, 60110, (847) 809-7755, Email: 
jrehayem@hotmail.com 
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Prospect Heights—*Cohen, Eliot C, President/CEO, AIM Protec-
tive Gear Inc, 65 E Palatine Rd Ste 101, 60070, (773) 870-2281, Fax: (847) 
510-0529, Email: coheneliot@yahoo.com

Rockford—Pann, Douglas M, Assistant Deputy Chief of Police, 
Rockford Police Dept, 420 W State St, 61101, (815) 961-3214, Email: 
douglas.pann@rockfordil.gov  

Indiana
Crown Point—Land, Peter, Chief of Police, Crown Point Police 

Dept, 124 N East St, 46307, (219) 662-3247, Fax: (219) 662-3246, Email: 
pland@crownpoint.in.gov  

Iowa
Indianola—*O’Hara, Samantha, Assistant Professor, Simpson 

College, 701 N C St, 50125, (515) 961-1875, Email: samantha.ohara@
simpson.edu, Web: www.simpson.edu

Waukee—Mapes, Troy M, Lieutenant, Waukee Police Dept, 
1300 LA Grant Pkwy, 50263, (515) 987-1073, Fax: (515) 987-1073, Email: 
tmapes@waukee.org 

Kansas
Olathe—*McCoy, Carol A, Assistant IT Director, City of Olathe, 

PO Box 768, 66051, (913) 971-6658, Email: cmccoy@olatheks.org, Web: 
www.olatheks.org 

Kentucky
Walton—*Finan, David L, Law Enforcement Liaison, KACP/

KOHS, 161 Haley Ln, 41094, (859) 743-0771, Email: dfinanjr@yahoo.com  

Louisiana
Baton Rouge—Devall, Kevin, Commander Criminal Investigation 

Division, LA State Police, 7919 Independence Blvd, Box A-15, 70806, 
Email: kevin.devall2@la.gov 

New Orleans—*Elder, Jeffrey M, Director of EMS, City of New 
Orleans, 400 N Jefferson Davis Pkwy, 70119, (504) 258-7374, Email: 
jmelder@nola.gov  

Maine
Belfast—Trundy, Jason, Lieutenant, Waldo Co Sheriff’s Office, 6 

Public Safety Way, 04915, (207) 338-6793 ext. 105, Fax: (207) 338-6784, 
Email: jtrundy@waldocountyme.gov  

Maryland
Baltimore—Allen, Timothy C, Special Agent in Charge, Social 

Security Administration OIG, 6401 Security Blvd Rm 3-ME-3, 21235, 
(410) 965-2425, Email: myti3c@gmail.com 

Elkton—*Pacanowsky, David J, Associate, WL Gore & Associ-
ates Inc, 105 Vieve’s Way, 21921, (410) 506-5366, Email: dpacanow@
wlgore.com 

Towson—Spiroff, John, Commander Criminal Investigations Divi-
sion, Baltimore Co Police Dept, 700 E Joppa Rd, 21286, (410) 887-2150, 
Fax: (410) 887-6294, Email: jspiroff@baltimorecountymd.gov 

Westminster—Stryjewski, Robert J, Lieutenant, MD State Police, 
1100 Baltimore Blvd, 21157, (443) 375-0662, Email: robert.stryjewski@
maryland.gov  

Massachusetts
Boston—Ramsey, Kieran L, Assistant Special Agent in Charge, 

FBI, One Center Plaza Ste 600, 02108, (603) 714-9100, Email: kieran 
.ramsey@ic.fbi.gov 

Carver—Duphily, Marc R, Chief of Police, Carver Police Dept, 
112 B Main St, 02330, (508) 866-2000 ext. 110, Fax: (508) 866-4538, Email: 
mduphily@carverpolice.org, Web: www.carverpolice.org

Chelmsford—Spinney, James M, Deputy Chief of Police, Chelms-
ford Police Dept, 2 Olde North Rd, 01824, (978) 256-2521, Fax: (978) 
256-7094, Email: jspinney@townofchemlsford.us 

Holyoke—Bailey, William, Chief of Police, Holyoke Community 
College, 303 Homestead Ave, 01040, (413) 552-2420, Fax: (413) 552-2037, 
Email: ronbailey@snet.net 

Quincy—*Coen, Brian, Detective, Quincy Police Dept, 1 Sea St, 
02169, (857) 939-1012, Email: bcoen@quincyma.gov 

Wellesley—Cleary, Marie C, Lieutenant, Wellesley Police Dept, 
485 Washington St, 02482, (781) 235-1212, Fax: (781) 235-3830, Email: 
mcleary@wellesleyma.gov, Web: www.wellesleyma.gov

—Cunningham, Wayne A, Detective Lieutenant, Wellesley Police 
Dept, 485 Washington St, 02482, (781) 235-1212, Fax: (781) 235-3830, 
Email: wcunningham@wellesleyma.gov, Web: www.wellesleyma.gov

—Pilecki, Jack, Deputy Chief of Police, Wellesley Police Dept, 
485 Washington St, 02482, (781) 235-0062, Fax: (781) 235-1446, Email: 
jpilecki@wellesleyma.gov, Web: www.wellesleyma.gov

West Yarmouth—Bryant, Michael A, Lieutenant, Yarmouth Police 
Dept, 1 Brad Erickson Way, 02673, (508) 775-0445 ext. 2122, Fax: (508) 
775-0409, Email: mbryant@yarmouth.ma.us  

Michigan
Lansing—Caldwell, Michael, Captain, MI State Police, 333 S 

Grand Ave, 48933, Email: caldwellm@michigan.gov 
Melvindale—Hayse, Chad L, Chief of Police, Melvindale Police 

Dept, 3100 Oakwood Blvd, 48122, (313) 429-1070, Fax: (313) 382-6038, 
Email: chayse9510@yahoo.com, Web: www.melvindale.org

Tecumseh—Stern, Troy A, Chief of Police, Tecumseh Police 
Dept, 309 E Chicago Blvd, 49286, (517) 423-7494, Fax: (517) 423-1820, 
Email: tstern@tecumseh.mi.us  

Minnesota
Minneapolis—Rugel, Jeff, Lieutenant, Minneapolis Police Dept, 

350 Fifth St S Ste 130, 55415, Email: jamesjr2@nctc.gov 
St Paul—Soring, Ken, Enforcement Director/Colonel, MN Dept 

of Natural Resources, 500 Lafayette Rd Box 47, 55155-4047, (651) 259-
5042, Email: ken.soring@state.mn.us, Web: www.dnr.state.mn.us 

Missouri
Clayton—Belmar, Jon M, Lieutenant Colonel, St Louis Co Police 

Dept, 7900 Forsyth Blvd, 63105, (314) 615-2551, Email: jbelmar@
stlouisco.com 

Kansas City—*Murray, Virginia, General Counsel, Kansas City 
Police Dept, 1125 Locust St, 64106, (816) 234-5057, Fax: (816) 234-5333, 
Email: virginia.murray@kcpd.org, Web: www.kcpd.org 

Nevada
Carson City—Tushbant, Jerome, Chief, NV Dept of Public Safety 

Capitol Police, 101 N Carson St, 89701, (775) 530-8231, Fax: (775) 684-
4541, Email: jtushbant@dps.state.nv.us 

Elko—Robb, Larry J, Chief of Police, Western Shoshone  
Dept of Public Safety, 1509 Shoshone Cir, 89801, (775) 738-2650,  
Fax: (775) 738-2756, Email: elkoduischool@yahoo.com, Web: www 
.westernshoshonedepartmentofpublicsafety.org

Las Vegas—*Crupi, Steve, Public Information Video Supervisor, Las 
Vegas Metropolitan Police Dept, 400 S Martin Luther King Blvd, 89106, 
(702) 828-3021, Email: s14589c@lvmpd.com, Web: www.lvmpd.com

—*Meltzer, Laura, Police Officer, Las Vegas Metropolitan Police 
Dept, 400 S Martin Luther King Blvd, 89106, (702) 828-4082, Email: 
l6428m@lvmpd.com, Web: www.lvmpd.com 

New Hampshire
Exeter—*Jankiewicz, Thomas J, Director, SIG Sauer, 18 Indus-

trial Dr, 03833, (603) 686-5689, Email: tom.jankiewicz@sigsauer.com, 
Web: www.sigsauer.com

Lyndeborough—Deware, Rainsford G, Chief of Police, Lyndebor-
ough Police Dept, 9 Citizens Hall Rd, 03082, (603) 654-5469 ext. 243, Fax: 
(603) 654-5483, Email: rdeware@lyndeboroughnh.us 

Nashua—*Kropper, Steve, Vice President, Parallel Wireless, 
One Tara Blvd, 03062, (617) 306-9312, Fax: (617) 812-8285, Email:  
skropper@parallelwireless.com, Web: www.parallelwireless.com

North Sutton—Korbet, Jonathan, Chief of Police, Sutton Police 
Dept, 1 North Rd, PO Box 17, 03260, (603) 927-4422, Fax: (603) 927-4851, 
Email: jkorbet@gmail.com  

New Jersey
Atlantic City—Nolan, Joseph, Deputy Chief of Police, Atlantic 

City Police Dept, 2715 Atlantic Ave, 08401, (609) 347-6392, Fax: (609) 
347-6989, Email: jnolan@acpolice.org 

 —White, Henry, Deputy Chief of Police, Atlantic City Police Dept, 
2715 Atlantic Ave, 08401, (609) 343-3772, Fax: (609) 340-8617, Email: 
hwhite@acpolice.org

Camden—Nicholas, Mark S, Chief of Detectives, Camden  
Co Prosecutor’s Office, 25 N Fifth St, 08102, (856) 225-8600, Fax: (856) 
963-0080, Email: mnicholas@ccprosecutor.org, Web: www 
.camdencountypros.org

Flemington—*Mazzarino, Kimberly, Director of Customer  
Relations, Real-Time Technology Group, 23 Royal Rd Ste 204, 08822, 
(908) 782-6010 ext. 113, Email: kmazzarino@realtimetg.com, Web:  
www.realtimetg.com

Plainfield—Campbell, Eugene, Director of School Safety & 
Security, Plainfield Public Schools, 950 Park Ave, 07060, (908) 731-4402, 
Email: ecampbell@plainfield.k12.nj.us, Web: www.plainfieldk12.org

Sea Isle City—Garreffi, Anthony J, Lieutenant, Sea Isle City 
Police Dept, 4501 Park Rd, 08243, (609) 263-4311, Fax: (609) 263-8507, 
Email: agarreffi@police.seaislecitynj.us, Web: www.sea-isle-city.nj.us

 —McQuillen, Thomas, Lieutenant, Sea Isle City Police Dept, 
4501 Park Rd, 08243, (609) 263-4111 ext. 2310, Fax: (609) 263-8507, Email: 
tmcquillen@police.seaislecitynj.us, Web: www.sea-isle-city.nj.us

 —Milano, Rosemary, Captain, Sea Isle City Police Dept, 4501 
Park Rd, 08243, (609) 263-4311, Fax: (609) 263-8507, Email: rmilano@
police.seaislecitynj.us, Web: www.sea-isle-city.nj.us

South Plainfield—*Facciola, Joseph J, Director of Business 
Development, 4-D Security Solutions, 111A Corporate Blvd, 07080, 
Email: joseph_facciola@4-dsecurity.com, Web: www.4-dsecurity.com

West Berlin—Check, Leonard, Chief of Police, Berlin Twp Police 
Dept, 135 S Route 73, 08091, (856) 767-5878, Fax: (856) 767-6657, Email: 
lcheck@berlintwppd.com

Whitehouse Station—*Corsentino, Vincent J, Sergeant First 
Class, Readington Twp Police Dept, 507 Route 523, 08889, (908) 534-
4031, Fax: (908) 534-1266, Email: vcorsentino@readingtopolice.org  

New Mexico
Laguna—Ray, Michelle F, Chief of Police, Laguna Police Dept, 

PO Box 194, 1 Industrial Parkway Loop, 87026, (505) 552-6685 ext. 5895, 
Fax: (505) 552-0904, Email: mray@lagunapueblo-nsn.gov 

Santa Clara—Sandoval, Lonnie, Chief of Police, Village of Santa 
Clara Police Dept, 105 N Bayard St PO Box 316, 88026, (575) 537-5404, 
Email: sandoval@villageofsantaclara.com  

New York
Binghamton—Bracco, Christopher, Captain, Binghamton Police 

Dept, 38 Hawley St, 13901, (607) 343-7724, Fax: (607) 772-7074, Email: 
cabracco@cityofbinghamton.com 

Glen Cove—*Ortiz, Christopher, Lieutenant, Glen Cove Police 
Dept, 1 Bridge St, 11542, (516) 676-1000, Fax: (516) 676-1043, Email: 
cortiz@cityofglencoveny.org 

New York—Fisher, Christopher, Director, New York City Police 
Dept, One Police Plaza Rm 1202, 10038, (646) 610-5076, Email: chris 
.fisher@nypd.org 

North Castle—Harisch, Geoffrey S, Chief of Police, North Castle 
Police Dept, 15 Bedford Rd, 10504, (914) 273-9500, Fax: (914) 273-7027, 
Email: gharisch@northcastleny.com, Web: www.northcastleny.com

Smithtown—McPadden, Kevin, Deputy Chief, Smithtown Dept of 
Public Safety, 65 Maple Ave, 11787, (631) 360-7553, Fax: (631) 360-7677, 
Email: kmcpadden@smithtowndps.org 

Yonkers—McCormack, Patrick, Detective Lieutenant, Yonkers 
Police Dept, 104 S Broadway, Cacace Bldg, 10701, (914) 377-6923, 
Email: patrick.mccormack@ypd.yonkersny.gov  

North Carolina
Bessemer City—Ellis, Thomas E, Chief of Police, Bessemer City 

Police Dept, 132 West Virginia Ave, 28016, (704) 629-2235 ext. 353, Fax: 
(704) 629-0260, Email: tellis@bessemercity.com 

Greenville—*Bonner, Heidi, Assistant Professor, East Carolina 
Univ, Dept of Criminal Justice, Rivers 240, 27858, (252) 328-4382, Email: 
bonnerhe@ecu.edu  

Ohio
Cincinnati—Corbett, Thomas, Major, Hamilton Co Sheriff’s Office, 

11021 Hamilton Ave, 45231, (513) 825-1500, Fax: (513) 595-8525, Email: 
tcorbett@sheriff.hamilton-co.org, Web: www.hcso.org

Concord—Llewellyn, Daniel W, Chief Ranger, Lake Metroparks, 
11189 Spear Rd, 44077, (440) 358-7286, Fax: (440) 358-7280, Email: 
dllewellyn@lakemetroparks.com, Web: www.lakemetroparks.com 

Oregon
Medford—*Mak, Brent, Sergeant, Medford Police Dept, 411 W 

Eighth St, 97501, (541) 774-2204, Fax: (541) 618-1833, Email: brent.mak@
cityofmedford.org 

—*Reimer, Joshua P, Detective Sergeant, Medford Police Dept, 
411 N Eighth St, 97501, (541) 774-2284, Fax: (541) 618-1733, Email: 
jpreimer@cityofmedford.org 

Springfield—*Sether, Evan P, Trooper, OR State Police, 3620 
Gateway St, 97477, (541) 726-2536, Fax: (541) 726-2560, Email: evan 
.sether@state.or.us

Warm Springs—Suenaga, Stan, Public Safety General Manager, 
Conf Tribes of Warm Springs Indian Reservation, PO Box C, 97761, 
(541) 553-2283, Fax: (541) 553-2322, Email: stan.suenaga@wstribes.org  

Pennsylvania
Ardmore—McGrath, Michael J, Superintendent of Police, Lower 

Merion Twp Police Dept, 71 E Lancaster Ave, 19003, (610) 645-6270, 
Fax: (610) 642-4210, Email: mmcgrath@lowermerion.org, Web: www 
.lowermerion.org

Fleetwood—Stinsky, Steven J, Chief of Police, Fleetwood Police 
Dept, 110 W Arch St, 19522, (610) 944-7011 ext. 301, Fax: (610) 944-7027, 
Email: chief@fleetwoodboro.com, Web: www.fleetwoodboro.com

Harrisburg—*Rosenberg, Linda, Executive Director, PA 
Commission on Crime & Delinquency, 3101 N Front St, 17110, Email: 
lrosenberg@pa.gov 

Lincoln University—Boukouris, Timothy L, Lieutenant, SEPTA 
Transit Police, 101 Cobblers Ln, 19352, (610) 220-0665, Fax: (610) 619-
0082, Email: tboukouris@yahoo.com 

Media—Sweigart, Lewis W, Chief of Safety & Police Services, 
Penn State Brandywine, 25 Yearsley Mill, 19063, (610) 892-1494, Fax: 
(610) 892-1498, Email: lws10@psu.edu 

Philadelphia—Boyle, Anthony F, Chief Inspector, Philadelphia 
Police Dept, 8501 State Rd, 19136, (267) 438-7144, Fax: (215) 685-8780, 
Email: anthony.boyle@phila.gov 

 —Leone, Charles, Acting Executive Director, Temple Univ Police 
Dept, 1101 W Montgomery Ave, Bell Bldg 1st Fl, 19122, (215) 204-7900, 
Fax: (215) 204-3830, Email: charles.leone@temple.edu 
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 —*McDonald, Matthew, National Coordinator, Regional Infor-
mation Sharing Systems, 718 Strahle St, 19111, (215) 208-2702, Email: 
mmcdonald@riss.net, Web: www.riss.net

Phoenixville—*Braun, Christopher J, Technology Coordinator, 
PA Chiefs of Police Assn, 4 Nichols Cir, 19460, (717) 236-1059, Fax: (717) 
236-0226, Email: cjbraun@pachiefs.org 

Pittsburgh—Downey, Robert F, Chief of Police, Green Tree  
Borough Police Dept, 10 W Manilla Ave, 15220, (412) 921-8624, Fax: 
(412) 921-2395, Email: rdowney@greentreeboro.com, Web: www 
.greentreeboro.com

Troy—Burlingame, Jarvis C, Chief of Police, Troy Police  
Dept, 49 Elmira St, 16947, (570) 250-0337, Fax: (570) 297-0557, Email: 
chiefburlingame@yahoo.com  

Puerto Rico
San Juan—*Agosto, Hector E, Regional Director, Puerto Rico 

Police Dept, PO Box 70166, 00936, (787) 224-8602, Fax: (787) 781-0080, 
Email: hagosto@policia.pr.gov

—*Torruella, Guillermo J, Chief of Staff, Puerto Rico Police 
Dept, PO Box 70166, 00936, (787) 604-6020, Fax: (787) 781-0080, Email: 
gjtorruella@policia.pr.gov 

—Vazquez, Leovigildo, Regional Director, Puerto Rico Police 
Dept, PO Box 70166, 00936, (787) 690-1244, Fax: (787) 781-0080, Email: 
lvazquez@policia.pr.gov  

South Dakota
Yankton—Burgeson, Michael D, Patrol Lieutenant, Yantkon 

Police Dept, 410 Walnut Ste 102, 57078, (605) 668-5210 ext. 5218, Fax: 
(605) 668-5203, Email: mburgeson@cityofyankton.org, Web: www 
.cityofyankton.org 

Tennessee
Murfreesboro—Heaton, Brian T, Lieutenant, U.S. Dept of 

Veterans Affairs, 3400 Lebanon Rd, 37129, (615) 225-4852, Fax: (615) 
225-6601, Email: brianheaton@hotmail.com  

Texas
Austin—*Haggerty, Catherine, Reserve Deputy, Travis  

Co Constable Precinct 1, 4717 Heflin Ln Ste 127, 78721, Email:  
cmhaggerty.1664@gmail.com 

—Robledo, Jessica, Assistant Chief of Police, Austin Police 
Dept, 715 E Eighth St, 78701, (512) 974-5030, Fax: (512) 974-6611, Email: 
jessica.robledo@austintexas.gov, Web: www.austintexas.gov/police

Dallas—*Derr, David, Police Psychologist, Dallas Police  
Dept, 8500 N Stemmons Fwy Ste 5040, 75247, (214) 670-6564, Email: 
david.derr@dpd.ci.dallas.tx.us 

—*Holden, Richard N, Interim Director for Training & Education, 
Caruth Police Institute Dallas Police Dept, 1400 S Lamar St 1st Fl, 
75215, (214) 671-3733, Fax: (972) 338-1911, Email: richard.holden@unt 
.edu, Web: www.cpidallas.org

Eddy—McLean, Willie F, Chief of Police, Bruceville Eddy Police 
Dept, 143A Wilcox St, 76524, (254) 859-5072, Fax: (254) 859-5258, Email: 
chief.mclean@yahoo.com 

Emory—Plemmons, John, Chief of Police, Rains ISD Police Dept, 
PO Box 247, 75440, (903) 473-2222 ext. 4163, Fax: (903) 473-5162, Email: 
plemmonsj@rains.k12.tx.us, Web: www.rains.k12.tx.us

Fort Hood—Minor, Eric, 1st Cavalry Division Provost Marshal 
Operations Officer, U.S. Army, 761st Tank Battalion Ave, 76544, (910) 
551-9493, Email: eric.s.minor.mil@mail.mil 

Mansfield—Aaron, Tracy, Chief, Mansfield Marshals Office,  
1601 Heritage Pkwy, 76063, (817) 804-5782, Fax: (817) 473-8954, Email: 
tracy.aaron@mansfield-tx.gov 

San Antonio—*McKown, Tom, President/CEO, Forum Industries 
Inc, PO Box 200404, 78219, Email: tom.mckown@me.com

Southlake—*Selby, Nick, CEO, Streetcred Software Inc, 420 N 
Carroll Ave Ste 140, 76092, (817) 203-4074, Email: nick.selby@street 
credsoftware.com, Web: www.streetcredsoftware.com

Wichita Falls—Gilmore, Guy, Deputy Chief of Police,  
Wichita Falls Police Dept, 610 Holliday, 76301, (940) 761-7705, Email: 
guy.gilmore@wfpd.net, Web: www.wichitafallstx.gov 

Utah
Park City—Martinez, Justin, Captain, Summit Co Sheriff’s Office, 

6300 Justice Center Rd, 84098, (435) 615-3566, Email: jmartinez@
summitcounty.org  

Vermont
South Burlington—Demore, Shawn, Lieutenant, South Burling-

ton Police Dept, 19 Gregory Dr, 05403, Email: sdemore@sbpdvt.org 
Waterbury—Barbic, Dee, Professional Standards Commander, 

VT State Police, 103 S Main St, 05671, (802) 241-5618, Email: dee 
.barbic@state.vt.us  

Virginia
Alexandria—*Chesley, Wayne, Vice President & General Man-

ager, Transvoyant, 5845 Richmond Hwy Ste 600, 22303, (703) 778-3500, 
Email: wayne.chesley@transvoyant.com, Web: www.transvoyant.com

Chantilly—*Christensen, John D, Senior Vice President, Global 
Technical Systems, 4501 Singer Ct Ste 220, 20151, (703) 300-4283, 
Email: john.christensen@gtshq.com 

Fredericksburg—*Burt, Michael, Business Development, 
Applied Identity Solutions, 35 Blackberry Ln, 22406, Email: burtm05@
gmail.com 

Herndon—*Braden Snow, Kristi, Principal, Booz Allen Hamilton, 
13200 Woodland Park Rd, 20171, (703) 902-6723, Fax: (703) 984-2450, 
Email: snow_kb@bah.com 

—*Randolph, Christopher, Maritime Officer Ret, U.S.  
Coast Guard, 11611 Cedar Chase Rd, 20170, (703) 887-8724, Email: 
chrisrandolph22@gmail.com 

Leesburg—Tate, Beverly, Major, Loudoun Co Sheriff’s Office, 803 
Sycolin Rd SE Mailstop 35, 20175, Email: bev.tate@loudoun.gov 

Manassas Park—*Ortega, Ivan A, Police Officer, Manassas 
Park Police Dept, 329 Manassas Dr, 20111, (703) 361-1136, Fax: (703) 
330-1694, Email: i.ortega@manassasparkva.gov 

McLean—*Riegle, Robert, Senior Vice President, Academi, 1600 
Tysons Blvd Ste 1140, 22102, (252) 435-2488, Fax: (252) 435-6388, Email: 
rriegle@academi.com, Web: www.academi.com

Reston—*Smith, Phillip J, Executive Vice President, Trustwave, 
1800 Alexander Bell Dr Ste 500, 20191, (410) 279-3433, Email: psmith@
trustwave.com, Web: www.trustwave.com

Sterling—*Gopal, Ranganathan, Principal Technical Architect, 
SAS Institute Inc, 22636 Davis Dr Ste 130, 20164, (904) 610-1881, Email: 
ranga.gopal@sas.com 

Warrenton—*Tilley, Dewey A, Sergeant/Training Coordinator, 
Warrenton Police Dept, 333 Carriage House Ln, 20186, (540) 270-8448, 
Fax: (540) 341-4190, Email: dtilley@warrentonva.gov, Web: www 
.warrentonva.gov

Woodbridge—Harman, Dawn, Captain, Prince William Co Police 
Dept, 1 County Complex Ct, 22192, (703) 792-6463, Fax: (703) 791-6710, 
Email: dharman@pwcgov.org, Web: www.pwcgov.org/police 

Washington
Puyallup—McDonald, David D, Deputy Chief of Police, Puyallup 

Police Dept, 311 W Pioneer, 98371, (253) 770-3355, Fax: (253) 770-3362, 
Email: davem@ci.puyallup.wa.us, Web: www.puyalluppolice.org

Redmond—*Galante, Tim, Director of Justice & Public Safety 
Solutions, Microsoft, One Microsoft Way, 98052, Email: tigalant@
microsoft.com  

Wisconsin
Freedom—Nechodom, Chris M, Interim Chief of Police, Freedom 

Police Dept, W2004 County Rd S, PO Box 1007, 54131, (920) 788-0902, 
Fax: (920) 788-7550, Email: cnechodom@townoffreedom.org, Web: 
www.townoffreedom.org

Neenah—Wilkinson, Kevin E, Chief of Police, Neenah Police 
Dept, 2111 Marathon Ave, 54956, (920) 886-6011, Fax: (920) 886-6054, 
Email: kwilkinson@ci.neenah.wi.us, Web: www.ci.neenah.wi.us

Spring Valley—Dubois, John R, Chief of Police/Emergency 
Management Director, Spring Valley Police Dept, E121 S Second St, 
PO Box 276, 54767, (715) 778-5678, Fax: (715) 778-5850, Email: chief@
svpolice.org, Web: www.springvalleywi.com

The IACP notes the passing of  
the following association 
members with deepest regret 
and extends its sympathy to the 
families and coworkers left to 
carry on without them.

Howard A. Cornell, Chief of Police (ret.), 
Broomfield, Colorado (life member) 

Steven Fleming, Chief of Police, 
Gainesville, Texas

Francis B. Looney, Past President, 
International Association of Chiefs of 
Police (1973–1974), Commissioner (ret.), 
Nassau County, New York; Farmingdale, 
New York (life member) 

Douglas A. Sprague, Chief of Police (ret.), 
Sayreville, New Jersey; South Amboy, New 
Jersey (life member) 

Paul Wagner, Chief of Police (ret.), U.S. 
Department of Defense, Roy, Utah
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update 

Lighting system 
Code 3, Inc., offers the Coordinated 
Emergency Lighting System (CELS), 
complete vehicle lighting packages for the 
Ford PI Utility and Chevy Tahoe. CELS 
comes in five lighting packages. The CELS 
control box works with any switching 
system and takes the programmability 
of a lightbar and applies it to all of the 
accessory emergency vehicle lighting 
equipment. The exterior rear window 
light, the Citadel, now has NarrowStik 
functionality with multicolor lightheads 
that allow for traffic directing capabilities. 
Synchronization of all of the lightheads 
is now possible with the CELS system. 
Four of the five CELS packages include 
a SuperVisor U for the front windshield, 
a Citadel for the rear windshield, 
two MultiColor Par36 fog lights, two 
MultiColor XT4 side mirror lights, and 
a CELS control box. The CELS control 
box has multiple pre-programmed flash 
patterns. The compact control box is 
engineered to mount virtually anywhere in 
the vehicle and weighs only one pound. 
For more information, visit http://
code3pse.com.

Secure evidence  
management solution  
Kustom Signals, Inc., offers Eyewitness 
Data Vault, an intuitive secure evidence 
management solution. The Eyewitness 
Data Vault can be used in a variety of 
situations, from a single workstation with 
several users to a large-scale enterprise-
class solution with thousands of users and 
multiple ingestion sites. It is designed to 
automatically and securely manage digital 
evidence locally or across a network. It 
supports simple and advanced searches, 
multi-camera synchronous playback, 
and easy file duplication and provides 
database access to authorized users over 
a network. It manages evidence from 
all Kustom digital in-car, motorcycle, 
and body-worn videos, in addition to 
non-proprietary sources for effective 
and convenient case management. It is 
compatible with Active Directory and 
LDAP, easily integrated with established 
login credentials, and local network and 
cloud storage ready. 
For more information, visit http://
kustomsignals.com/products/product/
eyewitness_data_vault. 

Exhibitor 
The Police Chief keeps you on the cutting edge of law enforcement technology with monthly product announcements. For free, in-depth information,  
visit us online at http://www.policechiefmagazine.org. Items about new or improved products are based on news releases supplied by manufacturers  
and distributors; IACP endorsement is in no way implied.

Award-winning proactive  
policing and operations 
management solution  
The Public Technology Institute (PTI) 
awarded the City of Ann Arbor the 
Technology Achievement Award in the 
category Public Safety Technology and 
Emergency Management. The city has 
successfully set out to fully incorporate 
the CrimeView Dashboard solution into 
police operations that have integrated “best 
crime analysis practices” in an effort to 
both analyze crime trends and strategically 
deploy critical police resources. CrimeView 
Dashboard is a proactive policing and 
operations management solution that 
combines multiple data sources into 
customized views that can be configured to 
monitor criminal activity related to specific 
locations or crime trends in near-real time. 
The dashboard’s flexible organizational 
framework (briefing books, pages, widgets) 
provides for custom configuration. This 
powerful fusion of data and analysis 
enables new precision crime workflows to 
optimize daily policing strategies. 
For more information, visit http:// 
www.theomegagroup.com.

Mobile forensic solution 
AccessData Group, Inc. the leading provider 
of digital forensics, cyber security, and 
e-discovery software, announced the Mobile 
Phone Examiner Plus (MPE+) v.5.4 software 
release. With this release, AccessData’s 
market-leading mobile forensics solution 
adds iOS 7 devices to its extensive list of 
supported devices. In addition, this MPE+ 
release introduces several new advances 
in iOS device handling. Mobile forensics 
examiners can now unlock devices using 
keys that can be found in any computer 
where the device was previously synced, 
and examiners can enter known passwords 
directly into the MPE+ interface to decrypt 
data on the fly. Furthermore, if an iTunes 
password is not known, MPE+ can still 
obtain and extract application data from all 
caches related to each App Store application 
installed on the device, MMS, SMS, 
Contacts, and more. 
For more information, visit http:// 
www.accessdata.com.
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Crash scene mapping package 
Laser Technology, Inc. (LTI), has just 
released new components to their 
mapping package that includes an LTI 
TruPulse 200X laser, BAP data collector, 
and TruAngle device. The TruPulse 200X 
is a compact, waterproof laser capable of 
accuracy within a centimeter that features 
an illuminated in-scope data display. The 
rugged, competitively priced BAP unit 
runs LTI’s QuickMap 3D software.  Both of 
these new additions integrate with the LTI 
TruAngle, a horizontal angle device that 
allows investigators to measure most of 
the crash scene from a single control point. 
LTI’s products allow departments of all 
sizes to afford an effective mapping system 
for their crash scene investigations.  
For more information, visit http:// 
www.lasertech.com.

Software developer's kit 
PlateSmart Technologies offers a unique 
Software Developer's Kit (SDK) that is 
engineered to allow seamless integration 
between PlateSmart’s software-only License 
Plate Recognition (LPR) Technology and 
any existing video security system. The 
new SDK will handle the extraction and 
storage of LPR data from video footage and 
does not require proprietary hardware/
software packages to function. It provides 
an LPR portal for any video security system 
from the smallest surveillance network to 
the largest and most sophisticated video 
management system (VMS) on the market. 
It can work seamlessly with third-party 
systems and open-standard, off-the-shelf 
security cameras. 
For more information, visit http://  
www.platesmart.com.

Motorcycles 
Zero Motorcycles is releasing three new 
fleet motorcycles for the 2014 model 
year— the Zero SP, Zero DSP, and a 
military spec motorcycle. With the ability 
to ride both on and off the road, Zero’s fleet 
program offers unique advantages over 
internal combustion-driven machines. The 
100 percent electric powertrain is nearly 
silent, exhaust free, produces minimal heat, 
has instant torque from zero rpm, and is 
highly maneuverable. With a “fuel” cost of 
a penny per mile and a maintenance-free 
powertrain, a Zero offers the ability for 
governments, agencies, and organizations 
to save money while also gaining a tactical 
advantage. The company also announced a 
new “R” configuration of their award-
winning Zero S model that offers riders 56 
percent higher torque and 24 percent more 
power. Available in a new deep red color, 
the Zero SR offers riders 106 foot-pounds 
of torque through a wide power band and 
does 0–60 mph in 3.3 seconds using Zero’s 
highly efficient direct drive system. The 
Zero SR, as well as the entire new lineup, 
includes improved suspension, well-
integrated new design elements, and a 
sleek new dash. 
For more information, visit http:// 
www.zeromotorcycles.com.

Traffic management solution app 
All Traffic Solutions announces its 
DriveTimes app that extends the capability 
of its cloud-based traffic management 
solution. DriveTimes allows display 
of travel times for custom routes to be 
updated constantly on any All Traffic 
Solutions variable message signs, 
anywhere, without the need for any fixed 
speed-sensing infrastructure. This feature 
allows law enforcement and emergency 
management to deploy very sophisticated 
communication tools at a fraction of 
the cost and complexity of previous 
alternatives, making it viable for fixed, 
mobile, or spontaneous use. 
For more information, visit http:// 
www.alltrafficsolutions.com. v
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Note: Police Chief magazine, from time-to-time, offers 
feature-length articles on products and services that are  
useful to law enforcement administrators. This article features 
clothing and accessories for officers.

Serving as a police officer is hard work on many levels. No one 
needs to be reminded of the risks officers face, be it during a rou-

tine arrest or a major shooting event like those increasing in frequency 
across the United States and making headlines around the world.

However, the average officer is challenged by more than just crimi-
nals and situations that crop up on his or her watch. The basic functions 
of the job itself, and the hardware it demands, can exact its own toll. 
Police spend hour after hour on their feet, in the elements, and on the 
run—and it all happens with a duty belt weighing 15 pounds or more.

Clothing and accessories operate at the nexus of these challenges, 
between a need to maximize officer safety and a desire to make the 
job more comfortable and efficient.

Perhaps the clearest example of this overlap is body armor. 
Though a critically important element of officer protection, the aver-
age piece of body armor can also make for a cumbersome accessory.

“It’s the single most uncomfortable item officers have to wear,” 
said Stephen Blauer, owner and head of research and development 
at Blauer Manufacturing, a Boston-based producer of tactical prod-
ucts including body armor and clothing for law enforcement and 
public safety professionals. 

The marked increase in public gun violence in recent years has 
led the federal government to strengthen requirements for agencies 
seeking federal dollars to help pay for body armor purchases. Spe-
cifically, jurisdictions applying for matching funds through the Jus-
tice Assistance Grant Program or the Bulletproof Vest Partnership, 
respectively administered by the Department of Justice’s Bureau of 
Justice Assistance and Office of Justice Programs must now certify 
that they have a “mandatory wear” policy in place that requires 
officers to wear body armor if their agencies intend to use federal 
matching funds to purchase body armor. 

That is not only potentially cumbersome, but can present a stra-
tegic disadvantage.

“If there’s a gun battle, you hope the perp shoots for the torso, 
because that’s the area the body armor protects,” Blauer said. “But 
if the perp can see that the officer is wearing armor, they are more 
likely to shoot for the head or groin.”

With these factors in mind, Blauer developed ArmorSkin, which 
both conceals body armor from view and improves officer com-
fort. “It allows officers to wear armor on the outside of their shirts,” 
Blauer explained. “ArmorSkin covers the hidden body armor with 
an external layer of shirting fabric that looks like a regular shirt. It 
helps maintain your tactical advantage, and if it’s 100 degrees out-
side, you can just pop it off.”

New threats undoubtedly call for new responses. A new brand of 
armor, called the PatrolBat, provides a ballistic shield small enough 
to carry in a patrol car and large enough to protect any officer who 
may need to respond to an armed individual, including, in extreme 
cases, an active shooter.  

“It gives the officer a dominating presence in a gun battle,” said 
Rick Armellino, CEO of Baker Ballistics, the Pennsylvania manufac-
turer that makes the PatrolBat, along with similar products. “There 
is no area left vulnerable; it protects the groin and all major arteries 
simultaneously. Traditional shields are defensive; our shield is offen-
sive. It’s the only shield that works with a patrol rifle.”

Baker Ballistics created the PatrolBat, in part, as a response to 
a new shift in law enforcement tactics brought on by the national 
increase in shootings. “Officers are expected to get into a situation 
quicker now, whether it’s a school, a mall, or a workplace,” Armel-
lino said. “The old model of establishing a team and establishing a 
perimeter doesn’t work, because the shooter is shooting more peo-
ple. The officer has to go in at the sound of gunfire, and that means 
putting yourself in a more dangerous situation.”

Armellino said that in the wake of shootings like the 2012 mas-
sacre at Sandy Hook Elementary School in Connecticut, Baker has 
experienced a “dramatic” increase in PatrolBat orders, particularly 
from law enforcement agencies whose officers would face extended 
wait times for backup to arrive in an active shooter or similar situa-
tion. Armellino said the Vancouver, British Columbia, police depart-
ment recently ordered PatrolBats for each of its 85 patrol vehicles.

 Other leading body armor and protective gear manufacturers 
include the DuPont company (the original inventor of Kevlar), the 
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Vermont-based Damascus Protective Gear, and American Safety 
Vest in Rhode Island.

Making an accessory or item of clothing more user-friendly means 
more in law enforcement than merely increasing comfort or conve-
nience. Better design or construction on standard-issue items can help 
reduce injuries and increase an officer’s ability to get the job done.

One such example is a watch. Watches can seem like an after-
thought, but that’s exactly the point. A well-made watch means 
never having to worry about what’s on your wrist. 

“Police officers don’t want to have to press any buttons or worry 
about any watch batteries,” said Hugo Reiner, president of Armour-
Lite Watches, a Florida-based company that makes heavy-duty 
watches for law enforcement and other uses. “Officers don’t have 
time to take a watch to the shop, and with everything else they have 
to wear, they don’t need anything else that’s blocky.”

ArmourLite’s Isobrite line provides one example. The watch 
face is illuminated using tritium, a special chemical that provides 
clear and continuous lighting for up to 20 years without the need 
for batteries. The watch also benefits from durable, yet unobtru-
sive, construction.

“It’s designed to be as strong as possible while still being light on 
an officer’s wrist,” Reiner said. “And there’s a special anti-reflective 
film in the glass, so that during an operation it doesn’t reflect.”

Footwear may be another item that doesn’t naturally elicit a great 
deal of focus—until, that is, it causes a problem. At Blauer Manufac-

turing, boots contain a new lacing system that works on a reel, which 
allows officers to secure a better fit while getting in and out of their 
boots more quickly.

When developing the boot, Blauer researchers looked to the 
sports world for inspiration. A tough heel in the vein of those used 
by NASCAR drivers increases durability, while a tennis shoe sole 
provides ideal support for officers because tennis player movements 
(lateral, forward and back quickly) closely mimic those of an officer.  
“A majority of injuries are from the knee down, because of pursuing 
and wrestling with that huge load on your waist,” Blauer said.

A better glove can also make an officer’s daily life much easier. 
Lynette Warneke Gray, a former policeman’s wife and president of 
the Oregon-based Glo Concepts, said her company’s GloGlovs are 
“the most visible on the market.” The red, reflective “stop sign” 
sewn into the glove’s palm makes the glove multifunctional and 
eliminates the need for additional equipment when directing traffic. 

“If an officer is re-routing traffic with a wand, his arm is killing 
him after 45 minutes,” Warneke Gray said. “This glove can help with 
that. It’s visible from up to a quarter of a mile away, day or night.”

Other clothing manufacturers offering special products for law 
enforcement include Somes Uniforms based in New Jersey, the 
Ohio-based Rocky Brands Inc., the Pro Wear Gear firm in Canada, 
and Red the Uniform Tailor in New Jersey. v

5.11 Tactical
Advanced Materials Laboratories Inc.
Aimpoint Inc.
Aker Intl. Inc.
All State Police Equipment Co.
American Safety Vest
Arktis North America LLC
ArmourLite Tritium Watches
Awards & More
Barb’s Harley Davidson
Bates Footwear
Belleville Boot Company
Beretta USA Corp.
Blackinton VH & Co. Inc.
Blauer Mfg. Co. Inc.
Body Specs Safety Eyewear & Goggles
Collinson Enterprises
Damascus Protective Gear
DeSantis Holster & Leather Goods
DuPont Teflon Fabric Protector
DutySmith
Edge Tactical Eyewear
Eiseman-Ludmar Co. Inc.
Emblem Authority, The
ESS Eye Pro
Fechheimer/Flying Cross

Galco Gunleather
Gerber Outerwear
GloGlov-Glo Concepts LLC
Haix North America Inc.
Harwood Uniforms
Heckler & Koch
Heritage
Horace Small
illuminationGear
INTAPOL Industries Inc.
Lighthouse Uniform Co.
Magnum USA
Mako (The Mako Group)
Markl Supply Co. Inc.
Mil-Comm Products Co. Inc.
NAUMD (N American Assn of Uniform Mfrs. & Dist.)
Passaic Leather
PINS Inc.
PoliceBikeStore.com
PoliceEquipmentDealer.com
ProWearGear.com Inc.
Red the Uniform Tailor
Reebok Tactical Boots
Reeves Co. Inc.
Ripoffs Holsters/ Div. of US Armor Corp.
ROCKY

San Diego Leather Inc.
Schuberth
Setina Mfg. Co. Inc.
SIG SAUER Inc.
Smith & Warren
Some's Uniforms World-Wide
Stokes Intl.
Strong Leather Co.
TatJacket
Tex-Shield Inc.
Thorogood Shoes/Weinbrenner
Timberland PRO Valor
Treadway Graphics
Triple K Mfg. Co.
Tru-Spec
Wilcox Industries Corp.
WL Gore & Associates Inc.
World Emblem Intl.

Source List for Clothing and Accessories
For contact information, view this article in the December 2013 issue online at http://www.policechiefmagazine.org.
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	 Ethical Defensibility: Using the Intelli-

gence Led Policing Template to Avoid the 
Appearance of Unconstitutional Policing, 
Dec: 52

Mastrofski, Stephen, Research in Brief: 
The National Police Research Platform: 
Improving the Science of Police Adminis-
tration, July: 12

Mayer, Martin J., Chief’s Counsel: 
	 Police “Whistleblowers” and the First 

Amendment,  
Nov: 16

	 Secure Communities Program: Manda-
tory or Optional? Feb: 10

McCarty, William, Research in Brief: The 
National Police Research Platform: 
Improving the Science of Police Adminis-
tration, July: 12

McClelland, Rebecca,
	 Center for Officer Safety and Wellness, 

May: 24
	 Officer Safety Corner: Officer Safety  

and Violence Against Women Crimes, 
April: 18

McCue, Colleen, The Northern Virginia 
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on the Consolidation of Law Enforce-
ment Services (Jeremy M. Wilson, 
Bernard Melekian, and Debra R. Cohen 
McCullough) Oct: 108
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in 2011 (Richard J. Ashton) May: 60

	 License Plates Yield Felony Arrests 
(Richard J. Ashton) Sep: 68
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	 Two-hour Training and a Screening Tool 
to Help Law Enforcement Identify and 
Manage Older Unsafe Drivers (Linda Hill, 
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Safety Is Important when It Is Personal: Tak-

ing a Leadership Role in Highway Safety 
(John Born) July: 24

Homeland Security
A Paradigm Shift for First Responders: 

Preparing the Emergency Response 
Community for Hybrid Targeted Violence 
(Tracy L. Frazzano and G. Matthew 
Snyder) May: 36

Enhancing Criminal Justice and Homeland 
Security Capabilities: N-DEx Fulfilling 
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cies: Challenges, Prospects, and Oppor-
tunities (Cynthia Lum and Christopher S. 
Koper) April: 42
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Reform in 2013 and IACP Endorses 
Several Important Legislative Proposals 
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T E C H N O L O G Y  T A L K

By Ben Gorban, Project Coordinator, 
State & Provincial Police Division, 
IACP

In a little over a decade, from 2000 to 2012, the 
number of Internet users around the world 

increased 566.4 percent, growing from 360 
million to over 2.4 billion. This growth resulted 
in societies that are significantly more reliant 
on technology and more connected than ever 
before.1 This connectivity has facilitated the auto-
mation and storage of vast amounts of raw data 
and the use of increasingly complex analytic tools 
and technologies, has provided critical resources 
to improve operations and achieve greater 
efficiencies, and has dramatically increased 
information sharing capabilities. For all of the 
advantages associated with increased automa-
tion and greater connectivity, it has also rendered 
individuals, businesses, and law enforcement 
agencies much more vulnerable to cyber attacks, 
intrusions, and cybercrimes. 

As IACP Immediate Past President, Chief 
(ret.) Craig T. Steckler recently noted, “busi-
nesses and individuals rely on computers for 
almost everything they do, making us all suscep-
tible to national cyberthreats and cybercrimes.”2 
In fact, it is the broad range of implications for 
both homeland security and hometown security 
that makes cybersecurity an increasingly key pri-
ority for state, local, tribal, and territorial (SLTT) 
law enforcement agencies. For SLTT law enforce-
ment agencies, cybersecurity encompasses 
three spheres: (1) protecting and responding 
to individuals and businesses in their jurisdic-
tions who have fallen victim to cyberthreats and 
cybercrimes; (2) protecting their own agency’s 
information systems, networks, online resources, 
and information; and (3) integrating state and 
local efforts with federal initiatives designed to 
enhance and ensure national security.3

Protecting Individuals and Industry
Two of the most common cybercrimes that 

specifically target individuals are social media 
fraud and spear phishing. The personally identifi-
able information available on many social media 
profiles—full name, date of birth, hometown, 
school and employment information, and even 
relationship status—can all be leveraged by crimi-
nals to steal identities, obtain false documents, 
open fraudulent bank accounts, obtain lines of 
credit, and even file fraudulent tax returns. Along 

similar lines, spear phishing is “the fraudulent 
practice of sending electronic messages claiming 
to be a legitimate company in order to induce 
individuals to reveal sensitive data such as user 
names, passwords, and credit card details.”4

Public and private industries are often the 
target of cyber intrusions and attacks. Public and 
private industries provide the hardware, software, 
and networks that support an ever-growing por-
tion of our day-to-day lives. Shopping, banking 
and financial services, and utilities are increasingly 
moving online to streamline their processes and 
provide 24-hour accessibility to consumers. In 
many cases, these companies manage thousands 
of user names and passwords, credit and debit 
card information, and personal information such 
as names and shipping addresses, all stored on 
their networks, making them susceptible to cyber 
attacks and intrusions. Utility and power grids 
have also moved many day-to-day operations to 
networks and the Internet in an effort to save costs 
and streamline processes. This convenience, how-
ever, also makes these operations more susceptible 
to attacks and intrusions from outside parties.

It is the duty of SLTT agencies to “shield 
citizens and businesses from these threats and 
crimes.”5 Agencies and officers need to know what 
questions to ask, what information to collect, and 
how to file the appropriate reports. SLTT agencies 
should also know the appropriate contacts and 
channels of reporting with appropriate state and 
federal agencies that may be better equipped to 
conduct a full investigation when needed.

 Protecting Agency Networks and 
Information

Advances in technology have also enabled 
law enforcement agencies of all sizes to leverage 
email, launch websites, and store troves of infor-
mation electronically. A significant majority of 
SLTT agencies have already turned to com-
puter-based automated records management 
systems (RMS), computer-aided dispatch (CAD) 
applications, and computer- and web-based 
crime analysis and reporting programs.6 Addi-
tionally, the availability of larger networks and 
the emergence and cost-effectiveness of cloud 
computing have facilitated the electronic storage 
of certain types of evidence, significant portions 
of case files, victim and perpetrator information, 
information about confidential informants and 
undercover personnel, criminal histories, and 
other sensitive data and information. 

This landscape poses many security 
challenges for SLTT agency networks and 

information. SLTT agencies are being targeted 
by hacktivists and other criminals who seek 
to damage the ability of law enforcement to 
conduct their daily activities. According to a 
survey developed by the IACP Computer Crime 
and Digital Evidence (CCDE) Committee and 
the Canadian Association of Chiefs of Police 
(CACP), most respondents recognized that cyber 
attacks pose a real and serious threat to law 
enforcement.7 The survey (which was designed 
to better understand the nature of the cyber-
threats facing SLTT law enforcement agencies, 
the actions these agencies have taken to combat 
the threat, and recommendations for additional 
actions to ensure the security of vital information 
resources) indicates that despite the awareness 
of the risks, only half of the responding agencies 
had implemented policies, practices, and tech-
nologies to sufficiently minimize their risk.8 

The survey also indicated that some respon-
dents were unable to answer questions about 
their agencies’ network security and potential 
breaches of agency information. A relatively high 
percentage of respondents indicated that they did 
not know the answers to a number of questions. 
Nearly 20 percent of respondents were unaware 
of whether their agency had ever been the victim 
of a cyber attack or intrusion. Even those who 
were aware that their agency had been the victim 
of a cyber attack or intrusion experienced difficul-
ties in identifying the source of the attack. 

In light of the fact that 25 percent of respon-
dents revealed that one or more of their agency 
systems had fallen victim to an attack in which 
confidential information was accessed, it is critical 
that SLTT agencies and chief executives take steps 
to proactively protect their agency networks and 
information.9 Chief executives should be:
•	 Educated and aware of technology issues 

confronting their agencies. This includes 
understanding the general risks, being 
familiar with policy issues associated 
with cyber security, and being aware of 
critical steps to ensure that cybersecurity 
requirements are met by agency IT services;

•	 Involved in planning to assess and address 
vulnerabilities of agency information systems 
and resources, networks, infrastructure, 
and systems security. They should regularly 
conduct, or contract with government or 
industry partners to provide assessments and 
stress tests that evaluate and identify gaps, 
vulnerabilities, and weaknesses in agency IT 
resources;

•	 Committed to ensuring that proper policies, 

Why Cybersecurity Should Be a Top Priority for Your Agency
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practices, and technologies are developed, 
deployed, and rigorously enforced to 
mitigate risks, and ensure secure and resilient 
information systems; and

•	 Persistent in their efforts.  
Ensuring the security of networks and informa-

tion resources is an ongoing task. Assistant Chief 
Scott Duggan, of the Scottsdale, Arizona, Police 
Department, recently noted that “One of the great-
est challenges facing policing today, is our ability to 
keep pace with changing technology, technology 
that will transform the law enforcement profes-
sion.”10 Keeping abreast of emerging threats and 
vulnerabilities and making sure that appropriate 
steps are taken within the department to address 
them are essential to maintaining robust and 
secure information systems and networks. 

 Supporting National Security Efforts
The efforts of SLTT agencies also contribute 

to and complement numerous efforts being con-
ducted by federal law enforcement and intelligence 
agencies. The significance of the cyberthreats 
confronting the United States has been reinforced 
by Director of National Intelligence, James Clapper, 
and FBI Director, James Comey. In his unclas-
sified annual threat assessment to Congress in 
March 2013, Director Clapper noted, “State and 
nonstate actors increasingly exploit the Internet to 
achieve strategic objectives, while many govern-
ments—shaken by the role the Internet has played 
in political instability and regime change—seek to 
increase their control over content in cyberspace.”11 
This was reiterated by Director Comey, who noted, 
“We have connected all of our lives—personal, 
professional, and national—to the Internet. That’s 
where the bad guys will go because that’s where 
our lives are, our money, our secrets.”12 

As demonstrated by the 2003 power outage 
that affected more than 50 million people in the 
United States and Canada, software malfunctions 
can cause massive problems and significantly affect 
the economy.13 While this malfunction was merely 
an accident, it highlights the potential implications 
and impacts that a successful attack could have 
on the United States. Although distributed denial 
of service (DDoS) attacks and other cyber intru-
sions have brought down or temporarily defaced 
a variety of local, state, and federal government 
websites, an attack with an impact similar to or 
greater than the previously mentioned power out-
age could bring the economy to a standstill. More 
worrisome, attacks and intrusions that successfully 
reach military and defense tactics and information, 
financial systems, and other important data could 
debilitate the United States. 

Conclusion
As former FBI Director Roberts S. Mueller 

noted earlier this year, “Improved collaboration 
and information sharing among federal agencies 
such as the CIA, NSA, DHS, and the FBI has been 
vital to our collective success against terrorism 
over the past decade. But equally critical to our 
success has been the integration of our state and 
local law enforcement counterparts through the 
establishment of Joint Terrorism Task Forces.”14 

It is imperative that, as the challenges posed by 
cybercrimes and cyber attacks continue to emerge 
and expand, SLTT agencies recognize the impor-
tant roles they play in addressing and counter-
ing these threats. The IACP Law Enforcement 
Cyber Center is designed to support SLTT law 
enforcement leaders by increasing their aware-
ness, enhancing their knowledge, building their 
capacity, and expanding their access to tools and 
resources to effectively combat cybercrime.15  v
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H I G H W A Y  S A F E T Y  I N I T I A T I V E S

By Richard J. Ashton, Chief of Police 
(Retired), Frederick, Maryland; 
and Grant/Technical Management 
Manager, IACP

The highway-safety question du jour  is not 
whether police officers support or oppose 

the legalization of either marijuana or medical 
marijuana. After all, the legalization of medical 
marijuana with varying provisions has occurred 
in 20 states and the District of Columbia since 
1996 and is currently pending in 4 more states, 
even though marijuana and tetrahydrocannabinol 
(THC) remain classified as Schedule I controlled 
substances under U.S. law.1 

Recreational marijuana sales became legal in 
both Colorado and Washington in 2012.2 Those 
Coloradans 21 years old or older may privately 
possess—or transfer without remuneration—one 
ounce or less of marijuana or privately cultivate up 
to six marijuana plants, with no more than three 
being mature.3 Washington permits “an adult 
to possess up to one ounce of cannabis (and/or 
up to 16 ounces of marijuana-infused product in 
solid form, and 72 ounces of marijuana-infused 
product in liquid form) for their own personal use 
in private.”4

Instead, today’s issue is how police officers are 
dealing—or will deal—with the reality of those 
who drive vehicles after using marijuana. It clearly 
poses a grave challenge to traffic law enforcement 
efforts that strive to ensure safe highways in spite 
of those legally entitled to use marijuana under 
state laws. A recent study in Colorado underscores 
the seriousness of the issue:
•	 Overall traffic fatalities in Colorado decreased 

16 percent between 2006 and 2011. However, 
during these same six years, traffic fatalities 
involving those drivers testing positive for just 
marijuana increased 114 percent.

•	 Colorado’s traffic fatalities involving drivers 
testing positive for marijuana in 2006 
represented only 5 percent of total traffic 
fatalities. However, by 2011, that percentage 
had more than doubled to 13 percent.

•	 Drivers testing positive for marijuana in 2006 
were involved in 28 percent of fatal vehicle 
crashes involving drugs. However, by 2011, 
that percentage had increased to 56 percent.5
Significantly, less than half of Colorado’s 

fatalities were tested between 2006 and 2011 for 
the presence of drugs.6 Unfortunately, the failure 
to test meaningful numbers of fatally injured 
drivers for drugs is not limited only to Colorado. 

Drug testing of fatally injured drivers in the United 
States ranged from 56 percent in 2005 to 63 percent 
in 2009.7

  Police chief executives need to familiarize 
themselves with the issues that involve marijuana 
and driving, so they can create and launch effective 
strategies that ensure the safety of highway users if 
marijuana is legalized in their jurisdictions. Several 
of these issues are set forth below for consideration:

Promote per se laws. Encourage the enact-
ment of per se drugged driving statutes rather 
than those based on the affected by standard.8 Per 
se drugged driving statutes, which currently have 
been adopted in 18 states, simply make the pres-
ence of any illegal drug—or of any illegal drug 
above an established cutoff level—in a driver’s 
body evidence of impaired driving.9 This zero 
tolerance standard negates the need to prove a 
driver’s impairment by illegal drugs, which is 
fortuitous since “there is no scientific basis for 
specifying a bodily fluid concentration that is 
indicative of impairment.”10 On the other hand, 
affected by driving under the influence of drugs 
(DUID) statutes require proof that a driver took 
a drug, including a lawfully prescribed one, and 
that it impaired the driver’s ability to operate 
a vehicle.11 The Federal Motor Carrier Safety 
Administration provided a successful model in 
its promulgation for commercial vehicle drivers 
of a per se standard for illegal drugs, as well as 
an affected by standard for prescription drugs, 
more than two decades ago; these regulations 
illustrate the highway safety benefits of such a 
dual approach.12    

A related issue involves the cutoff level: 
whether to establish one and the point at which 
to set it. Only 3 of the 15 states enacting per se 
drugged driving statutes adopted cutoff levels.13 
For marijuana, both Nevada and Ohio set 10 
nanograms per milliliter (ng/mL) for urine and 
2 ng/mL for blood; for marijuana metabolites, 
15 ng/mL for urine and 5 ng/mL for blood.14 
For THC, Pennsylvania established 5 ng/mL for 
blood; Washington enacted a 5 ng/mL for blood 
per se statute; and Colorado passed a 5 ng/mL for 
blood affected by law.15 However, research suggests 
that setting a cutoff level at less than 5 ng/mL for 
blood would fail to identify many drivers who 
smoked cannabis because THC is rapidly cleared 
from the blood.16 

More drug recognition experts (DREs). 
States’ legalization of marijuana presents an 
opportunity to expand substantially the number 
of trained and credentialed drug recognition 
experts (DREs) under the Drug Evaluation and 
Classification Program (DECP) that the IACP 

has operated since 1989.17 Prospective DREs 
receive more than 100 hours’ intensive train-
ing—based upon the standard field sobriety 
tests (SFSTs)—in how to conduct systematic  
and standardized 12-step evaluations consisting 
of physical, mental, and medical components.18 
One of the benefits that DREs offer is the abil-
ity to indicate which of the seven classes of 
drugs may be affecting an individual, so that 
laboratory testing can be focused and its costs 
reduced.19 The DECP has been evaluated  
and deemed effective in identifying drug-
impaired drivers.20 Currently, all 50 states and 
the District of Columbia participate in the DECP, 
which has credentialed 7,247 DREs, including 
1,419 instructors.21  

Train officers in Advanced Roadside 
Impaired Driving Enforcement. In this era of 
ever-shrinking budgets, the 16-hour Advanced 
Roadside Impaired Driving Enforcement (ARIDE) 
program is ideal for law enforcement agencies 
that already have trained their officers in the SFST, 
but cannot afford to invest the considerable time 
required to train additional DREs. ARIDE is a 
force multiplier that relatively quickly can enhance 
DUID enforcement efforts, inasmuch as it was 
created to compensate for the gap in knowledge 
between SFST and DRE training. While success-
fully completing the ARIDE program does not 
qualify officers as DREs, officers’ proficiency in 
administering the SFST will be enhanced, and 
their ability to discern when a DRE’s expertise is 
required will be improved.22 The ARIDE program 
presently is taught in at least 34 states, and an 
online version of the ARIDE program has just 
become available to allow the training of exponen-
tially more officers.23 

Support telephonic search warrants.24 A non-
DRE officer who lawfully detains a driver unable 
to complete successfully the SFST and registering 
a blood alcohol concentration (BAC) of .02 grams 
per deciliter (g/dL) on a preliminary breath 
test and who observes no obvious evidence of 
drug use is able to obtain additional evidence to 
support the probable cause initially developed 
for a DUID charge, when a statute providing for 
a telephonic search warrant trumps the driver’s 
refusal to submit a blood sample. Seven (Arizona, 
Illinois, Indiana, Ohio, Pennsylvania, Rhode 
Island, and Utah) of fifteen states in which it is 
illegal per se to operate a motor vehicle with cer-
tain drugs, including marijuana, in one’s system 
authorize telephonic search warrants to secure an 
evidentiary blood sample.25 

  Train police officers as phlebotomists.26 If 
law enforcement agencies expect their officers to 

Marijuana and Driving 
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effect a greater number of DUID arrests, officers 
must possess the tools essential to secure evidence 
quickly. Officers generally are limited to obtaining 
blood, urine, or oral fluid samples. In fact, all 15 
states that enacted per se drugged driving statutes 
permit the collection of blood samples; 6 (Arizona, 
Delaware, Georgia, Illinois, Iowa, and Minne-
sota) of those states allow the collection of urine 
samples; and 16 states authorize the collection of 
other bodily substances.27

 The issue of training police officers as phlebot-
omists is intrinsically related to that of telephonic 
search warrants because “THC is rapidly cleared 
from the blood after smoking marijuana,” and 
“nearly all marijuana users test below 5 ng/mL of 
active THC in blood only a few hours after their 
last use.”28 For example, if a blood sample is taken 
from an arrestee 30 to 90 minutes after apprehen-
sion, the THC concentration, like the BAC, will 
be lower than it was at the time of arrest, so time 
is of the essence.29 Officers trained in phlebotomy 
can expedite the process of collecting an eviden-
tiary blood sample to ensure it complies with any 
period of time prescribed by law. Six (Arizona, 
Indiana, Ohio, Pennsylvania, Rhode Island, and 
Utah) of fifteen states in which it is illegal per se to 
operate a motor vehicle with certain drugs, includ-
ing marijuana, in one’s system, permit blood to 
be withdrawn by officers trained in phlebotomy.30 
Such a procedure improves the quality of the 
evidentiary sample, which is fair both to arresting 
officers and to defendants and encourages officers 
to pursue a DUID charge, an alcohol-impaired 

driving violation, or both, depending upon how a 
state’s statute was enacted.

Decide how to handle seized plants. Police 
chief executives must be wary of statutes that 
require the return of evidence in the event of 
acquittals. Such laws, in effect, require law enforce-
ment agencies to maintain medical marijuana 
plants, including those seized during traffic 
stops, throughout the entire trial process to avoid 
payment of damages in the event of “not guilty” 
verdicts.31 Consequently, police chief executives 
must coordinate with legislators, prosecutors, and 
crime laboratories to determine how evidence of 
seized marijuana plants needs to be processed by 
law enforcement agencies to ensure that statutes 
are not violated, evidence is admissible at trial, and 
liability does not attach.32 

Dog sniffs for marijuana. For the past 30 years, 
police officers successfully have conducted U.S. 
Supreme Court–sanctioned dog sniffs for various 
illegal drugs during lawful traffic stops.33 However, 
the legalization of marijuana creates a dilemma: 
What if a dog sniff in Colorado or Washington 
results only in the seizure of less than one ounce of 
marijuana? Is there liability in this situation for the 
canine officer and/or the law enforcement agency? 
What is the status of other evidence, such as coun-
terfeit money, discovered during the subsequent 
search of the vehicle? Police chief executives must 
decide how to deal with such detections. Washing-
ton State Patrol Chief John R. Batiste reported that 
arrests based upon the discovery of marijuana by 
current drug detection canines are justified only 

when other factors exist, that is, the smell of mari-
juana alone, like the smell of alcohol alone, will not 
justify an arrest; and new canines no longer will be 
trained in the detection of marijuana.34

Second-hand smoke. Police officers could 
encounter drivers unintentionally operating under 
the influence of marijuana. As bizarre as this 
seems, the driver of a limousine or a motor home 
in Colorado could be affected by second-hand 
marijuana smoke lawfully created by passengers 
seated behind the driver.35

Promote continued research into roadside 
drug tests. Currently, “it is not possible to identify 
a valid impairment standard for marijuana or any 
other drug equivalent to the 0.08 g/dL limit for 
alcohol.”36 Therefore, police chief executives must 
advocate for continued “research to improve 
the standards and reliability for drug testing, 
including the development of a reliable and 
widely-available roadside test for the detection of 
the presence of drugs in drivers’ systems” such as 
oral fluid (saliva).37

The foregoing discussion certainly is not 
intended to be all inclusive; its purpose is to alert 
police chief executives to issues that could arise 
if the legalization of marijuana or medical mari-
juana is contemplated in their jurisdictions, so 
they can proactively advocate sound approaches 
to balance the legislative proposals with highway 
safety. Remember, the overarching issue is mari-
juana and driving. v
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The IACP wishes to acknowledge the follow-
ing officers, who made the ultimate sacrifice for 
their communities and the people they served. 
We extend our prayers and deepest sympathies 
to their families, friends, and colleagues.

Lieutenant Clay Crabb 
Austin, Texas, Police Department  
Date of Death: October 16, 2013   
Length of Service: 19 years     

Officer Patrick Hill  
Detroit, Michigan, Police Department  
Date of Death: October 19, 2013  
Length of Service: 13 years 

Officer Keith Crenshaw  
Eupora, Mississippi, Police Department   
Date of Death: October 23, 2013  
Length of Service: 10 years 

Officer Robert Bingaman  
Asheville, North Carolina,  
Police Department   
Date of Death: October 29, 2013  
Length of Service: 6 years (with agency)  

Officer Casey Kohlmeier 
Pontiac, Illinois, Police Department  
Date of Death: October 30, 2013    
Length of Service: 6 years, 9 months

Line of Duty Deaths
“They will be remembered—not for the way  

they died, but for how they lived.”
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