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Time to Review the IACP Constitution and Rules

For more than 112 years, the IACP has been a
leader in the law enforcement community

in the United States and around the world.
Our association has often been on the cutting
edge of the policing profession, fostering coop-
eration among law enforcement agencies, re-
searching new technologies, and developing
new training protocols and procedures.

The IACP’s ability to function at this high
level is due, in large part, to the guidance and
structure provided to the leadership and staff
through the IACP Constitution and Rules. This
vital document forms the backbone of our as-
sociation, and sets forth the general philoso-
phies of the IACP and the specific rules that
govern its operations. 

One reason that the constitution and rules
play such a central role in the IACP’s success is
that they have been frequently subjected to a
thorough examination in order to ensure that
they remain clear and consistent with the de-
sires of the membership.

The last comprehensive review of the IACP
Constitution and Rules took place in 2001, dur-
ing the presidency of Bruce Glasscock. As a re-
sult of that review, which focused primarily on
the nine articles of the constitution, the mem-
bership had the opportunity to vote on 10 pro-
posed amendments at the annual IACP confer-
ence in Toronto. 

This year, I have asked IACP Parliamentar-
ian Ed Mosca, chief of police in Old Saybrook,
Connecticut, to lead a comprehensive review
of the 35 rules that not only govern the day-to-
day business operations but also dictate the
function and structure of the association’s vari-
ous committees, sections, and divisions. 

Joining Chief Mosca in this task are the
other members of the IACP Constitution and
Rules Committee.
• Colonel Carl Baker, Chesterfield County, 

Virginia, Police Department
• Chief Michael Carroll, IACP fourth vice 

president, West Goshen Township, 
Pennsylvania, Police Department

• Chief John M. Clark, Burlington Northern 
Santa Fe Railroad Police Department, Fort 
Worth, Texas

• Tom Driessen, IACP international vice 
president, director, National Crime Squad 
of the Dutch Police

• Chief Russell Laine, IACP third vice 
president, Algonquin, Illinois, Police 
Department

• Chief Leslie Sharrock, Waukesha, 
Wisconsin, Police Department

• Chief Craig Steckler, IACPvice president  at 
large, Fremont, California, Police Department

• Chief David G. Walchak (retired), IACP
past president, New Braunfels, Texas 

• Chief Stephen White, Doylestown 
Township, Pennsylvania, Police Department

• Chief Carl Wolf, IACP vice presiden–
treasurer, Hazelwood, Missouri, 
Police Department

• Chief Jimmy Fawcett, IACP fifth vice 
president, Farmers Branch, Texas, 
Police Department
These individuals have been selected for

this committee because of their long associa-
tion with the IACP, their exposure to its operat-
ing principles, and their dedication to ensuring

its future success. The committee is a strong
team, and our combined efforts over the next
several months will provide the association
with a solid and dependable review of the
IACP Constitution and Rules.

It is important to note that this process has
not been undertaken to overhaul the IACP
Constitution but to improve the processes by
which the membership and the association
conduct business. Both substantive and non-
substantive changes will be considered. Re-
viewing all items will help to guarantee that
sound, contemporary, meaningful operations
are at work, without impediments, in support
of our association’s expanding goals.

The committee’s first meeting, held in mid-
January, included reviewing and discussing the
committee’s mission, constitution, and amend-
ment requirements and organizing and assign-
ing tasks to committee members. Over the next
several months, the committee will be working
closely with IACP staff and the association’s
many divisions, sections, and committees to so-
licit their input and recommendations for
changes to the rules that govern their operations.

It is critical that the general membership
also play a role in this vital review process. As
the preamble to the IACP Constitution makes
clear, the ultimate authority in the IACP is its
membership. As the review process continues,
the views and suggestions of the membership
are important, and I strongly urge you to par-
ticipate in the review and revision of the asso-
ciation’s governing document. 

To help you in this regard, the constitution
may be accessed through the IACP’s Web site
at www.theiacp.org. We have also set up a spe-
cial e-mail address where you may send IACP
your suggestions and comments: constitu-
tion@theiacp.org.

Our association and policing have changed
considerably since IACP was founded as a na-
tional organization in 1893. We now represent
more than 20,000 members in 102 countries,
and our steady growth continues. IACP is
your association, and we want to hear your
voice as we chart our course for the future. You
are invited and encouraged to participate in
this historical endeavor. �

P R E S I D E N T ’ S  M E S S A G E
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Should Law Enforcement Agencies Apologize for Mistakes?

By Kim Wright, J.D., Managing
Attorney, Healers of Conflicts Law
& Conflict Resolution Center,
Asheville, North Carolina; and
Randy Means, J.D., Police Legal
Advisor

When we were children, our parents
taught us to apologize when we hurt

someone. We understand the power of saying
“I’m sorry.” 

Lawyers, on the other hand, typically tell
clients to admit nothing and never apologize.
They may believe they are saving their clients
from liability, but anecdotal evidence and re-
cent research suggest they are wrong.

An apology for wrongdoing can reduce the
potential for litigation and liability and also
help maintain or restore public trust. Refusing
to admit wrongdoing may cause greater prob-
lems than the wrongdoing itself. Most agree
that public officials would be better off if they
simply admitted their transgressions, apolo-
gized, and sought forgiveness. In recognition
of these principles, some law enforcement
agencies have developed standard operating
procedures for use of apology and expressions
of regret as risk management tools.

Anecdotes
A police chief in the Northeast visited be-

reaved parents to offer expressions of regret
and condolences after their daughter was
struck and killed by a police vehicle respond-
ing at excessively high speed to a call for ser-
vice. After that visit, the parents decided a law-
suit was unnecessary. They felt there was no
need to teach police a lesson because police
“know they were wrong” and “a lawsuit won’t

bring our daughter back.” Their desire for 
revenge against police abated.

A West Coast sheriff personally went door-
to-door to apologize to residents for the hail of
police gunfire that endangered residents dur-
ing an effort by officers to stop a vehicle in
their neighborhood. Many residents thank him
for doing the right thing. Anger gave way to
forgiveness and support for law enforcement.

The parents of a young boy on whom po-
lice used an electronic control weapon said,
“All we want is an apology, but if we don’t get
it we’re going to sue.”

Data

Data arising from empirical research also
suggests that an apology can prevent loss.
Much of that data relates to the reduction of
medical malpractice liability. 

Doctors around the country are discover-
ing that leveling with their patients and apolo-
gizing are effective tools for lowering their
malpractice claims. A recent Associated Press
story reported that, since 2002, hospitals in the
University of Michigan Health System have
been encouraging doctors to apologize for mis-
takes.1 Their annual attorney fees have since
dropped by two-thirds, from $3 million to $1
million, and malpractice lawsuits and notices
of intent to sue have fallen by half, from 262
filed in 2001 to about 130 per year. 

Jonathan Cohen, a law professor at the
University of Florida’s Levin School of Law,
was an early researcher in the apology arena.
He spoke in 2000 about the Veterans Affairs
hospital in Lexington, Kentucky, which
adopted the policy of apologizing in 1987
after some big malpractice cases. Among VA
hospitals, it went from having one of the
highest net legal costs to having the one of 
the lowest net legal costs.2

Health care providers who apologize to pa-
tients for things that go wrong in their care or
the care of relatives are not just doing the right
thing; they’re doing the right thing for busi-
ness, according to Kathryn Johnson, a regis-
tered nurse and the director of risk manage-
ment at the University of North Carolina’s
health care system. In Essentials of Physician
Practice Management, she identifies studies that
show that litigation by patients was reduced
when providers were forthcoming about mis-
takes they’d made and took responsibility for
them, especially smaller mistakes.3 Patients
whose caregivers communicate with them
honestly and consistently are more likely to
feel that their providers act in good faith, are
more forgiving of their human errors, and are
less likely to want to punish them with 
lawsuits. Hospitals across the country are
adopting similar policies.

The evidence is not limited to medical 
malpractice. In 2002 the National Law Journal
reported that Toro, the lawnmower manufac-
turer, had adopted a revolutionary policy.4

After an accident was reported to the compa-
ny, a product integrity specialist, not a lawyer,
made contact with the injured party, ex-
pressed the company’s condolences, and initi-
ated an investigation to discover the cause of
the accident. An engineer went with the prod-
uct integrity specialist to look at the equip-
ment that caused the injury, and where appro-
priate the company took steps to improve the
equipment to prevent future injuries. In two-
thirds of the cases, the product integrity spe-
cialist resolved the matter without legal inter-
vention. Almost all remaining cases resolved
in mediation. According to the article, Toro re-
ported that for 1992 to 2000, with more than
900 product liability claims referred to the
program, legal costs per claim (attorney fees
and litigation expenses) fell 78 percent, from

C H I E F ’ S  C O U N S E L

8 THE POLICE CHIEF/FEBRUARY 2006



an average of $47,252 to $10,420. The average
resolution amount for the period dropped
70 percent, from $68,368 for settlements 
and verdicts to $20,248. 

In 2000 California passed a law barring the
introduction of apology-like expressions of
sympathy (“I’m sorry that you were hurt”) but
not fault-admitting apologies (“I’m sorry that I
hurt you”) after accidents as evidence of fault.
Other states are now debating proposed 
apology legislation, including bills that 
would exclude from evidence even fault-
admitting apologies.5

Other Considerations
According to Aaron Lazare, author of 

On Apology, apologizing can be motivated by
strong internal feelings such as empathy for an-
other or the distress of guilt and shame.6  In such
cases, the person issuing the apology seeks to 
restore and maintain his own self-esteem. 

Other motivating factors are external. We
may, for instance, want to affect other people’s
perceptions, perhaps to induce forgiveness.
People who don’t apologize often say they
don’t do so because they fear the reactions of
the people to whom they apologize, or they 
are embarrassed and ashamed of the image
they would have of themselves as weak, 
incompetent, or in the wrong. 

Lazare points out the healing benefit of the
apology to both parties, the harmed and the one
causing the harm. The apology fulfills several
possible psychological needs for the offended
party. Among them: restoration of self-respect
and dignity, a sense of connection and shared
values with the other person, a sense of safety in
the relationship, assurance that the offense was
not his fault, and sometimes the sense that the
offender is suffering from the harm. 

The results for the person issuing the apol-
ogy can be more dramatic. The apology often
restores the person’s self-esteem and dignity,
allows him the opportunity to make repara-
tions, and reconnects him with the other per-
son. If this is true for people, perhaps it is also
true for organizations, including law enforce-
ment agencies.

As Dr. Steve Kraman, former chief of staff
of the VA hospital in Kentucky, points out:
when you’ve done wrong, apologizing is just
“the right thing to do.”

A Final Note
This column deals primarily with situa-

tions where there has in fact been a wrongdo-
ing. In such cases, admitting fault and offering
a sincere apology may be beneficial for the
wrongdoer, notwithstanding conventional
legal wisdom to the contrary. Even where a
person or organization is not at fault but
nonetheless has caused injury or other harm,
sincere expressions of regret––but not apology-
––may likewise be useful. The term apology is
sometimes inaccurately used to describe all 
expressions of sympathy or regret. A greeting

Circle no. 12 on Reader Response Card

card that bears the message “I’m sorry for your
loss,” for instance, expresses condolences but
not an apology. �

An earlier version of this column appeared
in the North Carolina State Bar Journal. It has
been adapted by the authors for publication in
the Police Chief with the journal’s permission.

1Lindsey Tanner, “‘Sorry’ Seen As Magic Word to
Avoid Suits,” Associated Press, November 8, 2004. 

2 Jonathan R. Cohen, “Apology and Organiza-
tions: Exploring an Example from Medical Practice,” 
working paper, February 25, 2005, http://ssrn.com/
abstract=238330, January 23, 2006. 

3 Kathryn Jackson, “Risk Management,” 
in Essentials of Physician Practice Management, edited
by Blair Keagy and Marci Thomas 
(San Francisco: Jossey-Bass, 2004).

4 Peter Aronson, “How Not to Be Sued: Lawn-
mower Maker Toro Moves Quickly to Mollify Victims
of Accidents,” National Law Journal (June 24, 2002).

5Jonathan R. Cohen, “Legislating Apology: 
The Pros and Cons,” working paper, August 2001,
http://ssrn.com/abstract=283213, January 23, 2006.

6Aaron Lazare, On Apology (Oxford University
Press, 2004).
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House, Senate Approve Budget Reconciliation Bill 
with Digital TV Deadline

By Jennifer Boyter, 
IACP Legislative Analyst

On December 21, the Senate narrowly
passed a budget reconciliation bill (S.

1932) by a vote of 51-50, with Vice President
Dick Cheney casting the tiebreaking vote. The
$39.7 billion budget savings package includes
provisions that set a February 17, 2009, dead-
line for the nation’s digital television transi-
tion. But the Senate slightly altered the budget
bill, so it must return to the House for a final
vote. The House will take up the bill after it re-
convenes January 31.

The deadline in the final version of the bill
largely splits the difference between the House
and Senate versions. The House bill had in-
cluded a December 31, 2008, deadline, while
the Senate’s deadline was April 7, 2009. 

The bill will require television broadcasters
to relinquish their analog frequencies by the
deadline and switch over to digital signals. A
portion of the recaptured spectrum (24 mega-
hertz) will go to public safety groups to enhance
radio communications. The Federal Communi-
cations Commission (FCC) will then auction off
the remainder of the vacated spectrum, which is
expected to garner an estimated $10 billion in
revenue for the federal government.

The IACP has long supported legislation
that would assign much-needed spectrum to
the public safety community so that interoper-
ability between agencies can be achieved. In re-
sponse to this critical need for additional radio
spectrum, in 1997 Congress directed the FCC to
make 24 megahertz of spectrum (currently used
by television channels 63, 64, 68, and 69) avail-
able for use by public safety agencies. 

Unfortunately, the legislation was linked to
the transition of television stations on those
channels from analog to digital signals, and
there is currently no specific deadline by
which this spectrum will be available for pub-
lic safety use. 

In addition, the bill will direct $1 billion of
the revenue from the sale of the spectrum for
state and local grants to improve the interoper-
ability of first-responder communications sys-
tems. This is what was allocated in the Senate
version, and it is $500 million more than the

House bill. It will also direct $43.5 million to
make upgrades to the nation’s 911 emergency
phone network. This represents a significant
cut from the Senate’s proposed funding of
$250 million. 

In addition, it would allocate $156 million
to fund programs aimed at establishing a na-
tional alert system for disasters and a tsunami
warning system. This is a cut of $94 million
from the Senate version. 

The bill was considered as part of a deficit-
reduction package under a process known as
reconciliation, a fast-track procedure used to
package and quickly pass tax changes or cuts
in entitlement programs.

Congressional committees receive reconcil-
iation instructions to trim certain amounts
from their entitlement programs. Once the
committees make their recommended cuts, the
reconciliation bill is packaged by the Budget
Committee and sent directly to the House and
Senate floor for an up-or-down vote. There is
little opportunity to amend the bill, and it 
cannot be filibustered in the Senate. 

These provisions were included because of
the large amount of revenue that will be gener-
ated by the sale of the vacated spectrum. 

Congress Sends Human Trafficking 
Bill to President

On December 22, Congress sent President
Bush a bill (H.R. 972) to strengthen the nation’s
current human trafficking law and authorize
new funds for investigation and prosecution of
domestic trafficking within the United States.
The bill will provide $361 million over the next
two years to combat human trafficking. This
includes funding to the Federal Bureau of In-
vestigation and the Department of Homeland
Security to combat both domestic and interna-
tional trafficking. 

In addition to reauthorizing appropriations
for antitrafficking programs in the United
States and abroad, the bill targets specific sce-
narios where additional initiatives are needed
to combat the trafficking problem, such as in
peacekeeping missions. For the first time, the
law includes provisions geared toward reduc-
ing the demand for commercial sex in the
United States and preventing human traffick-
ing of U.S. citizens.

The bill incorporates legislation (H.R. 2012)
that seeks to decrease the demand for prostitu-
tion, which fuels sex trafficking. It creates a $50
million grant program for local law enforce-
ment to establish or strengthen programs to in-
vestigate and prosecute acts of severe forms of
human trafficking; to investigate and prose-
cute people who engage in the purchase of
commercial sex acts; to educate persons
charged with, or convicted of, purchasing or
attempting to purchase commercial sex acts;
and to educate and train law enforcement per-
sonnel in how to establish trust of people sub-
jected to trafficking and encourage coopera-
tion with prosecution efforts.

The bill also provides grants to establish
and expand assistance programs for victims of
sex trafficking, and authorizes a pilot program
to provide shelter, counseling, and assistance
in developing living skills for youth victims of
trafficking in the United States.

The bill also allows law enforcement to use
statutes prohibiting money laundering, racke-
teering, and civil and criminal forfeiture against
traffickers. In addition, the Department of Jus-
tice is directed to conduct a biennial analysis of
trafficking and commercial sex acts statistics. It
also strengthens antitrafficking measures by al-
lowing prosecutors to bring federal contractors
and government employees who work over-
seas, as well as members of their households,
back to the United States to face charges of vio-
lating human trafficking laws. 

Day on the Hill
The IACP will hold its biannual Day on the

Hill March 7. The Day on the Hill gives IACP
members the opportunity to meet with their
representative and express their views on the
needs of the law enforcement community and
to advance the IACP’s legislative agenda. This
year’s Day on the Hill is scheduled to coincide
with the midyear meetings of the IACP
Division of State Associations of Chiefs of 
Police and the IACP Legislative Committee. If
you are interested in joining us in this impor-
tant endeavor, please call the IACP legislative
staff, or for more information visit the IACP
Web site at www.theiacp.org . �

L E G I S L A T I V E A L E R T
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Orlando Deploys Mobile 
Command Center Featuring 
ARINC Interoperability System 

ARINC Inc. announces that Orange Coun-
ty, Florida, and the city of Orlando have taken
delivery of a new mobile communications 
vehicle featuring the AWINS radio interoper-
ability system from ARINC. 

Orlando’s urban area command post, built
by MBF Industries of Sanford, Florida, will
connect day-to-day and emergency communi-
cations to serve the citizens of Orlando, Or-
ange County, and the surrounding counties of
Brevard, Lake, Seminole, Osceola, and Volusia.
AWINS is designed to link all types of emer-
gency radio systems in use by public safety
agencies. The new Florida vehicle is engi-
neered to interconnect 13 different emergency
radio systems, phone systems, and data net-
works used by Orlando, Orange County, and
nearby jurisdictions. 

Inside the custom-designed 45-foot com-
mand vehicle are nine computerized consoles
where radio operators can monitor emergency
messages and link separate local radio systems
together with the click of a mouse. The system
is designed to allow them to instantly connect
police and fire personnel, law enforcement,
county government, and national agencies to
talk together as needed. 

“We saw how much the first mobile
AWINS system helped local emergency agen-
cies and the National Guard after Hurricane
Katrina in New Orleans,” said Orange Coun-
ty Sheriff Kevin Beary. “That helped convince
us AWINS interoperability would be a real
asset here, both for day-to-day operations and
for our next emergencies.”

The AWINS vehicle used in the aftermath
of Hurricane Katrina was funded by a grant
from the U.S. Department of Homeland Secu-
rity and operated by an emergency depart-
ment from Anne Arundel County, Maryland.
The Florida vehicle was funded by a DHS
urban core grant awarded for the core city 
of Orlando and core county of Orange.

AWINS technology is designed to handle
all types of modern communications, includ-
ing land mobile radio, Voice over Internet 
Protocol telephone, cellular, live video, and
satellite links. It is engineered to complement
existing radio systems and infrastructures
and give user communities the ability to com-
municate readily without sacrificing their
current investments in radio equipment.

For more information, circle no. 201 on the
Reader Service Card, or enter the number at
www.theiacp.org/freeinfo

Florida County Partners with 
Communications International 
to Install Radio System

Communications International Inc. an-
nounces that the company has been awarded a
contract by Flagler County, Florida, to install an
800-megahertz public safety radio communica-
tions system. The five-site seven-channel digital
trunked system is designed to be interoperable
with the Florida’s Statewide Law Enforcement
Radio System (SLERS), which provides direct in-
teroperability with adjoining counties, including
Volusia and Palm Coast. The project began in
August 2005 and is scheduled for completion at
the end of June 2006.

“As the catastrophic events around the nation
of the past year have proven, the proper design,
installation and maintenance of a public safety
radio communications system is crucial for first-
responders around the country and especially in
Flagler County,” said Doug Wright, emergency
services director for Flagler County. “We are en-
thusiastic to embark on this project with the expe-
rienced designers, technicians, and service per-
sonnel of CII as we work together to provide the
residents of Flagler County with the best radio
communications tools and services available and
in time for the next hurricane  season.” 

CII will install and maintain the M/A-Com’s
EDACS digital radio system in Flagler County.
EDACS carries voice and data on a single sys-
tem platform. ProVoice digital technology is de-
signed to combine the functionality and reliabili-
ty of EDACS with state-of-the-art voice coding
techniques to provide the best possible audio
quality and security in two-way radio systems.

The implementation of the environmentally
friendly Flagler County project requires the de-
velopment of only two new tower sites, both in
Bunnell, Florida. The first is a 100-foot monopole
tower at the new Flagler County emergency op-
erations center and a second guyed tower replac-
ing an existing older tower at the Flagler County
sheriff’s operations center. The remaining four
sites are to be constructed at existing tower loca-
tions throughout Flagler County. �

For more information, circle no. 202 on the
Reader Service Card, or enter the number at
www.theiacp.org/freeinfo
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Where do the good ideas come from? 

In this column, we offer our readers the opportunity to learn about — 
and benefit from — some of the cutting-edge technologies being implemented 

by law enforcement colleagues around the world.

Photography courtesy of ARINC Inc.
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Since the early 1900s there have been
three flu pandemics in the United States
that resulted in a significant loss of human
life.1 Many health officials agree that it is

only a matter of time before the next in-
fluenza pandemic hits in the United States
and most predict that the consequences
will be severe. 

Since 1997, the bird flu, or avian in-
fluenza H5N1, has achieved national and
international notoriety as a vexing and
lethal virus with the potential to produce
devastating consequences in pandemic
proportions. Over the last three years, ap-
proximately 150 million birds throughout
Asia and Europe have died or been
slaughtered as a result of the spread of the
H5N1 virus in the avian population. Of
even greater significance is the fact that
approximately 147 people in Indonesia,
Vietnam, Thailand, Cambodia, and
Turkey have been infected by the virus

and 78 of those infected have died. 
There have been no reported cases of

human-to-human transmission of the
H5N1 virus, as most of the people infect-
ed were directly infected from close con-
tact with a bird carrying the virus in what
is called a bird-to-human transmission.
But there is considerable and justifiable
concern over the H5N1 avian influenza
virus and its potentially lethal effect on
humans. The H5N1 flu virus, like most flu
viruses, can mutate rapidly, regenerate
quickly (days instead of weeks), and man-
ifest itself as something as generic as a
cough, sore throat, fever, muscle soreness,
eye infections, respiratory distress, and
pneumonia or a combination thereof. A
person who has become infected with
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The purpose of this article is to provide a state and local

law enforcement perspective on pandemic influenza,

specifically Avian Influenza H5N1 (bird flu). The article 

includes a brief history of bird flu, an account of

Delaware’s 2004 experience with bird flu in poultry

farms, a discussion of Delaware’s Pandemic Influenza

Plan and Legal Authority, and effective communications

needs. The intended audience is police chiefs and other

law enforcement executives. The article concludes that

state and local police chiefs need to develop plans that

address the many issues and ongoing law enforcement

concerns surrounding this particular type of threat.

The State of Delaware
State and Local Law Enforcement Preparedness

Pandemic INFLUENZA
and Bird FLU

By David B. Mitchell, J.D., Secretary of
Safety and Homeland Security for the
State of Delaware, Superintendent 
(Retired) of the Maryland State Police,
and Chief of Police (Retired) in Prince
George’s County, Maryland; and Eliza-
beth Olsen, Attorney at Law and Policy
Advisor, Delaware Department of Safe-
ty and Homeland Security



H5N1 flu virus will most likely not realize
the extent of his or her illness and conta-
giousness. It is impossible to stockpile a
vaccine against the virus until it actually
mutates into a form tailored for human-
to-human transmission. For these rea-
sons, national, state, and local officials
should proactively develop a prepared-
ness and emergency response plan in an-
ticipation of an outbreak.

The U.S. Department of Health and
Human Services’ (HHS) Pandemic In-
fluenza Plan, published in November
2005, outlines the U.S. pandemic pre-
paredness response to a human-to-
human outbreak of the H5N1 avian in-
fluenza inside U.S. borders.2 It recognizes
the important role state and local law en-
forcement agencies have in the overall
success of the plan and offers detailed
guidance to local law enforcement regard-
ing their involvement in the execution of
their state and local pandemic influenza
plans. Notwithstanding, the plan admit-
tedly does not provide answers to many
of the questions raised by local law en-
forcement regarding their roles in a pan-
demic flu situation. In his article “The
Pandemic Influenza Plan: Implications
for Local Law Enforcement,” Lee Colwell
underscores the plan’s caveat that it does
not have all the answers for local law en-
forcement and that “each community
must develop its own plan in order to 
be prepared.”3

Avian Flu Outbreak 
in Delaware

On February 5, 2004, the Delaware De-
partment of Agriculture (DDA) received
notification that a flock of chickens on a
commercial poultry farm in Delaware
tested positive for avian influenza and a
second Delaware poultry farm tested pos-
itive approximately five days later. At the
time of the initial outbreak, the Delaware
Emergency Management  Agency
(DEMA), a division of the Delaware De-
partment of Safety and Homeland Securi-
ty, already had in place the Delaware
Emergency Operations Plan (DEOP) for
emergencies arising from natural or
human-made disasters. Further, the Del-
marva Poultry Industry Inc. (DPI), a non-
profit industry association, had already
created an emergency disease task force in
response to an avian influenza outbreak
that occurred in the early 1980s in Lan-
caster, Pennsylvania. Although neither
flock was infected with the highly patho-
genic H5N1 influenza virus, the Delaware
Department of Agriculture immediately
implemented its emergency support func-
tions under DEOP and convened the DPI
Emergency Disease Task Force. 

Because the transmission of the avian flu
virus remained a bird-to-bird transmission,
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Date of
onset

Cambodia China Indonesia Thailand Tu

cases deaths cases deaths cases deaths cases deaths ca

2003 0 0 0 0 0 0 0 0

2004 0 0 0 0 0 0 17 12

2005 4 4 7 5 16 11 5 2

2006 0 0 1 0 0 0 0 0

Total 4 4 8 5 16 11 22 4

Figure 1. Cumulative Number of Confirmeda Human Cases of
Avian Influenza A/(H5N1) Reported to World Health Organization
10 January 2006

Date of
onset

Turkeyb Viet Nam Total

cases deaths cases deaths cases deaths

2003 0 0 3 3 3 3

2004 0 0 29 20 46 32

2005 0 0 61 19 93 41

2006 4 2 0 0 5 2

Total 4 2 93 42 147 78

Figure 1. Continued
aTotal number of cases includes 
number of deaths. WHO reports 
only laboratory-confirmed cases.
bIn Avian Influenza: Situation in Turkey:
Update 3, the World Health Organiza-
tion reports that tests conducted 
in Turkish laboratories have 
confirmed that country’s 15th case 
of human infection with the 
H5N1 avian influenza virus
(www.who.int/csr/don/2006_01_10a
/en/index.html [January 10, 2006]).

Source:
www.who.int/csr/disease/avian_
influenza/country/cases_table_2006_
01_10/en/print.html. 
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it was determined that the Delaware 
Department of Agriculture would be the
managing agency. The Delaware State Po-
lice, in conjunction with local private secu-
rity officers, were immediately mobilized
to assist the DDA in 
• setting up a quarantine of the 

infected farm,

• setting up a barrier to prevent re-
porters and other curiosity seekers
from trespassing onto the farm, and

• providing lines of communication be-
tween the DDA, the press, and the
public about the status of the crisis. 
Although only two farms were affected,

local law enforcement had their hands full.
Despite the quarantine order and admoni-
tions by DDA that it was necessary to stay
away from the infected farms to prevent
the spread of the virus, reporters attempted
to enter the quarantined area through any
means available. Some flew helicopters to
gain access to the farms; others trespassed
at night with night vision equipment to
photograph poultry, houses and growers.
As difficult as it may have appeared then,
in the end, the DDA, in part through the
support of state and local law enforcement,
contained the avian flu virus to the two
farms in Delaware. 

What lessons can we glean from the
outbreak of February 2004 and how can
we incorporate those lessons so that they

are meaningful and effective in a pan-
demic flu situation? We now know, if we
didn’t already, that quarantine and isola-
tion will not necessarily win the complete
cooperation of those who are subjected to
the quarantine and isolation or those who
are excluded. The outbreak of February
2004 did not require cooperation between
the Delaware State Police and local and
municipal law enforcement because the
infected farms were already within state
jurisdiction. In a pandemic flu situation,
however, cooperation between the local
jurisdictions through the phases of the
pandemic will be necessary. Officials
should answer the following questions
now: Who will be in command of the
quarantine and isolation in the event of a
pandemic? Under what legal authority
will law enforcement act? How far will
that authority extend? 

The Delaware Emergency
Operations and Pandemic
Influenza Plans

The Delaware Emergency Operations
Plan provides state and local law enforce-
ment guidance in emergency situations
involving natural or human-made disas-
ters. Pursuant to Emergency Support
Funct ion  13  under  the  DEOP,  the
Delaware State Police is the primary
agency in command of security and law

enforcement in the event of a state of
emergency arising from natural or man-
made disasters. Before the declaration of a
state of emergency, quarantine and isola-
tion orders will be enforced by the munic-
ipal or county law enforcement agency 
responsible for providing police service to
the jurisdiction in which the natural or
human-made disaster has occurred. The
respective state police troop will provide
support services to deal with the event as
it unfolds if the local agency asks for the
assistance. Should the situation escalate,
mutual aid agreements between the local
jurisdictions and the state police may
come into play. In addition, Delaware has
enacted the Intrastate Mutual Aid Com-
pact, which permits state and local law
enforcement to cross in-state jurisdiction-
al lines to provide or receive aid from
neighboring local jurisdictions (20 Del. C.
Chap. 32). An agreement to assist between
one jurisdiction and another jurisdiction
need not be approved by DEMA and may
either be verbal or written in nature 
(20 Del. C. Sec. 3206).

Once the governor has declared a state
of emergency, or the DEMA activates 
the Delaware Emergency Operations
Center, and the Delaware State Police 
becomes the primary agency to coordi-
nate law enforcement resources and 
to establish a task force composed of 
representatives from each of the local law



enforcement agencies affected by the 
disaster or event. It is the job of the task
force commanders to coordinate their
emergency law enforcement response,
their allocation of resources, and their as-
signments of personnel. Furthermore, the
task force must prioritize its supporting
roles in other emergency support func-
tions (ESFs) under the DEOP. 

In  con junct ion  with  the  DEOP,
Delaware’s Pandemic Influenza Plan, is-
sued in September 2005, provides that the
Delaware State Police shall act as a sup-
porting agency in the way of crowd con-
trol, traffic control for vaccination clinics,
enforcement of quarantine and isolation
orders and directives, and transportation
of shipments of vaccines to designated 
receiving sites.

So how does the law enforcement role
under the Delaware Emergency Opera-
tions Plan and Pandemic Influenza Plan
translate into a realistic, practical, and ef-
fective application of state and local law
enforcement resources? The Delaware
Plan recognizes four escalating periods of
an influenza pandemic: the inter-pan-
demic period, the pandemic alert period,
the pandemic period, and the post-pan-
demic period. Delaware determines its
planning and response to each period as it
emerges. 

Inter-pandemic Period: At press time,
we are in the inter-pandemic period. The
H5N1 influenza virus is circulating in
other parts of the world and may pose a
substantial risk of human disease, but the
virus has not been known to infect any
human beings in the United States. 

Pandemic Alert and Pandemic Period:
We enter the pandemic alert period after the
infection of one or two persons and move into
the pandemic period once officials learn of the
presence of sustained clusters of infected hu-
mans in the general population.

Post-pandemic Period: The post-pan-
demic period is a return to the inter-pan-
demic period with a possible heightened
phase of recovery, reorganization, and
evaluation.

In his January 2006 Police Chief article,
Lee Colwell identifies three levels of 
a pandemic flu outbreak in which law 
enforcement will play key roles in 

assisting and managing the control and
containment of the H5N1 flu virus: (1) the
individual level, (2) the community level,
and (3) the state and national level, espe-
cially in regard to travel-related risks
within and across state borders. These
three levels coincide with the pandemic
alert and pandemic periods described in
the Delaware Plan.

Generally, it is not anticipated that
there will be a declaration of a state of
emergency at the individual level, or the
beginning of the pandemic alert period,
where one or two persons are suspected
to be, or are, infected with the H5N1 flu
virus. In that case, the director of the
Delaware Division of Public Health, or
his or her designee, must petition the ap-
propriate court to order the isolation or
quarantine of persons. Once the order
has been obtained, the enforcement of
any directives or orders for isolation and
quarantine shall be handled by the law
enforcement agency or municipality pri-
marily responsible for providing police
services to the jurisdiction in which the
H5N1 flu virus has presented itself. The
Delaware State Police and other local
law enforcement will provide support
services when the local or municipal law
enforcement agency can no longer main-
tain control of the emergency situation
without assistance.

The role of the Delaware State Police
and local law enforcement will initially
be to control and reduce the spread of the
virus and may range from enforcing an
isolation and quarantine order of a small
group of persons to enforcing orders to
close schools and businesses, cancel
events, and restrict travel. 

Once the spread of the virus has esca-
lated to a point that warrants either a state
of emergency or the activation of the
Delaware Emergency Operations Center,
the Delaware State Police will become the
primary agency in charge of managing
and coordinating local law enforcement
resources. Once the virus escalates to the
pandemic period, or phase where there
has been an increased and sustained
transmission of the virus in the general
population, isolation and quarantine 
may no longer be an effective means of

controlling the spread of the disease. At
this juncture, the Delaware State Police, in
coordination with local law enforcement,
will provide support for the transporta-
tion of vaccines to designated receiving
sites and to the transportation and treat-
ment of infected individuals. State and
local law enforcement may have to pro-
vide security at receiving sites, hospitals,
and acute care centers. To prevent the
spread of the disease and minimize over-
crowding at hospitals and acute care cen-
ters from infected persons who self-re-
port, law enforcement may be called upon
to  res tr ic t  t ravel
between local jurisdictions and along the
state’s borders. The Delaware National
Guard and other federal assistance will
be deployed to aid state and local law
enforcement.

Although a simple reading of the
DEOP and the Delaware Pandemic 
Influenza Plan suggests that Delaware
has developed an orderly process on
which local law enforcement can rely,
there still remains a lot of work to be
done. Delaware recognizes that the ability
to create a “seamless force fully prepared
to respond to the threat at hand” directly
affects the success of any preparedness
plan. Delaware’s respective agencies have
come together in an effort to close the
gaps in their preparedness plan.

Legal Authority and the
Court Process

Delaware enacted the Emergency
Health Powers Act, which provides that
either the Public Health Authority or the
Public Safety Authority may obtain an
isolation order, a quarantine order, or
both if it has been established by clear
and convincing evidence that the person
or persons to be isolated or quarantined
pose a significant risk of transmitting a
disease to others with serious conse-
quences. The order may be obtained re-
gardless of whether there has been a 
declaration of a state of emergency by
the governor. Furthermore, a directive
may be issued by either the public health
authority or the public safety authority
that would permit state and local law en-
forcement to detain the person or group
of persons pending the issuance of an iso-
lation or quarantine order. To ensure that
isolated or quarantined individuals are
not denied their due process rights, a
hearing must be scheduled within 72
hours. If it is determined that the isolation
or quarantine must continue beyond 72
hours, the individuals have the right to re-
quest a hearing within 10 days. 

Currently, the Delaware Department of
Safety and Homeland Security and Divi-
sion of Public Health are drafting form pe-
titions for ex parte quarantine and isolation
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http://pandemicflu.gov/

The official U.S. Government 
Web site for information on 
pandemic flu and avian influenza.



Circle no. 41 on Reader Response Card



orders to help expedite the process of 
obtaining orders under which law enforce-
ment can legally act. The goal is to create
forms easily recognizable to a judge or
clerk of the court as urgent. Furthermore,
both agencies are working with the courts
to establish a judge-on-call who would be
the primary responder to an emergency
petition to quarantine or isolate. 

Although the judges in Delaware are
not considered first responders, they play
an important role in determining what
legal authority law enforcement has to en-
force a quarantine or isolation order and
to the extent of that legal authority. It is
further expected that judges will continue
to play a role during a pandemic as they
will be asked to issue other orders such as
orders of contempt against those persons
who violate the quarantine or isolation 
orders or to determine law enforcement’s
authority to, for instance, restrict travel
across state borders. Currently, efforts are
being made to protect judges from being
exposed to the virus when they are called
upon to preside over hearings related to
quarantine and isolation orders. For ex-
ample, there is the possibility of conduct-
ing hearings from a remote location
through videoconferencing. The question
remains whether judges who are desig-
nated to handle this type of emergency
situation should be considered and treat-
ed as first responders.

Transmission of Information
and Effective Communication

Under the DEOP, the Delaware De-
partment of Safety and Homeland Securi-
ty, in conjunction with its division,
DEMA, and the Delaware State Police are
designated as the primary agencies for
keeping the lines of communication open
between agencies and the public and dis-
seminating accurate information to the
agencies and the public as a pandemic un-
folds. The DEOP anticipates that commu-
nications shall be conducted through the
use of telephones, cellular phones, radios,
facsimile, pagers, television, newspapers,
and computer systems. During an ex-
treme emergency condition, officials may
use messengers. 

The Department of Safety and Home-
land Security is also using state-of-the-art
telecommunications technology to create a
center from which information and intelli-
gence data may be received, analyzed,
processed, and disseminated to the private
and public sector in a consistent and reli-
able manner. The Delaware Information
Analysis Center (DIAC) will be key in
maintaining open lines of communication
between state and local law enforcement
and other first responders during a pan-
demic crisis. For instance, the DIAC will en-
able first responders to determine which
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hospitals have open beds, which morgues
have space for the deceased, and so on. 

Delaware has also been involved in
other projects to enhance the state’s ability
to stay informed of events as they unfold
throughout the state and to allocate re-
sources where they are most needed. For
example, DSHS is developing a geographi-
cal information system (GIS) and looking at
the option of installing global positioning
system (GPS) and automatic vehicle locator
(AVL) devices in all modes of transporta-
tion used by first responders. These pro-
jects will be incorporated into the DIAC.

If we look back at the events of February
2004 surrounding the avian flu outbreak in
Delaware, one of the lessons learned was
the importance of transparency, of creating
good media relations by making oneself
available to the public with a clear, united
message and continuous and timely up-
dates of that message. Doing so not only
provides for an orderly process for dissemi-
nating accurate information and rumor
control but also reduces public anxiety.

Ongoing Law Enforcement
Concerns

State and local law enforcement agen-
cies are working with the Delaware Divi-
sion of Public Health to ensure that they,
as first responders, and their families re-
ceive antiviral vaccinations that should
offer protection against the virus. Leaders
of law enforcement have made it a priori-
ty to educate their personnel in regard to
the H5N1 avian flu virus and the effects of
a vaccine, all under the premise that edu-
cation and dissemination of accurate in-
formation will reduce the level of a first
responder’s uncertainty as to whether,
when, and how he or she should act or
react in situations where he or she is in
close contact with infected persons.

Although state and local law enforce-
ment  must  use  whatever  force  i s
reasonable and appropriate to ensure
compliance of orders and to protect the
public interest, it is also imperative that
they be educated on the definition of “rea-
sonable and appropriate force” and that a
consistent policy regarding use of force be
developed, implemented, and exercised
by state and local law enforcement.

State and local law enforcement de-
partments, in conjunction with the
Delaware National Guard, DEMA, and
other agencies, have conducted extensive
drills and tabletop exercises to determine
how best to allocate their resources in the
most efficient and effective manner. The
Delaware State Police anticipate that they
will continue to work with local law en-
forcement to provide security to receiving
sites, hospitals, acute care centers, and so
on. As the pandemic increases, state and
local law enforcement will still have to 
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address daily crimes but may choose to
limit their responses to criminal activity to
the more serious calls for service. Those
officers traditionally on patrol will remain
on patrol as the primary responders to
traditional criminal activity, while other
forces in the Delaware State Police and
other local law enforcement agencies may
be deployed to handle events pertaining
to and surrounding the flu pandemic.

The success of the Delaware Pandemic
Influenza Plan, and any other pandemic in-
fluenza plan, depends on the cooperation
and coordination between law enforce-
ment and other agencies on the national,
state, and local level. Effective forms of
communication and accurate dissemina-
tion of information as the pandemic pro-
gresses will lessen the chance of overstating
or understating the risks inherent in this
type of a crisis. One thing is for certain: we
must stay ahead of the H5N1 avian flu
virus. Constant preparation, planning, test-
ing, and development of Delaware’s Emer-
gency Operating Plan and Pandemic In-
fluenza Plan will result in an effective and
meaningful preparedness and emergency
response plan to the pandemic flu. �

1 The last influenza pandemic occurred in 1968-69.
During the 20th century, the emergence of several new
influenza Avirus subtypes caused three pandemics, 
all of which spread around the world within a year of
being detected. 

The 1968-69 influenza pandemic, called the Hong
Kong flu [A (H3N2)], caused about 34,000 deaths in the
United States. This virus was first detected in Hong
Kong in early 1968 and spread to the United States 
later that year. Influenza A (H3N2) viruses still 
circulate today. 

The 1957-58 Asian flu [A (H2N2)] caused about
70,000 deaths in the United States. First identified in
China in late February 1957, the Asian flu spread to the
United States by June 1957.

The highest number of known influenza deaths
from pandemic influenza occurred in 1918-19 with the
Spanish flu [A (H1N1)]. More than 500,000 people died
in the United States, and as many as 50 million people
may have died worldwide. Many people died within
the first few days after infection, and others died of sec-
ondary complications. Nearly half of those who died
were young, healthy adults. Influenza A(H1N1) viruses
still circulate today after being introduced again into
the human population in 1977. 

Both the 1957-58 and 1968-69 pandemics were
caused by viruses containing a combination of genes
from a human influenza virus and an avian influenza
virus. The 1918-19 pandemic virus appears to have an
avian origin. 

Source: U.S. Center for Disease Control and 
Prevention, Atlanta, Georgia, www.cdc.gov/flu/
pandemic/qanda.htm, January 10, 2006.

2 In  the  Uni ted States ,  v iew the  plan  at
www.hhs.gov/pandemicflu/plan/. In Canada, view
the influenza plan at www.phac-aspc.gc.ca/
cpip-pclcpi/. In the United Kingdom, view the 
influenza contingency plan at www.dh.gov.uk/
Pol icyAndGuidance/EmergencyPlanning/
PandemicFlu/fs/en.

3Lee Colwell, “The Pandemic Influenza Plan: Impli-
cations for Local Law Enforcement,” The Police Chief 73
(January 2006): 14-17.
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Editor’s note: “Quarantines: The Law En-
forcement Role” originally appeared in the
summer/fall 2005 issue of Policy Review,
published by the IACP National Law Enforce-
ment Policy Center, and was prepared by
Charles Friend, an attorney and law enforce-
ment consultant in Williamsburg, Virginia.

Should the United States, or any por-
tion of it, have to resort to large-scale
quarantines to contain the spread of dis-
ease, it seems certain that state and local
police will be deeply involved in any such

effort. The military is accomplished at lo-
gistical undertakings and may be best
suited for such things as the delivery of
food, water, medical supplies and related
items. Although the military and other
federal entities such as FEMA will pre-
sumably play a major part in any broad
quarantine program, state and local law
enforcement agencies will play a critical
role as well, particularly in the early
stages of the emergency while other 
resources are being mobilized and
brought on line. This role will present a

monumental challenge to state and local
law enforcement agencies, for they will
face daunting personnel and logistical
problems as they strive to fulfill the duties
and responsibilities placed upon them by
federal, state, and local law. 

Indeed, quarantines of any signifi-
cance are outside the experience of law
enforcement agencies in the United
States. The last large scale quarantine in
the United States was imposed almost 90
years ago during the 1918 Spanish flu
pandemic. Internationally, the SARS 
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Law enforcement agencies worldwide face the stark

possibility of implementing and enforcing a public

health quarantine of large portions of the population in

their jurisdictions. The growing risk of bioterrorist at-

tacks, the specter of a global epidemic spawned by new

and deadly diseases such as the avian flu, and even, as

the United States has so recently seen, the possibility of

public health emergencies created by natural disasters

make it clear that the occurrence of a major 

quarantine scenario in the near future is all too likely.

QUARANTINES
The Law Enforcement Role



epidemic, or severe acute respiratory syn-
drome, was confronted by quarantines in
China, Hong Kong, and Singapore. There,
“police surrounded and cordoned off
buildings, set up checkpoints on roads into
and out of areas where the disease had
been discovered, installed Web cameras in
people’s homes, blocked off whole villages,
and even threatened to execute anyone
who broke quarantine.”1 The less draconian
response in Canada, in which people were
asked to voluntarily quarantine themselves
in their homes while being supplied with
essential supplies, was generally effective
and would be more in line with any quar-
antine that may be imposed in the United
States. Nonetheless, President George
Bush’s suggestion in early October 2005
that the military may be used to enforce a
quarantine opens the door to speculation
about the tactics and operational protocols
that may be under consideration at the 
federal level. 

The president is not the only high rank-
ing authority discussing the potential use
of quarantines. Julie Gerberding, director of
the Centers for Disease Control and Pre-
vention (CDC), on October 5, 2005 re-
marked in an interview that the military or
National Guard might be summoned to
maintain civil order in the “context of
scarce resources or an overwhelming epi-
demic.”2 The mention of scarce resources
was brought into greater relief on Novem-
ber 20, 2005, when Mike Leavitt, secretary
of the Department of Health and Human
Services (DHHS), declared that the United
States is unprepared for the next flu pan-
demic, lacking the manufacturing capacity
to provide 300 million doses of a vaccine for
three to five more years. 

One of the problems with discussions
of quarantines is definition of the term. In
the case of the president’s statement, did
he mean, for example, “gathering those
exposed to flu in a single location and
forcing them to stay there? Did he mean
isolating them in their homes? Cordoning
off whole communities where cases crop
up? Not all quarantines are alike: each
carries its own risks and benefits.”3 Not all
communicable diseases are equally
amenable to control by means of quaran-
tine. In its traditional sense and the man-
ner in which [the summer/fall 2005] issue
of Policy Review speaks of “quarantine,”
the term means “the compulsory physical
separation, including restriction of move-
ment, of populations or groups of healthy
people who have been potentially ex-
posed to a contagious disease, or to efforts
to segregate these persons within speci-
fied geographic areas.”4 Quarantine is not
an interchangeable term with “isolation,”
which means the separation and confine-
ment of individuals who are suspected of
being infected so that they may not trans-
mit the disease to others. Attempts to 

control contagious diseases may use one or
both of these approaches but it is important
to separate the meaning of these terms and
the approaches that may be required to 
enforce them.

Careful, detailed, and well-informed
planning is essential if state and local
agencies are to fulfill this extremely diffi-
cult yet critical role. Speaking to this point
and the potential for a bird flu pandemic,
Dr. Anthony Fauci, director of the Nation-
al Institute of Allergy and Infectious Dis-
eases (NIAID), a division of the National
Institutes of Health (NIH), said “We can’t
put a number on how probable that’s 
[a pandemic] going to be. It’s a low proba-
bil ity.  When the consequences are
unimaginable, you must assume the
worst-case scenario.”5

Planning is certainly essential, for ei-
ther a quarantine or isolation in response
to a flu epidemic or a biological attack.
There are several aspects of a potential
quarantine scenario that local police exec-
utives, managers, and supervisors will
have to consider as they make plans for
such an eventuality. 

Legal Authority
The first issue that local law enforce-

ment planners must address is the ques-
tion of their legal authority in a quaran-
tine situation.

Throughout U.S. history, a conflict has
existed between the Constitution’s guar-
antees of personal and property rights
and the power of the state to act to protect
public health. Although the courts have
historically given deference to the state’s
authority in such matters, many of these
cases have involved the quarantine of ani-
mals, fowl, or agricultural products. Few
of these court decisions have addressed
the issue of human quarantine, and those
that do often have tended to limit the
state’s power rather than enhancing or
clarifying it.6

But it is probable that in the event of a sig-
nificant emergency requiring quarantine of
portions of an area’s population, most courts
would find authority for such actions in both
federal and state constitutions.

Federal law, in 42 U.S.C. 264(a), gives
the surgeon general the power to act to con-
trol the spread of communicable disease: 

The Surgeon General, with the approval of
the Secretary, is authorized to make and en-
force such regulations as in his judgment are
necessary to prevent the introduction, trans-
mission, or spread of communicable diseases
from foreign countries into the States or pos-
sessions, or from one State or possession into
any other State or possession. For purposes of
carrying out and enforcing such regulations,
the Surgeon General may provide for such in-
spection, fumigation, disinfection, sanitation,
pest extermination, destruction of animals or
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articles found to be so infected or contaminat-
ed as to be sources of dangerous infection to
human beings, and other measures, as in his
judgment may be necessary.

Other subsections of 42 U.S.C. 264 pro-
vide for the apprehension, detention, or
conditional release of individuals, the ap-
prehension and examination of individuals
believed to be infected, and other mea-
sures. As a result of the emergent concern
about the threat of a pandemic caused by
the avian flu virus, executive orders have
recently been issued to supplement this law
and to expand the power of the federal gov-
ernment to deal with such an eventuality.7

This concern is fully justified. The flu
pandemic of 1918-1919 killed 50 million
people worldwide, with a death rate
some 50 times that of the usual seasonal
influenza, and it is considered entirely
possible that the current development of
avian flu could rival if not exceed the
scope of the 1918-1919 outbreak.8

Further, it must be recognized that a
bioterror attack might result in a situation
at least as deadly as, if not more deadly
than, these natural pandemics.

Because of these various concerns, the
federal government, specifically the CDC,
is preparing plans for dealing with dis-
ease emergencies in the United States.
When finalized, these plans will almost
certainly include measures for imposing
and enforcing quarantines to limit the
spread of the disease.

It appears that these various federal
measures envision that the federal gov-
ernment will take a lead role in any signif-
icant quarantine activity in the United
States. But this should not lead local law
enforcement officials to believe they need
not prepare for a quarantine situation in
their own jurisdictions. Notwithstanding
federal statutes, regulations, or proclama-
tions, local authorities (that is, local public
health officials and law enforcement
agencies) will probably be the first re-
sponders to any outbreak. Furthermore,
even after federal agencies (probably in-
cluding federal troops or National Guard
units) have moved in, local law enforce-
ment will have to continue to act in coop-
eration with such agencies or forces.
Therefore, in the current absence of any
federal executive or legislative action that
would completely exclude local police
from all responsibility in a quarantine sce-
nario, this issue of Policy Review will
focus on state law and the problems that
may face local law enforcement in quar-
antine situations.

State Legislation. There is now con-
siderable legislation on the general sub-
ject of quarantines, and although many
such state laws deal with the quarantine
of animals, poultry, or agricultural prod-
ucts, most states today have laws related

to the quarantine of human beings.9

Historically, these statutes have contem-
plated only quarantine in the event of nat-
ural outbreaks of disease, but recently
some statutes have been enacted or
amended to address specifically the sub-
ject of human quarantine in the event of
the use by terrorists of biological agents as
a weapon.10

Nevertheless, most state quarantine
statutes relate only to the power of public
health officials, such as state or local health
departments, to act to control disease. And
although they sometimes indicate that pub-
lic health officials may call upon other
agencies, such as the police, for assistance,
few statutes provide specific guidance con-
cerning police authority and procedures in
the event of a quarantine. This lack of uni-
formity and specificity presents a signifi-
cant problem for law enforcement.

Since the events of September 11, ef-
forts have been made to improve the state
legislative situation. In 2001 a public
health law center drafted the Model State
Emergency Health Powers Act11 and fol-
lowed it in 2003 with the Model State Pub-
lic Health Act.12 Both of these model acts
were designed to help states enact legisla-
tion to deal with public health emergen-
cies. Some states have enacted portions of
one or both of these model acts. One
source reports that as of June 30, 2005, 32
states had introduced a total of 78 bills or
resolutions involving portions of the
Model State Public Health Act, and that,
of these 78, 30 have been passed into law.13

In addition, some states, after declining to
adopt the model act proposals, have en-
acted their own legislation.

Many of these newer statutes are still
general in nature and do not relate specifi-
cally to law enforcement involvement in
the quarantine effort. But a few have pro-
vided some degree of specific authority
for law enforcement action in quarantine
situations. For example, in 2005 Hawaii
enacted S.B. 781, which provides that po-
lice officers and sheriffs have the authori-
ty and duty to enforce quarantine orders
when required by the state’s department
of health.14 Since 2001 many other states
have enacted or amended legislation for
the purpose of clarifying their public
health laws and improving the potential
response to public health emergencies.15

The language and coverage of these
numerous state enactments have varied
widely, creating what amounts to a patch-
work quilt of legislation, much of it of lit-
tle specific assistance to law enforcement
agencies as they seek to define their own
authority in a quarantine situation. There-
fore, each law enforcement agency should
check its state’s laws to determine what
authority, if any, the legislature of its state
has provided to law enforcement to act in
quarantine situations.

Legislative Action Required. Because
of the lack of uniformity and even greater
lack of specificity in the state laws, the law
enforcement community should commu-
nicate to political and legislative leaders
the need for detailed and specific legisla-
tive authority governing police involve-
ment in quarantine efforts. Existing leg-
islative quarantine schemes leave police
without adequate guidance and without
adequate protection from liability issues
that may arise as the result of quarantine
enforcement. Some state and local leaders
may not appreciate the need for specific
authorization for police action, so com-
munication of the needs of law enforce-
ment agencies to political and legislative
leaders is vital. 

Planning Issues
Once a law enforcement agency has

determined its legal authority to act to en-
force quarantine, planning for the use of
that authority becomes a matter of the
highest priority. 

For example, the department must first
determine what resources it will need be-
fore it can effectively deal with a quarantine
order, and then ascertain if those resources
are available. Enforcement of a quarantine
order, even for a short time, will require per-
sonnel, time, and money. Many local police
departments lack the capacity to maintain a
major quarantine operation while continu-
ing to perform other police duties. 

In this connection, department execu-
tives must recognize that their personnel
resources may be affected because many of
their own employees and their families
probably will be affected by the emergency.
This may result in absenteeism and will
certainly impose mental and physical strain
on the department’s employees, further re-
ducing the department’s already-strained
operational capacity. 

In addition, police executives must con-
sider the nature and extent of the enforce-
ment measures their agencies will employ.
The quarantine of a large number of human
beings, many of whom will be unwilling to
abide by quarantine regulations, will pre-
sent problems for the department. The
SARS epidemic in Canada presented prob-
lems related to communicating the need for
voluntary quarantine to affected groups.
While it is difficult to draw upon history in
this case to present potential scenarios of
citizen response, it is possible that the gen-
eral public may react as they have in the
past to the use of quarantines.

A case in point is found in Muncie In-
diana where an outbreak of smallpox oc-
curred in 1893. Public health authorities
had a great deal of difficulty convincing
citizens that severe restrictions were nec-
essary to contain the disease. Reportedly,
“many infected citizens were isolated
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under home detention and their presum-
ably uninfected family members were
quarantined with them. Entire neighbor-
hoods were quarantined by patrolling
armed guards; violators were incarcerat-
ed. Mandatory vaccination was institut-
ed. Violence broke out as some civilians
resisted the public health impositions,
and several public officials were shot.
Public health officials ultimately conclud-
ed that their quarantine actions had been
‘an utter failure’” as the public had repeat-
edly defied their quarantine efforts.16 

Another lesson can be learned from a
quarantine instituted in the Chinese
neighborhood of San Francisco, Califor-
nia, in 1900 after plague was diagnosed in
several residents. The boundaries of the
quarantine were later questioned as being
arbitrary and disproportionate in that
they had imposed severe economic dam-
age to the Chinese business community. A
federal court found the quarantine to be
unconstitutional based on the capricious
manner in which it was imposed.

History also shows that some will panic,
and some will seek to flee the area in viola-
tion of the quarantine. In other cases, indi-
viduals will attempt to enter the quaran-
tined area to assist or otherwise be with
their families. What degree of force can or
should the department employ in prevent-
ing violations or apprehending violators?
Can deadly force be used legally, and if so,
will officers follow such orders or refuse to
obey them on ethical grounds? Is the de-
partment prepared to justify the use of such
force and meet the legal challenges and po-
tential liability that will almost certainly fol-
low? These and many other questions must
be addressed.

Every police department, regardless of
size, will require preparation and training.
Training must be carried out well before any
actual emergency arises. In view of the
threat involved, police leaders must take ac-
tion without delay to plan and execute the
training program and to ensure that the nec-
essary logistical resources are available.

Preparation
Adetailed operational plan must be pre-

pared, one that is as specific as possible yet
flexible enough to take into account the
many different scenarios that may be en-
countered. As it is impossible to foresee the
nature, location, and extent of the possible
types of emergencies, all contingencies
must be accounted for. Among other
things, provision must be made for the fol-
lowing functions.

Deployment of Personnel and Equipment.
The department must have a viable plan
for the deployment of its resources in a
quarantine scenario. This must include not
only a realistic evaluation of the assets
available but also the recognition of the
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possibility that personnel resources may be
reduced by the effects of the emergency on
the department’s own employees. Since de-
partment employees, particularly those in
the field, will be exposed to the disease that
has triggered the quarantine, arrangements
must be made for (1) protection of person-
nel, (such as the availability and suitability of
personal protective equipment), (2) mainte-
nance of personnel in the field for extended
periods, (3) replacement of personnel who
themselves become victims, (4) provisions
for force protection against persons who
would use violence against police to escape
or compromise the quarantine and (5) provi-
sions for providing assistance to and com-
munication with the families of police offi-
cers who may be left without the contact and
support of their family member while serv-
ing the public interest.

To these ends, well-thought-out plans
for rotation of field personnel and the pro-
vision of necessary equipment, ranging
from protective gear to vehicles to supplies
of food and water for on-duty personnel,
are essential.

Command and Control. The depart-
ment must maintain close control of the
quarantine operation. Experience shows
that officers in the field, confronted by a
disaster unprecedented in their (or any-
one else’s) experience, require superviso-
ry guidance if they are to perform effec-
tively. Allocation of supervisorypersonnel
to the field is vital, and provision must be
made for maintaining close contact be-
tween the field supervisors and the em-
ployees and units they are supervising,
for these may be widely dispersed if the
quarantine area is large and department’s
resources are stretched thin.

Communications. Recent events have
shown the absolute necessity of maintain-
ing communications capability under ex-
treme conditions. Although disease does
not directly affect communications equip-
ment, it may seriously affect dispatchers
and others who are essential to the contin-
ued functioning of communications capa-
bilities. In addition, it must be remembered
that the quarantine itself may arise out of a
broader emergency situation, such as a ter-
rorist attack or a natural disaster, that may
result in damage to communications equip-
ment. Such damage could degrade the
communications network and cripple the
ability of command personnel to communi-
cate with officers in the field, or of officers
to communicate among themselves, with
resultant loss of ability to manage the quar-
antine situation.

Initiation. It must be clearly deter-
mined who is to initiate the quarantine
measures. Presumably this will come
from public health officials, either directly
or along the political chain of command.
Statutes generally provide public health
officials with the authority to initiate Circle no. 49 on Reader Response Card
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quarantine measures and may specify
under what conditions and to what extent
quarantines may be imposed. It is incum-
bent upon police executives to under-
stand who has the authority to initiate a
quarantine order and the exact extent of
that authority. Here, close liaison with
local and state public health officials is
necessary to avoid confusion and delay in
the initial stages of the quarantine.

Cooperation with Other Agencies. Co-
operation with other agencies, federal, state
and local, will be essential. Protocols for
this cooperation must be established in ad-
vance between police, fire services, EMS,
and other related responders. For example,
if mutual assistance agreements between
neighboring local jurisdictions do not al-
ready exist, they should be created and,
when the occasion arises, implemented
without delay. As the recent experience
with the Gulf Coast hurricanes illustrates,
many legal and operational difficulties can
arise to interfere with interagency coopera-
tion, and these difficulties should be antici-
pated and provided for. 

One complicating aspect of this problem
is the possibility, if not probability, that a
large quarantine effort will require the em-
ployment of National Guard or federal mili-
tary assets. Here the issues of command and
control, communication, and delineation of
responsibility loom large and must be antici-
pated if the quarantine effort is to be carried
out effectively.

Public Cooperation. It is unlikely that
any quarantine operation will succeed if it is
not supported by a majority of the inhabi-
tants of the area. Widespread resistance to
quarantine measures, as previously men-
tioned, perhaps including panic and mass
exodus from the threatened area, is a distinct
possibility. Asignificant lack of public acqui-
escence to quarantine measures will almost
certainly defeat the efforts of even the best-
planned and competently executed quaran-
tine operation. Therefore, police depart-
ments, in conjunction with public health
authorities, should take the following steps:
• Educate the public about the possible

necessity of quarantine and the mea-
sures that will be taken.

• Enlist the public’s aid in (1) complying
with quarantine regulations and, if
possible, (2) assisting the department
in carrying out a successful quaran-
tine.

• Inform the public of the consequences
of quarantine violations, both for the
violators and for those who may suffer
as the result of the violation.
These steps should be initiated before any

actual emergency arises, and should be given
top priority in the overall departmental plan.

Facilities for Detention of Quarantine
Violators and Looters. Serious disruption

of normal procedures may occur during a
quarantine emergency, either because of
the quarantine itself or because of the
broader event that leads to the quarantine.
For example, return of apprehended quar-
antine violators to the original quarantine
area may not be feasible, and provision
must be made not only for such persons,
but also for the detention of other types of
violators, such as looters, if available per-
sonnel resources do not permit processing
in the normal manner. Crowd control must
be anticipated if persons choose to protest
the quarantine actions, attempt to overrun
emergency medical facilities or violently
compete for scarce vaccines, medical treat-
ment, food or supplies. 

Treatment of Medical Contingencies.
Police departments must make arrange-
ments in advance for the transportation
and treatment of those who experience
medical emergencies during the quaran-
tine. Some of those quarantined will be-
come ill. Facilities must be available for
treatment of such emergencies, and the
means and manpower to transport ill per-
sons, or to summon other agencies to do so,
must be available. Obviously, these mea-
sures are primarily the responsibility of
public health agencies, health care
providers and facilities, and so on, but po-
lice need to be aware of the existence, loca-
tion, and nature of the medical assistance
available during the quarantine. Again,
planning and close cooperation are crucial.

Training
One indispensable aspect of quarantine

preparation by police departments is training.
Because a widespread quarantine may ulti-
mately result in the involvement of virtually
all department personnel, a massive all-ranks
training program will be required and should
be initiated without delay. Uninformed or
misguided actions by departmental man-
agers, field supervisors, or field personnel in a
quarantine situation will inevitably lead to
disaster for both the department and the com-
munity. All levels of the department will be in-
volved in some manner in any significant
quarantine operation, and therefore all levels
of the department must be properly prepared
to fulfill their responsibilities once the quaran-
tine has begun.

A quarantine training program must
include the assistance of public health
agencies. A joint training program involv-
ing all of the agencies that will be in-
volved in the quarantine effort should be
instituted without delay.

Summary
Some police agencies in the United

States will likely face the necessity of 
imposing either a mandatory or volun-
tary quarantine after a terrorist attack, the

start of a pandemic, or a health crisis
caused by storms, earthquakes, or other
natural disasters. Although the federal
government will probably play a lead role
in the enforcement of a quarantine order,
police, in their capacity as first responders
and primary administrators of local laws,
must be prepared both to bear initial re-
sponsibility and to play a continuing role
in carrying out quarantine measures.
Careful planning, meticulous prepara-
tion, and department-wide training will
all be required. �
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QUICK FACTS Hurricane Katrina
August 23 – 31, 2005

U.S. States Affected Florida, Louisiana, Mississippi, Alabama, and Tennessee

Strength at Landfall Category 4

Winds at Landfall More than 140 miles per hour

Rainfall 12–16 inches

Storm surge 4–32 feet
More than 30 feet in Biloxi, Mississippi
More than 20 feet in Plaquemines, Louisiana

Area affected 108,456 square miles

Casualties 1,321 total (1,095 in Louisiana)as of 12/16/05

People Affected 2,500,000 households request Individual Assistance

People left Homeless 527,000 total (288,700 in Louisiana)

Business Impacted More than 71,000 in Louisiana

Job Losses More than 400,000 in Louisiana

Damage Estimates $34.4 billion total ($22 billion in Louisiana) 
(source: ISO properties Report 10/7/05) 

Source: 2005 Louisiana Hurricane Impact Atlas: Volume 1 
http://lagic.lsu.edu/lgisc/publications/2005/LGISC-PUB-2005111600_2005_HURRICANE_ ATLAS.pdf; 
December 29, 2005. Also a portal to the Louisiana Hurricane Impact Atlas as well as other details are 
available through the state government official Web site at http://www.louisiana.gov/wps/portal/

Operation LEAD:
New Jersey’s Statewide Response 
to Louisiana in the Aftermath of 



On October 11, 2005, the final platoons
of personnel, vehicles, and equipment as-
signed to the Louisiana Emergency Assis-
tance Deployment (Operation LEAD), 
returned to New Jersey.

Operating through the New Jersey 
Office of Emergency Management1, Opera-
tion LEAD had effectively completed its
primary mission to assist the New Orleans
Police Department and Louisiana State Po-
lice in the aftermath of Hurricane Katrina
by way of staffing, equipment, and logisti-
cal and technical assets. These assets were
deployed with a systematic approach
grounded in complete self-sufficiency.

Over the course of five weeks, more
than 600 state troopers and local and
county police officers from 112 New Jer-
sey law enforcement agencies, accompa-
nied by fire service, emergency medical
technicians, and a mobile relief team from
the Salvation Army, carried out day and Circle no. 2 on Reader Response Card

night patrol operations in the Second,
Third, and Sixth Police Districts in New
Orleans. The Second District alone en-
compassed approximately 9.7 square
miles, with a pre-evacuation population
of 100,000. All three districts were heavily
damaged by floods and high winds.

Among their many activities, Opera-
tion LEAD personnel searched 7,989 resi-
dences, rescued 67 stranded residents,
and assisted 174 residents who were shel-
tered in place. They assisted in the recov-
ery of 117 bodies, rescued 274 animals,
and carried out 2,050 humanitarian deliv-
eries of food and water to those residents

who chose to remain in their homes.
There were more than 4,300 decontamina-
tions of emergency workers and vehicles.
Patrols handled more than 4,400 tele-
phone calls to 911 operators. 

STATEWIDE COLLABORATION
AND COORDINATED RESPONSE

The core values of service to others and
personal sacrifice are deeply woven into
the fabric of the law enforcement, fire, and
emergency medical communities. They
are a powerful inertia that brings about an
overwhelming personal and organiza-
tional need to respond when others are in
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Collaboration and 

Coordinated Response 

Is Necessary

In times of crisis, the
spontaneous and 
unsolicited individual 
or agency responses can
hurt more than help. 
Attempts to provide 
assistance can add an-
other layer of complexity
to the chaos and disorder
of a major disaster, par-
ticularly when locally 
affected police and fire
departments are coming
to grips with their own
losses or personnel 
dislocations in the midst
of organizing a rescue
and recovery effort. 
Deployments need to be
coordinated through the
Emergency Management
Assistance Compact.



to develop an organized and orderly de-
ployment to Louisiana. Existing New Jer-
sey emergency operations plans govern-
ing local and state responses to hurricanes
and floods proved helpful but did not an-
ticipate the need for lengthy supply lines.
If Operation LEAD was to stand on its
own two feet, it must sustain revolving
14-day deployments that included equip-
ment, personnel, food, sanitation, com-
munications and other logistics along a
supply route more than 1,300 miles long.

When the devastation from Hurricane
Katrina was followed by the structural
failure of several levees in New Orleans,
the police, fire, and emergency medical
agencies in New Jersey stood ready to re-
spond with all urgency. Under the author-
ity of state director, the office of the super-
intendent issued a statewide message that
informed local and county law enforce-
ment agencies that plans were already
under way to coordinate a multiagency
statewide response through the New Jer-
sey Office of Emergency Management
(NJOEM). All outside agency deploy-
ments were being coordinated through
the Emergency Management Assistance
Compact (EMAC).

EMAC is the nation’s interstate mutual
aid agreement during times of crisis. 
For Operation LEAD, EMAC provided
the legal foundation for a statewide 
response from New Jersey that would
cover federal reimbursement for services 
rendered and granted Louisiana law en-
forcement powers in support of a police 
mission on the ground.

To weave a New Jersey multiagency
response into a single deployment to
Louisiana, New Jersey Acting Governor
Richard Codey signed an executive order
appointing all responding police officers,
fire service, and emergency medical per-
sonnel as state emergency workers under
the command and control of the NJOEM.
By this designation, all personnel as-
signed as emergency workers to Opera-
tion LEAD were considered to be agents
of Louisiana under EMAC for tort liability
and immunity purposes.

As  discuss ions  cont inued with
Louisiana EMAC and FEMA officials, 
senior emergency management comman-
ders at New Jersey State Police headquar-
ters completed a concept of operations for
a stand-alone deployment to Louisiana.
This operational plan would tap into col-
laborative homeland security initiatives
already established in New Jersey.

The unending fear of terrorism in the
greater New York and New Jersey metro-
politan area had driven most of the feder-
al homeland security funding in New 
Jersey into increasing preparedness
through training and tabletop exercises,
disbursing or upgrading first responder
and decontamination equipment, andCircle no. 37 on Reader Response Card

need. In times of crisis, however, sponta-
neous or unsolicited individual or agency
responses can risk being at odds with
their good intentions. Emergency re-
sponse should not add another layer to
the chaos and disorder of a major disaster,
particularly when locally affected police
and fire departments are coming to grips
with their own losses or personnel dislo-
cations in the midst of organizing a rescue
and recovery effort.

After the September 11, 2001, terror at-
tack in New York City, responders labor-
ing at Ground Zero quickly became ex-
hausted, hungry, and dehydrated, and

they desperately needed billeting, food,
and water. After a long day of passing
buckets of debris and searching for sur-
vivors and human remains in the rubble
pile, there arose a need for on-site medical
treatment and stress counseling.

Rescue workers also labored against a
backdrop of short- and long-term liability
issues involving possible physical or psy-
chological injury or death while render-
ing assistance. Reducing liabilities and as-
serting protections were among the many
issues that weighed heavily on the minds
of New Jersey State Police emergency
management commanders as they set out
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achieving radio interoperability. From an
all-hazards perspective, significant im-
provements were observed in responses
to a whole gamut of technological and
naturally occurring calamities, including
fires, floods, collapsed buildings, and
chemical spills or leaks.

Millions of dollars earmarked for the
Urban Area Security Initiative (UASI) in
northeastern New Jersey had also provid-
ed training and equipment to more than
800 police officers in six counties, mobiliz-
ing them into county-based rapid deploy-
ment teams (RDT). In the event of a state
emergency declaration by the Governor,
the RDTs could transition into a larger
force under the command and control of
the state director of OEM. 

New decontamination equipment and
training had been provided to New Jersey
police and fire departments, particularly
to those located in the UASI region. This
had brought about the creation of the De-
contamination Task Force in four counties,
staffed by police and fire personnel
trained to decontaminate, or hot wash,
emergency workers and equipment oper-
ating in a toxic environment. 

The New Jersey State Police, in cooper-
ation with the county prosecutors, had
also brokered agreements to create other
specialized coalitions of federal, state, city,
and county bomb squads, SWAT teams,
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Guide to Abbreviations

ASPCA American Society for the Prevention of Cruelty to Animals 

CIST Critical Incident Stress Team

DMORT Federal Disaster Mortuary Response Teams

EMAC Emergency Management Assistance Compact

FEMA Federal Emergency Management Administration

FEMA/IST Federal Emergency Management Agency Incident Support Team

FLIR Forward Looking Infrared Radar

IAP Incident Action Plan

ITAC International Tactical

NJLETF New Jersey Law Enforcement Task Force

NJOEM New Jersey Office of Emergency Management

NOPD New Orleans Police Department

Operation LEAD Louisiana Emergency Assistance Deployment (from the state of New Jersey)

RDT Rapid Deployment Teams

UASI Urban Area Security Initiative

UPS Uninterruptible Power Systems

VFW Veterans of Foreign Wars (United States)

VPN Virtual Private Network



canine units, and crime scene investiga-
tion units to respond to mass casualty
events. One or more of these task forces
could be deployed on the basis of their
technical expertise. Positioned to protect

New Jersey against the threat of terrorism
and an array of natural and technological
disasters, these collaborations offered a
highly qualified pool of responders for
Operation LEAD.

The f i rs t  EMAC request  f rom
Louisiana arrived on August 3, 2005, and
brought about the deployment of four
swift-water rescue teams involving 16 of-
ficers from the state’s 210-strong Urban
Search and Rescue Task Force One, as
well as a seven-member water rescue unit
from the Passaic County Sheriff’s Depart-
ment. They carried full camp provisions,
tents, cots, and enough food and water to
last for 72 hours. Arriving in New Orleans
on September 5, they began water rescues
at the direction of the Federal Emergency
Management Agency Incident Support
Team (FEMA/IST). In their two weeks of
operation, swift-water rescue team mem-
bers searched 2,300 residences and struc-
tures, rescued 29 residents, sheltered 54 in
their residences, and marked three bodies
for recovery.

Once the U.S. Army Corps of Engi-
neers had shored up the levees and put
several huge pumps into service, the re-
ceding city waters increased the capacity
for ground operations. EMAC requests
for out-of-state rescue, recovery, and gen-
eral police services in support of those
ground operations became a priority.

Captain Karl Kleeberg, supervisor of
the New Jersey State Police Emergency
Management Recovery Bureau, had been
deployed along with Task Force One. His
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Swift-water rescue team members evacuate an elderly resident from a flooded parish.
Photograph courtesy New Jersey State Police



two distinctly different environments for
work and recreation.

STRUCTURE AND PURPOSE
Perhaps the greatest challenge of Op-

eration LEAD was to simultaneously
transport all of the personnel and equip-
ment necessary to create a self-contained
community of New Jersey emergency
workers in greater New Orleans. Once
this force arrived in Louisiana, command
and control shifted to lines of authority di-
viding mission-oriented specialties and
technical expertise.

The Operation LEAD task force was
organized according to the Incident Com-
mand System principles, with sections es-
tablished for command, operations, logis-
tics, finance, and planning. Each section
had its own section chief and staff.

Command: The command staff was
composed of state police personnel, with
a major or a captain from the emergency
management section serving as an inci-
dent commander.2 A support staff includ-
ed a deputy incident commander, an op-
erations officer, a small investigative
squad of detectives from major crimes,
street gang, and crime scene units, and a
rapid response team of approximately 10
troopers to support patrol operations
with heavy weaponry, antisniper tactics,
and force protection. A public information
officer was assigned to handle all media
inquiries and the visits of dignitaries and
news reporters.

Operations Section: The operations
section consisted of five teams of 20-25 of-
ficers and firefighters under the immedi-
ate command of local and county police
captains and lieutenants to conduct
search, rescue, and recovery operations.
To the extent possible, these teams consol-
idated officers from the same or neighbor-
ing departments in New Jersey to foster
the closest possible working relationship.
In addition, each team contained fire ser-
vice personnel responsible for decontami-
nation after every patrol.
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mission was to develop an operational plan
in conjunction with the Louisiana State Po-
lice and New Orleans Police Department
(NOPD) that would map out a police mis-
sion for a larger ground force of New Jersey
law enforcement responders. As a force
multiplier to the NOPD, it was agreed that
Operation LEAD would assist in search,
recovery, and general police patrol opera-
tions in the Second Police District in 
New Orleans.

To reduce the burden upon fatigued
local departments, Operation LEAD
would have to be self-sufficient in its day-
to-day operations, identifying its own
means of housing, sanitation, and food

provisions. Although rescue and recovery
operations would take place in devastat-
ed areas without essential services, every
effort was made to locate the command
post and billeting facilities on high
ground with power and utilities near the
patrol area.

The search focused on the New Or-
leans suburbs of Kenner and Harahan.
The command post was located at the Vet-
erans of Foreign Wars (VFW) post in
Harahan. Billeting and dining facilities
were located in a gymnasium at the Muss
Bertolino Athletic Complex in Kenner.
The decision to locate these facilities sev-
eral miles apart was deliberate, creating
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Essex County firefighters decontaminate 
the boots of an officer after a patrol.
Photograph courtesy New Jersey State Police



A hazardous materials team was des-
ignated to handle tactical encounters with
dangerous chemicals or toxins. This team
spent a great deal of time working in part-
nership with the 91st U.S. Army Civil
Support Team, stabilizing operations at
chemical and industrial facilities through-
out Jefferson Parish. Jefferson Parish,
home to approximately 500 chemical and
industrial facilities, was the hardest hit
after storm surge waters in the Industrial
Canal collapsed the levee, releasing into
the parish a 30-foot-high wall of water
and a huge overturned barge that crushed
everything in its path.

Finance Section: Due to the require-
ments of EMAC, the finance section kept
strict accounting of all expenditures and
captured all costs relating to the deploy-
ment. A daily report was provided to the
incident commander memorializing all
expenses to date and the administrative
needs of the detail; current estimates re-
veal the total cost for the deployment at
approximately 6-8 million dollars. Each
member of Operation LEAD was re-
quired to fill out a daily activity patrol log
and record all shift activities.

Planning Section: The planning sec-
tion served as a repository and inventory
for all documentation. The section includ-
ed the New Jersey Critical Incident Stress
Team (CIST), a highly trained group of
counselors, to include a state police chap-
lain, who were available at all hours to
provide crucial stress management coun-
seling and nondenominational religious
services. The CIST established its reputa-
tion at Ground Zero in New York City, de-
ploying alongside the New Jersey Urban
Search and Rescue Team.

Logistics Section: The logistics section
handled radio and telecommunications,
medical services, base security, and other
technical services. A medical doctor was
also present throughout Operation
LEAD. A tent in the billeting area was out-
fitted as a treatment facility with sufficient Circle no. 60 on Reader Response Card

privacy to conduct medical examinations.
Due to the toxicity of the patrol environ-
ment, even a small cut or an abrasion was
given quick attention and treatment.

All of these sections provided daily
progress reports to the incident comman-
der. An incident action plan (IAP) was
completed by the planning section chief
with tactical input from the other section
chiefs. The IAP delineated the mission,
goals, and overall strategy for each opera-
tional period. It also provided to the inci-
dent commander with talking points for
the twice-daily roll calls and issued threat
assessments and crime intelligence. The
IAP was also transmitted electronically to

the NJSP command staff in New Jersey
and to the Louisiana State Police Com-
mand Post in Baton Rouge.

THE LONG SUPPLY LINE
On September 7, the first in a series of

three two-week deployments departed
from state police Troop C headquarters in
central New Jersey.3 The caravan com-
prised 74 marked patrol units, 10 hazmat
and decontamination vehicles, two ambu-
lances, a transportation maintenance ve-
hicle, four light towers, and a command
post bus. Seven car carriers transported
the marked units, leaving a few to escort
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If Operation LEAD was to
stand on its own two feet,
it must sustain revolving
14-day deployments that
included equipment, per-
sonnel, food, sanitation,
communications, and
other logistics along a
supply route more than
1,300 miles long.



the convoy. Two low-boy trailers carried
the command post bus, two ambulances,
and the light towers. Another truck car-
ried supplies donated by private compa-
nies in Bergen County.

Four New Jersey Transit buses trans-
ported 220 troopers, police officers, 
firefighters, and emergency medical per-
sonnel from 35 agencies. The first deploy-
ment included five decontamination units
from three counties consisting of 36 police
officers and firefighters with a specialty in
hazardous materials. All Operation
LEAD personnel were required to receive
inoculations for tetanus, diphtheria, and
hepatitis prior to their departure.4

BILLETING AND DINING
Due to the size of the first convoy, the

trip took 38 hours. The convoy arrived at
the Muss Bertolino Athletic Center in
Kenner, a facility with much-needed air
conditioning. In advance of their arrival,
the New Jersey National Guard, under
the command of Major General Glenn
Rieth, had flown cots, tents, water, meal
rations, and a small contingent of Nation-
al Guard and state police personnel, to in-
clude Major John Hunt as the designated
incident commander, into the New Or-
leans Naval Air Station. National Guard
soldiers transported the supplies to Ken-
ner and then worked nonstop to trans-
form the athletic center gymnasium into a
fully functioning living quarters for sever-
al hundred emergency responders. It was
quickly dubbed Camp New Jersey.

The gymnasium was kept cool, in low
light, and quiet. Dozens of emergency
workers were sleeping or relaxing at all
hours of the day or night before their pa-
trol shift. To permit recreation and group
conversation, outside tents were set up,
one of which offered cable television fea-
turing baseball games and movies.
Through a wireless bridge negotiated
with a local company, an Internet kiosk
was set up along the interior perimeter of
the billeting area so personnel could stay
in touch with their departments and fami-
lies through e-mail or instant messages.
Hot and cold meal choices were offered
three times a day in a high school cafeteria
near the gymnasium. Snacks, power bars,
water, and soft drinks were available 24
hours a day in the billeting area.

COMMUNICATIONS AND RADIO
INTEROPERABILITY

The first step in ensuring the safety of
Operation LEAD personnel was estab-
lishing sound and secure communica-
tions. NJSP radio technicians and infor-
mation technology specialists assessed
the communications needs and chal-
lenges  faced by  agenc ies  a l ready 
responding to the Katrina disaster. The

existing state, parish, and local police
agencies operated on 800-megahertz sys-
tems that were in various stages of opera-
tion due to power failures and severe
wind damage. The International Tactical
(ITAC) interoperability frequencies were
being used mostly for point-to-point
communications but were hampered by
constant chatter.

Technicians believed that NJSP radios
could provide some interoperability
through these channels. A search began
for FCC licenses that would identify what
conventional frequencies already pro-
grammed into the NJSP radios could be
used in the New Orleans area without in-
terference. Technicians requested and 
received a temporary FCC license to oper-
ate on the 800-megahertz repeater fre-
quencies. This would inform responding
agencies  that  the  f requency was  
already in use and would avoid interfer-
ence with agencies that attempted to use
the same or adjacent frequencies. The 
repeater and talk-around frequencies
used by the New Jersey contingency were
also coordinated and approved through
the FEMA ad hoc frequency coordinator.

A multidisciplinary group of techni-
cians arriving in the first wave of the
LEAD Task Force quickly went to work to
provide radio, telephone, and informa-
tion technology support to the command
post, billeting, and operational areas.
Within the first 24 hours of their arrival, a
cache of portable, mobile, and desktop ra-
dios, a portable 800-megahertz repeater,
and a Raytheon/JPS ACU-1000 Interoper-
ability Communications System had been
installed. Additionally, a telephone 
system, wireless and satellite phones, a 
credentialing machine, a dozen laptop

computers with wireless access, and a
local area network (LAN) were set up. 

Generators and uninterruptible power
systems (UPS) were available to provide pri-
mary and back up power and an 800-mega-
hertz repeater was installed on the 210-foot
Bell South building in downtown New Or-
leans. This service delivered full local techni-
cal support to the operation and set the stage
for additional connectivity.5

An initial exchange of radios was con-
ducted with the Louisiana State Police
and the police departments in New Or-
leans, Kenner, Harahan, and Jefferson
Parish. Temporary connectivity and
monitoring was facilitated through radio
reprogramming in the Raytheon Interop-
erability System. All of this interagency
coordination, carried out under very chal-
lenging conditions, permitted the smooth
transfer of vital communications and in-
formation through dispatch and en-
hanced joint operations between Opera-
tion LEAD, the U.S. Army, the National
Guard, the FBI, the NOPD, and the LSP. 

Building upon Internet connectivity,
an encrypted VPN tunnel was established
between the Harahan command post and
NJSP division headquarters in New Jer-
sey. This secured the data communica-
tions and allowed the Operation LEAD
incident commander to exchange com-
munications, documents, and large media
transfers of photographs with the NJSP
command staff.

PATROL OPERATIONS
The primary mission of Operation

LEAD was dedicated to search and res-
cue. More than 100,000 heavily damaged
and flooded residences and commercial
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State Police Lieutenant Lou Klock briefs members of Newark Police Department’s SWAT team before a night operation.
Photograph courtesy New Jersey State Police





buildings in New Orleans and the sur-
rounding parishes needed to be searched
for survivors or to recover the remains of
those who had perished. It was a grueling
daytime operation that tested the strength
and character of each and every member
of Operation LEAD. For much of the five-
week deployment, temperatures fluctuat-
ed between 90 and 100 degrees, with high
humidity and saturated ground condi-
tions. As highly toxic groundwater evapo-
rated, it left a sickening gray pallor over
the entire landscape, producing the per-
fect medium for the growth of bacteria
and mold.

When the levees collapsed, rapidly
churning currents of water filled the in-
side of houses in a matter of minutes, up-
ending furniture and appliances, and bat-
tering residents who could not escape. As
the water drained away, everything was
deposited in massive piles of debris. Dead
bodies filled small spaces between refrig-
erators and furniture items and were not
easily recognizable. Looking up, rescuers
began to recognize large, circular yellow-
ish stains on the ceiling as telltale evi-
dence of a decomposing body on an up-
stairs floor. 

Telephone calls from concerned rela-
tives often led a team back to a house al-
ready searched and a body was recov-
ered. In one case, Operation LEAD
personnel searched a residence in the 2
District several times as the waters
drained and debris was removed, ulti-
mately locating three bodies.

Rescuers were not authorized to 
remove bodies. They marked their exact
location with a handheld global position-
ing instrument and transmitted the coor-
dinates to the Louisiana State Police com-
mand post in Baton Rouge. Federal
disaster mortuary response teams
(DMORT) removed the bodies.

Operation LEAD teams followed a
simple process created by FEMA to de-
note residences that had already been
searched. A team member identified as a
doorman spray-painted a large X in
bright orange on an outside wall near the
front door, adding important pieces of in-
formation to brief other teams about the
search. Above the X the doorman wrote
the date and time of the search. To the left
of the X he identified the search team by
its initials. For instance, NJLETF stood for
the New Jersey Law Enforcement Task
Force. To the right of the X the doorman
identified any hazards to entry, such as
dogs, cats, or snakes. Below the X he
records the number of dead bodies found.

During searches, mold and other
household contaminants were a constant
peril to search personnel. Floors were slip-
pery from growths of mold that spread up
the walls and across the ceiling. Inhala-
tion of aerobic mold spores presented a

serious hazard to health. To avoid conta-
mination, essential equipment included
face masks and Tyvek suits and boots, all
of which were discarded after each
search. Piles of suits left outside a proper-
ty reminded other teams and agencies
that the residence had been searched.

Patrol officers searching residences
were encouraged to wash their hands
dozens of times a day with an alcohol-
based hand rub to ward off the possibility
of skin infection and disease transmission.
Boots and vehicle tires and quarter panels
were soaked in detergent and rigorously
scrubbed so that mold, bacteria and pollu-
tants did not track back into the command
post or billeting area.

Oppressive heat quickly increased
body temperatures. Patrol supervisors
paid close attention to signs of dehydra-
tion and heat exhaustion. Heavy sweating
was normal. Those who were not sweat-
ing were in immediate need of hydration
and were taken off the detail.

Patrols at night were conducted in
areas of complete darkness, and under
conditions far too hazardous to conduct
residential searches. Night missions were
confined to general police patrol to pre-
vent looting and other criminal activity.
On occasion, night patrols were support-
ed by members of the Oklahoma Air Na-
tional Guard who flew helicopters mis-
sions with searchlights and forward
looking infrared radar (FLIR) in support
of the patrols.

Once the parish roadways were
cleared of debris and low hanging wires,
the command post bus pushed forward
with all patrol operations. The bus was

equipped with multiple radios, comput-
ers, a wireless phone system, a satellite
telephone, and had backup generator ca-
pacity to operate in a barren communica-
tions environment.

FORCE PROTECTION AND 
CRIMINAL INTELLIGENCE

One of the critical issues confronting
the conduct of Operation LEAD was the
protection of its personnel. Soon after the
hurricane had passed, there were reports
of looting and weapons thefts by street
gangs. Houses were burglarized and
burned. Loose bands of armed individu-
als were openly engaging police and fire-
fighters in head-on skirmishes and snip-
ing at helicopters in the midst of their
rescue efforts.

These threats underscored the need for
force protection during every rescue and re-
covery operation. Earlier in the deployment,
swift-water rescue teams had added a two-
person vessel to every waterborne patrol
and armed them with shotguns and other
tactical weapons. This patrol vessel cruised
the area around the rescue operation, scan-
ning the landscape for looters and snipers.

When the city had drained enough to
conduct ground operations, heavily
armed officers assigned to the rapid de-
ployment team secured blocks and neigh-
borhoods where search operations were
under way. Operation LEAD also provid-
ed force protection to local ambulance
and other emergency medical responders,
as well as to members of the New Orleans
and New York City fire departments who
continually battled arson fires.
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A member of New Jersey Task Force One conducts force protection during a water rescue mission.
Photograph courtesy New Jersey State Police
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Each of the three Operation LEAD de-
ployments included detectives from the
New Jersey State Police Street Gang Bureau.
Their job was to work with the New Orleans
Police Department, the Louisiana State 
Police, and the Federal Bureau of Investiga-
tion to develop intelligence on the presence
of street gangs and other organized criminal
groups that might pose a threat to the patrol
operations. These detectives were a critical
part of the morning and evening intelligence
briefings to squad leaders.

A final but critical element of force pro-
tection is force health protection. Health
and safety is an issue whose importance
amounts to an ethical imperative, to say
nothing of attendant legal obligations.
There is a responsibility to communicate

risk to those we place in harm’s way, vol-
untarily or otherwise, and to ensure that
their health is monitored before, during,
and after deployment to any affected area.

Because a police, fire, or EMS comman-
der will likely have health resources avail-
able to them (in their jurisdiction, if not in
their department), they need not possess
the expertise themselves. They simply
need solid advisors to help them evaluate
three fundamental questions: Are my per-
sonnel being thoroughly screened prior to
deployment? What is being done to protect
them during deployment (by means, for
instance, of decontamination, personal
protection equipment, and contaminant
sampling)? And are they being thoroughly
screened at the conclusion of and beyond

LESSONS LEARNED
Operation LEAD was New Jersey’s emergency response to
Louisiana after Hurricane Katrina. The following are some of the
lessons arising from this effort:

1. Naturally occurring or technological disasters have broad
geographic impact that cannot be mitigated by a single-
agency response. Floods, hurricanes, earthquakes, or ter-
ror attacks can quickly overwhelm the resources of a local
department. A statewide, interagency response, closely
coordinated through the appropriate federal authorities, is
far more efficient and economical. Illinois, Michigan, and
New Jersey responded to the Gulf Coast states in the after-
math of Hurricane Katrina with a multiagency task force.
Any state police or state office of emergency management
member of the EMAC network can quickly assemble a
statewide police, fire, and medical response with all the
necessary protections and reimbursement through the 
issuance of an executive order of the governor. Eliciting
support from the hundreds of police and fire departments
in each state permits an EMAC member from absorbing the
full weight of a mass response.

2. Disaster and evacuation plans cannot ignore the welfare of
house pets. Assuring evacuees of pet welfare permits a
more orderly and compliant evacuation. Setting up pet
evacuation centers with protocols to reunite pets and own-
ers is a sound solution and should be developed in partner-
ship with state veterinary agencies.

3. A collaborative military and law enforcement mission is
far more effective in distant disasters than a military-only
solution. Both the military and law enforcement services
bring separate and unique abilities and skills to bear on
disaster mitigation and recovery. The ability of the military

to airlift personnel, supplies, and equipment on a mass
scale cannot be surpassed by any other domestic
agency. Law enforcement, along with the fire and emer-
gency medical services, bring vast experience from their
respective professional routines and homeland security
missions, to include water and ground search and res-
cue, firefighting, decontamination, community policing,
and general police patrol.

4. Much like special duty physical examination requirements
for military flight personnel or EOD specialists, annual
physicals for personnel subject to deployment would call
attention to changes in one’s health status either before of
after deployments. To that end, a dialogue should be initiat-
ed with organizations’ medical units and their respective
health departments, as each can have mutually exclusive
perspectives. At a minimum, comprehensive health
screenings should take place before deployment to an af-
fected area and immediately upon return, before being re-
leased to home (to exclude outside influences and in con-
sideration of family health). The timing of screenings
(which include questionnaires, blood draws, and, if possi-
ble, X-rays) is critical because, without them, there is no
definitive baseline or frame of reference from which to
evaluate the development of symptoms that may result
from deployments. During a deployment, soil, water, and
other contaminant samples can be taken by trained per-
sonnel and preserved for analysis by the appropriate 
resource. All of this information can and should be main-
tained in a basic database that can help supervisors 
monitor the health of personnel over the terms of their ser-
vice. Should health problems arise, even years later, com-
parisons can be made with personnel who encountered
similar environments to determine and assess commonali-
ties. This requirement would extend to any personnel from
another organization deploying with the lead agency. 

Bergen County, New Jersey, sheriff’s officers conduct
one of the more than 260 rescues of abandoned pets
in New Orleans by operation LEAD personnel.
Photograph courtesy New Jersey State Police
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the deployment? Bottom line: out in front
is where an organization wants to be on
health issues.

ANIMAL RESCUES
Tens of thousands of house pets, mostly

cats and dogs, were abandoned in the wake of
Hurricane Katrina. In their haste to evacuate
the path of the hurricane, many homeowners
had leashed them to furniture and heavy ap-
pliances in the mistaken belief that the owners
would return after the hurricane passed.
Some residents openly defied the mandatory
evacuation order and refused to leave their
pets, sometimes causing rescue personnel and
police to commit desperate acts that resulted
in the forced separation or destruction of pets
to effect lifesaving rescues.

There was little food to forage that the
floodwaters and oppressive heat had not
destroyed. Loose pets were poisoned by
standing pools of putrid water as the city
drained. Those trapped in houses were in
ragged condition and wasting away. Many
drowned when they could not escape the
rising water, while others managed to climb
onto cars and rooftops, where they re-
mained stranded for days.

Operation LEAD personnel encoun-
tered loose house pets everywhere during
their patrols. Some followed the uniform
foot patrols at a distance but shied away

from an extended hand or a calm voice. Lit-
tle else could be done for the animals roam-
ing the streets of the deserted parishes other
than to lay open a bag of dog food alongside
containers filled with bottled water.

Pets stranded in houses were not re-
moved. The patrols noted their presence by
marking the entrance to the houses. News
about abandoned pets were passed along to
the Louisiana State Police command post in
Baton Rouge, with a request for the ASPCA
or other animal rescue agencies to remove
the pets. For the most part, animals were
rescued promptly. More than 250 pets were
saved from slow death by Operation 
LEAD officers. �

The New Jersey Office of Emergency Man-
agement, the New Jersey State Police, and all
participating local and county members of the
police, fire and emergency medical communities
would like to express our appreciation and sup-
port to the Louisiana State Police and the police
departments of New Orleans, Harahan, and
Kenner. Operation LEAD is proud to have par-
ticipated, along with thousands of other rescue
workers from around the country, in helping
these fine departments overcome the worst nat-
ural tragedy to befall this country. The New Jer-
sey Louisiana Emergency Assistance Deploy-
ment has now become the New Jersey Law
Enforcement Assistance Deployment, a name

change that reflects New Jersey’s continued
readiness and preparedness to respond any-
where in the country under EMAC or at 
the request of the federal emergency manage-
ment agencies.

1The superintendent of state police operates in the
dual role of state director of emergency management.
Only Michigan has a similar arrangement. During
times of crisis, this dual authority overcomes time-
consuming decision protocols across agency lines.

2Two incident commanders represented Opera-
tion LEAD over its five-week deployment in New Or-
leans: Major John Hunt, commanding officer of the
New Jersey State Police Emergency Management Sec-
tion (EMS) and deputy state director of the office of
emergency management; and Captain Jerome Hat-
field, executive officer of the EMS.

3The second two-week deployment of Operation
LEAD occurred on September 17 and 18 and involved
148 police, fire, and emergency medical workers and
25 decontamination specialists. The third, and last, de-
ployment left on September 28 and 29 with another
148 personnel and 30 decontamination specialists.

4The authors would like to thank Dr. Fred Jacobs,
commissioner of the New Jersey Department of
Health and Senior Services, and Dr. Cliff Lacey, execu-
tive director of the Robert Wood Johnson University
Hospital in New Brunswick, for their assistance 
in providing the required inoculations to Operation
LEAD personnel  pr ior  to  their  deployment  
to Louisiana.

Additional photographs taken during the deployment can
be found online on the New Jersey State Police Web site,
www.njsp.org, by clicking the Operation LEAD icon.
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A Message from IACP President Mary Ann Viverette
In the aftermath of Hurricane Katrina, our fellow law enforcement officials and our colleagues from the fire, EMS, and emergency response community have been faced withunimaginable challenges and have continually strived to fulfill their mission of protectingthe public. In many cases, law enforcement personnel continued to perform their duties at atime when both their departments and personal residences had been damaged or destroyedby the storm. As they continue their recovery and rebuilding efforts, these officers and theirdepartments have earned the admiration and respect of public safety organizations aroundthe world. 

But more than our admiration, they needed our help. Since Hurricane Katrina hit, theIACP has been working closely with state police chiefs associations, state police agencies,and other federal, state, and local response agencies to identify ways the IACP could be of assistance to those in need on the Gulf Coast. For example, the IACP ascertained the material equipment needs of the departments inthe affected region and disseminated a list of these needs to the IACP membership In addition, IACP worked with the Department of Homeland Security to ensure that ourmembers were aware, and made use, of the existing Emergency Management AssistanceCompact (EMAC) network before sending officers or other personnel to the Gulf Coast region. EMAC allowed agencies to provide assistance to affected police departments in a coordinated fashion. 
These initial efforts were successful and provided tangible assistance to our colleagues.The IACP also established a special fund known as the IACP Hurricane Katrina Law Enforcement Relief Fund. This fund served as a central collection point for donations thatwould provide financial assistance directly to law enforcement officers and their familieswho have been affected by Hurricane Katrina. On December 31, 2005, the IACP ended active solicitations for the fund and is now work-ing with our state associations in the affected regions to ensure that 100 percent of the fundscollected are distributed to law enforcement officers in need.Rest assured that the IACP will continue its efforts both to assist our colleagues on theGulf Coast and to learn from their experiences so that all law enforcement leaders can be pre-pared in case tragedy strikes their community.Finally, I would like to offer a personal observation. In the days following the hurricane,the IACP was inundated with offers of support and assistance from around the country andthe world. This response from our membership is the embodiment of all that the IACP hasstood for over the last 113 years. After witnessing the generosity and selflessness of so manyIACP members over the last four months, I have never been prouder to be a member of thisorganization.

Sincerely,

Mary Ann Viverette
President

IACP’S Action in Response to
Hurricane Katrina





Circle no. 22 on Reader Response Card



54 THE POLICE CHIEF/FEBRUARY 2006

By Donald D. Dixon, Chief of Police, Lake Charles, Louisiana

Lessons Learned

QUICK FACTS Hurricane Rita
September 24 – 31, 2005

U.S. States Affected Louisiana and Texas

Strength at Landfall Category 3

Winds at Landfall More than 120 miles per hour

Rainfall 6–12 inches

Storm surge 4–16 feet

Area Affected 85,729 square miles

Casualties 119 total (none in Louisiana) as of 12/16/05

People affected 460,000 households request Individual Assistance

People Left Homeless 76,500 (all in Louisiana)

Business Impacted More than 10,000 in Louisiana

Job Losses More than 45,000 in Louisiana

Damage Estimates $4.7 billion total (2.4 billion in Louisiana)
(source: ISP Properties Reports October 7, 2005)

Source: 2005 Louisiana Hurricane Impact Atlas: Volume 1 
http://lagic.lsu.edu/lgisc/publications/2005/LGISC-PUB-20051116-00_2005_HURRICANE_
ATLAS.pdf; December 29, 2005. A portal to the Louisiana Hurricane Impact Atlas and 
other details are available through the state government Web site at
www.louisiana.gov/wps/portal/.

In the days after Hurricane Rita struck Lake Charles,
Louisiana, last September, downed power lines and
poles made many roads in and around Lake Charles
impassable. Some of the region’s inhabitants were
without power for weeks.

Photograph by Robert Kaufmann/FEMA

Photograph by Greg Henshall/FEMA

Photograph by Robert Kaufmann/FEMA

Photograph by Win Henderson/FEMA



Just a few days before the 2005 annual
IACP conference opened in Miami Beach,
Hurricane Rita skirted the Florida Keys as it
strengthened from a category 1 to category
2 storm. Law enforcement and other emer-
gency responders in southwest Louisiana
watched the progress of the storm warily as
forecasts indicated landfall along the cen-
tral Texas coast over the next weekend.
That track meant that Lake Charles,
Louisiana, would likely receive a few
showers from rain bands but had little
chance of severe weather.

Nonetheless, for the Lake Charles Police
Department, experience and policy dictate
that emergency preparations begin any
time a named storm enters the Gulf of Mex-
ico. There was added urgency in this case
as Lake Charles was now temporarily
home to several thousand New Orleans
evacuees displaced by Hurricane Katrina a
few weeks earlier. Many were staying in
homes with family or friends, but as many
as 3,000 were in public shelters, and most
would require transportation assistance
should an evacuation order be issued.

The early forecasts were wrong. The
storm instead plowed into southwest
Louisiana near the Texas border with 120-
mile-per-hour winds and a storm surge es-
timated at up to 16 feet. Coastal communi-
ties in rural Cameron Parish were washed
away by the winds and the wall of water.

Lake Charles, 45 miles north of the
coast, was hit hard. Rita’s winds and water
did extensive damage. The city of 75,000 is
located on I-10 midway between Houston
and New Orleans. Home to several petro-
chemical facilities, the nation’s 12th largest
deepwater port, five casino riverboats, and
some of the nation’s best hunting and fish-
ing opportunities, the area from Lake
Charles to the Gulf is mostly marshland,
with the highest point being a ridge that
stands 10 feet above sea level. 

Downed trees and utility poles blocked
nearly every thoroughfare in the city, and
destroyed as many as 500 homes. It is esti-
mated that 90–95 percent of the structures
in the city were damaged to some degree.
The area’s electrical grid was destroyed,
leaving the city completely dark for seven
days, although determined efforts by
power crews had service restored to 95
percent of the city some 18 days later. 
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Providing police service in a dark, mostly
deserted city was a tactical, physical, and
emotional challenge for the men and women
of the Lake Charles Police Department.
Many officers had significant damage to
their homes, and they were unable to attend
to the repairs. All officers worked long hours
to protect homes and businesses and to en-
sure the safety of the few who did not heed
the order to evacuate. Familiar landmarks
were gone or damaged, and trees, poles, and
other storm debris blocked darkened streets
and made navigation hazardous. 

The fact that the devastation in south-
west Louisiana quickly faded from the na-
tional news spotlight is a testament to the ef-
ficiency and professionalism of these men
and women. 

PREPARING FOR THE STORM
After passing Florida, Hurricane Rita

entered the Gulf of Mexico and intensified
rapidly to category 5 intensity, maintaining
that status until just 36 hours before landfall.
The central pressure of the storm was the
third lowest ever recorded, placing Rita in
the record books behind only Hurricane
Gilbert, which hit Cozumel, Mexico, in 1988
and the 1935 Labor Day hurricane in the
Florida Keys. 

Coming less than a month after Hurri-
cane Katrina had devastated southeast
Louisiana and the Mississippi coast, Rita
also marked the first time since records have
been kept that two hurricanes had reached
category 5 strength in the Gulf of Mexico in
the same season.

On Monday, September 19, 2005, as the
storm passed near Florida and continued its
track into the Gulf of Mexico, final review
and revisions were completed on the Lake
Charles Police Department (LCPD) Emer-
gency Operations Plan, which would be 
initiated should the projected path of 
the storm change. This plan is reviewed 

annually and had been practiced during
tabletop exercises and during a near miss by
another hurricane three years earlier.

As called for in the department’s emer-
gency procedures, a personnel deployment
plan was published and distributed to all
members detailing assignments to traffic
control points, patrol operations, investiga-
tive details, site security, and other duties
before and after the storm. Personnel were
assigned to one of the two platoons that
would work 12-hour shifts beginning
Thursday, September 22, if needed. Each
platoon consisted of approximately 65
sworn personnel. One platoon was as-
signed to ride out the storm in six shelter 
locations in the city, providing proactive
patrol to prevent looting and assist with
evacuation issues as long as possible before
the storm hit, and rapid response for rescue
and recovery as soon as conditions permit-
ted after the hurricane. The second platoon
would shelter approximately 40 miles
northeast of the city to provide relief after
the storm passed. 

Lake Charles Mayor Randy Roach and
other leaders made a crucial decision on
Tuesday, one that would ultimately prove
to be a lifesaver. Given the large number of
evacuees already in the area, the city’s lead-
ers decided schools would close Wednes-
day to allow school buses to join city and
contract bus services to begin moving those
evacuees north. Moving those who had no
independent means of transportation had
been done in previous storms, but not with
the numbers of people anticipated in 
this evacuation.

As the storm’s projected path changed,
the evacuation recommendation became a

mandatory order. Owing in part to the loss
of life and devastation of Hurricane Katrina
on the other side of the state just a few
weeks earlier, the evacuation order was
heeded by the vast majority of Lake
Charles residents. This undoubtedly saved
many lives, but it made it more difficult for
police to protect homes and businesses
from looting. 

As Rita began to take direct aim at south-
west Louisiana on Thursday, Calcasieu
Parish Sheriff Tony Mancuso and I placed
calls to federal, state, and local law enforce-
ment contacts asking that personnel and
equipment be made available should it be
needed after the storm passed. 

Police officers were advised to prepare
their homes and report for duty with the ne-
cessities to stay at work for several days. Civil-
ian employees were released to evacuate. 
Patrol units were stocked with meals ready to
eat, often known as MREs, and water.

In the early morning hours of Saturday,
September 24, 2005, Hurricane Rita
slammed into southwestern Louisiana. The
magnitude of the storm had forced a halt to
normal operations at 5:30 the previous
evening, when sustained winds exceeded
40 miles per hour. The city of Lake Charles
would be buffeted by 100-plus-mile-per-
hour winds for more than six hours, with
gale-force winds still being experienced in
the afternoon hours Saturday.

When conditions improved enough to
allow the first damage assessments after
daylight Saturday morning, the scope of
the disaster became clear. It was evident
that the resources that had been contact-
ed and placed on standby before landfall
would be needed to help secure the
peace in the devastated city and through-
out the parish.

The department had anticipated at
least a 72-hour wait before help arrived,
and in general, that proved true. Also ex-
pected was the need for food, water, and
ice for officers during those first few days.
But there were also surprises, as there al-
ways are. For example, planners had
never considered the ability of roofing
nails and other small debris in the road-
way to stop a fleet of police vehicles. The
incredible flexibility of the officers of the
LCPD was shown over and over, as in this
instance, where a lieutenant stepped for-
ward and continuously plugged tires for
several days until a local business was
able to volunteer their tire repairman to
take over. 

Support from residents and the business
community was essential to the successful
accomplishment of the police mission. That
support included providing food for officers
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The 45-mile area from Lake Charles, Louisiana, to the
Gulf of Mexico is mostly marshland. The highest point
is a ridge that stands 10 feet above sea level.

This vehicle ran off the road in Lake Charles, Louisiana, after its driver attempted to navigate around power
lines knocked down by Hurricane Rita’s high winds. Photo by Robert Kaufmann/FEMA 
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and fuel for vehicles, staying out of town, or
voluntarily complying with the curfew.
Most of those who evacuated understood
that essential services such as medical care,
business services, electricity, water, and
sewer were unavailable, and they therefore
stayed wherever they were sheltered.

UNIFIED COMMAND
As directed by the department’s emer-

gency operations plan, law enforcement in
the entire parish operated under a unified
command system. Operationally, Sheriff
Mancuso coordinated the daytime law en-
forcement functions in the parish, while the
chief of the Lake Charles Police Depart-
ment oversaw night actions. Five other mu-
nicipal police departments participated,
along with McNeese State University Po-
lice. Several federal agencies and the
Louisiana State Police were also present at
daily planning sessions and briefings.

Primary concerns after the storm were
for the safety of residents and the preven-
tion of looting. The safety of residents
proved to be a lesser concern, as few resi-
dents chose to weather the storm by stay-
ing in Lake Charles, and there were no fa-
talities recorded during the event.

As for the concern about looting, the
law enforcement leadership understood
and took seriously their responsibility to
protect the homes and businesses of those
residents who had evacuated the parish.
Billy Loftin, the Lake Charles city attor-
ney, drafted an ordinance that created an
enforceable curfew of 7:00 p.m. to 6:00
a.m. for the entire parish. Hal McMillan,
president of the Calcasieu Parish Police
Jury, signed the ordinance into effect 
September 27, 2005.

This ordinance was an essential element
of the law enforcement plan to protect the
parish. Innumerable instances of looting

were prevented because of this authority
for officers to legally stop, question, cite, or
detain those persons whose intent was to
plunder vacant homes and businesses. 

Another important component of the
unified command plan was the appropriate
placement of human assets. A significant
portion of the available law enforcement
staffing was dedicated to nighttime opera-
tions, supported by night-capable aircraft.
As most of the parish was completely with-
out power for several days, these aircraft
supported foot patrol and vehicular-based
operations in darkened neighborhoods.

Each morning, a storm recovery briefing
was held at the Calcasieu Office of Emer-
gency Preparedness. Participants included
elected officials, power company represen-
tatives, public safety administrators, and
others involved in the storm response.

Law enforcement operations were coor-
dinated through a daily 9:00 a.m. briefing
conducted at the Lake Charles Police Depart-
ment. The meetings typically took 30 min-
utes to complete followed a rigid agenda: 
1. Intelligence information 

2. Events of the past 24 hours and expec-
tations for the next 24 (known as
24/24) 

3. Staffing needs

4. Issues by exception 

5. Closing comments by the daytime and
nighttime operation commanders
The first agenda item allowed discus-

sion of any incoming intelligence known to
the assembled chiefs and other law en-
forcement leaders. The second agenda
item, the 24/24 section, required all agen-
cies involved to identify locations of crimi-
nal activity during the preceding 24 hours
to the LCPD crime analyst. This informa-
tion was plotted on maps projected in the
briefing room and updated daily. 

The third agenda item, the deploy-
ment of personnel for the next 24-hour
period, particularly night operations,
was based on the hard data from the
24/24 report and on requests from the
agencies represented at the briefing. By
basing deployment of human assets on
reported problems and anecdotal infor-
mation from chiefs present, smaller com-
munities and unincorporated areas of
the parish were provided significant re-
sources that would otherwise not have
been available to respond to or prevent
problems in those areas.

Issues by exception followed the
staffing needs discussion, presenting an
opportunity to discuss and resolve a
number of concerns that faced law en-
forcement during the aftermath of the
storm. Matters that came up during this
section of the briefing included topics
such as permission for those that had le-
gitimate reasons to be on the streets after
curfew, such as doctors and nurses pro-
viding emergency care and plant workers
attempting to restart area industries. The
solution was a numbered, brightly colored
vehicle permit with review of requests and
distribution managed by McNeese 
University police officers at their office on
a cleared main traffic artery. For outlying
areas, an application was developed that
agencies could fax to McNeese and have
the permit delivered to the requesting
chief at the next morning’s briefing. 

Other issues discussed and resolved
during this section of the agenda included
housing and registration with the FBI
command post for outside agencies assist-
ing local authorities; special security
needs of pharmacies, banks, and gun
stores; the development of a temporary
work permit system for outside disaster-
relief companies such as tree removal op-
erations; and crowd control concerns at
food stamp and Red Cross sites.

The briefings closed with a synopsis
by the day and night operations comman-
ders (sheriff and LCPD chief) of the
events, needs, and plans of the group.

PATROL OPERATIONS
For the city of Lake Charles, the LCPD

Uniformed Patrol Division continued to
provide basic law enforcement service
throughout the recovery period. Two
shifts were on duty at all times, with offi-
cers from outside agencies augmenting
the staffing available. Deployment infor-
mation was maintained on electronic sit-
uation boards in the briefing room. One
captain was assigned to oversee daytime
operations and one captain worked
nights. The two shifts on duty divided
the city north and south with a lieutenant
overseeing each area. 
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A lineman from Indianapolis Power & Light installs a new insulator in Lake Charles,Louisiana,on October 5,2005.
Downed utility lines had to be replaced before residents could move back in.Photograph by Marvin Nauman/FEMA
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To allow officers as much patrol time 
in neighborhoods as possible, routine 
reporting requirements were lifted. A
short-form offense report was created to be
filled out by victims of most property
crimes. Each report given to a victim was
assigned a computer-assisted dispatch
(CAD) call number. Police assigned a re-
port number to the case when and if the re-
port was actually turned into the police de-
partment. Normal reporting requirements
continued in place for violent crimes.

NIGHT OPERATIONS
It was determined early in the planning

process that night operations would be crit-
ical to controlling looting and other crimi-
nal activity. The LCPD police chief as-
sumed responsibility for nighttime law
enforcement across the parish. In addition
to providing higher staffing levels for rou-
tine patrol functions, specialized operations
were undertaken in problem areas.

For the LCPD, nighttime operations con-
sisted of three distinct components: regular
patrol, with 31–50 officers assigned; a full
squad of detectives, ranging from 13–16
personnel assigned specifically to looter pa-
trol; and the search-and-rescue team’s (SRT)
specialized assignment, which became
known as NightOps and would eventually
involve 60–80 officers each night.

Regular patrol operations at night in-
volved two patrol shifts of approximately
20 officers each, supplemented later in the
operation by 10 officers from the West Ten-
nessee Strike Team. These officers were the
primary responders to calls for service.

The LCPD Detective Division formed a
looter patrol that worked from 6:00 p.m. to
6:00 a.m. under the command of the detec-
tive lieutenant. This operation patrolled in
their assigned unmarked units and the 
detectives were responsible for several loot-
ing arrests and a number of curfew 
violation arrests.

A few detectives were held in reserve
for major crime investigations on both day
and night shifts. These detectives also in-
terviewed those arrested on looting
charges in hopes of solving other crimes.

Although this was an effective use of
available resources, the large number of
open storm-damaged homes and busi-
nesses made it clear that additional steps
would be needed to curb looting, particu-
larly as more people returned to the city. As
outside assets responded with self-suffi-
cient teams pursuant to the chief’s request,
additional trained SWAT officers became
available to support routine patrol opera-
tions by undertaking specialized assign-
ments to detect and deter potential crimi-
nal activity. To accomplish this mission,
outside personnel were divided into teams

and assigned either an LCPD or CPSO offi-
cer as team leader. Typically 60–80 person-
nel were available to work this detail on a
12-hour shift from 6:00 p.m. to 6:00 a.m.
The teams were assigned specific geo-
graphic locations of responsibility based
on the needs identified in the 9:00 a.m.
briefing. 

Team leaders were given their assign-
ments at a meeting with the chief at the
start of the shift. They had broad areas of
responsibility but were also ordered to pro-
vide intense coverage at specific locations.

Some of the tactics more closely re-
sembled military operations to search for
enemy combatants than typical civilian
law enforcement procedures, but the tac-
tics were effective in locating looters and
other lawbreakers. Most SRT engage-
ments and training scenarios involve en-
tering, clearing, and securing a single lo-
cation, but officers involved in this
operation were searching large areas in
complete darkness. In addition to fixed-
post observation and surveillance, SRT
officers also used foot- and vehicle-based
patrol tactics.

Air support was an important compo-
nent of the looting prevention and detec-
tion work done. One officer was as-
signed to each aircraft flying that night to
provide direction to ground units. The
aircrafts were equipped with the FLIR
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imaging systems or other night vision
equipment that was essential to detect-
ing movement in the darkened city. On a
typical night, one fixed-wing aircraft and
two helicopters from outside agencies
would patrol.

OUTSIDE AGENCY SUPPORT
A number of outside law enforcement

agencies who responded to assist support-
ed routine patrol operations and the spe-
cialized NightOps to prevent looting dur-
ing the recovery period. 

Personnel and equipment provided by
other municipal police agencies and sher-
iff’s offices were critical to keeping the
peace in Lake Charles after the storm. The
LCPD chief requested and received assis-
tance from several federal agencies includ-
ing the FBI, the U.S. Marshals Service, the
Department of Homeland Security’s Im-
migrations and Customs Enforcement
(ICE), the U.S. Secret Service, and the Bu-
reau of Alcohol, Tobacco, Firearms, and Ex-
plosives. The assistance took the form of
human assets and equipment.

In addition to the federal resources 
deployed to the Lake Charles area, a num-
ber of municipal police departments and
sheriff’s agencies provided support. Those
assigned to the Lake Charles Police De-
partment were from the Alexandria,
Louisiana, Police Department, the West

Tennessee Strike Team, and a Louisiana
National Guard military police company.
Too many agencies answered the call to
help throughout southwest Louisiana to
list them all here, but we acknowledge
their sacrifice and are grateful for their
tireless work during our time of need.

Outside assets were arranged through
personal contact by the chief, the sheriff,
and others and through the Incident Com-
mand System. The Louisiana Sheriffs’ As-
sociation and the Louisiana Attorney Gen-
eral’s Office each made a staff member
available for this function. The FBI, as pro-
vided for in the National Response Plan,
provided registration and tracking for 
incoming agency personnel.

In all cases, outside agencies were asked
to be as self-sustaining as possible. Two
venues were used to house the Alexandria
and Tennessee teams. Alexandria officers
were housed on the parking lot of the
LCPD in coaches provided by a local busi-
nessman. These officers were fed in the
chow line at the police department and
showered at the nearby Lake Charles Fire
Department station.

The Tennessee team was housed at
the first responder base camp at Mc-
Neese State University. All necessary ser-
vices were available at the camp, includ-
ing large air-conditioned tents, meals,
showers, and laundry service.

The Federal Emergency Management
Agency (FEMA) was already stretched
thin by the demands placed on it in south-
east Louisiana and along the Mississippi
coast in the aftermath of Hurricane Katri-
na. In Lake Charles, officials submitted
lists of needs to the parish office of emer-
gency preparedness on handwritten
forms. If the parish office approved the re-
quests, it sent them electronically to the
state emergency management office which
reviewed them there and either approved
or rejected them. This system worked most
of the time, but officials in Lake Charles
had to find creative ways to obtain some
needed commodities. 

ATTENDING TO THE 
OFFICERS’ NEEDS

Hurricane Rita damaged or destroyed
the homes of many officers working long
hours to provide for the safety and security
of the city. One of the most important steps
taken during this emergency was the as-
signment of a small number of employees
with building and home repair skills to a
crew that provided basic repair services for
the department’s employees. This team re-
paired or secured 72 officers’ homes within
days of the storm, and that action was es-
sential to the well-being of the officers who
were being asked to sacrifice so much. One
officer who was barely able to perform his
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duties was amazingly transformed back to
his normal productivity when this crew
was able to remove a tree that was across
the roof of his house.

Police administrators and supervisors
should be keenly alert for any changes in
the health—both physical and mental—
of employees during a devastating emer-
gency situation. Contact was made early
with mental health counselors should
their services be needed by our staff. We
ensured that all officers were up-to-date
with tetanus vaccinations and made the
shots available through public health.
Thankfully, the department experienced
only seven minor injuries to officers.
More serious injuries would have pre-
sented significant problems, as the lack
of water and sewer services had forced
all hospitals to close.

Feeding the officers and those who
came to assist was a significant opera-
tion. A few police employees and several
community volunteers were able to ac-
complish this task admirably. During the
early days of the storm, many citizens
provided food for law enforcement.
Businesses and schools also made avail-
able the stock that was in their freezers,

which would soon be ruined if not used.
Food was stored at the police depart-
ment in donated refrigerated trailers.

Acquisition of other commodities was
in some cases more difficult. Law enforce-
ment leaders should become familiar with
the processes that will be used to obtain the
basic needs to keep a police agency func-
tioning during and after an emergency.
MREs, water, ice, and fuel are essential to
maintaining police service to the commu-
nity. Now is the time to learn how emer-
gency managers expect that system to
work in your area.

BASIC NEEDS OF CITIZENS
The law enforcement mission during

disaster recovery is greatly affected by the
well-being of the citizens served. If the basic
needs of victims are not being met, civil un-
rest and other issues will rapidly become
police problems. Two weeks after the pass-
ing of the storm, community leaders identi-
fied a need to coordinate local and national
services being provided to residents. The
purpose was to ensure that basic needs,
such as shelter and food, were available for
storm victims and to assess the provision of

other services, such as medical, mental
health, and child care.

The City of Lake Charles and a local not-
for-profit counseling agency developed the
Human Services Response Initiative. This
initiative brought together government
agencies and nonprofit entities to identify
gaps in available services and reduce dupli-
cation of services being provided. The
group met twice a week for several weeks
after appointing leaders in eight impact
areas: 
• Sustenance

• Shelter and housing

• Child and youth care

• Recreation

• Self-sufficiency

• Medical care

• Mental health

• Personal safety
Through involvement with this initia-

tive, the police leadership was better able to
anticipate where police resources would be
needed, such as food stamp distribution
sites, and deal with a host of other issues,
such as ensuring that mentally ill residents
were able to access needed medication and
counseling services.

Law enforcement issues that came be-
fore the group early on included expired
temporary protective orders in domestic
violence cases. Scheduled court hearings
in several cases were missed because the
courts remained closed. Working with
women’s advocates and family practice
attorneys, police found solutions for 
this issue.

Because of the police department’s
participation in this initiative, police call
takers could tell citizens where food,
shelter, and other services were available
in the city. 

A SHARP CONTRAST
Immediately after Hurricane Katrina

struck New Orleans, we sent officers to
that area to assist. Katrina posed bigger
challenges for the agencies involved, in-
cluding the loss of life, much higher lev-
els of flooding, and radio communica-
tion problems.

But we learned lessons in New Or-
leans that helped us deal with Hurricane
Rita. In particular, we learned the impor-
tance of cohesiveness between and
among government and public safety
leaders. Speaking with one voice and fol-
lowing a practiced plan helps maintain
community trust and respect for law en-
forcement. 

It is our hope that what we learned
from these two destructive storms can
help you prepare your department for 
the unexpected.

On September 25,2005, the emergency operations center in Lake Charles,Louisiana,was swamped with calls  shortly
after it opened.Hurricane Rita had struck Lake Charles the day before.Photograph by Greg Henshall/FEMA
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Chief Don Dixon of Lake Charles, Louisiana, briefs team leaders from local, state, and federal police agencies in
preparation for nighttime operations across the parish after Hurricane Rita. Photograph by Lieutenant Joel
Bolton, Lake Charles Police Department
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LESSONS LEARNED
The Lake Charles Police Department’s after-action report for Hurri-
cane Rita is more than 200 pages long. Here are the highlights of
what went right and what we will do differently next time.

1. Have a plan: When the worst occurs, it’s too late to start 
planning how to respond. Develop a contemporary plan 
now, and review and drill on the plan regularly. Make 
sure that all employees understand the plan and their 
roles in it. Make sure the procedures allow comman-
ders some flexibility to respond to unexpected events.

Only you can anticipate what you will need to sustain 
your troops and accomplish your mission. Make contact 
now with suppliers of food, fuel, and other essentials. 
Have backup contacts should those locations be de-
stroyed in the incident. Consider where your personnel 
will shelter and shower in a prolonged recovery period.

Remember that law enforcement is only one part of the 
emergency response and recovery effort. Your plan 
must fit in with the plans of local elected officials, 
emergency managers, fire, and emergency medical 
services. Coordination with these partners is a necessary 
part of providing efficient public safety services.

2. Strengthen your relationship with other agencies in 
your area: A disaster will overwhelm your agency’s 
resources. Expect that and know where you can turn for
assistance locally and nationally. Establish good working
relationships with other agencies in your area to build trust
and cooperation when it is needed.

The unified command concept was essential to providing 
effective law enforcement service for all areas of the 
parish. The concept would have been difficult to put into 
practice had it not been for prior relationships—both 
personal and formal—that had been established among 
the area’s law enforcement leadership. Over the years, the 
agencies involved had cooperated on a homicide task 
force and more recently had established a joint narcotics 
task force that involved most agencies in the parish. 

3. Make a communications plan: Despite the devastation 
of the storm, the Lake Charles Police Department was 
fortunate in several ways. Communications, almost always 
the first casualty of any major incident, presented few 
problems. The department’s radio system suffered only 
minor glitches. 

With an established and workable communications plan for 
public safety in place—and a radio system that remained 
operational throughout the storm—the department’s 
officers were able to communicate with each other and 
with officers from other law enforcement agencies in the 
area. We were fortunate that several agencies that came 
to assist had compatible radio systems that our in-house 
technicians were able to program on the fly. That is 
something to keep in mind when requesting assistance 
from other agencies. 

There were breakdowns in communication between the 
department and managers at the emergency operations 
center (EOC). Our call takers were fielding thousands of 
calls each day from evacuated residents and they did not 
always have the most current information from the EOC to 
relay to them. Conversely, information that emergency 
managers felt they needed in the EOC from field operations 
was not always provided to them in a timely manner. 

The personnel deployment plan anticipated and assigned 
the correct number of call takers needed to handle the 
telephone traffic, but our normal operations have only two 
answering points. Although employees were available, it 
took time to establish additional telephone answering 
points and equipment in the station to handle the high 
number of calls. 

Law enforcement leadership remained accessible to the 
media throughout the recovery period. This was essential 
to controlling rumors that will circulate during a disaster. 
The department scheduled press briefings daily and made 
frequent drop-in appearances on local radio stations.

4. Take care of your people: Our officers willingly performed 
above anyone’s expectations in extremely uncomfortable 
and dangerous working conditions. They worked tirelessly 
to provide safety for those few who remained in town and 
security for the property of those who were wise enough to 
heed the evacuation order.

We believe the steps we took to care for these officers’ 
basic needs, combined with their dedication to duty, made 
that high-level performance possible. Police administration 
did everything possible to help them focus on the job at 
hand. This included freeing them from worry about the 
condition of their homes with the repair crew; arranging for 
FEMA and Red Cross registration at the police department; 
providing hot  meals cooked on a large grill at the main 
station; arranging to have an on-site physician for part of 
the recovery period; and even arranging to provide haircuts 
and stress massages in the squad room. �
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Tactical Information Sharing System

In the post–September 11 world, where the
possibility of future criminal terrorist at-

tacks remains high, the ability to identify
criminal terrorist activity while still in the
planning stages is vital. Consequently, the
ability of law enforcement to detect pre-
operational criminal terrorist planning has
emerged as a cornerstone of homeland securi-
ty. Recent examples of the importance of 
detecting criminal terrorist preoperational
planning include the extensive preoperational
surveillance conducted by the hijackers in 
the months preceding the attacks.1

Recognizing that criminal terrorist activity
involves some level of preoperational surveil-
lance, federal air marshals are trained, and
have extensive experience, in the art of sur-
veillance detection—identifying criminal 
terrorist behavior and their surveillance activ-
ities while they are still in the planning stages.
This proactive approach targets the criminal
terrorist conducting surveillance during the
planning stages in which they are most vul-
nerable to discovery. A federal air marshal
must be prepared to make split-second 
decisions at 30,000 feet to thwart an attack,
but the overriding objective is to keep the
threat off the airplane.

The rail and bus bombings in London2

underscore Homeland Security Secretary
Michael Chertoff’s philosophy that “our
strength lies in what we can see and what we
can access.” If the London bombers’ preoper-
ational surveillance had been detected and
accessible to law enforcement, the attacks
might have been prevented.

The attacks of September 11, 2001, in the
United States, the March 11, 2004, Madrid
train bombings,3 the July 7, 2005, attacks in
London, and the attacks in Indonesia4 and
elsewhere create a mandate for law enforce-
ment to enhance methods of detection, infor-
mation sharing, and analysis to prevent 
future acts of violence. 

To fulfill this mandate, the Transportation
Security Administration’s Federal Air Mar-
shal Service (FAMS) has developed a compre-
hensive system that builds upon advance-
ments in information technology and the
talents of law enforcement officers trained to
identify suspicious activities, potential
threats, still in the planning stages, otherwise
known as the art of surveillance detection.

Tactical Information Sharing System
The Federal Air Marshal Service Tactical

Information Sharing System enables federal
air marshals and other law enforcement offi-

cers to create and instantly send reports of
suspicious activity to the Federal Air Marshal
Service Investigations Division for analysis
and investigation. The resulting surveillance
detection reports (SDRs) are shared in real
time with other federal, state, and local law
enforcement and intelligence organizations.
The key components of this Tactical Informa-
tion Sharing System are the following:
• Surveillance Detector: A federal air 

marshal or other law enforcement officer 
who detects and reports the presence of 
suspicious activity possibly connected to 
criminal terrorist surveillance

• Personal Digital Assistant (PDA): 
The Federal Air Marshal Service’s 
customized handheld electronic wireless 
device, with integrated SDR reporting 
software, issued to all federal air marshals 
for the purpose of submitting surveillance 
detection reports

• Surveillance Detection Report:
An electronic form that surveillance 
detectors can use to record information of 
a suspicious nature and then transmit, 
using their PDAs, that information to the 
FAMS Investigations Division’s Tactical 
Information Branch

• Tactical Information Sharing System 
(TISS) Database: The Internet-accessible 
database that stores information from 
surveillance detection reports, incident 
and arrest reports, and other sources for 
immediate retrieval and analysis

• Tactical Information Sharing System 
Analytic Tool: A data mining software 
application that enables analysts to 
uncover in the TISS database patterns, 
associations, and other indicators of 
possible criminal terrorist surveillance 
that requires further investigation

F R O M  T H E  D I R E C T O R

Thomas D. Quinn, Director, 
Federal Air Marshal Service, 

U.S. Transportation 
Security Administration
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Surveillance Detection and Tactical 
Information Sharing System Training

The concept of surveillance detection and
information sharing is woven into the fabric of
the Federal Air Marshal Service’s mission to
detect, deter, and defeat hostile acts. Surveil-
lance detection is a state of mind that begins
when the federal air marshal leaves for work
and does not end until he or she returns home.

Federal air marshals receive instruction in
surveillance detection and Tactical Information
Sharing System concepts throughout the 15-
week federal air marshal training program and
during periodic training conducted at each of
the 21 field offices. Surveillance detection
training includes instruction in terrorist
methodologies, maintaining domain aware-
ness, recognizing criminal terrorist surveil-
lance, criminal terrorist behavior recognition,
and fraudulent document identification. 

Surveillance Detection Reporting 
and Analysis

Federal air marshals are constantly looking
for suspicious behavior that may be early indi-
cators of criminal terrorist surveillance activity.
A single instance of suspicious behavior
viewed in isolation may not be meaningful,
but many instances of suspicious behavior
viewed collectively can create a comprehen-
sive picture. Possibilities become probabilities,
when associations emerge across time, 
distance, and venue. Early indicators may 
be elements of significant criminal terrorist 
surveillance activity and planning. 

Federal air marshals who observe suspi-
cious activity use a customized personal digi-
tal assistant loaded with specialized software 
to capture and send surveillance detection 
reports to the Investigations Division. Sur-
veillance detection reports may also be sub-
mitted though the Internet via a secure Tacti-
cal Information Sharing System Web site. 
This real-time collection and timely analysis
of a federal air marshal’s observations begins
the process of connecting dots that may later
form a picture of a criminal terrorist plot.
Every federal air marshal and many other law
enforcement and intelligence organizations

have direct access to the Tactical Information
Sharing System. 

Once a surveillance detection report is
recorded in the database, specialized data-
mining software helps investigators and tacti-
cal information analysts identify associations,
trends, and patterns requiring further investi-
gation. The ability to link and analyze seem-
ingly unrelated activities to develop informa-
tion which reveals criminal terrorist planning
is at the heart of the Federal Air Marshal Ser-
vice Tactical Information Sharing System. 

Tactical Information Sharing
Information contained in the Tactical In-

formation Sharing System database is unclas-
sified and defined as tactical information; this
enables real-time information sharing. The
Federal Air Marshal Service strategy involves
openly sharing tactical information among
local, state, and federal law enforcement
agencies. Currently, 22 law enforcement and
intelligence organizations have direct access
to the Federal Air Marshal Service Tactical In-
formation Sharing System. 

Applying the Tactical Information 
Sharing System

The Federal Air Marshal Service Tactical 
Information Sharing System became fully op-
erational in 2002. The following two real-
world events serve to illustrate the capability
that tactical information sharing offers law
enforcement. 

Suspicious Behavior: A federal air mar-
shal submitted a surveillance detection report
on two subjects who were together and be-
having suspiciously by asking repeated ques-
tions about aviation operations at an airline
ticket counter. Unknown to the federal air
marshal at the time, both persons were inde-
pendently known to federal law enforcement
as persons of interest. Federal officers,
through their access to the Tactical Informa-
tion Sharing System, were able to establish a
relationship between the subjects. Sharing in-
formation among agencies, and thus linking
the subjects, provided vital information used
during the ongoing investigation. 

Attempted Security Breach: On two sepa-
rate occasions, surveillance detection reports
were submitted to the Tactical Information
Sharing System database involving the same
subject who attempted to pass through an air-
port security screening checkpoint with a
handgun. Since the two attempts occurred at
separate airports on separate dates, conven-
tional reporting methods failed to link the in-
cidents; fortunately, the Federal Air Marshal
Service, using the Tactical Information Shar-
ing System database, was able to establish a
correlation between the incidents. 

The Way Ahead
The capabilities of the Federal Air Marshal

Service Tactical Information Sharing System
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continue to expand. One initiative in develop-
ment makes use of the camera currently inte-
grated into the Federal Air Marshal Service
PDA. This approach, known as Tactical Infor-
mation Sharing System Image Analysis, in-
volves the submission of images in conjunc-
tion with surveillance detection reports for
the purpose of advanced comparison and
analysis. These images may represent per-
sons, vehicles, or other items of interest. Tacti-
cal Information Sharing System Image Analy-
sis will be capable of manipulating partial
images to create a full-face or profile image.
The Tactical Information Sharing System
Image Analysis capabilities are nearing com-
pletion and will be operational in 2006.

The TSA Federal Air Marshal Service is
working to advance leading edge information
sharing technology across local, state, and
federal agencies. The Federal Air Marshal Ser-
vice is committed to sharing critical informa-
tion with our partners in the law enforcement
and intelligence communities. By working to-
gether to design and implement a sophisticat-
ed Tactical Information Sharing System we
can make the nation safer from criminal ter-
rorist attacks on the homeland. �

Editor’s Note: FAMS Director Thomas D. Quinn
has announced his retirement effective February 3, 2006.

1The 9-11 Commission Report: Final Report of 

the National Commission on Terrorist Attacks upon the
United States, Official Government Edition (Washing-
ton, D.C.: U.S. Government Printing Office, 
(July 22, 2004); available at no cost at 
www.gpoaccess.gov/911/index.html.

2MIPT Terrorism Knowledge Base, 
“Incident Profile,” July 7, 2005, www.tkb.org/
Incident.jsp?incID=24394, December 23, 2005. The
July 7, 2005, London bombings were a series of co-
ordinated suicide bombings during the morning
work rush hour on three London underground
trains and one bus. The bombings killed 52 civilians
and injured over 700 people.

3MIPT Terrorism Knowledge Base, “Incident
Profile,” March 11, 2004, www.tkb.org/
Incident.jsp?incID=18518, December 23, 2005. The
March 11, 2004, bombings killed 191 people and in-
jured more than 600 when 10 bombs detonated in
four different locations on Madrid’s railway system.

4MIPT Terrorism Knowledge Base, 
“Incident Profile,”August 5, 2003, ww.tkb.org/
Incident.jsp?incID=18621, December 23, 2005. A sui-
cide car bomb detonated in front of a Marriott hotel
in Jakarta, killing 13 people and injuring approxi-
mately 149 others. The adjoining office block and
several cars caught on fire from the explosion. The
attack came two days before a verdict in the trial of
the Bali nightclub bombers. On October 12, 2002,
three explosions rocked the resort island of Bali in
Indonesia. More than 421 people were reported
missing and it was confirmed that 202 people died in
these blasts. See John Lawler, “The Bali Bombing:
Australian Law Enforcement Assistance to Indone-
sia,” The Police Chief 71 (November 2004): 14-21.
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Promising Practices in Policing after September 11

The International Association of Chiefs of Police (IACP), the National Sheriffs’ Association (NSA), the
National Organization of Black Law Enforcement Executives (NOBLE), the Major Cities Chiefs Associa-
tion, and the Police Foundation joined in 2004 to conduct a project to help position state, local, and tribal
agencies to proactively manage a changed and continually changing police environment. One of the
main objectives was to craft or uncover promising practices, policies, programs, and resource deploy-
ment ideas.

To date, four promising-practice briefs have been produced:
• Intelligence-Led Policing: The New Intelligence Architecture

• Threat Assessment: Fundamentals and Guidelines

• Multijurisdictional Partnerships for Meeting Regional Threats

• Engaging the Private Sector to Promote Homeland Security

These documents, along with IACP’s report “Post–9/11 Policing: The Crime Control–Homeland Security Para-
digm” are available from the IACPWeb site, www.theiacp.org. For more information, please call Phil Lynn at 800-
THEIACP, extension 324.

By Dennis M. Rees, Chief of Police, 
Loveland, Ohio

Policing in Suburban America

HOMELAND SECURITY
SPECIAL FOCUS

September11Post–

Photograph credits 
in order from left to right: 
FEMA News Photo, 
Andrea Booher/FEMA News Photo,
Jocelyn Augustino/FEMANews Photo



Since the terrorist attacks on the United
States on September 11, 2001, the entire

law enforcement and emergency services
sectors have had to review, and in some
case redefine, their roles in their communi-
ties and with other area agencies. We have a
heightened responsibility to be more aware
and to make decisions based on that aware-
ness and the requisite training.

Police officers all over the United States go
about their daily routines in much the same
way they did five years ago (allowing, of
course, for the changes brought about by ad-
vances in technology). Police executives, man-
agers, and supervisors continue to plan, orga-
nize, and direct their agencies using the proven
principles and practices of modern policing. So
what really has changed? Is it conceptual, or is
there real, concrete change visible to the naked
eye of the average citizen?

The answer is that every police depart-
ment, regardless of size, has assimilated
certain nuances of change in a number of
areas of daily activity from planning to op-
erations. There are six distinct responsibili-
ties that should be considered when re-
viewing what has changed for police
agencies and the cops on the beat.
• Municipal infrastructure

• Business, schools, manufacturing

• Patrol strategies

• Training

• Interoperability and sharing

• Information overload

In each category, changes have been re-
quired for the management and administra-
tion of law enforcement agencies, as well as
operating procedures and public policies in
carrying out the law enforcement and com-
munity policing missions in the local com-
munities. Although some changes are re-
quired due to the heightened alert status
from homeland security officials and other
federal mandates, many are simply practical
activities derived from the inherent respon-
sibility as protectors of communities. Still
others are driven by the changing missions
of federal agencies like the FBI and the Secret
Service, which require added responsibility
for local law enforcement in counterfeit in-
vestigations, bank robberies, and other
crimes. So let’s examine these responsibili-
ties and determine just how the everyday
activities have changed on the beat and in
the offices of local law enforcement agencies.

Infrastructure
Soon after the September 11 attacks, all

counties, townships, and municipalities
were required to complete a detailed as-
sessment of their critical infrastructure. All
utilities, power plants, bridges, water sup-
plies, and so on are considered not only
critical to the function of local government Circle no. 51 on Reader Response Card
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but also critical assets to entire areas serviced by them. Once the
assessments were complete it became incumbent upon law en-
forcement to meld the safety and security of identified infrastruc-
ture into their operational plans. Myriad security techniques
were employed, including enhanced video surveillance and 
directed patrols (specific duties assigned to regular patrol). The
officer on the beat has to remain cognizant of specific locations
and provide additional security along with regular patrol duties.
No longer can the police officer assume the worker in the gas and
electric company truck is working on reported problems. Patrol
officers must remain familiar with utilities equipment and per-
sonnel and take the time to stop and talk with these responders to
ensure that they are, in fact, utilities employees completing 
company business.

Schools, Businesses, and Manufacturing
Patrol officers are very familiar with schools located on their

beat or in their city. They typically know what businesses operate
in their assigned areas and possess at least a modicum of informa-
tion about manufacturing plants nearby. Since 2001 it has been
recognized that just having a basic working knowledge of these is
simply not good enough. More emphasis has been placed on
knowing what is being manufactured in these plants and what
materials are shipped in and out to facilitate these products. Po-
lice officers must understand what impact these might have on
the greater community if, for instance, an explosion occurred or a
train carrying these products derailed.

In addition, officers must be familiar with the physical plants
and understand their inherent vulnerabilities to criminals and
terrorists. Police agencies have to become closer to the business
community and know who owns and operates each location. It is
necessary to be more cognizant of the vulnerabilities of the
schools and ensure solid lockdown procedures are in place. It
cannot be taken for granted that safety issues are fully addressed
by the schools. Rather, the local police department needs to work
closely with school security representatives and ensure that poli-
cies and procedures are in place. And, if not, help them develop
viable safety procedures. Shopping malls also present unique
considerations for law enforcement and emergency service
providers. Most shopping malls have private security on loca-
tion. The police department needs to establish a liaison with 
mall security to ensure that they too have considered the 
post–September 11 threat in their policies and training.

Patrol Strategies
The luxury of patrolling one’s beat in a military manner, ob-

serving all and responding, reporting, and acting as needed is an
outdated and simplistic view of police patrol. Community-orient-
ed policing added a new dimension to beat patrol. Interaction
with the community and residents in a problem-solving mode
was a step up the ladder in protecting the communities. 

Post–September 11 policing requires that local police continue
to climb to ensure that communities are safe from not only crimi-
nals but also terrorists. Police agencies have to continue to miti-
gate the disruption of the criminal element while remaining
aware of the more sophisticated threats posed to communities in
post–September 11 America. 

This is not about paranoia. It is about due diligence to the en-
tire range of police services the new patrol officers must provide
in their assigned areas. They can no longer just cross a bridge in
their community to get to the other side and continue patrol.
They must now ensure the safety of that bridge as critical infra-
structure to the entire area. Schools, stadiums, shopping centers,
and manufacturing plants must be viewed as targets for terror-
ism, not just burglary. Patrol officers now consider more aspects
of what facilities are located on their beat and are more diligent in
how they inspect these assets.
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Training for Police, Fire, and
Emergency Medical Services 

Police and fire agencies have long rec-
ognized the importance of training and
education in providing quality services to
communities. Both professions have al-
ways searched for management and su-
pervisory courses to make their agencies
more effective and investigative and ser-
vice-oriented training and technological
advances to stay on the cutting edge of the
profession. The prospect of terrorism in
the towns and townships has added a
new dimension to the training considera-
tions. A number of training opportunities
have been offered from federal resources.
In Anniston, Alabama, the U.S. Depart-
ment of Homeland Security Center for
Domestic Preparedness offers all-expens-
es-paid training for first responders in
weapons of mass destruction, critical inci-
dent response, incident command, haz-
ardous materials, and managing civil 
actions in threat incidents. In addition,
training in bomb response, radiological
and nuclear awareness, chemical and bio-
logical integrated response is offered in
Nevada, New Mexico, and Texas, fully
sponsored with federal dollars, including
travel to and from these sites. 

Consistent in-service training activities
and roll-call efforts, as well as directed pa-
trols, assist in the development and ac-
complishment of local strategies for
homeland security. Patrol officers contin-
ue to make their rounds in neighbor-
hoods, schools, and business districts, but
they have become more aware of public
infrastructure and the possible threat
from any terrorist activity. Even the move-
ment of vehicles through the jurisdiction
creates a thought process in the beat offi-
cer about what those vehicles are carrying
and the threat they could pose to the com-
munities. Officers have become more
aware of utilities employees and their
trucks and equipment. It has always been
the practice of good beat officers to know
their patrol areas and to know when
something is out of place. Now, they have
had to redefine “out of place” to ensure
that the elements of homeland security
are a part of that daily assessment.

Sharing and Cooperation
Since the September 11 attacks, there has

been an unprecedented effort to share in-
formation among local, county, state, and
federal agencies for the sake of homeland
security. Only through a unified effort can a
viable defense be mounted against an
enemy that uses terror as its primary
weapon and fear as the byproduct. 

The Ohio Office of Criminal Justice
(Ohio Homeland Security) has created a
weekly report, with sometimes daily 
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updates concerning happenings around
the country of which police officers
should be aware. 

The Terrorism Early Warning Group
(TEWG) is a regional effort with federal
support and local participation. The
TEWG provides intelligence reports and
investigative activity based on requests
from local agencies. Detailed information
on a suspect can be obtained rather quick-
ly when a situation occurs in a local com-
munity. National resources are made
available through the Department of
Homeland Security and the FBI to gather
necessary information on a suspicious
person in suspicious circumstances.

A Joint Terrorism Task Force has been
organized for the purpose of combining
the efforts of local, state, and federal agen-
cies in documenting, investigating, and
sharing information pertinent to the
homeland security efforts of all. The FBI,
the Secret Service, the Department of
Homeland Security, the Drug Enforce-
ment Administration, Customs, the Ohio
State Patrol, and county and local agen-
cies are represented in this group and
have been cooperating in a way that was
previously unheard of to pool the re-
sources of all in the joint effort of home-
land security.

County and local police departments
have rewritten and strengthened their

mutual aid agreements and are more
aware of agency assets that can be applied
to homeland security efforts. Local readi-
ness tabletop exercises have been re-
placed with area and regional exercises
and mock disaster drills. Area-wide com-
munications have been enhanced with
800-megahertz systems and frequency
sharing. Even police and fire are sharing
information and communication chan-
nels. Emergency services workers are
more connected now than ever before.
These efforts are strengthening homeland
security across the United States.

Information Overland
A new and strange twist to this cooper-

ation and sharing has created significant
headaches for local agencies. Information
overload on homeland security issues has
created a new job description in smaller
police agencies that have no legal section
or research and planning section. Who is
responsible for reading the deluge of in-
formation flowing from federal, state, and
county sources and determining what is
pertinent and should be disseminated
down the chain of command to the patrol
and investigative supervisors and from
them to the beat officer? Some informa-
tion is time-sensitive, while other infor-
mation is national and not of any regional

value. It has become a question of not
only what to act upon but also how to
make time to read through the informa-
tion and determine what course of action
to take.

The Internet is a valuable tool, but it
can be a huge deterrent to effective infor-
mation exchange. All of a sudden every-
body is an expert on homeland security.
Hot news flashes from across the country
make their way into local computer data-
bases and into police squad rooms. The
police can spend as much time chasing ru-
mors and urban myths as they do study-
ing quality research that has some mean-
ing to local agencies. 

The Department of Homeland Security
continues to keep state and local authori-
ties abreast of their efforts as much as prac-
ticable. The FBI maintains an information
flow through the TEWG to ensure that the
national team is fully aware of pertinent in-
formation. The Department of the Army
sends a periodic Terrorism Intelligence
Summary that typically exceeds 10 pages,
from which information important to local
agencies can be gleaned. Our e-mail sys-
tem is clogged daily with myriad home-
land security information that needs to be
reviewed to ensure important information
flows to the officer on the beat.

All of these well-intentioned efforts at
information sharing have created a read-
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and-review nightmare for local agencies.
Somebody has to sift through all of this in-
formation and determine what needs to
be passed on for review or acted upon.
Often this task falls upon the police chief,
who is in a position to determine the
need-to-know status of information.
Many chiefs spend an hour a day accom-
plishing this task, and then additional
time and effort in the use of that which is
determined to be pertinent. Policies, pro-
cedures, operations orders, and so on can
be affected by information flow. At the
very least, the strategies and patrol tactics
employed by officers on the beat continue
to be affected by voluminous homeland
security information.

The Practice of Practice
Sometimes the best defense is a good

offense. In the interest of homeland secu-
rity the U.S. law enforcement community
has geared up a tremendous offense with
the information sharing and cooperation
of local, state, and federal agencies.
Whereas the disaster wrought by Hurri-
cane Katrina along the Gulf Coast ex-
posed many weaknesses in the actual
hands-on practice of cooperation, it also
showed the strengths of cooperation
when the politicians stepped aside. The
lessons learned from Katrina will no
doubt bolster the ability of federal, state,
and local resources to work together in
mitigating natural disasters or terrorist at-

tacks. But it doesn’t end with emergency
services cooperation. Local efforts with
community involvement such as Volun-
teers in Police Service (VIPS), citizen po-
lice and fire academies, and myriad com-
munity policing efforts will help ensure
that our homeland remains secure. It is
the responsibility of the emergency ser-
vice agencies to cooperate with one an-
other and then take that cooperative effort
to citizens, not only for their edification
but also for their assistance. Just as it is the
community that really determines its own
level of safety, the United States will, in
the end, demand and determine its own
level of security. �
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Community Policing and

“Securing the homeland begins at the local

level and ‘first responders’ must see themselves

in a more proactive role as ‘first preventers.’“

By Stephen Doherty, Chief of Police  (Retired), Wakefield,
Massachusetts, and Bradley G. Hibbard, Lieutenant
Colonel (Retired), Massachusetts State Police

Homeland Security
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Homeland security begins with local law
enforcement and the community. The

collection of information at the community
level is critical to the overall homeland se-
curity mission. That’s where it all starts for
every city and town in the United States. 

Unfortunately, it is still common to find
that the fire and police professionals often
don’t know what the other discipline is
doing, even in the smallest communities,
and police and fire departments take for
granted that the other discipline is aware of
threat-related information. Police Chief mag-
azine readers are encouraged to answer
these questions:
• When police officers are on a call and

come across a resident with 50 gallons
of chlorine in his basement, but no
swimming pool in his back yard, do
they know what to do?

• When emergency medical personnel
are on a medical aid call and observe
five passports from different coun-
tries, all bearing the same photograph,
on the kitchen table, do they know
what to do? 

• Do your personnel understand the 
significance of this information and
share it with someone who might? Or
do they forget this information at the
end of the shift?

Integration of the Homeland 
Security Mission

One of the primary goals of the Massa-
chusetts Law Enforcement Technology &
Training Support Center (MALETTSC) is
researching the integration of the home-
land security mission into community
policing. The MALETTSC is funded
through a grant from the Department of
Justice’s Office of Community Oriented
Policing Services. MALETTSC recently
brought together first responders from
police and fire services to explore the col-
lection of information at the local level
and the sharing of intelligence. The first
group consisted of police chiefs and fire
chiefs, and the second was composed of
police and fire line-level personnel repre-
senting the five homeland security re-
gions in Massachusetts.

The focus group sessions were struc-
tured to optimize community information
collection and intelligence sharing and to
assist the Commonwealth Fusion Center in
the development of its information collec-
tion plan. 

The following priorities emerged as
critical for improving the homeland secu-
rity information collection and intelli-
gence sharing process:
• Training

• Approachability

• Promotion and outreach

• Communication and follow-up

• The role of fire services in information
sharing

First responders need to know how to
cultivate information: what information to
look for, how to collect it, and where to
send it. The group concurred that multidis-
ciplinary awareness training reduces the
information gaps between police and fire,
and must be embraced by each depart-
ment's management to be effective. The
starting point for homeland security must
be with the chief executive officers of the
local community. In addition, the depart-
ment heads must be backed by a strong
contribution from the elected leadership to
facilitate the continuous development and
integration of homeland security in every
facet of community life. 

The cultivation of community informa-
tion depends heavily upon the first 
responder ’s approachability. The fire 
service is deemed very approachable by
community members and frequently 
receives unsolicited information. The same
is true of emergency medical services 
during the course of rendering aid. Com-
munity members provide information and
seek their assistance naturally. First re-
sponders must recognize these opportuni-
ties for information exchange as an impor-
tant component of information collection to 
further the homeland security mission. 

Community Information
Sources

Law enforcement’s success in crime
prevention may be attributed in many in-
stances to its application of community
policing, a fundamental tenet of which is
approachability. These successes, with ex-
panded application to all first responder
disciplines, are fertile ground for cultivat-
ing community sources of information in
the fight against terrorism.

When challenged with this issue, the
Massachusetts focus group responded with
numerous community information sources:
• Neighborhood Watch—supported by

local law enforcement, easily contact-
ed and provided advisories of crime
trends, source of information about
suspicious activities

• Hotels (clerks, security officers, house-
keepers, food service workers, and en-
tertainment staff members)—source of
information about suspicious guests

• Real estate agents—source of informa-
tion about suspicious activities at prop-
erties and about location of wanted
persons and undocumented residents

• Storage facilities—source of informa-
tion about explosive or hazardous ma-
terials or other items in storage that
could be connected to terrorist or 
criminal activity 
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Property Room Management Training
2006 Classes

Portland, Oregon . . . . . . . . . . . . . . . . . . . . . . .Sponsor: Oregon Association of Property & Evidence Officers  . . . . . . . . . . .March 1-2, 2006

Greenbelt, Maryland . . . . . . . . . . . . . . . . . . . .Sponsor: Greenbelt Police Department  . . . . . . . . . . . . . . . . . . . . . . . . . . . .March 20-21, 2006 

Tucson, Arizona . . . . . . . . . . . . . . . . . . . . . . . .Sponsor: Tucson Police Department  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .April 11-12, 2006

Philadelphia, Pennsylvania . . . . . . . . . . . . . . .Sponsor: Philadelphia Police Department  . . . . . . . . . . . . . . . . . . . . . . . . . . .April 26-27, 2006

Roanoke, Virginia  . . . . . . . . . . . . . . . . . . . . . .Sponsor: Virginia - Department of Forensic Science . . . . . . . . . . . . . . . . . . . . . .May 3-4, 2006

Kalamazoo, Michigan  . . . . . . . . . . . . . . . . . . .Sponsor: Kalamazoo Department of Public Safety  . . . . . . . . . . . . . . . . . . . . .May 16-17, 2006

Pigeon Forge, Tennessee  . . . . . . . . . . . . . . . . .Sponsor: Pigeon Forge Police Department  . . . . . . . . . . . . . . . . . . . . . . . . . . . . .June 1-2, 2006

Kansas City Mo.(airport)  . . . . . . . . . . . . . . . .Sponsor: Overland Park Police Department  . . . . . . . . . . . . . . . . . . . . . . . . . .June 14-15, 2006

Calgary Alberta, Canada . . . . . . . . . . . . . . . . .Sponsor: Calgary Police Service  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .July 6-7, 2006

Pueblo, Colorado  . . . . . . . . . . . . . . . . . . . . . .Sponsor: Central Mountain Training Foundation  . . . . . . . . . . . . . . . . . . . . . . . . .August 2006

Frisco, Texas  . . . . . . . . . . . . . . . . . . . . . . . . . . .Sponsor: Frisco Police Department  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .August 23-24, 2006

Goose Creek, South Carolina  . . . . . . . . . . . . .Sponsor: Goose Creek Police Department  . . . . . . . . . . . . . . . . . . . . . .September 13-14, 2006

Harwood Heights, Illinois  . . . . . . . . . . . . . . .Sponsor: Harwood Heights Police Department  . . . . . . . . . . . . . . . . . . . . . .October 2-3, 2006

Allison Parks, Pennsylvania  . . . . . . . . . . . . . .Sponsor: Allegheny County Police Academy  . . . . . . . . . . . . . . . . . . . . . . . . .October 5-6, 2006

Londonderry, New Hampshire  . . . . . . . . . . .Sponsor: Londonderry Police Department  . . . . . . . . . . . . . . . . . . . .October/November 2006

Chantilly, Virginia  . . . . . . . . . . . . . . . . . . . . . .Sponsor: Fairfax County Police  . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .November 2006

Everett, Washington  . . . . . . . . . . . . . . . . . . . .Sponsor: Snohomish County Sheriff ’s Office  . . . . . . . . . . . . . . . . . . . . . .December 4-5, 2006

Classes instructed by law enforcement experts in property and evidence.
Class Tuition is $325, including one year membership, second participant $300**, Present Member $275**, Annual Membership $50**.

For information, call 1-800-449-IAPE (4273)
or write: International Association for Property and Evidence, Inc. , 903 N. San Fernando Blvd., Ste. 4, Burbank, CA 91504

• Liabilities/Case Studies
• Audits/Inventories
• Documentation
• Packaging Standards
• Accreditation Standards

• Purging Guidelines
• Design Criteria
• Space Standards
• Firearm Handling
• Narcotics Handling
• Currency Safeguards
• Auction Procedures

• Diversion of Evidence
• Biohazards
• Safety Procedures
• Disposal Procedures
• Automation—Bar Coding
• Future Issues

IAPE Law Enforcement Serving the Needs of Law Enforcement! Register at our Web site at: www.iape.org.
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• Religious groups—source of informa-
tion about controversial religious
speakers or visitors

• Fraternal, social, and civic clubs—source
of information about upcoming events

• Colleges and universities (police offi-
cers, administrators, faculty clubs, stu-
dent groups, and alumni association
groups)—source of information about
possession of hazardous materials,
foreign exchange students, and con-
troversial research, speakers, activi-
ties, and events

• Printing shops—source of information
about threatening or illegal photos and
about requests for development of mul-
tiple photographs for false IDs

• Business managers—source of infor-
mation about purchasers of danger-
ous materials such as torches,
propane, and blasting supplies

• Transportation centers and tourist 
attractions—target-rich environments
for terrorism and source of informa-
tion about suspicious persons and ac-
tivities

• Major industrial enterprises (owners, 
security officers, and nearby neigh-
bors)—source of information about po-
tential threats and suspicious activities

• Schools (teachers and administra-
tors)—source of information about
suspicious activities

• School and office building custodi-
ans—source of information about 
students, employees, visitors, and
after-hours activities

• Health care providers (EMS drivers,
doctors, and hospital employees)—
source of information about unusual
injuries, such as radiation and chemi-
cal burns, as well as mandatory re-
ports of firearms and cutting injuries 

• Bar and liquor stores—source of infor-
mation about suspicious conversa-
tions, observations, and activities

• Inspectors and code enforcers—
source of information about suspi-

cious activities and materials, such 
as a large amount of fertilizer where
there is no agricultural activity

• Facility licenses—source of information
about type of building, building plans,
premise protection, fire suppression,
and storage of hazmat materials 

• Licenses and permits (handgun,
firearm, liquor, hackney, parade and
event, blasting, business occupancy,
and other types)—source of informa-
tion about the background of li-
censees and permit holders

• Delivery services (letter carriers, 
couriers, delivery drivers)—source of 
information about suspicious activi-
ties and packages

• Department of public works 
employees and refuse haulers—
source of information about
strangers in the neighborhood, for-
eign substances in trash, inactivity or
increased activity at a residence, and
other suspicious persons and things

• Housing managers (public housing,
apartment complexes, and property
management associations)—source 
of information about unusual rentals
and other suspicious activities in 
the properties

• Meter readers—source of information
about unusual observations

• Automobile and truck rental compa-
nies—source of information about
items left behind in rented vehicles,
method of payment, and departure and
return details that arouse suspicion

• Taxi and delivery drivers, many from
countries of interest—source of 
information concerning activities 
and threats

Information Collection
Many sources of relevant information

that could affect homeland security exist in
every city and town. The information that
police, fire, and ambulance personnel
glean from the people they contact daily
are the key to successful potential threat
awareness. But, once identified, how is the
information collected? The Massachusetts
focus group offered many ideas regarding
procedures for information collection:
• In Person, and at  Their Venue—You

have to contact people that you 
wouldn’t normally talk with. You can’t
just do the phone thing, you have to
show up in person and get out there 
. . . face-to-face. You can’t call the high
school and ask for the custodian and
expect instant trust. You need to go see
him, and develop that relationship.

• Neighborhood Watch/Crime Watch
meetings—Listen to the residents. Cul-
tural and ethnic groups might come to
the attention of fire service through the
permit or code inspection process. This
is a great way to develop resources in
different neighborhoods and a good
way to collect information.

• Approachable and Responsive—
There are only three groups that
community members can contact 24
hours a day: police, fire, and EMS.
The personnel in these departments
have to be willing to deal with situa-
tions and be approachable, not put
up barriers and say “It’s not my job.” 
Take the time to listen and receive
information. Leave your windows
rolled down and don’t shut out the
community. 
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• Follow-Up to Calls—Sometimes 
first responders must answer a call, 
collect information, and clear the
scene for operational reasons—a
quick turnover. But they should take
the time to return the next day. That
is when they are more likely to gather
the important information, when
there is time to speak with the person
in an atmosphere that isn’t driven by
an incident. Returning to talk also lets
the person know that their input is
appreciated.

• Importance of the Initial Call Taker—A
caller’s first contact sets the tone for
their working relationship with the po-
lice, and the first point of contact is typi-
cally the 911 call taker. It represents the
first opportunity to collect information.
The initial contact person must be will-
ing to listen and have the right attitude.
If he or she has the wrong attitude or
fails to address the caller’s problem, the
quality of information collected will de-
teriorate. Don’t expect a second call.

• Training and Organizational Philosophy
Shift—All employees must understand
their role in cultivating sources of infor-
mation. Many assume it is the detec-
tive’s job, but it is everyone’s responsi-
bility. Take a close look at the way
information is collected in the depart-
ment. It is necessary to listen and be
willing to weed through the 90 percent
of unimportant information to get the
10 percent that is usable. It’s long and
hard work, but the payoff is worth it.
Collecting information involves more
than training; it must be accepted and
reinforced as an organizational philoso-
phy that personnel be approachable,
and act as sponges for information. It is
important to explain to citizens the
need to learn to identify what is abnor-
mal, what doesn’t fit in their environ-
ment, and what to do with the informa-
tion once it is observed. Every first
responder must teach this need to the
local citizens.

• Management Responsibility—Manage-
ment needs to get behind and support
information collection efforts. First re-
sponders have a tendency to go with
what’s hot this month and then wait out
management, as there’s bound to be
another hot issue next month. Manage-
ment must make information collection
and sharing a priority every day. 

• Completeness and Accuracy of Infor-
mation—Officers need to understand
what information to collect, and how to
completely and accurately report infor-
mation, with as much detail as possible. 
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Leadership Initiation
Although there are many sources of in-

formation and methods of collecting it,
there may not be any means of information
sharing between a police chief and a fire
chief, or a time and a place to ask questions
and receive feedback from the other disci-
plines on community issues or local threats.
As one of the most influential members of
the community, the police chief must lead
by example and demonstrate to the depart-
ment's employees the importance of infor-
mation sharing. This begins at the top. It
may mean that the police chief goes across
the street and meets with the fire chief. 

Establish a mechanism where homeland
security information awareness and collec-
tion becomes a routine. The best protective
initiative is by sharing information; and
this begins at home, in every community.
Everyone plays a part. The challenge is
yours. Take the lead. �

Editor's note: Chief Doherty and Lieu-
tenant Colonel Hibbard are program
managers at the Massachusetts Law 
Enforcement Technology & Training 
Support Center (www.malettsc.org).
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HOMELAND SECURITY
SPECIAL FOCUS

Roger L. Kemp, Ph.D., city manager for Vallejo,
California, served on the U.S. Department of Justice
Anti-Terrorism Advisory Council and is editor of
Homeland Security: Best Practices for Local Government,
published by the International City/County Manage-
ment Association in 2003. 
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Homeland Security:Common Sense Measures to
Safeguard your Community

I
n order to improve coordination and commu-

nication among all levels of government and 

the public in the fight against terrorism, the

president signed Homeland Security Presiden-

tial Directive 3 on March 12, 2002, creating the

Homeland Security Advisory System (HSAS).
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This advisory system serves as a foun-
dation for a simple communications
structure for the dissemination of infor-
mation regarding the risk of possible ter-
rorist attacks to all levels of government,
as well as our nation’s citizens.

There are many federal alert systems
in the United States, and each is tailored
to different sector of society: transporta-
tion, defense, agriculture, and weather, to
name a few examples. These alert systems
fill vital and specific requirements for a
variety of situations in both the govern-
ment and commercial sectors.

The HSAS provides a national frame-
work for  these  systems,  a l lowing 
government officials and citizens to com-
municate the nature and degree of terror-
ist threats. This advisory system charac-
terizes appropriate levels of vigilance, 
preparedness, and readiness, in a series of
graduated threat conditions.

The protective measures that corre-
spond to each threat condition will help
the local government and its citizens de-
cide what actions to take to help counter
and respond to possible terrorist activity.
Based on the threat level, federal agencies
will implement appropriate protective
measures. State and municipalities are 
encouraged to adopt compatible local 
response systems.

State and local officials will be in-
formed in advance of national threat advi-
sories whenever possible. The Depart-
ment of Homeland Security (DHS) will
convey relevant information to federal,
state, and local public officials as well as
to the private sector. Heightened threat
levels can be declared for the entire na-
tion, for a specific geographic area, or for a
functional or industrial sector. Changes in
assigned threat conditions will be made
whenever necessary by the DHS.

These threat conditions characterize
the risk of a possible terrorist attack based
on the best information available. Protec-
tive measures are the steps that should be
taken by government and the private 
sector to reduce their respective vulnera-
bilities. The HSAS contains five threat
conditions with associated suggested
protective measures:
• Green: Low condition

• Blue: Guarded condition

• Yellow: Elevated condition

• Orange: High condition

• Red: Severe condition

The United States has been at threat
condition orange, high condition, only a
few times since September 11, 2001. Recent
HSAS warnings have been regional or 

functional in their scope. When the nation
goes to threat condition orange, and this
threat level is not limited to specific geo-
graphic areas, public officials in cities
should take steps so citizens know that
their municipal officials are making an 
effort to protect them. 

To achieve this goal, there are several
common sense measures that local public
officials should take so residents know
they are being properly protected against
a possible terrorist attack, regardless of its
actual likelihood. These public officials in-
clude elected officials (mayors and city
council members), city managers, police
chiefs, fire chiefs, public works directors,
and other emergency personnel. The sug-
gested measures they should take include
the following:
• Police and fire personnel should main-

tain a heightened sense of awareness
while responding to, and working at,
incident scenes.

• Appropriate city officials (city manager,
police chief, fire chief, and public works
director) should review local emergency
response plans and be prepared to acti-
vate their emergency operations center.

• City managers (as well as police chiefs,
fire chiefs, and public works directors)
should communicate and coordinate
with their respective counterparts at
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THE POLICE CHIEF/FEBRUARY 2006 83

ARE YOU

HIRING

THE RIGHT

OFFICERS?

�Accurate ranking of the job candidates with
the greatest police officer potential

�Opportunity to increase ethnic and gender
diversity in your police department

�Practical and efficient means to assess the
essential job requirements

ARE YOU

HIRING

THE RIGHT

OFFICERS?
QUALITY WRITTEN EXAMINATIONS PROVIDE:

DARANY AND ASSOCIATES
Selecting the right people

1250 San Pablo Ave., Redlands, CA 92373-4968
Phone (909) 798-4475

Fax (909) 798-0306



• Local municipal officials should work
closely with their county officials in an
attempt to report and detect all trans-
mittable diseases.

• The city manager should place all
emergency management and special-
ized response teams on call-back alert
status. This is also applicable to police
and fire chiefs.

• The police chief should limit access
points at critical facilities to essential
personnel only. Entry control proce-
dures should be strictly enforced.

• The police chief should ensure that of-
ficers are enforcing the restrictions on
the parking of vehicles near sensitive
public buildings

• The police chief should increase de-
fensive measures around key struc-
tures and for major public events. 

• Both the police chief and the fire chief
should make sure that critical re-
sponse vehicles are stored in a secure
area or in an indoor parking facility, if
one is available.

Municipal officials should also issue
recommended precautions for citizens
and business persons. These measures
should be decided upon in advance of a
heightened state of alert. The suggested
guidelines for these two groups are high-
lighted below.

Residents should be encouraged to do
the following:
• Resume normal activities but expect

some delays, baggage searches, and
restrictions as a result of heightened
security at public building and other
facilities.

• Continue to monitor world events and
local circumstances as well as local
government threat advisory warnings.

• Report all suspicious activities at or
near critical public facilities to local
law enforcement agencies by 
calling 911.

• Avoid leaving unattended packages or
briefcases in public areas.

• Inventory and organize emergency
supply kits and discuss emergency
plans with family members. Reevalu-
ate the family meeting location based
on the national threat level.

• Consider taking reasonable personal
security precautions. Be alert to your
surroundings, avoid placing yourself
in a vulnerable situation, and closely
monitor the activities of your children.

• Maintain close contact with your fami-
ly and neighbors to ensure their safety
and emotional well-being.

Circle no. 40 on Reader Response Card

other levels of government in case a
coordinated response is needed.

• Police chiefs should closely monitor all
available security and intelligence data
from federal, state, and other local law
enforcement agencies.

• Police personnel should inspect build-
ing and parking areas for suspicious
packages.

• City managers should ensure that em-
ployees are especially watchful for
suspicious or unattended packages
and articles received through public
and private mail delivery systems.

• City managers should work closely
with their police chiefs to consider
controlled access to all municipal
buildings, other significant facilities,
and critical components of the public
infrastructure.

• City managers and police chiefs
should ensure that appropriate securi-
ty measures are in place and are func-
tioning properly.

• Police chiefs should make sure that
police officers closely monitor all mu-
nicipal reservoirs and watershed
areas, wastewater treatment plants,
and other sensitive public facilities.
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Business persons should be encour-
aged to do the following:
• Announce threat condition high to all

employees, and explain any special
actions required of them.

• Place company emergency response
teams on notice, as appropriate.

• Activate the company’s operations
center, if suitable to the occasion.

• Monitor world and local events, pass-
ing on the latest information to your
employees.

• Ensure that appropriate security mea-
sures are in place and functioning
properly.

• Instruct employees to immediately re-
port suspicious activities, packages,
and people to their supervisors.

• Search all personal bags and parcels,
and require employees to pass
through a metal detector, if one is
available.

• Restrict vehicular access and parking
close to company-owned buildings. 

• Inspect intrusion detection systems,
lighting, security fencing, and locking
systems, to make sure that they are all
working properly.

• Inspect all deliveries and consider ac-
cepting shipments only at off-site loca-
tions

• Remind employees of heightened se-
curity policies and proper building
evacuation procedures.

The time to prepare a response plan,
such as the one described above, is before
the onset of a heightened state of alert. A
community’s guidelines should be put in
written form and distributed to the mayor
and the city council, all department man-

agers, emergency management personnel,
residents, and the local chamber of com-
merce, since procedures for the private sec-
tor are included. This information should
also be posted on a city’s Web site, pub-
lished in local newspapers, and placed as a
public service message on a city’s public-ac-
cess cable television channel. Acity newslet-
ter would also be a good vehicle to promote
these community safeguards. These latter
vehicles are excellent ways to inform citi-
zens about your state of readiness.

It is also a good idea to inform citizens
and business persons of homeland securi-
ty-re lated websi tes .  These  would 
typically include, at the federal level, 
the Department of Homeland Security
(www.dhs .gov)  and the  Federal  
Emergency Management  Agency
(www.fema.gov). At the state level, the
state office of emergency services (in Cali-
fornia, for instance, www.oes.ca.gov) and
the department of health services (in Cali-
fornia, www.dhs.ca.gov) should be listed.
It is also good idea to list the American
Red Cross (www.redcross.org), as well as
the city’s Web site. Homeland security up-
dates can easily be provided to everyone
on a city’s Web site.

The goal is to spread the word to resi-
dents about the city’s state of preparation
for the next heightened state of national
alert. Residents expect their public offi-
cials to be looking out for safety and
health under such circumstances. Simple
guidelines for communities, citizens, and
business persons, such as those described
above, represent a common-sense ap-
proach to being prepared to safeguard
and protect your community during a
disaster, whether natural or human-
made. Take steps now to make sure your
city is prepared. �

An issue brief published by the 
National Governors Association Center
for Best Practices (NGA Center), State
Strategies for Fully Integrating Public
Health into Homeland Security, offers
recommendations for integrating public
health into homeland security. 

Public health has not always been con-
sidered an integral part of disaster and
emergency response. As emergency man-
agement and homeland security evolved,
public health officials frequently found
themselves at the periphery of prepared-
ness and response efforts. According to the
issue brief, these officials were further 
hindered by a public health culture some-
times at odds with decision-making 
approaches favored by other first response
agencies, and a public health infrastruc-
ture that has lagged behind other response
agencies in terms of involvement. 

The 2001 anthrax attacks and the
emerging threat of bioterrorism have
changed this perception. With expertise
not found in other disciplines, including
unique authorities concerning quaran-
tine, isolation, and drug distribution, 
and surveillance systems that provide

important intelligence about infectious
diseases, public health involvement is es-
sential for disaster response plans. 

The issue brief provides the following
strategies for better integrating public
health into homeland security: 
• Include public health fully in 

the homeland security 
governance system 

• Include public health in homeland 
security planning

• Incorporate public health in 
exercises and training activities

• Include public health in homeland se-
curity intelligence and analysis

The report State Strategies for 
Fully Integrating Public Health into
Homeland Security can be viewed at
http://preview.nga.org/Files/pdf/
FULLYPUBLICHEALTH.pdf. Copies 
are available from the National Governors
Association, 444 North Capitol Street,
Suite 267, Washington, DC 20001 USA. 
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Public Health Role in 
Homeland Security

Many of the common sense steps described in this article have

already been taken in local communities, and taking the other

steps will enhance the current effort. It is important to provide

consistent reinforcement of these procedures so the whole

community will be ready should an emergency occur.

Preparing for an emergency is

not just a big-city concern; all

communities, regardless of

size, must be ready to prevent

and mitigate threats.





HOMELAND SECURITY
SPECIAL FOCUS

LawEnforcement Online
By Lesley G. Koestner, Supervisory Special
Agent, Law Enforcement Online Policy, Plan-
ning and Membership Unit, Criminal Justice 
Information System Division, Federal Bureau of
Investigation, Washington, D.C.

The National Alert System

The mission of the FBI’s Law Enforce-
ment Online (LEO) National Alert Sys-

tem (NAS) is to enhance communication,
coordination, and cooperation between
federal, state, and local government agen-
cies representing the law enforcement and
homeland security communities by 
providing an alert system for rapid dissem-
ination of critical information related to 
terrorism intelligence throughout the 
United States.

The NAS can be used in conjunction
with a virtual command center or indepen-
dently. The NAS delivers timely and sensi-
tive alert information securely to thou-
sands of Joint Terrorism Task Force
members and law enforcement command
centers. The NAS can deliver secure pop-
up message boxes containing law enforce-
ment sensitive information to 20,000 online
users within five minutes. The same mes-
sage is also delivered to all users’ LEO 

e-mail accounts. The alert message will
contain a short synopsis and a hyperlink
that directs the recipient to additional infor-
mation that has been posted on a secure
LEO site. The NAS is also capable of send-
ing up to 160,000 nonsecure notifications to
pagers, cellular phones, and other wireless
devices to advise that an alert has been
sent. The NAS maintains records regarding
delivery of each message and archives all
NAS alerts and notifications.

The LEO functions as a conduit for FBI
sensitive-but-unclassified (SBU) intelli-
gence information, and in this way sup-
ports all of the bureau’s missions and
strategic goals and objectives. The LEO
forms a cornerstone of the FBI Information
Sharing Initiative. The LEO network pro-
vides an Internet link to state, local, and
tribal police departments and agencies
throughout the United States. The LEO is a
certified and accredited system that is 

approved for the dissemination of SBU 
intelligence information.

Assistant Director Thomas E. Bush III,
of the FBI’s Criminal Justice Information
Services Division, said, “The LEO NAS is
an excellent tool to provide immediate
alerts to the law enforcement community.”
The LEO is used to provide the law en-
forcement community with SBU informa-
tion, communicating alerts, intelligence
bulletins, and educational purposes. This
information is sent in a secure environment
to specific recipients using computers, cell
phones, and pagers. Messages can include
text, photos, and maps. The information is
intended for use by patrol officers and
other law enforcement personnel who
may encounter situations or information
through their direct contact with the 
general public.
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Definitions

LEO Law Enforcement Online, the FBI’s Internet link to state, local, and tribal 
police. Departments and individual law enforcement officers can have accounts.

NAS The FBI’s national alert system for rapidly disseminating critical 
information related to terrorism intelligence throughout the United States.

SBU The FBI’s Sensitive but Unclassified intelligence information shared with 
local police officers.

Alert Unclassified information for official use only and law enforcement–
sensitive information transmitted through secure law enforcement systems.

Notification Messages sent to nonsecure wireless devices, such as pagers, cell phones, 
personal digital assistants, and e-mail accounts, that an alert has been sent 
to the agency’s or member’s secured LEO NAS account.

Photograph credit: FEMANews Photo



Kenneth A. Cassine, unit chief of the
FBI’s LEO Policy, Planning, and Member-
ship Unit, said, “The LEO is a one-stop
shop for the law enforcement community
for FBI intelligence information and pro-
vides a central hub for horizontal and ver-
tical information sharing to support in-
vestigative programs.”

Alerts vs. Notifications
Alerts: Alert messages may contain in-

formation that is only to be transmitted
through secure law enforcement systems.
These alerts may include unclassified infor-
mation for official use only and law-enforce-
ment sensitive information. Therefore, the
pop-up alert notice is only transmitted
through the Internet inside the LEO Virtual
Private Network.

Notifications: Notification messages are
sent to nonsecure wireless devices, such as
pagers, cellular telephones, personal digital
assistants, and regular nonsecure Internet e-
mail accounts. Since these devices are non-
secure, notification messages will only ad-
vise the recipient that an alert has been sent
securely to the agency’s or member’s LEO
NAS account. The information contained in
these notifications will contain only unclas-
sified information. The mission of the LEO
is to provide reliable, high availability 

electronic communications services for e-
mail, data sharing, national alerts, analytical
tools, applications, and enterprise services
between the FBI and its mission partners at
the federal, state, and local level for SBU in-
formation. The LEO shall support the FBI’s
10 priorities (see sidebar) by providing cost-
effective, time-critical national alerts and in-
formation sharing to first responders, law
enforcement, and counterterrorism and in-
telligence agencies. It is the mission of the
LEO to catalyze and enhance collaboration
and information exchange across the FBI
and mission partners with state-of-the-art
commercial off-the-shelf communications
services and tools, providing a user-friendly
portal and software for communications
and information exchange.

Membership Requirements
The LEO network system is only avail-

able to persons duly employed by a law en-
forcement, criminal justice, or public safety
agency/department and whose position re-
quires secure communications with other
agencies. As an information-sharing forum,
all members are encouraged to contribute
information in their area of expertise. The
LEO Program Office must be notified im-
mediately upon separation of a member
from an agency or department. To apply for

a LEO membership application and for in-
formation about the LEO, call or write to

LEO Program Office
202-324-8833
202-324-3364 (fax) 
leoprogramoffice@leo.gov

The FBI’s 10 Priorities

1. Protect the United States from 
terrorist attack.

2. Protect the United States against 
foreign intelligence operations and 
espionage.

3. Protect the United States against 
cyber-based attacks and high-technol-
ogy crimes.

4. Combat public corruption at all levels.

5. Protect civil rights.

6. Combat transnational and national
criminal organizations and enterprises.

7. Combat major white-collar crime.

8. Combat significant violent crime.

9. Support federal, state, county, munici-
pal, and international partners.

10. Upgrade technology to successfully
perform the FBI’s mission. 

Circle no. 35 on Reader Response Card
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CANADA

Ontario
Kenora—Rupert, Brian J, Chief of Police, Treaty Three Police Ser-

vice, 100 Park St PO Box 1480, P9N 3X7, 807 468-6069, Fax: 807 468-8674, E-
mail: brupert@treaty3.ca

Orillia—Hope, Jay C, Deputy Commissioner, Ontario Provincial Po-
lice, 777 Memorial Ave 3rd Fl, L3V 7V3, 705 329-7500, Fax: 705 329-6317, E-
mail: jay.hope@jus.gov.on.ca

—Trivett, Glenn, Inspector, Ontario Provincial Police, 777 Memorial
Ave, L3V 7V3, 705 329-6222, Fax: 705 329-6217, E-mail:
glenn.trivett@jus.gov.on.ca

Toronto—Derry, Kim, Deputy Chief of Police, Toronto Police Service,
40 College St, M5G 2J3, 416 808-8001, Fax: 416 808-8002, E-mail:
kim.derry@torontopolice.on.ca, Web: www.
torontopolice.on.ca

—Veneziano, Tony, Chief Administrative Officer, Toronto Police Ser-
vice, 40 College St, M5G 2J3, 416 808-8005, Fax: 416 808-8002, E-mail:
tony.veneziano@torontopolice.on.ca, Web: www.torontopolice.on.ca

IRAQ
Baghdad—*Rowan, John H, Country Security Manager Iraq,

KBR Technical Services (Halliburton), KBR Logcap III HQ, Intena-
tional Zone, 917 697-0292, E-mail: jhrowan2003@yahoo.com

ISRAEL
Ramle—Benyamin, Shabtay, Head of R&D Division, Israel Na-

tional Police, 41 Baaley Hamelacha St, 72558, 972 89124318, Fax: 972
89124722, E-mail: rhdunit@police.gov.il, Web: www.police.gov.il

—Roth, Tiberiu, Superintendent, Israel National Police, 41 Baa-
ley Hamelacha St, 72558, 972 89124704, Fax: 972 89124722, E-mail:
tibbyr@police.gov.il, Web: www.police.gov.il

ITALY
Gorgonzola—*Passoni, Matteo, LT, HTI SRL, Via G Buonarroti

43, PO Box 1, 39 029538385, Fax: 39 029538381, E-mail:
mpassoniI@hti.it, Web: www.hovercraft.it

MEXICO
Queretaro/Qro—Mohar, Edgar, Secretario de Seguridad, Gob-

ierno de Queretaro, Constituyentes 8 Pte Centro, 76000, 52
4421960806, Fax: 52 4421960804, E-mail: emohar@queretaro.gob.mx,
Web: www.seguridad.queretaro.gob.mx

NETHERLANDS 
Rotterdam—Ponsen, Arie , Inspector, Rotterdam Police Dept,

Veilingweg 66, NL 3034 KB, 31 102749612, Fax: 31 102750213, E-mail:
arie.ponsen@tip.nl

NIGERIA
Abuja—Dibie, Gabriel O, Deputy Superintendent, Nigeria Po-

lice Force, Louis Edet House FHQ Annex, 234 92341984, E-mail: gaby-
oh2000@yahoo.com, Web: www.nigeriapolice.org

Lagos—Ameh, Godwin O, Superintendent, National Drug Law
Enforcement Agency, No 4 Shaw Rd, Ikoyi, 234 8042149015, E-mail:
amehgodwin@yahoo.com

—*Arogundade, Temitope I, Member, Agaso Business Center,
No 38 Agbe St, Abule-Egba, 234 8055633935, E-mail:
topearoo@yahoo.com

—Ogbogu, Marian C, Superintendent of Narcotics, National
Drug Law Enforcement Agency, No 4 Shaw Rd, Ikoyi

UNITED STATES

Alabama
Columbiana—Samaniego, John, Chief Deputy, Shelby Co Sheriff’s

Office, PO Box 1095, 35051, 205 669-3932, Fax: 205 669-3865, E-mail:
jsamaniego@shelbycountyalabama.net, Web: www.shelbyso.com

California
Bakersfield—Bivens, Robert C, Captain, Bakersfield Police Dept,

1601 Truxton Ave, 93302, 661 852-7851, E-mail: biv671@aol.com
Los Angeles—Grady, Mary E, Commander, Los Angeles Police Dept,

150 N Los Angeles St, 90012, 213 485-3205, Fax: 213 473-5635, E-mail:
megradylapd@hotmail.com

Ontario—Hopley, Eric V, Deputy Chief of Police, Ontario Police Dept,
2500 S Archibald Ave, 91761, 909 395-2712, Fax: 909 395-2709, E-mail: ehop-
ley@ontariopolice.org

Pacifica—Saunders, James A, Chief of Police, Pacifica Police De-
partment Pacifica Police Dept, 2075 Coast Hwy, 94044, 650 738-7314, Fax:
650 355-1172, E-mail: saundersj@pacificapolice.org

Pleasanton—Davis, Darrin K, Lieutenant, Pleasanton Police Dept,
4833 Bernal Ave, 94566, 925 931-5100, Fax: 925 931-5480, E-mail:
ddavis@ci.pleasanton.ca.us, Web: www.ci.pleasanton.ca.us

Sacramento—*Gruver, Matt, Senior Manager, CPS, 241 Lathrop
Way, 95815, 916 263-3600, Fax: 916 561-7242, E-mail: matt@cps.ca.gov,
Web: www.cps.ca.gov

Torrance—*Zawinski, Michael, Publisher, Bobit Business Media,
Campus Safety Magazine, 3520 Challenger St, 90503, 310 533-2400, Fax: 310
533-2502, E-mail: michael.zawinski@bobit.com, Web: www.campussafety-
magazine.com

Colorado 
Englewood—*Jordan, Kenyon P, Psychologist, Wargo Jordan

& Associates, 7700 E Arapahoe Rd Ste 240, 80112, 303 986-0026, Fax:
303 986-0026, E-mail: info@coloradoassessment.com, Web: www.
coloradoassessment.com

Greeley—Broderius, John David C, Division Commander, Weld
Co Sheriff’s Office, 1950 O St, 80631, 970 356-4015, Fax: 970 304-6467,
E-mail: jbroderius@co.weld.co.us

Connecticut
Cromwell—Nelson, Roy A, Captain, Cromwell Police Dept, 5

West St, 06416, 860 635-2256, Fax: 860 613-2934, E-mail: capt.nel-
son@cromwellpd.com, Web: www.cromwellpd.com

East Hartford—Murphy, John D, Jr, Commander, East Hartford
Police Dept, 31 School St, 06108, 860 291-7580, Fax: 860 282-0093, E-
mail: jmurphy@ci.east-hartford.ct.us

Norwich—*Pannone, Dominic R, OD, 110 Lafayette St, 06360,
860 887-2060, Fax: 860 887-9991, E-mail: dr.pannone@snet.net

Willimantic—Garewski, Jeffrey A, Chief of Police, Eastern CT
State Univ Police Dept, 83 Windham St, 06226, 860 465-4521, Fax: 860
465-5597, E-mail: garewskij@.easternct.edu, Web:
www.easternct.edu

District of Columbia
Washington—Cutlar, Shanetta Y, Section Chief, US Dept of

Justice Civil Rights Div, 601 D St NW, 20530, 202 514-0195, Fax: 202
514-0212

Florida
Aventura—*Bentolila, Michael M, Sergeant, Aventura Police

Dept, 19200 W Country Club Dr, 33180, 305 466-2893, Fax: 305 466-
2895, E-mail: bentolilam@aventurapolice.com

Boca Raton—Brancazio, Steven T, Captain, Boca Raton Police
Services, 100 NW Second Ave, 33432, 561 338-1208, E-mail: sbran-
cazio@ci.boca-raton.fl.us

—Ceccarelli, Thomas A, Captain, Boca Raton Police Services
Dept, 100 NW Second Ave, 33432, 561 338-1319, Fax: 561 347-5186, E-
mail: tceccarelli@ci.boca-raton.fl.us, Web: www.bocapolice.com

—Mindick, Joshua V, Captain, Boca Raton Police Services
Dept, 100 NW Second Ave, 33432, 561 338-1232, Fax: 561 367-7098, E-
mail: jmindick@ci.boca-raton.fl.us, Web: www.bocapolice.com

Coral Gables—Lawrence, Brian S, Lieutenant, Coral Gables
Police Dept, 2801 Salzedo St, 33134, 305 442-1600, Fax: 305 460-5506,
E-mail: blawrence@coralgables.com

Coral Springs—Hanrahan, James F, Captain, Coral Springs Po-
lice Dept, 2801 Coral Springs Dr, 33065, 954 346-1376, Fax: 954 346-
1798, E-mail: jfh@coralsprings.org, Web: www.coralsprings.org

Daytona Beach—Szabo, Stephen W, Captain, Daytona Beach
Police Dept, 990 Orange Ave, 32114, 386 671-5404, Fax: 386 671-5405,
E-mail: szabos@dbpd.us, Web: www.dbpd.us

Lakeland—*Lehman, Hans, Sergeant, Lakeland Police Dept,
219 N Massachusetts Ave, 33801, 863 834-6932, Fax: 863 834-8900, E-
mail: hans.lehman@lakelandgov.net, Web: www.lakelandgov.net

Miami—Pelosi, Giancarlo, Lieutenant, Miccosukee Tribal Po-
lice Dept, PO Box 440021, 33144, 305 223-1600, Fax: 305 894-2385, E-
mail: giancarlop@miccosukeetribe.com

Miami Beach—Hundevadt, Robert R, Lieutenant, Miami Beach
Police Dept, 1100 Washington Ave, 33139-4665, 305 673-7776, E-mail: 

roberthundevadt@miamibeachfl.gov
Mulberry—Cavallaro, Lawrence N, Chief of Police, Mulberry

Police Dept, PO Box 707, 33860, 863 425-1119, Fax: 863 425-1591, E-
mail: cavallarol@flcjn.net, Web: www.mulberrypolice.org

Orlando—*Gant, Margaret A, Executive Director, Commission
for FL Law Enf Accreditation, 3504 Lake Lynda Dr, Ste 380, 32817, 407
275-4171, Fax: 407 275-4174, E-mail: peggant@fdle.state.fl.us, Web:
www.flaccreditation.org

Palm Beach—Mason, Michael F, Major, Palm Beach Police
Dept, 345 S County Rd, 33480, 561 227-6356, Fax: 561 835-4600, E-mail:
mmason@palmbeachpolice.com

—Rozier, Spencer L, Captain, Palm Beach Police Dept, 345 S
County Rd, 33480, 561 863-9386, Fax: 561 835-4736, E-mail:
srozier@townofpalmbeach.com

Tallahassee—Johnson, Lewis K, Jr, Captain, Tallahassee Po-
lice Dept, 234 E Seventh Ave, 32303, 850 891-4267, Fax: 850 891-4627,
E-mail: johnsole@talgov.com

Tampa—Terry, Gary G, Colonel, Hillsborough Co Sheriff’s Of-
fice, 2008 Eighth Ave, 33605, 813 247-8270, Fax: 813 247-0900, E-mail:
gterry@hcso.tampa.fl.us, Web: www.hcsotampaflus.org

Weston—Goldberg, Randy M, Lieutenant, Broward Co Sher-
iff’s Office, 17300 Arvida Pkwy, 33326, 954 389-2010, Fax: 954 584-
6324, E-mail: rmgesq@comcast.net

Georgia
College Park—Price, Paul , Asst Special Agent in Charge, Federal

Air Marshal Service, 1075 S Inner Loop Rd, 30337, 404 209 3310, E-mail:
pprice197@hotmail.com

Cuthbert—Roque, Joseph R, Chief of Police, Cuthbert Police Dept,
PO Box 100 113 Court St, 39840, 229 732-2323, Fax: 229 732-2255, E-mail:
gtadlaw7010@alltel.net

Decatur—Booker, James M, Deputy Chief of Police, Decatur Po-
lice Dept, 420 W Trinity Pl, 30030, 678 553-6618, E-mail: jbooker@decatur-
ga.com

Hamilton—Colberg, Daniel J, Chief of Police, Hamilton Police Dept,
210 Walton St PO Box 112, 31811-0112, 706 628-5318, Fax: 706 628-9520, E-
mail: chiefdanpd@aol.com

Lawrenceville—West, Michael B, Lieutenant, Gwinnett Co Police
Dept, 770 Hi-Hope Rd, 30046, 770 513-5218, Fax: 770 513-5005, E-mail:
brett.west@gwinnettcounty.com

Marietta—Cannon, David C, Chief Investigator, Cobb Co District At-
torney’s Office, 10 E Park Sq, 30390, 770 528-3063, Fax: 770 528-8979, E-
mail: david.cannon@cobbcounty.org, Web: www.cobbcounty.org

—Houser, John R, Major, Cobb Co Police Dept, 140 N Marietta
Pkwy, 30060, 770 528-3813, Fax: 770 528-3820, E-mail: john.houser@cobb-
county.org

—Hulsey, Robert A, Major, Cobb Co Dept of Public Safety, 100
Cherokee St Ste 460, 30090, 770 528-3802, Fax: 770 528-3820, E-mail:
robert.hulsey@cobbcounty.org, Web: www.cobbcounty.org

Idaho 
Caldwell—Smith, Chris, Sheriff, Canyon Co Sheriff’s Office,

1115 Albany St, 83605, 208 454-7510, Fax: 208 454-7253, E-mail:
csmith@canyoncounty.org, Web: www.canyoncounty.org

Illinois 
Blue Mound—Bingaman, Tommy E, Chief of Police, Blue

Mound Police Dept, 229 N Railroad Ave PO Box 378, 62513-0378, 217
692-2711, Fax: 217 692-2509, E-mail: tmbinga@consolidated.net

Chicago—Humphrey, Brian J, Asst Director, Customs & Bor-
der Protection/DHS, Chicago Field Office, 610 S Canal St 9th Fl,
60607, 312 983-9154, Fax: 312 886-4921, E-mail:
brianjhumphrey@yahoo.com, Web: www.cbp.gov

East Peoria—Martin, Randall L, Deputy Chief of Police, East
Peoria Police Dept, 201 W Washington St, 61611, 309 698-4614, Fax:
309 698-4725, E-mail: randymartin@cityofeastpeoria.com, Web:
www.eastpeoriapolice.com

Mascoutah—Fleshren, Bruce W, Chief of Police, Mascoutah
Police Dept, #3 W Main St, 62258, 618 566-2976, Fax: 618 566-2981, E-
mail: bfleshren@mascoutah.com, Web: www.mascoutah.com

North Riverside—Garvey, Anthony M, Chief of Police, North
Riverside Police Dept, 2359 S Desplaines Ave, 60546, 708 447-9191,
Fax: 708 447-8641, E-mail: agarvey@northriverside-il.org, Web:
www.northriverside-il.org

Round Lake—Metaxa, Cliffton R, Chief of Police, Round Lake
Police Dept, 430 N Cedar Lake Rd, 60073, 847 546-8112, Fax: 847 546-
2154, E-mail: cmetaxa@eroundlake.com

St Charles—Kintz, David L, Commander, St Charles Police
Dept, 2 E State Ave, 60174, 630 443-3740, Fax: 630 377-1578, E-mail:
dkintz@stcharlesil.gov

Yorkville—Randall, Richard A, Sheriff, Kendall Co Sheriff’s 
Office, 1102 Cornell Ln, 60560, 630 553-7500, Fax: 630 553-1972, 
E-mail: rrandall@co.kendall.il.us

Indiana
Fishers—Reed, Jerry D, Lieutenant, Fishers Police Dept, 4 Mu-

nicipal Dr, 46038, 317 595-3300, Fax: 317 595-3344, E-mail: reedj@fish-
ers.in.us, Web: www.fishers.in.us

N E W M E M B E R S
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This posting of new member applications is published
pursuant to the provisions of the IACP Constitution &
Rules, Article II, Section 2(c). If any active member in good
standing objects to any application, written notice of the
objection must be submitted to the executive director with-
in 60 days of publication. The application in question shall
then be submitted to the Executive Committee and shall
require the affirmative vote of two-thirds of the members
of that committee for admission of the applicant.

This listing also serves as a supplement to the IACP 2005
Membership Directory.

*Associate Members
All other listings are active members.



Iowa 
Davenport—Brown, Michael K, Major/Chief Deputy, Scott Co

Sheriff’s Office, 416 W Fourth St, 52801, 563 326-8214, Fax: 563 326-
8689, E-mail: mbrown@scottcountyiowa.com, Web:
www.scottcountyiowa.com

Marshalltown—Kamatchus, Ted G, Sheriff, Marshall Co Sheriff’s Of-
fice, 2369 Jessup Ave, 50158, 641 754-6380, Fax: 641 754-6380, E-mail: tka-
matchus@co.marshall.ia.us, Web: www.co.marshall.ia.us

Sioux City—Groetken, Peter L, Captain, Sioux City Police Dept,
601 Douglas St, 51101, 712 279-6400, Fax: 712 279-6898, E-mail:
pgroetken@sioux-city.org, Web: www.siouxcitypolice.com

Louisiana
Baton Rouge—*Flinchum, Catherine D, Sergeant, LA State Po-

lice, PO Box 66614 Slip A24, 70896, 225 925-6202, Fax: 225 925-3717,
E-mail: cathy.flinchum@dps.la.gov, Web: www.lsp.org

Maine 
Oakland—*Haynes, Jerry D, Sergeant, Oakland Police Dept,

PO Box 187 7 Fairfield St, 04963, 207 465-2202, Fax: 207 465-3495, E-
mail: sgtjerry14@yahoo.com

Maryland 
Baltimore—*May, Colin A, Special Agent, Dept of Defense, 309

E Hamburg St, 21230-4129, E-mail: camay@officer.com
Bethesda—*Fitzgerald, Denis J, MD, Chief Medical Officer,

Federal Protective Service, 4301 Jones Bridge Rd, 20814, 301 295-
6263, Fax: 301 295-6718

Germantown—Hopkins, Gary W, Lieutenant, Montgomery Co
Police Dept, 20000 Aircraft Dr, 20874, 301 840-2440, Fax: 301 840-2368,
E-mail: gary.hopkins@montgomerycountymd.gov

Seat Pleasant—Finkelman, Warren R, Deputy Chief of Police,
Seat Pleasant Police Dept, 6264 Central Ave, 20743, 301 499-8700,
Fax: 301 499-8702, E-mail: warren.finkelman@seatpleasantmd.gov

Massachusetts
Boston—Greeley, Darrin P, Deputy Superintendent, Boston Po-

lice Dept, 1 Schroeder Plaza, 02120-2014, 617 343-4300, Fax: 617 343-
5399, E-mail: greeleyd.bpd@ci.boston.ma.us

—*Larivee, John , Chief Executive Officer, Community Re-
sources for Justice, 355 Boylston St, 02116, 617 482-2520, Fax: 617
549-6088, E-mail: jjlarivee@crjustice.org, Web: www.crjustice.org

—*Rouse, Richard J, Sheriff Ret, Suffolk Co Sheriff’s Dept, 26
Arborview Rd, 02130-3419, 617 524-6456, Fax: 617 426-8564, E-mail:
srrou@aol.com

Dedham—Weir, Michael J, Chief of Police, Dedham Police
Dept, 600 High St, 02026, 781 751-9300, Fax: 781 751-9330, E-mail:
mweir@town.dedham.ma.us

Fitchburg—O’Brien, Kevin M, Lieutenant, Fitchburg Police
Dept, 20 Elm St, 01420, 978 845-9647, Fax: 978 345-0188, E-mail: kob-
par4@yahoo.com

Lowell—*Facella, John A, Director Public Safety, M/A-COM
Wireless, 1011 Pawtuckett Blvd MS 207, PO Box 3295, 01853-3295,
978 442-4352, Fax: 978 442-5354, E-mail:
facellaj@tycoelectronics.com, Web: www.macom-wireless.com

Nahant—*Manley, J Paul , Sergeant, Nahant Police Dept, 198
Nahant Rd, 01908, 781 581-1212, Fax: 781 581-1907, E-mail: pman-
ley@nahantpolice.org, Web: www.nahantpolice.org

Michigan 
Adrian—Schwartz, James M, Deputy Chief of Police, Adrian

Police Dept, 100 E Church St, 49221, 517 265-7151, Fax: 517 263-5450,
E-mail: jschwartz@ci.adrian.mi.us

Fraser—Newton, Jeffrey M, Lieutenant, Fraser Dept of Public
Safety, 3300 Garfield Rd, 48026-1858, 586 293-1425, Fax: 586 296-8480,
E-mail: newtonj@fraserdps.com

Sterling Heights—*Joseph, Stanley J, Director of Security,
General Dynamics Land Systems, 38500 Mound Rd, 48310, 586 825-
4572, Fax: 586 825-4400, E-mail: josephs@gdls.com, Web:
www.gdls.com

Minnesota
Watkins—Elmore, Jason M, Chief of Police, Watkins Police

Dept, 111 Central Ave S, PO Box 306, 55389, 320 764-6792, Fax: 320
764-6401, E-mail: watkinspd@meltel.net

Mississippi
Jackson—Fisher, Marshall L, Director, MS Bureau of Nar-

cotics, PO Box 7498, 39282, 601 371-3623, E-mail:
mfisher@mbn.state.ms.us

Missouri 
Columbia—*Weaver, Donald R, Police Officer, Columbia Police

Dept, 600 E Walnut St, 65201, 573 817-6428, E-mail: drweaver@go-
columbiamo.com, Web: www.gocolumbiamo.com/police

New Jersey
Bayonne—Tocci, Michael J, Captain, Bayonne Police Dept, 630 Ave

C, 07002, 201 858-6946, Fax: 201 858-6021, E-mail: mt108@verizon.net
East Windsor—Brady, James P, Lieutenant, East Windsor Twp Po-

lice Dept, 80 One Mile Rd, 08520, 609 448-5678, Fax: 609 448-4758, E-mail:
brady@ewpd.com

Jersey City—Torres, Charles, Asst Chief of Police, Port Authority of
NY & NJ, 241 Erie St Rm 302, 07310, 201 239-3651, Fax: 201 239-3652, E-mail:
ctorres@panynj.gov

New Brunswick—*Muller, Ivelisse, Sergeant, Rutgers Police Dept, 5
Huntington St, 08817, 732 932-7040, Fax: 732 932-5094, E-mail:

lmuller@rci.rutgers.edu
North Wildwood—Caruso, Robert A, Captain, North Wildwood Po-

lice Dept, 305 E 10th Ave, 08260, 609 522-2030, Fax: 609 522-2531, E-mail:
rcaruso@nwpd.org, Web: www.nwpd.org

Paramus—*Dolce, Philip C, Chair Social Science, Bergen Communi-
ty College, 400 Paramus Rd, 07652-1595, 201 447-7468, Fax: 201 612-0918, E-
mail: pdolce@bergen.edu

Trenton—*Martin, James H, Esq, Asst Attorney General, NJ Division
of Law, Hughes Justice Complex, 25 Market St PO Box 112, 08625-0112, 609
984-1933, Fax: 609 292-0690, E-mail: james.martin@dol.lps.state.nj.us

New Mexico
Rio Rancho—Kellogg, Scott B, Captain, Rio Rancho Dept of

Public Safety, 500 Quantum Rd, 87124, 505 891-5907, Fax: 505 891-
3888, E-mail: skellogg@ci.rio-rancho.nm.us

New York 
Lake Success—Lang, William B, Lt/Deputy Commanding Offi-

cer, Lake Success Police Dept, 15 Vanderbilt Dr, 11020, 516 482-4600,
Fax: 516 482-4762, E-mail: lspddco@optonline.net

Yaphank—Busweiler, Joseph J, Lieutenant, Suffolk Co Police
Dept, 30 Yaphank Ave, 11980, 631 852-6460, Fax: 631 852-6470, E-mail:
buzzy106@optonline.net

North Carolina
Ayden—Crudup, Charles E, Chief of Police, Ayden Police Dept,

PO Box 219, 28513, 252 746-7025, Fax: 252 746-7004, E-mail:
ccrudup@ayden.com

Durham—Dean, Robert H, Director, Duke University Police
Dept, PO Box 90425, 502 Oregon St, 27708, 919 684-6571, Fax: 919
681-7656, E-mail: jr.dean@duke.edu

Valdese—Suttle, John H, Chief of Police, Valdese Police Dept,
PO Box 339, 28690, 828 879-2104, Fax: 828 879-2106, E-mail:
jsuttle@ci.valdese.nc.us, Web: www.ci.valdese.nc.us/police.htm

Oregon 
Sisters—*Falco, Kristine L, Psychologist, Kristine L Falco Psyd

PC, PO Box 1717, 97759, 541 480-4887, E-mail: kris@horsewings.com
St Helens—Salle, Steven K, Chief of Police, St Helens Police

Dept, 150 S 13th St, 97051, 503 397-3333, Fax: 503 397-0619, E-mail:
steves@ci.st-helens.or.us

West Linn—Timeus, Terry D, Chief of Police, West Linn Police
Dept, 22825 Willamette Dr, 97068, 503 655-6214, Fax: 503 656-0319, E-
mail: ttimeus@ci.west-linn.or.us, Web: www.westlinnpolice.com

Pennsylvania
Cleona—*Rager, Matthew, Sergeant, Cleona Borough Police

Dept, 140 W Walnut St, 17042, 717 274-2510, Fax: 717 274-3975, E-
mail: crt71@aol.com, Web: www.cleonapd.com

Horsham—Daly, William J, Lieutenant, Horsham Police Dept,
1025 Horsham Rd, 19044, 215 643-3600, Fax: 215 643-0390, E-mail:
wdaly@horsham.org

Rhode Island
Middletown—Hazel, Terry W, Deputy Chief of Police/Major,

Middletown Police Dept, 9 Berkeley Ave, 02842, 401 846-1144, Fax:
401 846-0175, E-mail: thazel@middletownri.com

South Carolina
Fripp Island—*Binkowski, Michael, Chief, Fripp Island POA

Security, 225 Tarpon Blvd, 29920, 943 838-1993, Fax: 943 838-2101, E-
mail: fipoasec@islc.net, Web: www.fipoa.org

North Charleston—*Stephenson, Charles A, Public Safety
Comm Systems Eng, NLETC-SE, 5300 International Blvd, 29418, 843
760-3283, Fax: 843 760-4611, E-mail: stephenson@scra.org

Texas 
Austin—Shepard, Sean, Asst Director, Austin Public Safety &

Emergency Mgmt, 301 W Second St, 78701, 512 974-2760, Fax: 512 974-
2712, E-mail: sean.shepard@ci.austin.tx.us

El Paso—Aguilar, Sylvia, Deputy Chief of Police, El Paso Police Dept,
911 N Raynor, 79903, 915 564-7357, Fax: 915 759-0020, E-mail: sylviaa@elpa-
sotexas.gov, Web: www.eppd.org

—Allen, Gregory K, Deputy Chief of Police, El Paso Police Dept, 911 N
Raynor, 79903, 915 564-7166, Fax: 915 564-7320, 
E-mail: alleng@elpasotexas.gov, Web: www.eppd.org

—Cross, Paul, Asst Chief of Police, El Paso Police Dept, 911 N
Raynor, 79903, 915 564-7323, Fax: 915 564-7320, E-mail: crossp@elpaso-
texas.gov, Web: www.eppd.org

—Ed, Stuart C, Admin Services Director, El Paso Police Dept, 911 N
Raynor, 79903-4136, 915 564-7381, Fax: 915 564-7320, E-mail: edsc@elpaso-
texas.gov, Web: www.eppd.org

—Feidner, Robert E, Commander, El Paso Police Dept, 911 N Raynor,
79903, 915 564-7178, E-mail: feidnerb@elpasotexas.gov, Web:
www.eppd.org

—Graves, Scott, Lieutenant, El Paso Police Dept, 911 N Raynor,
79907-4136, 915 564-7270, Fax: 915 562-7394, E-mail: gravess@elpaso-
texas.gov, Web: www.eppd.org

—Norman, David, Commander, El Paso Police Dept, 911 N Raynor,
79903, 915 759-2051, Fax: 915 759-2020, E-mail: davidn@elpasotexas.gov,
Web: www.eppd.org

—Pantoja, Richard, Commander, El Paso Police Dept, 911 N Raynor,
79903, 915 585-5353, Web: www.eppd.org

—Ramirez, Jose L, Commander, El Paso Police Dept, 9011 Escobar,
79907, 915 872-3622, Fax: 915 872-3620, E-mail: ramirezj@elpasotexas.gov,
Web: www.eppd.org

Fort Worth—James, Mike, Director of Security, Group Services Inc,

6000 Western Pl Ste 475, 76107, 817 732-0918, Fax: 817 732-6716, E-mail:
mjames@keystoneftw.com

Houston—Seals, Thaddeus, Interim Chief of Police, TX Southern Uni-
versity, 3100 Cleburne Ave, 77004, 713 313-1814, Fax: 713 313-4425, E-mail:
seals_tx@tsu.edu

Little Elm—Rhodes, Waylan, Chief of Police, Little Elm Police Dept,
100 W Eldorado Pkwy, 75068, 214 975-0460, Fax: 214 540-0006, E-mail:
wrhodes@littleelm.org, Web: www.littleelmtx.us

Utah
Ogden—King, Michael R, Director Ogden Police Dept, 2186

Lincoln Ave, 84401, 801 698-2750, 
E-mail: attygen@comcast.net

Virginia
Alexandria—*Jansen, Steven A, Acting Director, NDAA-APRI,

99 Canal Center Plaza Ste 510, 22314, 703 519-1693, Fax: 703 836-
3195, E-mail: steven.jansen@ndaa-apri.org, Web: www.ndaa.org

Arlington—Placido, Anthony P, Chief of Intelligence, DEA/Jus-
tice, 700 Army Navy Dr, Attn NC W12036A, 22202, 202 307-3607, Fax:
202 307-3637, E-mail: anthony.p.placido@usdoj.gov, Web:
www.dea.gov

Fort Belvoir—Andrews, Daniel T, Supervisory Special Agent,
USACIDC Computer Crime Unit, 9805 Lowen Rd Bldg 193, 22060, 703
805-9976, Fax: 703 805-2351, E-mail: daniel.andrews@us.army.mil,
Web: www.cid.army.mil

Galax—Clark, Richard C, Chief of Police, Galax Police Dept, PO
Box 1183, 24333, 276 236-8101, Fax: 276 236-2965, E-mail:
galaxypd1@earthlink.net, Web: www.galaxpd.com

Hampton—Panz, Cynthia A, Captain, Hampton Division of Po-
lice, 40 Lincoln St, 23669, 757 727-6567, Fax: 757 728-2023, E-mail:
cpanz@hampton.gov

Portsmouth—Lyons, Anne S, Asst Director Admin Services,
Portsmouth Police Dept, 700 Crawford St, 23704, 757 393-8257, Fax:
757 393-5255, E-mail: lyonsa@portsmouthva.gov

Washington
Auburn—Lee, Robert M, Deputy Chief of Police, Auburn Police

Dept, 340 E Main St, 98002, 253 804-3124, Fax: 253 931-3080, E-mail:
blee@auburnwa.gov

West Virginia
Charleston—Rutherford, John D, Chief Deputy, Kanawha Co

Sheriff’s Dept, PO Box 75087, 25375, 304 357-0150, Fax: 304 357-4668,
E-mail: johnrutherford@charterinternet.com
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The IACP notes the passing of the following association mem-
bers with deepest regret and extends its sympathy to the fami-
lies and coworkers left to carry on without them.

Mario Amoroso, Deputy Chief of Police (ret.), San Francisco,
CA; Pebble Beach, CA; (life member)

Raymond M. Chapman, Chief of Police (ret.), Berkeley, IL;
Elmhurst, IL (life member)

Elwyn L. Chapman, Deputy Chief of Police (ret.), St. Peters,
MO; Brentwood, MO (life member)

William J. Donahue, Chief of Police (ret.), Melvindale, MI;
Riverview, MI (life member)

Ted E. Dudzik, Captain of Detectives (ret.), Whiting IN (life member)

Kenneth E. Fox, Assistant Chief of Police (ret.), Miami, FL(life member)

Eugene A. Ginda, Lieutenant Colonel USA(ret.), Ocean, NJ (life member)

Clinton O. Grinnell, Sheriff (ret.), Lake County, Waukegan, IL;
Mundelein, IL(life member)

David P. Koman, Chief of Police (ret.), Brewer, ME (life member)

Robert A. Mampel, Special Agent in Charge (ret.), US Secret Service,
Spring Hill, FL(life member)

Thomas J. McAuley, Chief of Police (ret.), Panama City, FL; Valley,
AL(life member) 

George J. O’Neil, Superintendent of Police (ret.), Consolidated Rail,
Houston, TX (life member)

George B. Paul, Chief of Police (ret.), Flint, MI; Swartz Creek, MI 
(life member)

William Russo, Chief of Police (ret.), Mahwah, NJ (life member)

Paul A. Shaver, Chief of Police (ret.), Albuquerque, NM (life member)

William A. Shepard, Chief of Police (ret.), Olathe, KS (life member)

Albert F. Smith, Senior Resident Agent (ret.), USNIS, Leonardtown,
MD (life member)

Julius J. Steperd, Detective Lieutenant (ret.), Bloomfield, CT (life member)

R. J. Stroupe, Captain (ret.), Gaston County Police Department, Gas-
tonia, NC (life member)

John K. Swan, Chief of Police (ret.), San Benito, TX (life member)

Mario T. Villanti, Colonel USA(ret.), Bourne, MA(life member)

John H. Young, Chief of Police (ret.), Greenwood, SC (life member)
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Vehicle tracking
Teydo introduces the FleetOnline LBS track-
ing system for smaller and midsize enter-
prises. The LBS (location based services) 
system is designed to determine the location
of a phone, such as one carried in a patrol
car, and display that location online in a 
Web browser.
For more information, circle no. 204 on 
the Reader Response Card, or enter it at
www.theiacp.org/freeinfo

Parka
Mifflin Valley introduces its ANSI Plus parka,
which is designed to comply with ANSI/ISEA
104-2004 Class 3 standards. Features include a
waterproof and water-repellant outer shell, a
concealable attached hood, a two-way YKK 
zipper front closure with snap-front storm flap,
an adjustable cord lock waist, Velcro adjustable
cuffs, and a radio pocket. The design also in-
cludes two microphone tabs and lower front
slash-cut hand-warmer pockets with accessory
holders. Asilver 3M Scotchlite reflective trim
package is designed to ensure visibility in low
light. The polar fleece liner, which doubles as a
jacket itself, can be removed, turning the parka
into lightweight rain gear for summer wear. 
For more information, circle no. 206 on 
the Reader Response Card, or enter it at
www.theiacp.org/freeinfo

Driver feedback sign
Information Display Company introduces
the Easy-Solar version of their SpeedCheck
driver feedback sign. The one-piece integrat-
ed sign is designed to contain the battery
and all other power system components,
making the Easy-Solar package easy and less
expensive to install. The Easy-Solar package
is designed for use at traffic sites that do not
require round-the-clock traffic calming de-
vices, such as near schools or playgrounds
or those limited to commuter rush hours.
The sign features a built-in timer designed to
limit energy use during nighttime and off-
peak hours. To install the sign, users attach
the solar panel and display to the pole, con-
nect the 12-volt power lead from the panel to
the display, and program the timer. 
For more information, circle no. 207 on 
the Reader Response Card, or enter it at
www.theiacp.org/freeinfo

Blast mitigation device
CINTEC America announces the Blastec Isola-
tor Bin, a blast mitigation tool that is designed
to be easily and rapidly inflated to provide
temporary blast mitigation and fragment re-
tention wherever suspect objects are encoun-
tered, including airports, restaurants, stores,
post offices, and office buildings. The bin is
made of an internally reinforced fabric and is
designed to be deployed manually or roboti-
cally using appropriate bomb disposal equip-
ment. The unit is open at the top and bottom to
facilitate deployment and access to the suspect
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The Police Chief keeps you on the cutting edge of 
law enforcement technology with monthly product 
announcements. For free in-depth information, 
visit us at http://www.theiacp.org/freeinfo, or circle 
the appropriate Reader Service Numbers on the Reader
Response Card (adjacent to the index of advertisers in this
issue), and fax or mail the postage-paid card today. Items
about new or improved products are based on news 
releases supplied by manufacturers and distributors; 
IACP endorsement is in no way implied.
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object if required. Each unit weighs 33 pounds
when empty and 2,850 pounds when full. The
volume per unit is 5.6 cubic feet when empty
and 67 cubic feet when full. 
For more information, circle no. 209 on 
the Reader Response Card, or enter it at
www.theiacp.org/freeinfo

Online traffic camera views
The TrafficLand Company announces that it
has added 38 new Virginia Department of
Transportation traffic camera views in
Hampton Roads, Virginia, to its Internet-
based traffic video network. The new cam-
era views are located in Virginia along I-264
and I-464. TrafficLand provides specialized,
secure access through its Video Distribution
System to first responders, transit agencies,
and emergency management organizations
to assist routine and emergency operations
and improve regional mobility and public
safety. The TrafficLand network integrates
live images on its Web site from public traf-
fic cameras located in multiple U.S. markets.
The additional VDOT cameras bring the
total currently available to 595.
For more information, circle no. 208 on 
the Reader Response Card, or enter it at
www.theiacp.org/freeinfo

Training knife
No Lie Blades introduces a training knife that
features a felt strip coated with a special mark-

ing material designed to leave a washable ink
mark that represents where a cut would be. 
Designed for use during hand-to-hand combat
training, No Lie Blade training knives come in
two styles: one represents the traditional dou-
ble-edged combat blade and has felt edges on
both sides; the other represents the typical
street knife and has a felt edge on one side.
Both models come with a basic starter kit that
includes marking sticks, instructional CD, 
impact injury chart, and accompanying guide.
For more information, circle no. 210 on 
the Reader Response Card, or enter it at
www.theiacp.org/freeinfo

Cell phone data extractor
Logicube Inc. announces the introduction of
the new CellDEK cell phone and personal
digital assistant data extraction kit. The
portable CellDEK is designed to access data
from more than 90 percent of all North Amer-
ican cell phone and PDA models at the scene
of the crime, eliminating the need for investi-
gators to wait for the data to come back from
a crime lab. Once the user identifies the target
device is identified, CellDEK offers the user a
choice of connectivity types. A smart cable se-
lection program illuminates the correct cable.
Connectivity by infrared and Bluetooth are
also available. CellDEK then captures all
stored data through the selected connection
method. Up to 40 cable connectors may be
stored in the system’s built-in rack. 
For more information, circle no. 205 on 
the Reader Response Card, or enter it at
www.theiacp.org/freeinfo
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Consuming and Applying Research

There are many good reasons why suc-
cessful law enforcement executives will
have to be consumers and appliers of re-
search. They do not need to become re-
searchers themselves, but they must use
the research in their everyday work. This
article will examine why research matters
to the police and how research can be
used to policing advantage.

Why Bother with Research?
Those who decades ago endured a

course in criminology may be skeptical
that the esoteric and occasionally contra-
dictory information they received could
have any conceivable use in the real world.
Times, however, have changed, and the na-
ture of research in law enforcement has
shifted. This is due, in part, to the fact that
many current researchers are former police
officers; still others who have never carried
a badge nevertheless maintain a close rela-
tionship with law enforcement agencies.
As a result, they better understand what
the police want and need.

In addition, grant funding and other
resources today are directed toward prac-
tical, usable research. In 1997, for example,
University of Maryland researchers, at the
request of Congress, published a massive
volume in which they reviewed hundreds
of research studies to determine what
works in the area of crime prevention.
This single volume, which was designed
for the practitioner, does not rely heavily
on research or academic jargon but rather
provides helpful and easy-to-understand
information. 

Another effort in this area is the Camp-
bell Collaboration, modeled after a similar
effort in medicine. Its goal is to summarize
all the available empirically based informa-
tion relating to a single topic, and present a
one-paragraph summary, or systematic re-
view, for the consumer. Today’s research is
not only better but also more accessible.
Access to the Maryland study and the
Campbell Collaboration, as well as the Na-
tional Criminal Justice Reference Service’s
electronic library, are available free of
charge on the Internet.1

Today’s police, as the saying goes, are
doing more with less. Using what re-
searchers have proven to work rather than
simply relying on preconceptions and local
custom may actually allow that to happen.

Evidence-Based Policing
In 1998 criminologist Larry Sherman

proposed the creation of a new model of
law enforcement that he called evidence-
based policing (EBP). According to Sher-
man, “Of all the ideas in policing, one
stands out as the most powerful force for
change: police practices should be based on
scientific evidence about what works best.”

Based on a model that had earlier been
adopted in medicine, Sherman noted that
most police practices remain untested. We
often do not know whether what we do
works at all. In many cases, even after re-
search has shown that something doesn’t
work, we continue to do it as a result of
political pressure, inertia, or ignorance.
Sherman’s model, as described in figure 1,
is simple.3

In reality, EBP is more a philosophy
than a model. It can be applied to all facets
of policing, including resource allocation,
deployment, and investigation strategy. It
is also not limited to criminology. One can
easily envision research relating to busi-
ness, engineering, and cybernetics and 
artificial intelligence to have relevance 
for policing.

Using the EBP model, when confront-
ed with an issue or problem, an agency
determines best practices as identified in
the relevant literature. A great deal of cut-
ting-edge research is already available on
the Internet and most major city police de-
partments and state police organization
conduct research studies. But unless one
knows how to judge how well  the 
researcher did the study, one may accept
findings that are not accurate. In fact, not
all research is created equal. Some studies
involve a sufficient number of subjects
and use random assignment and control
groups; others do not. Understanding
how well a study was conducted is crucial
for successful application.

During the IACP committee meetings, various
presentations are made to keep the committee
members informed about issues and practices in
law enforcement. This article was developed by the
author from a presentation at the IACP Police In-
vestigative Operations Committee midyear meet-
ing in Austin, Texas, on June 15, 2005. 

Evidence-Based Policing

By Carl J. Jensen III, Ph.D., 
Supervisory Special Agent, 

Behavioral Science Unit, 
FBI Academy, Quantico, Virginia
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The Maryland researchers understood
the value of assessing studies and actually
created a system of grading the research.
Studies conducted under the most 

scientifically rigorous conditions (such as
random assignment and control groups)
were given a score of 5 and those with the
least amount of rigor were given a 1. The
Campbell Collaboration likewise uses a
systematic method to rate the efficacy of
research and won’t say something either
works or doesn’t work until certain con-
ditions are met. Not every research study
reviewed will be evaluated and rank,
however. That means that local depart-
ments will need to assess the validity of
the research, and one of the best places to
get help is at the local university or col-

lege. Academic researchers can assess the
study’s methodology to determine
whether the local department should de-
pend on the findings.

Once best practices are determined from
the literature, the agency must adapt them
to fit the particularities of local laws, agency
policies, and community realities. After all,
what works in one jurisdiction may not
work, or may not be acceptable, some-
where else. This is where the experience,
skill, and political savvy of the police man-
ager are crucial to knowing what is going to
work in the real world. To that end, promis-
ing practices inform but do not dictate
guidelines for the plan of action.

Once guidelines have been estab-
lished, they can be used to formulate out-
puts, or means to accomplish a task. Final-
ly, and perhaps most crucial to the entire
process, there must be a means of measur-
ing whether the plan actually works, that
is, whether it accomplishes what it was
designed to do. To that end, at the initia-
tion of the plan, specific outcomes, or
goals, should be established and used to
drive every other aspect of the project.
Often outcomes and outputs are con-
fused. For example, an outcome for a plan
might be the reduction of drug use in a
community. One output for accomplish-
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ing this could be the aggressive arrest of
street-level drug dealers. However, if the
agency measures only the arrest rate, the
actual effect of the program on rates of
drug use remain unknown. Instead, com-
munity drug use, as measured through
emergency room referrals, drug use sur-
veys, or other means, is the proper vari-
able to be considered.

The EBP process mandates a thorough
and ongoing assessment of outcomes, as
demonstrated in the feedback loop illus-
trated in figure 1. But a program’s failure to
fulfill its creators’ initial expectations is not
necessarily cause for junking it all together.
In fact, it may need only a little tweaking.
Because it is systematic and requires ongo-
ing measurement, the EBP process is ideal-
ly suited to refining programs as needed. In
addition, the end of the feedback loop ar-
rives back at promising practices that are
constantly refined and updated as a result
the EBP system of operations.

Involve the Community’s 
Academic Institutions

Universities and colleges serve most
communities and can be a tremendous
EBP resource, from compiling and assess-
ing research, to assisting in formulating
outputs, to measuring outcomes. In fact,
establishing a collaboration with a local
academic institution can be a win-win sit-
uation: the police benefit from the labor
and expertise of the faculty and students
while the university gains a laboratory in
which to conduct meaningful research. 

Both the police and the academic com-
munity thrive on grant funding. Today,
because many grants require practical re-
search, it is almost a requirement that a re-
searcher work with a police department.
The title of the 2005 National Institute of
Justice conference was Evidence-Based
Policies and Practices. To some, this title
clearly indicates that grant funding will
be contingent upon establishing pro-
grams that are both practical and based
on evidence. 

In order to bridge the gap between uni-
versities and the police, the IACP hosted a
roundtable in 2003 that brought together
experts in both fields. Part of the group’s
task was to study what made for successful
police-university collaborations. The fol-
lowing attributes were considered essen-
tial from this effort.
• The problem had to be one relevant to

the law enforcement agency.

• Researchers and law enforcement
leaders had to share responsibility for
the overall project.



• Researchers and law enforcement
leaders had to be qualified work in the
partnership.

• Researchers and law enforcement
leaders had to devote time and 
interest to the project.

• Researchers had to offer practical 
recommendations.

• Law enforcement leaders had to be 
in positions of power in order to act
upon the recommendations for opera-
tional change that resulted from 
research.4

In addition, the IACP provided recom-
mendations for areas that needed to be
addressed:
• Selecting and supervising skilled 

researchers

• Training law enforcement leaders in
evaluating and performing research

• Designing and formalizing the 
research agenda

• Developing and sustaining relation-
ships between law enforcement lead-
ers and researchers

• Evaluating and responding to research
results

• Managing funding for research 
partnerships

At the FBI National Academy
A course at the FBI National Academy

on applying criminal justice research is
based on Sherman’s EBP model. Students
are presented with tools to consume re-
search and are required to critique various
famous criminal justice studies. Based
strictly on nonempirical observations (a
dicey approach, given the theme of the
present article), certain trends have
emerged.

One emerging trend is that most police
managers appreciate research that is well
done and meaningful. In fact, many are
quite good at dissecting and critiquing the
research. The generally inquisitive nature
of law enforcement officers, combined
with their many years of real-world expe-
rience, has led to the exposure of holes
and flaws in some well-known and highly
regarded studies. Indeed, many of the FBI
National Academy students have been
able to suggest significant improvements.
If more police managers were directly in-
volved in research endeavors in the early
planning stages, it’s likely that there
would be fewer problems for researchers
down the line. 

As part of the course, students are re-
quired to complete a project of real-world
significance to their agency. Perhaps sur-
prisingly, little criminal justice research
has been conducted on many of the sub-
jects they pick (although research often
exists in other fields, such as leadership
and management). This underscores the
IACP finding that a research agenda must
be jointly formulated. While researchers
may think they know what the police
want, they may not always be correct.

Finally, National Academy students
who have enjoyed good relationships
with universities point to a common
theme: mutual trust established through
regular contact. As in many other arenas,
personal relationships still dominate most
other factors. To that end, police man-
agers may facilitate positive relationships
by setting up internship programs and by

inviting academic personnel to serve in
reserve components or to attend their 
citizen police academy. They may also 
encourage their own personnel to reach
out, by funding attendance at local 
colleges, by providing flexible schedul-
ing, and by inviting local faculty members
to provide training. �

1The Internet sites for these entities are as follows:
Preventing Crime: What Works, What Doesn’t, 
What ’s  Promis ing (The  Maryland s tudy) :
www.ncjrs.org/works; the National Criminal Justice
Reference Service: www.ncjrs.org; and the Campbell
Collaboration: www.campbellcollaboration.org.

2Police Foundation, Evidence-Based Policing, by
Lawrence W. Sherman (Washington, D.C.: 1998), 2.

3Police Foundation, “Evidence-Based Policing,” 4.
4International Association of Chiefs of Police, 

Unresolved Problems and Powerful Potentials: Improving
Partnerships between Law Enforcement Leaders and Univer-
sity-Based Researchers (August: 2004).
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IACP’s Technology Technical 
Assistance Program

Sweeping advances in technology and 
urgent changes in police responsibilities create
a formidable demand for increased technical
assistance to support the technology needs of
state, county, local, university, and tribal law
enforcement. With extensive input from law
enforcement professionals, IACP’s new Tech-
nology Technical Assistance Program (TTAP)
has been designed to improve a law enforce-
ment executive’s ability to protect and serve
their communities and officers through 
successful deployment of technology.

The TTAP project, in collaboration with the
COPS Office, will produce The Technology Desk
Reference, designed to give law enforcement ex-
ecutives current, relevant information on plan-
ning for, acquiring, and managing law enforce-
ment technology. The Technology Desk Reference
will be unveiled at the 113th Annual IACP Con-
ference in Boston, Massachusetts, USA, October
14–18, 2006.

In addition to The Technology Desk Reference,
IACP’s TTAP project will be distributing period-
ic trends-and-issues bulletins designed to offer
timely information on various types of technolo-
gy. The executive bulletins will address voice
communications, in-car cameras, network infra-
structure, mobile data terminals, and records
management systems. 

Technology acquisition is a costly proposi-
tion, requiring proper protocols, procedures, cer-
tification, and training that will ensure appropri-
ate use of these new tools. IACP’s TTAP project
is designed to help law enforcement executives
meet these challenges.

For more information on these technology
resources, call the TTAP team at 800-THE-IACP,
extension 820, send an e-mail message to the
TTAP team at ttap@theiacp.org, or visit the
IACP Research Center at www.iacpresearch.org.

IACP Membership Report
As of January 15, 2006, the IACP has a total

membership of 20,006 people representing 102
countries. The United States and its posses-
sions are home to 18,629 members, and there
are 1,377 members from 101 other countries.
Of the total membership, 13,790 are active
members, 3,049 are associate members, and
3,167 are life members.

For more information about the IACP mem-
bership, call Christian Faulkner, IACP member-
ship manager, at the 800-THE-IACP, extension
307, or write to him at faulkner@theiacp.org.

New Electronic Newsletter 
Available from IACP

The newsletter Big Ideas for Smaller Police
Departments will soon be available on the Inter-
net, making it accessible in a new expanded
format. The new electronic format allows the
newsletter to provide a wider variety of infor-
mation and resources to readers. The Internet
access will allow subscribers to send questions
and comments regarding newsletter content.
In addition, all subscribers in the database 
can be notified of upcoming regional events
and training.

Even if you are currently subscribing to the
printed newsletter, you must still register at
www.surveymonkey.com/s.asp?u=446259404
12 to begin receiving the electronic newsletter. 

Subscription and registration for the Big
Ideas electronic newsletter are free. When a
new issue of the newsletter is available, sub-
scribers will receive an e-mail. The electronic
newsletter can then be conveniently forward-
ed to friends, employees, and colleagues or
easily uploaded from the Internet address. The
newsletter may also be printed if a hard copy
is desired for classes or meetings.

We hope IACP members will enjoy this
new format of information sharing and look
forward to including your ideas and com-
ments as Big Ideas for Smaller Police Departments

continues its commitment of supporting and
reaching all agencies in the United States with
25 or fewer officers. To view a current copy of
the newsletter, visit the IACP Web site at
www.theiacp.org, enter the Research Center 
section, choose the project called Services, 
Support, and Technical Service to Smaller Po-
lice Departments, and scroll down to find the
link to the Big Ideas newsletter. This project is
sponsored by the Bureau of Justice Assistance,
Office of Justice Programs.

For more information, call Elaine Deck at 
800-THE-IACP, extension 262, or send an e-
mail message to her at decke@theiacp.org.

Free Training for Volunteers
Coordinators

The Volunteers in Police Service (VIPS)
program is offering free training to coordina-
tors of law enforcement volunteer programs.
VIPS is managed and implemented by the
IACP in partnership with and on behalf of the
U.S. Department of Justice’s Bureau of Justice
Assistance and the White House Office of the
USA Freedom Corps. The program’s goal is to
enhance the capacity of state and local law en-
forcement to utilize volunteers. 

VIPS training provides attendees with an
understanding of the theories and practices re-
lated to developing a law enforcement volun-
teer program, an introduction to VIPS and its
resources, and the knowledge and skills neces-
sary to implement a law enforcement volun-
teer program. The training is intended to be a
hands-on experience for the law enforcement
volunteer coordinator or agency representative
who will be responsible for the development
and implementation of a volunteer program.
The training will also help build a peer-to-peer
network.

Registration is accepted on a first-come, 
first-served basis. Register online at 
www.policevolunteers.org, in the events section. 
Confirmation will be sent by e-mail. 

There is no registration fee to attend. Conti-
nental breakfast and lunch will be provided.
Attendees traveling more than 50 miles may be
eligible to receive a $150 travel stipend. 

Sample dates and locations for the first part
of 2006 training include the following:
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Line of Duty Deaths
“They will be remembered — not for the
way they died, but for how they lived.”

The IACP wishes to acknowledge
the following officers, who made the ul-
timate sacrifice for their communities
and the people they served. We extend
our prayers and deepest sympathies to
their families, friends and colleagues.

Sergeant Michael Scott Neal
Mexia, Tex., Independent School 
District Police Dept.
Date of death: November 22, 2005
Years of service: 8
Officer Brandon Douglas Breland
Wiggins, Miss., Police Dept.
Date of death: November 27, 2005
Years of service: 5
Officer Edward Odell Fitts
Wiggins, Miss., Police Dept.
Date of death: November 27, 2005
Years of service: 20
Officer Paul Salmon
Phoenix, Ariz., Police Dept.
Date of death: November 29, 2005
Years of service: Unknown
Police Officer Henry 
“Hank” Nava
Fort Worth, Tex., Police Dept.
Date of death: December 1, 2005
Years of service: 13
Deputy Sheriff Jason 
Alexander Oliff
Brazoria County, Tex., Sheriff’s Office
Date of death: December 5, 2005
Years of service: 4
Corporal Joseph R. Pokorny
Pennsylvania State Police
Date of death: December 12, 2005
Years of service: 21
Officer Erick Shane Manny
California Highway Patrol
Date of death: December 21, 2005
Years of service: 5

• April 5: Omaha, Nebraska
• April 13: Salt Lake City, Utah
• May 4: Portland, Oregon
• May 23: Indianapolis, Indiana
• June 8: Anchorage, Alaska 
• June 8: Chicago, Illinois 
• July 18: Pittsburgh, Pennsylvania 
• July 25: Burlington, Vermont 

Dates and locations are subject to change,
and more dates and locations will be an-
nounced. Interested departments should call
Erin Vermilye at 800-THE-IACP, extension 826,
or write to her at vermilye@theiacp.org.

153 Law Enforcement Officers Died in
the Line of Duty in 2005

According to preliminary data released in
the National Law Enforcement Officers Memo-
rial Fund’s annual “Fallen Heroes Report,” as
of December 23, 2005, 153 law enforcement of-
ficers across the United States died in the line
of duty during 2005. This marks a continued
downward trend in the number of officers
killed over the past 30 years.

Improvements in body armor, better train-
ing, and nonlethal weapons are cited as rea-
sons for multiyear decline.

The leading causes of death in 2005 were
shootings (60) and traffic-related incidents (62).
The latter category included 41 officers killed
in automobile collisions, 15 struck by vehicles,
and six killed in motorcycle crashes. In 2004, 57
officers were shot, and 72 officers died in traf-
fic-related incidents.

The number of officers who died as a result
of a medical event, such as a heart attack or
heat stroke, was 21 in 2005, as compared to 11
in 2004.

Also during 2005, 21 officers died from job-
related illnesses; three fell to their deaths; two
drowned; two died in aircraft crashes; one died
in a bomb-related incident; one was stabbed to
death; and one was hit by a train.

During the 1970s, more than 220 officers
were killed on average each year, making it the
deadliest decade in law enforcement history.
But during the past decade the officer fatality
rate has declined to an average of 162 per year. 

The National Law Enforcement Officers
Memorial Fund (NLEOMF) and the Concerns
of Police Survivors (COPS), two nonprofit or-
ganizations that track officer deaths, released
these preliminary figures for the year jointly.
Full data from the NLEOMF and COPS “Fallen
Heroes Report,” including deaths by state, can
be obtained at www.nleomf.com.

Interpol–UN Special Notices for Terrorists
Interpol has published the first Interpol–

United Nations Security Council Special Notices
for persons who are the targets of UN sanctions
against al Qaeda and the Taliban.

Among the names of individuals on this
first group of four notices is Abu Musab 

Al-Zarqawi, one of the world’s most notorious
terrorist suspects, wanted by police in a num-
ber of countries for a series of major attacks on
behalf of al Qaeda.

The new notices are being distributed to all
of Interpol’s 184 member countries using the or-
ganization’s global police communications sys-
tem. If the whereabouts of suspects named in
such notices become known to police, the Inter-
pol National Central Bureau in the country con-
cerned will be notified immediately so that com-
petent authorities can take the necessary action
to implement the UN sanctions against them.

AUN Security Council resolution unani-
mously adopted on July 29, 2005, called on the
UN secretary general to work with Interpol to
provide better tools to assist the UN Security
Council’s 1267 Committee to carry out its man-
date regarding the freezing of assets, travel bans,
and arms embargos aimed at groups and individ-
uals associated with al Qaeda and the Taliban.

The creation of the Interpol–UN Security
Council Special Notice was approved formally
by Interpol’s general assembly in Berlin in Sep-
tember 2005, and a team at the Interpol general
secretariat in Lyon, France, was immediately
assigned to work with UN officials on details
of implementation and related technical issues.

“I believe publication of these new notices
will send an important message to the interna-
tional community that Interpol and the United
Nations are working together in a proactive
manner to ensure that terrorists are brought to
justice,” Interpol Secretary General Ronald K.
Noble said. “I think the very fact that notices of
this sort are being published will have a signif-
icant effect on the movement of terrorist sus-
pects across international borders and will
make it less likely they will engage in financial
dealings or the purchase of weapons.”

The Consolidated List on al Qaeda and the
Taliban maintained by the UN Security Coun-
cil’s 1267 Committee contains the names of
more than 300 suspects and more than 100 en-
tities. The UN and Interpol will work together
to issue additional special notices in the future
for many of the individuals on the list.

“The Interpol–UN Special Notices make
clear the common commitment of the United
Nations and Interpol to fight terrorism. They
will also provide a considerable boost to the
implementation of the UN-mandated sanc-
tions on terrorists and their supporters
throughout the world,” said the chairman of 
the UN 1267 Committee, Ambassador César
Mayoral of Argentina.

Abridged versions of the four new notices,
including Al-Zarqawi’s, may be seen on Inter-
pol’s Web site, www.interpol.int. Full details
on the notices, including fingerprints and other
confidential police data, are available only to
law enforcement officials through Interpol
channels. For more information on the al
Qaeda and Taliban Sanctions Committee,
please visit www.un.org/Docs/sc/
committees/1267Template.htm. �





Elements of an Effective Traffic Safety Initiative

By Joel Bolton, Lieutenant, 
Lake Charles, Louisiana, 
Police Department

Comprehensive law enforcement traffic
safety programs have had lifesaving bene-

fits for communities across the nation. Progres-
sive departments have proven that police can
increase safety belt usage rates; reduce im-
paired driving injury crashes; and reduce ex-
cessive speeding.

It has also been demonstrated repeatedly
that solid public information and education ef-
forts, backed up by well-publicized enforce-
ment, can improve the way motorists view
their local police department and traffic en-
forcement.

In this space last month, we discussed three
of the six essential elements of a good traffic
safety program: 
• Sound policy and enforcement guidelines 

that demonstrate to officers the level of 
importance the agency places on traffic safety

• Training that helps employees gain and 
apply the knowledge, skills, and abilities 
necessary to enforce the law and educate 
the public

• Public information and education activities
that help convince motorists to buckle up, 
slow down, and drive sober
This month, we will look at the remaining in-

gredients of an effective traffic safety initiative: 
• Recognition of outstanding performance 

by employees and citizens
• Enforcement of traffic safety laws
• Evaluation of efforts

Recognition
Meaningful recognition of exemplary perfor-

mance can be a real morale booster for your offi-
cers. We are competitive individuals and most
enjoy a challenge to perform better. Those offi-
cers who are consistent high producers in traffic
enforcement activities are no exception.

We typically associate awards and recogni-
tion with acts of bravery and valor. For most
departments, the category list for awards 
presented is short. More and more, however,

agencies are realizing the benefit of adding
traffic enforcement categories to that list. For
example, those officers who willingly tackle
the complexity of a routine DWI arrest are
probably your most dedicated self-starters and
are deserving of recognition. They may not
have had the opportunity to dash into a burn-
ing building to save a child, but they diligently
work night after night to make your streets
safer by intercepting impaired drivers before
crashes occur.

Award presentations are an excellent way
to involve community traffic safety advocates
in your activities. A group interested in im-
paired driving or child passenger safety would
likely be honored to be involved in a presenta-
tion ceremony for outstanding efforts in their
focus area.

Saved by the Belt Awards for officers and
citizens reinforce the message that safety belts
work in the real world. Announcements of
these awards are good news stories that can be
distributed to media, and photographs of the
crashed vehicles make great visuals for televi-
sion and print media.

Don’t forget to take advantage of opportuni-
ties to gain recognition for your department as
well. Your officers are proud of the department
they have devoted their lives to, and they are
gratified when their agency receives praise. Par-
ticipating in the IACP’s National Law Enforce-
ment Challenge is a great way to earn recogni-
tion for your agency. See the Web site for details:
www.lawenforcementchallenge.org.

Enforcement
There are advocates for every area of traffic

safety. MADD, for instance, seeks to reduce the
toll of death, injury, and productive years lost
from impaired driving. Safe Kids promotes the
correct use of child restraints.But none of these
organizations can enforce the law. Only we 
can do that.

High-visibility enforcement of statutes de-
signed to save lives is the key to changing mo-
torist behavior. The police role in increasing
safety belt use, for example, has been well 
documented. Attitudes and behaviors can be
changed, particularly when enforcement 
activities are publicized and the reason 
(saving lives) is explained to the public.

Officers also need to understand what they
are expected to accomplish with their enforce-
ment activities. If your officers are evaluated
on the quantity of citations they write, they
will write lots of citations. If they are more ap-
propriately evaluated on the impact of their ac-
tivities on crash and injury rates, you may see
fewer citations overall but fewer roadway
deaths and injuries.

Evaluation
Evaluating your traffic safety program is

essential to making it work. In addition to reg-
ularly reviewing your policies, enforcement
guidelines, public information efforts, and
training programs, conducting data analysis
can help determine where and when resources
are needed.

Crash data should be examined to deter-
mine not only when and where crashes are oc-
curring but also the most prevalent causes at
each location. This will help determine how
and at what times of day you deploy your en-
forcement resources. If most of the alcohol-re-
lated crashes in your community are occurring
between 2:00 and 4:00 a.m., the DWI squad
shouldn’t be ending its workday at 1:00 a.m. 

Data analysis often reveals a need for tar-
geted public information work or engineering
improvements at certain intersections to re-
duce crash rates.

Surveys of safety belt use rates are also im-
portant because they establish a baseline
against which to measure change. Such sur-
veys also show what areas of your jurisdiction
need increased enforcement activity. Surveys
are easy to do. Simply select your location and
count yes or no for a set time period (one hour,
for example) or a set number of vehicles pass-
ing through, say, 100 cars. The next time you
survey, use the same locations and the same
time of day to get a valid comparison of how
restraint use has changed.

As law enforcement agencies, we do many
different things to make our communities
safer. But nothing else you can do matches the
potential of a comprehensive traffic safety pro-
gram to save lives and prevent injuries to the
people you serve. �
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